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“Preamble”

This Policy Guidelines on Prevention of Money Laundering and Terrorist Financing has
been designed for United Commercial Bank Ltd. to attain objectives in compliance with
Bangladesh Bank directives in terms of Money Laundering Prevention Act, 2012 and
Anti-Terrorist (Amended) Act, 2013 reproduced herein. The Policy Guidelines has been

approved by Board of Directors in its meeting held dated August 28, 2014. The guideline has been
issued in two parts for easy handling. The first part, i. e. Part - I contains the practices and
procedures shall have to be followed by the Bank and the second part i. e. Part -II contains the

Laws/Acts, Bangladesh Bank’s circulars, reporting formats, assessment format which shall be used by
the Bank for ready reference.

The policy will be complementing the Risk Management regarding Prevention of Money
Laundering and Financing of Terrorism to keep within acceptable range.

The policy explicitly addresses issues of the Prevention of Money Laundering Act, 2012
and Anti-Terrorism (Amended) Act-2013, why and how the Bank will act to prevent
Money Laundering and combat financing of Terrorism in the Bank. The policy addresses
various issues that are necessary to be in place in order to support a strong risk
management culture on Prevention of Money Laundering and Combat Financing of
Terrorism.

The policy is meant to be a guiding principle for the Bank and should not be construed as
the limiting definition. The user of the policy should give priority to remain focused on
the spirit of the policy. In all spheres of application, the policy would ensure abidance to
the laws.

It is natural that there would be deficiencies in presentation of materials or otherwise. We
would highly appreciate constructive suggestions for overall improvement of this
guidelines which, if found in order, we shall gladly incorporate in the next Edition
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 CHAPTER: ONE 

 
1.1 Introduction 
 
1.1.1  This Policy Guidelines on Prevention of Money Laundering and Financing of Terrorism 

for United Commercial Bank Limited (UCB) have been prepared in line with the existing 
Money Laundering Prevention Act, 2012, Anti Terrorism (amendment) Act, 2013, circulars 
issued by Bangladesh Financial Intelligence Unit (BFIU), the revised Financial Action Task 
Force (FATF) Recommendations and the international best practices.  

 
1.1.2  This Guidelines are designed to assist UCB in complying with the Bangladesh’s Anti 

Money Laundering and Combating Financing of Terrorism regulations, this will also enable to 
assess the adequacy of the internal controls, policies and procedures to combat money 
laundering and terrorist financing  of the Bank subject to its supervision.  

 
1.1.3  It is expected that all Executives & Officers of branches and Corporate Offices of UCB, pay 

proper attention to this Guidelines while conducting relevant financial business and be vigilant 
for practicing suitable Anti-Money Laundering and Combating Financing of Terrorism 
procedures while discharging their duties. If any branch appears not doing so, it will arise 
various risks for UCB including financial sanctions from BFIU. 

 
1.1.4  It is also expected that the Executives & Officers of branches and Corporate Offices of UCB, 

will keep it in mind that prevention of Money Laundering and Financing of Terrorism is not 
simply a stand-alone requirement that is being imposed by the legislation, it is a part of UCB 
risk management policies and procedures.  

 
1.2  What is Money Laundering? 
 
1.2.1  A definition of what constitutes the offence of money laundering under AML Act, 2002 was -- 

 

   “Money Laundering” means –  
    (Au) Properties acquired or earned directly or indirectly through illegal means; 
    (Aa) Illegal transfer, conversion, concealment of location or assistance in the above act of  
                the properties acquired or earned directly of indirectly through legal or illegal means; “ 
 
1.2.2   As per Section 2(V) of the Prevention of Money Laundering Act 2012 “Money  
           Laundering” means – 
  i)  knowingly move, convert, or transfer proceeds of crime or property involved in an   
      offence for the following purposes: 

(1) concealing or disguising the illicit origin/nature, source,  location, ownership or 
control of the proceeds of crime; or  

(2) assist any person for evading the legal consequences of his or her action who is 
involved in the commission of the predicate offence;  

(ii)  smuggle funds or property abroad earned through legal or illegal means; 
(iii) knowingly transfer or remit the proceeds of crime into or out of Bangladesh with the 

 intention of hiding or disguising its illegal source;  
(iv) conclude or attempt to conclude financial transactions in such a manner as to avoid 

  reporting requirement under this Law. 
(v) convert or movement or transfer property with the intention to instigate or assist in  

 carrying out of a predicate offence;  
 
(vi) acquire, possess or use property, knowing that such property is the proceeds of a   

 predicate offence; or 
(vii) perform such activities so that illegal source of the proceeds of crime may be   concealed 

or disguised; or 
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(viii) participate in, associate with, conspire to commit, attempt to commit or abet,    instigate 
or counsel to commit any offences mentioned above. 

 
1.2.3 Properties has been defined in section 2(bb) of the AML Act, 2012 as “Properties means – 

i) any type of tangible, intangible, movable, immovable property or  
ii) cash, deed or any legal documents or any form including electronic or digital form 

giving evidence of title or evidence of interest related to title in the property which is 
located within or outside the country. 

 
1.2.4 The U.S. Customs Service, an arm of the Department of the Treasury, provides a lengthy 

definition of money laundering as "the process whereby proceeds, reasonably believed to 
have been derived from criminal activity, are transported, transferred, transformed, converted 
or intermingled with legitimate funds for the purpose of concealing or disguising the true 
nature, source, disposition, movement or ownership of those proceeds. The goal of the 
money-laundering process is to make funds derived from, or associated with, illicit activity 
appear legitimate." 

1.2.5 Another definition of Money Laundering under U.S Law is, “… the involvement in any one 
transaction or series of transactions that assists a criminal in keeping, concealing or disposing 
of proceeds derived from illegal activities.” 

1.2.6 The EU defines it as "the conversion or transfer of property, knowing that such property is 
derived from serious crime, for the purpose of concealing or disguising the illicit origin of the 
property or of assisting any person who is involved in committing such an offence or 
offences to evade the legal consequences of his action, and the concealment or disguise of the 
true nature, source, location, disposition, movement, rights with respect to, or ownership of 
property, knowing that such property is derived from serious crime." 

1.2.7 A concise working definition was adopted by Interpol General Secretariat Assembly in 1995, 
which defines money laundering as: "Any act or attempted act to conceal or disguise the 
identity of illegally obtained proceeds so that they appear to have originated from legitimate 
sources". 

1.2.8 The Joint Money Laundering Sterling Group (JMLSG) of the U.K. defines it as "the process 
whereby criminals attempt to hide and disguise the true origin and ownership of the proceeds 
of their criminal activities, thereby avoiding prosecutions, conviction and confiscation of 
their criminal funds". 

1.2.9 In lay terms Money Laundering is most often described as the “turning of dirty or black 
money into clean or white money”. If undertaken successfully, money laundering allows 
criminals to legitimize "dirty" money by mingling it with "clean" money, ultimately 
providing a legitimate cover for the source of their income. Generally, the act of conversion 
and concealment is considered crucial to the laundering process. 

 
1.3 Why Money Laundering is done? 
 
Criminals usually engage themselves in money laundering for three main reasons: 
 
1.3.1  First, money represents the lifeblood of the organization that engages in criminal conduct for 

financial gain because it covers operating expenses, replenishes inventories, purchases the 
services of corrupt officials to escape detection and further the interests of the illegal enterprise, 
and pays for an extravagant lifestyle. To spend money in these ways, criminals must make the 
money they derived illegally appear legitimate.  
 

1.3.2  Second, a trail of money from an offence to criminals can become incriminating evidence. 
Criminals must obscure or hide the source of their wealth or alternatively disguise ownership 
or control to ensure that illicit proceeds are not used to prosecute them.  

 
1.3.3  Third, the proceeds from crime often become the target of investigation and seizure. To shield 

ill-gotten gains from suspicion and protect them from seizure, criminals must conceal their 
origin or, alternatively, make it legitimate in appearance. 
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1.4 Why we must combat Money Laundering? 
 
1.4.1  Money laundering has potentially devastating effect on economy, national security, and social 

consequences. Money laundering is a process which has vital role to commit worthwhile. It 
provides the fuel for drug dealers, smugglers, terrorists, illegal arms dealers, corrupt public 
officials, and others to operate and expand their criminal enterprises.  

 
1.4.2  Money laundering diminishes government tax revenue and therefore indirectly harms honest 

taxpayers. It also makes government tax collection more difficult. This loss of revenue 
generally means higher tax rates than would normally be the case if the untaxed proceeds of 
crime were legitimate. We also pay more taxes for public works expenditures inflated by 
corruption. And those of us who pay tax pay more because of those who evade taxes. So we all 
experience higher costs of living than we would if financial crime—including money 
laundering—were prevented. 

 
1.4.3  Money laundering distorts the price of asset and commodity and leads to disallocation of 

resources. For financial institutions it can lead to an unstable liability base and to unsound asset 
structures thereby creating risks of monetary instability and even systemic crises. 

  
1.4.4  One of the most serious micro-economic effects of money laundering is felt in the private 

sector. Money launderers often use front companies, which co-mingle the proceeds of illicit 
activity with legitimate funds, to hide the ill-gotten gains. These front companies have access 
to substantial illicit funds, allowing them to subsidize front company products and services at 
levels well below market rates.   

 
1.4.5  No one knows exactly how much "dirty" money flows through the world's financial system 

every year, but the amounts involved are undoubtedly huge. The International Money Fund has 
estimated that the magnitude of money laundering is between 3% to 7% of world gross 
domestic product, or at least USD 1.5 trillion to USD 3 trillion.  

 
1.4.6  Among its other negative socio-economic effects, money laundering transfers economic power 

from the market, government, and citizens to criminals. Furthermore, the sheer magnitude of 
the economic power that accrues to criminals from money laundering has a corrupting effect on 
all elements of society.  

 
1.4.7  The social and political costs of laundered money are also serious as laundered money may be 

used to corrupt national institutions. Bribing in Govt. and Private Offices of officials and 
governments undermines the moral fabric in society, and, by weakening collective ethical 
standards, corrupts our democratic institutions. When money laundering goes unchecked, it 
encourages the underlying criminal activity from which such money is generated. 

 
1.4.8  Nations cannot afford to have their reputations and financial institutions tarnished by an 

association with money laundering, especially in today's global economy. Money laundering 
erodes confidence in financial institutions and the underlying criminal activity -- fraud, 
counterfeiting, narcotics trafficking, and corruption -- weaken the reputation and standing of 
any financial institution. Actions taken by banks to prevent money laundering are not only a 
regulatory requirement, but also an act of self-interest. A bank tainted by money laundering 
becomes accused by accusations from regulators, law enforcement agencies, or the press risk 
likely prosecution, the loss of their good market reputation, and damaging the reputation of the 
country.  

 
1.4.9  It is generally recognized that effective efforts to combat money laundering cannot be carried 

out without the co-operation of financial institutions, their supervisory authorities and the law 
enforcement agencies. Accordingly, in order to address the concerns and obligations of these 
three parties, these Guidelines are drawn up. 



- 4 - | P a g e  
 

 
1.5    Why we must combat Financing of Terrorism? 
 

a) Financing of Terrorism was criminalized under United Nations International Convention for 
the Suppression of the Financing of Terrorism in 1999. To reinforce the 1999 convention, 
United Nations adopted UNSC Resolutions 1373 and 1390 directing the member states to 
criminalize Financing of Terrorism and adopt regulatory regimes to detect, deter and freeze 
terrorists’ assets. The resolutions oblige all states to deny financing, support and safe harbour 
for terrorists. 
 

b) Bangladesh has actively involved in multinational and international institutions. Its 
international relationship and business, banking business in particular are regulated by some 
domestic and international regulations. So it is mandatory to abide by those regulations. 
Financial Action Task Force (FATF), the international standard setter, adopted Special Eight 
Recommendations on Terrorist Financing. So we must be involved in international effort to 
combat Financing of Terrorism. 
 

c) It is increasingly evident that terrorists and their organizations need to raise significant 
amounts of cash for a wide variety of purposes for recruitment, training, travel and materials 
as well as often payment for safe heaven protection. So to root up terrorism, we must stop the 
flow of funds that keep them in business. 

 
d) The consequences of allowing the financial system to facilitate the movement of terrorist 

money are so horrendous that every effort must be made to prevent this from happening. So 
combating money laundering and financing of terrorism are not only the regulatory 
requirement but also an act of self interest. 

 
1.6 Stages of Money Laundering 
 
1.6.1 There is no single method of laundering money.  Methods can range from the purchase and 

resale of a luxury item (e.g. a house, car or jewellery) for passing money through a complex 
international web of legitimate businesses and 'shell' companies (i.e. those companies that 
primarily exist only as named legal entities without any trading or business activities).  There 
are a number of crimes where the initial proceeds usually take the form of cash that needs to 
enter the financial system by some means.  Bribery, extortion, robbery and street level 
purchases of drugs are almost always made in cash. This has a need to enter the financial 
system by some means so that it can be converted into a form which can be more easily 
transformed, concealed or transported. The methods of achieving this are limited only by the 
ingenuity of the launderer and these methods have become increasingly sophisticated. 
 

1.6.2  Despite the variety of methods employed, the laundering is not a single act but a process 
accomplished in 3 basic stages which may comprise numerous transactions by the launderers 
that could alert a financial institution to criminal activity - 
Placement - the physical disposal of the initial proceeds derived from illegal activity. 
Layering - Separating illicit proceeds from their source by creating complex layers of financial 
transactions designed to disguise the audit trail and provide anonymity. 
Integration - the provision of apparent legitimacy to wealth derived criminally.  If the layering 
process has succeeded, integration schemes place the laundered proceeds back into the 
economy in such a way that they re-enter the financial system appearing as normal business 
funds.   

 
1.6.3  The three basic steps may occur as separate and distinct phases.  They may also occur 

simultaneously or, more commonly, may overlap.  However, the basic steps are used 
depending on the available laundering mechanisms and the requirements of the criminal 
organisations.  The table below provides some typical examples. 
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Placement stage 
 
Cash paid into bank (sometimes 
with staff complicity or mixed 
with proceeds of legitimate 
business). 
 
Cash exported.  
 
Cash used to buy high value 
goods, property or business 
assets. 
 
Cash purchase of single 
premium life insurance or other 
investment. 
 

Layering stage 
 
Sale or switch to other forms of 
investment. 
 
Money transferred to assets of 
legitimate financial institutions.
 
Telegraphic transfers (often 
using fictitious names or funds 
disguised as proceeds of 
legitimate business). 
 
Cash deposited in outstation 
branches and even overseas 
banking system. 
 
Resale of goods/assets. 

Integration stage 
 
Redemption of contract or 
switch to other forms of 
investment. 
 
False loan repayments or 
forged invoices used as 
cover for laundered 
money.  
 
Complex web of transfers 
(both domestic and 
international) makes 
tracing original source of 
funds virtually impossible.

 
1.7 Vulnerability of the Financial System to Money Laundering 
 
1.7.1 Money laundering is often thought to be associated solely with banks and moneychangers.  All 

financial institutions, both banks and non-banks, are susceptible to money laundering activities. 
The sophisticated launderer often involves many other unwitting accomplices such as currency 
exchange houses, stock brokerage houses, gold dealers, real estate dealers, insurance 
companies, trading companies and others selling high value commodities and luxury goods. 

1.7.2 Certain points of vulnerability have been identified in the laundering process, which the money 
launderer considers difficult to avoid, and where their activities are therefore more susceptible 
for being recognized.  These are: 

 Entry of cash into the financial system; 
 Cross-border flows of cash; and 
 Transfers within and from the financial system. 

 
1.7.3  Financial institutions should consider the money laundering risks posed by the products and 

services they offer, particularly where there is no face-to-face contact with the customer, and 
devise their procedures with due regard to that risk. 
 

1.7.4  Although it may not appear obvious that the products might be used for money laundering 
purposes, vigilance is necessary throughout the financial system to ensure that weaknesses 
cannot be exploited.  

 
1.7.5  Some liquid products offered by the Bank may attract money launderers since it allows them 

quickly and easily to move their money from one product to another, mixing lawful and illicit 
proceeds and integrating them into the legitimate economy. 

 
1.7.6  All banks and non-banking financial institutions, as providers of a wide range of money 

transmission and lending services, are vulnerable to being used in the layering and integration 
stages of money laundering as well as the placement stage. 

 
1.7.7  Electronic funds transfer systems increase the vulnerability by enabling the cash deposits to be 

switched rapidly between accounts in different names and different jurisdictions. 
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1.7.8  However, in addition, banks and non-banking financial institutions, as providers of a wide 
range of services, are vulnerable for being used in the layering and integration stages.  Other 
loan accounts may be used as a part of this process to create complex layers of transactions. 

 
1.7.9  Some banks and non-banking financial institutions may additionally be susceptible to the 

attention of the more sophisticated criminal organizations and their “professional money 
launderers”.  Such organizations, possibly under the disguise of front companies and nominees, 
may create large scale but false international trading activities in order to move their illicit 
monies from one country to another.   

 
1.7.10 Investment and merchant banking businesses are less likely than banks and money changers 

to be at risk during the initial placement stage. 
 
1.7.11 Investment and merchant banking businesses are more likely to find them for being used at 

the layering and integration stages of money laundering.  
  
1.7.12 Although it may not appear obvious that insurance and retail investment products might be 

used for money laundering purposes, vigilance is necessary throughout the financial system to 
ensure that nontraditional banking products and services are not exploited. 

 
1.7.13 Intermediaries and product providers who deal directly with the public may be used at the 

initial placement stage of money laundering, particularly if they receive cash.  
  
1.7.14 Lump sum investments in liquid products are clearly most vulnerable to be used by the 

money launderers, particularly where they are of high value.  Payment in cash should merit 
further investigation, particularly where it cannot be supported by evidence of a cash-based 
business as source of funds. 

 
1.7.15 Insurance and investment product providers and intermediaries should therefore keep 

transaction records that are comprehensively enough to establish an audit trail.  Such records 
can also provide useful information on the people and organizations involved in laundering 
schemes. 

 
1.7.16 Corporate vehicles trust structures and nominees are firm favorites with money launderers as 

a method of layering their proceeds.   Providers of these services can find themselves much in 
demand from criminals. 

1.7.17 The facility with which currency exchanges can be effected through a bureau is of particular 
attraction especially when such changes are effected in favor of a cheque or gold bullion. 

 
1.8 How UCB can help in Combating Money Laundering 
 
1.8.1  Assessment of ML/TF risk related with the UCB products, customers, delivery channels and 

services are the key elements to combat such risk. UCB should conduct such risk assessment in 
line with the national risk and vulnerability assessment, for every existing and future UCB's 
products, customers, delivery channels and services.  
 

1.8.2  The adoption of procedure by the Bank “know your customer” is not only a principle of good 
business but it is also an essential tool to avoid involvement in money laundering. Having   
sound knowledge of a customer's business and pattern of financial transactions and 
commitments are the best methods by which financial institutions and their staff will recognize 
attempts at money laundering. 

 
1.8.3  Thus efforts to combat money laundering largely focus on those points in the process where 

the launderer's activities are more susceptible to recognize and have therefore to a large extent 
concentrated on the deposit taking procedures of banks i.e. the placement stage. 
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1.8.4  Branches must keep transaction records that are comprehensively enough to establish an audit 
trail.  Such records can also provide useful information on the people and organizations 
involved in laundering schemes. 

 
1.8.5  UCB will also be dealt with in staff training programs which are a fundamental part of the 

procedures designed to recognize and combat money laundering. 
 
 
1.8.6  How UCB can help in combating Terrorist Financing? 
 

a) The prevention of terrorist financing has become a major priority for all jurisdictions from 
which financial activities are carried out. One of the best methods of preventing and 
deterring terrorist financing is a sound knowledge of a customer’s business and pattern of 
financial transactions and commitments associates. The adoption of procedures by which 
Banks and other Financial Institutions “know their customer” is not only a principle of 
good business but is also an essential tool to avoid involvement in terrorist financing.  
 

b) Thus efforts to combat terrorist financing largely focus on those points in the process where 
the terrorist’s activities are more susceptible for recognition and have therefore to a large 
extent concentrated on the deposit taking procedures of banks i.e. the placement stage. 

 
C) The Bank must keep transaction records that are comprehensively enough to establish an 

audit trail.  Such records can also provide useful information on the people and 
organizations involved in laundering schemes. 

 
d) In complying with the requirements of the Anti-Terrorist Act, 2013 and in following these 

Guidance Notes, UCB should at all times pay particular attention to the fundamental 
principle of good business practice - 'know your customer'. Having a sound knowledge of a 
customer's business and pattern of financial transactions and commitments is one of the 
best methods by which UCB and their staff will recognize attempts at terrorist financing. It 
will also be dealt with in staff training programs which are a fundamental part of the 
procedures designed to recognize and combat Money Laundering and Terrorist Financing. 
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CHAPTER TWO:  
 

INTERNATIONAL INITIATIVES 
 

2.1   INTRODUCTION  
 

In response to the growing concern about money laundering and terrorist activities, the 
international community has acted on many fronts. This part of this Guidance Notes discusses 
the various international organizations that are viewed as the international standard setters. It 
further describes the documents and instrumentalities that have been developed for anti-money 
laundering (AML) and combating the financing of terrorism (CFT) purposes.  
 

2.1.1 THE UNITED NATIONS- the United Nations (UN) was the first international 
organization to undertake significant action to fight money laundering on a truly world-wide 
basis. The role of UN is important for several reasons which are - First, it is the international 
organization with the broadest range of membership. The UN, founded in 1945, has 191 
members from all across the world. Second, the UN actively operates a program to fight 
money laundering; the Global Program against Money Laundering, which is headquartered in 
Vienna, Austria, is part of the UN Office of Drugs and Crime (UNODC). Third, and perhaps 
most importantly, the UN has the ability to adopt international treaties or conventions that 
obligate the ratifying countries to reflect those treaties or conventions in their local laws. In 
certain cases, the UN Security Council has the authority to bind all member countries through 
a Security Council Resolution, regardless of other actions on the part of an individual country.  

 

2.1.2 The Vienna Convention - due to growing concern about increased international drug 
trafficking and the tremendous amounts of related money entering into financial system, the 
UN, adopted the United Nations Convention Against Illicit Traffic in Narcotic Drugs and 
Psychotropic Substances (1988) known as Vienna Convention, named after the city in 
which it was signed. The Vienna Convention deals primarily with provisions to fight the 
illicit drug trade and related law enforcement issues. At present, nearly 169 countries 
including Bangladesh are party to the convention. The convention came into force on 
November 11, 1990. 

 

2.1.3 The Palermo Convention- In order to fight against internationally organized crimes, the UN 
adopted the International Convention against Transnational Organized Crime (2000), 
named after the city in which it was signed as Palermo Convention. The Palermo 
Convention specifically obligates each ratifying country to:  

i) Criminalize money laundering and include all serious crimes as predicate offenses of 
money laundering, whether committed in or outside of the country, and permit the 
required criminal knowledge or intent to be inferred from objective facts;  

ii) Establish regulatory regimes to deter and detect all forms of money laundering, 
including customer identification, record-keeping and reporting of suspicious 
transactions;  

(a) Authorize the cooperation and exchange of information among administrative,  
regulatory, law enforcement and other authorities, both domestically and 
internationally, and consider the establishment of a financial intelligence unit to 
collect, analyze and disseminate information; and  

(b) Promote international cooperation. This convention has come into force from 29th 
September 2003, having been signed by 147 countries and ratified by 82 countries. 

 

2.1.4 International Convention for the Suppression of the Financing of Terrorism The 
financing of terrorism was an international concern prior to the attacks on the United States 
on 11 September, 2001. In response to this concern, the UN adopted the International 
Convention for the Suppression of the Financing of Terrorism (1999). The convention came 
into force on April 10, 2002, with 132 countries signing the convention and 112 countries 
ratifying it. The convention requires ratifying states to criminalize terrorism, terrorist 
organizations and terrorist acts. Under the convention, it is unlawful for any person to provide 
or collect funds with the (1) intent that the funds be used for, or (2) knowledge that the funds 
be used to, carry out any of the acts of terrorism defined in the other specified conventions 
that are annexed to this convention.  
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2.1.5 Security Council Resolution 1267 and Successors The UN Security Council has also acted 
under Chapter VII of the UN Charter to require member States to freeze the assets of the 
Taliban, Osama Bin Laden and Al Qaeda and entities owned or controlled by them, as 
designated by the ―Sanctions Committeeǁ (now called the 1267 Committee). The initial 
Resolution 1267 of October 15, 1999, dealt with the Taliban and was followed by 1333 of 
December 19, 2000, on Osama Bin Laden and Al Qaeda. Later Resolutions established 
monitoring arrangements (1363 of July 30, 2001), merged the earlier lists (1390 of January 
16, 2002), provided some exclusions (1452 of December 20, 2002), and measures to improve 
implementation (1455 of January 17, 2003). The 1267 Committee issues the list of 
individuals and entities whose assets are to be frozen and has procedures in place to make 
additions or deletions to the list on the basis of representations by member States. The most 
recent list is available on the website of the 1267 Committee.                       

 

2.1.6 Security Council Resolution 1373 unlike an international convention, which requires 
signing, ratification, and recognition in local law by the UN member country to have the 
effect of law within that country, a Security Council Resolution passed in response to a threat 
to international peace and security under Chapter VII of the UN Charter, is binding upon all 
UN member countries. On September 28, 2001, the UN Security Council adopted Resolution 
1373, which obligates countries to criminalize actions to finance terrorism. It further 
obligates countries to: - deny all forms of support for terrorist groups; - suppress the 
provision of safe haven or support for terrorist, including freeing funds or assets of persons, 
organizations or entities involved in terrorist acts; - prohibit active or passive assistance to 
terrorists; and - cooperate with other countries in criminal investigations and sharing 
information about planned terrorist acts.     
 

2.1.7 The Counter-Terrorism Committee As noted above, on September 28, 2001, the UN 
Security Council adopted a resolution (Resolution 1373) in direct response to the events of 
September 11, 2001. That resolution obligated all member countries to take specific actions 
to combat terrorism. The resolution, which is binding upon all member countries, also 
established the Counter Terrorism Committee (CTC) to monitor the performance of the 
member countries in building a global capacity against terrorism. Resolution 1373 calls upon 
all countries to submit a report to the CTC on the steps taken to implement the resolution‘s 
measures and report regularly on progress. In this regard, the CTC has asked each country to 
perform a self-assessment of its existing legislation and mechanism to combat terrorism in 
relation to the requirements of Resolution 1373.  
 

2.1.8 Global Program against Money Laundering the UN Global Program against Money 
Laundering (GPML) is within the UN Office of Drugs and Crime (UNODC). The GPML is a 
research and assistance project with the goal of increasing the effectiveness of international 
action against money laundering by offering technical expertise, training and advice to 
member countries upon request. 
 

2.1.9 THE FINANCIAL ACTION TASK FORCE The Financial Action Task Force on 
Money Laundering (FATF), formed by G-7 countries in 1989, is an intergovernmental body 
whose purpose is to develop and promote an international response to combat money 
laundering. In October, 2001, FATF expanded its mission to include combating the financing 
of terrorism. FATF is a policy-making body, which brings together legal, financial and law 
enforcement experts to achieve national legislation and regulatory AML and CFT reforms. 
Currently, its membership consists of 34 countries and territories and two regional 
organizations.  
 

2.1.10 FATF 40+9 Recommendations FATF adopted a set of 40 recommendations to prevent 
money laundering. These Forty Recommendations constituted a comprehensive framework 
for AML and were designed for universal application by countries throughout the world. 
Although not binding as law upon a country, the Forty Recommendations was widely 
endorsed by the international community including World Bank and IMF and relevant 
organizations as the international standard for AML. The Forty Recommendations were 
initially issued in 1990 and revised in 1996 and 2003 to take account of new developments in 
money laundering and to reflect developing best practices internationally. To accomplish its 
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expanded mission of combating financing of terrorism FATF adopted nine Special 
Recommendations in 2001. 
 

2.1.11 FATF New Standards FATF Plenary has again revised its recommendations in February 
2012. The previous 40+9 Recommendations has been accumulated into 40 (forty) 
recommendations called the FATF Standards. Proliferation financing has been included in the 
new standards. There is no special recommendation to address the financing of terrorism. All 
special recommendations have been merged with the 40 recommendations. FATF is now 
working on the assessment process under the new standards. The following table shows the 
summery of new standards.  

 
              Table 1: Summery of new FATF 40 Standards Group 
 

# Topic  Recommendations 
1  Policies and Coordination  1-2 
2  Money Laundering and Confiscation  3-4 
3  Preventive Measures  9-23 
4  Transparency and Beneficial Ownership of Legal Persons 

and Arrangements  
24-25 

5  Power and Responsibilities of Competent Authorities and 
Other Institutional Measures  

26-35 

6  International Co-operation  36-40  
 

2.2  International Anti-Money Laundering Initiatives 
 

2.2.1. Money laundering has become a global problem as a result of the confluence of several 
remarkable changes in world markets (i.e., the globalization of markets). The growth in 
international trade, the expansion of the global financial system, the lowering of barriers to 
international travel, and the surge in the internationalization of organized crime have 
combined to provide the source, opportunity, and means for converting illegal proceeds 
into what appears to be legitimate funds. 

2.2.2. In 1986, the U.S. became the first country in the world to criminalize the “laundering” of 
the proceeds of criminal activity with the enactment of the Money Laundering Control Act 
of 1986. Since enacting the law, the U.S. Congress has increased its coverage, reach and 
scope, making it the broadest, strongest and most far-reaching money laundering law in 
the world.  

2.2.3. The U.S. law is a weapon of enormous breadth and power wielded by U.S. prosecutors in 
that country. Those convicted under the law face a maximum prison term of 20 years and a 
fine of $500,000 per violation. A legal entity such as a bank or business that is convicted 
under the law faces fines and forfeitures. In addition, a bank that is convicted of money 
laundering can lose its charter and federal deposit insurance. Persons and entities also face 
civil money penalties 

2.2.4. Concerted efforts by governments to fight money laundering have been going on for the 
past fifteen years. The main international agreements addressing money laundering are the 
1988 United Nations Vienna Convention against Illicit Traffic in Narcotic Drugs and 
Psychotropic Substances (the Vienna Convention) and the 1990 Council of Europe 
Convention on Laundering, Search, Seizure and Confiscation of the Proceeds of Crime. 
And the role of financial institutions in preventing and detecting money laundering has 
been the subject of pronouncements by the Basle Committee on Banking Supervision, the 
European Union, and the International Organization of Securities Commissions. 

2.2.5. The Vienna Convention, adopted in December 1988, laid the groundwork for efforts to 
combat money laundering by creating an obligation for signatory states (including 
Bangladesh) to criminalize the laundering of money from drug trafficking. It promotes 
international cooperation in investigations and makes extradition between signatory states 
applicable to money laundering. It also establishes the principle that domestic bank 
secrecy provisions should not interfere with international criminal investigations. 
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2.2.6. During the past twenty years there have been a number of resolutions passed by the ICPO 
Interpol General Assembly, which have called on member countries to concentrate their 
investigative resources in identifying, tracing and seizing the assets of criminal enterprises. 
These resolutions have also called on member countries to increase the exchange of 
information in this field and encourage governments to adopt laws and regulations that 
would allow access, by police, to financial records of criminal organizations and the 
confiscation of proceeds gained by criminal activity. 

2.2.7. In December 1988, the G-10's Basle Committee on Banking Supervision issued a 
"statement of principles" with which the international banks of member states are expected 
to comply. These principles cover identifying customers, avoiding suspicious transactions, 
and cooperating with law enforcement agencies. In issuing these principles, the committee 
noted the risk to public confidence in banks, and thus to their stability, that can arise if 
they inadvertently become associated with money laundering.  

2.2.8. Over the past few years, the Basle Committee has moved more aggressively to promote 
sound supervisory standards worldwide. In close collaboration with many non-G-10 
supervisory authorities, the Committee in 1997 developed a set of "Core Principles for 
Effective Banking Supervision". Many important guidelines issued by Basle Committee for 
worldwide implementation for all banks among which, “Prevention of the Criminal Use of 
the Banking System for the Purpose of Money Laundering”, December 1988 “Customer 
Due Diligence for Banks”, October 2001“Sound Practices for the Management and 
Supervision of Operational Risk ", February 2003; Shell banks and booking offices ", 
January 2003; relate to money laundering controls. 

2.2.9. In 1989, the G-7 countries recognized that money laundering had become a global 
problem, not least due to the increase in drug trafficking. The G-7 Summit in Paris in 1989 
took a great step forward in combating international money laundering with the creation of 
the Financial Action Task Force (FATF) to develop a coordinated international response to 
mounting concern over money laundering. One of the first tasks of the FATF was to 
develop steps national governments should take to implement effective anti-money 
laundering programs. 

2.2.10. The experts within FATF came up with a list of 40 Recommendations, built on the firm 
foundations of the 1988 UN Convention against Illicit Traffic in Narcotic Drugs and 
Psychotropic Substances and the Statement of Principles of the Basle Committee on 
Banking Regulations. 

2.2.11. The FATF 40 Recommendations set out the basic framework on what countries need to 
do-in terms of laws, regulations and enforcement -- to combat money laundering 
effectively and were designed with universal application in mind. Over time, they have 
been revised to reflect new developments in money laundering and experience. The 40 
Recommendations have now become the global blueprint in anti- money laundering best 
practice and set the international standards for money laundering controls. Setting those 
standards meant that all participating governments committed to moving in the same 
direction at the same pace, a requirement for success. Through FATF's peer-review 
process, the participants have pushed each other into implementing the standards. Even the 
IMF regards the anti-money laundering actions advocated by the FATF as crucial for the 
smooth functioning of financial markets. 

2.2.12. In joining FATF, every member nation makes a political commitment to adopt the 
recommendations and allows itself to be evaluated by the other member nations on 
whether it has fulfilled that commitment. Today FATF has grown to an organization of 
thirty-one member countries and has representatives from the Gulf Cooperation Council 
and the European Commission. Participants include representatives from members' 
financial regulatory authorities, law enforcement agencies, and ministries of finance, 
justice, and external affairs. Representatives of international and regional organizations 
concerned with combating money laundering also attend FATF meetings as observers. 
This top-down, cooperative approach has been greatly successful in encouraging FATF 
member nations to improve their money laundering regimes. 

2.2.13. With expanded membership, FATF has now achieved agreement on money laundering 
standards and implementation among 31 governments. More than that, FATF has 
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encouraged development of regional groups to adhere to the same standards. By the last 
count, about 130 jurisdictions -- representing about 85 percent of world population and 
about 90 to 95 percent of global economic output -- have made political commitments to 
implementing "The Forty Recommendations." 

2.2.14. Another, more controversial initiative that FATF has developed to enhance international 
cooperation is publication of a list of non-cooperative countries and territories (NCCT) -- 
jurisdictions that lack a commitment to fight money laundering. Following the June 2000 
publication of the first such list, a number of the 15 NCCT jurisdictions have acted quickly 
to implement FATF standards. 

2.2.15. Other UN initiatives, such as the 2000 UN Convention against Transnational Organized 
Crime, have assisted in complementing the work undertaken by the FATF. However, it 
was the FATF’s exercise on Non-Cooperating Countries and Territories which brought 
about a sea change in thinking at the highest political levels. The exercise, which identifies 
and evaluates the legal, judicial and regulatory framework of countries whose regulatory 
systems do not appear to meet international standards, has been a success, despite its 
unpopularity in many quarters. 

2.2.16. After 11 September 2001, the tragedy in New York highlighted to all civilized nations the 
need to look at the finances of terrorists and the methods used to transfer funds around the 
world. The FATF expanded its mission beyond money laundering and agreed to focus its 
expertise on the worldwide effort to combat terrorist financing. 

2.2.17. The FATF, at its Washington meeting in October 2001, came up with 8 Special 
Recommendations to tackle this threat. Terrorists use similar systems to money launderers 
and the 8 Special Recommendations complement the 40 existing Recommendations. 

2.2.18. The United Kingdom was one of the first countries in the world to have signed and ratified 
the UN International Convention on the Suppression of the Financing of Terrorists 
through the Terrorism Act 2000. In fact the UK was unique in meeting the requirements of 
all 8 FATF Special Recommendations immediately. 

2.2.19. Several regional or international bodies such as the APG (Asia/Pacific Group on Money 
Laundering), CFATF (Caribbean Financial Action Task Force), the ESAAMLG (Eastern 
and Southern Africa Anti-Money Laundering Group), GAFISUD (Financial Action Task 
Force for South America), the MONEYVAL Committee of the Council of Europe (the 
Select Committee of experts on the evaluation of anti-money laundering measures) and the 
OGBS (Offshore Group of Banking Supervisors), either exclusively or as part of their 
work, perform similar tasks for their members as the FATF does for its own membership. 
Bangladesh is a member of APG. 

2.2.20. This co-operation forms a critical part of the FATF’s strategy to ensure that all countries in 
the world implement effective counter-measures against money laundering. Thus the APG, 
the CFATF, GAFISUD, the MONEYVAL Committee and OGBS carry out mutual 
evaluations for their members, which assess the progress they have made in implementing 
the necessary anti-money laundering measures. In the same vein, APG, CFATF and the 
MONEYVAL also review regional money laundering trends. 

2.2.21. During the past decade, a number of countries have created specialized government 
agencies as part of their systems for dealing with the problem of money laundering. These 
entities are commonly referred to as "Financial Intelligence Units" or "FIUs". These units 
increasingly serve as the focal point for national anti- money laundering programs because 
they provide the possibility of rapidly exchanging information (between financial 
institutions and law enforcement / prosecutorial authorities, as well as between 
jurisdictions), while protecting the interests of the innocent individuals contained in their 
data. 

2.2.22. Since 1995, another forum for international cooperation has developed among a number of 
national financial intelligence units (FIUs), who began working together in an informal 
organization known as the Egmont Group (named for the location of the first meeting in 
the Egmont-Arenberg Palace in Brussels). The goal of the group is to provide a forum for 
FIUs to improve support to their respective national anti-money laundering programs. This 
support includes expanding and systematizing the exchange of financial intelligence, 
improving expertise and capabilities of the personnel of such organizations, and fostering 
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better communication among FIUs through the application of new technologies. The 
Egmont Secretariat, currently hosted by the UK, is the ideal vehicle for FIUs from various 
countries to talk to one another once they reach the required standard. 

2.2.23. Financial Crimes Enforcement Network (FinCEN), the U.S. financial intelligence unit led 
by the Department of the Treasury, provides training and technical assistance to a broad 
spectrum of foreign government officials, financial regulators, law enforcement personnel, 
and bankers. This training covers a variety of topics, including Money laundering 
typologies, the creation and operation of FIUs, the establishment of comprehensive anti-
money laundering regimes, computer systems architecture and operations, and country-
specific anti-money- laundering regimes and regulations. FinCEN also works closely with 
the informal Egmont Group of more than 50 FIUs to assist various jurisdictions in 
establishing and operating their own FIUs. 

2.2.24. Additionally, FinCEN has provided FIU and money laundering briefings and training in 
many jurisdictions, including Argentina, Armenia, Australia, the Bahamas, Brazil, Canada, 
China, Costa Rica, Dominican Republic, El Salvador, Germany, Greece, Hong Kong, 
India, Indonesia, Isle of Man, Jamaica, Jersey, Kazakhstan, Lebanon, Italy, Liechtenstein, 
Nauru, Nigeria, Netherlands, Palau, Paraguay, Russia, Seychelles, South Africa, 
Switzerland, St. Vincent and the Grenadines, Taiwan, Tanzania, Thailand, Tonga, and the 
United Kingdom. FinCEN has also conducted personnel exchanges with the Korean and 
Belgian FIUs. 

2.2.25. The U.S. Department of State's Bureau for International Narcotics and Law Enforcement 
Affairs (INL) develops assistance programs to combat global money laundering. INL 
participates in and supports international anti-money- laundering bodies and provides 
policy recommendations regarding international money laundering activities. 

2.2.26. The U.S. State Department has developed a programmatic approach to assist jurisdictions 
in developing anti-money-laundering regimes to protect their economies and governments 
from abuse by financial criminals and stem the growth of international money laundering. 
This approach integrates training, technical assistance, and money laundering assessments 
on specific money laundering problems or deficiencies to achieve concrete, operational, 
institution-building objectives. 

2.2.27. The International Organization of Securities Commissions (IOSCO) adopted, in October 
1992, a report and resolution encouraging its members to take necessary steps to combat 
money laundering in securities and futures markets. A working group of IOSCO's 
Consultative Committee has been set up to collect information from IOSCO members' self 
regulatory organizations and exchanges on their efforts to encourage their own members to 
fight money laundering. 

2.2.28. Other international instruments such as the Council of Europe’s 1990 Convention on 
Laundering, Search, Seizure and Confiscation of the Proceeds of Crime, which is open for 
signature by non-Council of Europe members, has been another useful method by which 
countries have attracted the expertise of the international community to join in and help 
countries to identify and rectify the imbalances within their systems. It established a 
common criminal policy on money laundering. It adopted a common definition of money 
laundering and common measures for dealing with it. The convention laid down the 
principles for international cooperation among the contracting parties, which may include 
states outside the Council of Europe. 

2.2.29. In June 1991, the Council of the European Communities adopted a directive on the 
"Prevention of the Use of the Financial System for the Purpose of Money Laundering." 
This directive was issued in response to the new opportunities for money laundering 
opened up by the liberalization of capital movements and cross-border financial services in 
the European Union. The directive obligates member states to outlaw money laundering. 
They must require financial institutions to establish and maintain internal systems to 
prevent laundering, to obtain the identification of customers with whom they enter into 
transactions of more than ECU 15,000, and to keep proper records for at least five years. 
Member states must also require financial institutions to report suspicious transactions and 
must ensure that such reporting does not result in liability for the institution or its 
employees. 
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2.2.30. In March 2000 the US. Department of Treasury unveiled the National Money Laundering 
Strategy for 2000, the most comprehensive plan ever put forth on the subject. It included 
literally scores of specific action items to combat money laundering. For each item, goals 
for the year are laid out and specific government officials are listed who are personally 
responsible for meeting those goals. 

2.2.31. The National Money Laundering Strategy for 2002 identified four critical fronts for efforts 
to combat money laundering: to attack financing networks of terrorist entities; focus 
attention on the use of charities and other NGOs to raise, collect, and distribute funds to 
terrorist groups; establish an interagency targeting team to help focus efforts and resources 
against the most significant money laundering organizations and systems; and work with 
the international financial institutions to improve and monitor anti-money laundering 
compliance efforts throughout the world.. 

2.2.32. The IMF is contributing to the FATF's efforts in several important ways, consistent with 
its core areas of competence. As a collaborative institution with near universal 
membership, the IMF is a natural forum for sharing information, developing common 
approaches to issues, and promoting desirable policies and standards-all of which is 
critical in the fight against money laundering and the financing of terrorism. In addition, 
the Fund has expertise based on its broad experience in conducting financial sector 
assessments, providing technical assistance in the financial sector, and exercising 
surveillance over member's exchange systems. 

2.2.33. After 11 September 2001 the IMF identified new ways to advance its contribution to 
international efforts to combat money laundering and the financing of terrorism. 

2.2.34. In October 2002 a group of the world's largest banks jointly with Transparency 
International (TI), the global anti-corruption organization, drew up a set of global anti-
money laundering guidelines for international private banks. The new guidelines were 
formulated in working sessions held in Wolfsberg, Switzerland, and, accordingly the new 
guidelines came to be known as the "Wolfsberg Anti-Money Laundering Principles" 
which declared, “Bank policy will be to prevent the use of its world-wide operations for 
criminal purposes. The bank will endeavor to accept only those clients whose source of 
wealth and funds can be reasonably established to be legitimate." 

2.2.35. The principles represent the Wolfsberg Group’s effort to establish anti-money laundering 
guidelines that were viewed as appropriate when dealing with clients in the global 
marketplace. The principles dealt with diverse aspects of "know your customer" policies 
that pertain to relationships between high net worth individuals and the private banking 
departments of financial institutions. They also dealt with the identification and follow-up 
of unusual or suspicious activities. 

2.2.36. The participating institutions of the Wolfsberg Group were ABN AMRO Bank, Barclays 
Bank, Banco Santander Central Hispano, S.A., The Chase Manhattan Private Bank, 
Citibank, N.A., Credit Suisse Group, Deutsche Bank AG, HSBC, J.P. Morgan, Inc., 
Société Générale, and UBS AG. 

2.2.37. In support of efforts to suppress the financing of terrorism the Wolfsberg Group together 
with Transparency International held a meeting at Wolfsberg from January 9 - 11, 2002 
attended by key regulators of the financial industry, representatives of national law 
enforcement and judicial agencies and international organizations who contributed to the 
discussions and welcomed the initiative taken by the Wolfsburg Group. 

2.2.38. The meeting issued a Statement describing the role that financial institutions could play in 
the fight against terrorism which presented new challenges as funds used in the financing 
of terrorism do not necessarily derive from criminal activity, which is a requisite element 
of most existing money laundering offences. Successful participation in this fight by the 
financial sector requires global cooperation by governments with the financial institutions 
to an unprecedented degree. 

2.2.39. The provision of official lists of suspected terrorists and terrorist organizations on a 
globally coordinated basis by the relevant competent authority in each jurisdiction 
providing appropriate details and information had been identified as a crucial 
element in the Statement. 
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CHAPTER THREE: 
  

Legal Requirements and Penalties (Money Laundering Act, 2012) 
 

3.1  Requirements under the Money Laundering Prevention Act 2012 
 
3.1.1 The legislation specifically relating to money laundering is contained in the Money Laundering 

Prevention Act 2012 the provisions of which supercedes whatever may contain in any other 
Act in force in Bangladesh. So far as financial service providers are concerned, the Act:  
 

3.1.1-a) defines the circumstances, which constitute the offence of money laundering 
and provides penalties and punishments for the commission of the offence (See 
Section 4 of the Act),   

3.1.1-b) requires banks, financial institutions and other institutions engaged in financial 
activities to establish the identity of their customers (See Section 19 Ka of the 
Act), 

3.1.1.-c) requires banks, financial institutions and other institutions engaged in financial 
activities to retain correct and full information used to identify their customers 
and transaction records at least for five years after termination of relationships 
with the customers (See Section 19 Ka of the Act), and 

3.1.1.-d) imposes an obligation on banks, financial institutions and other institutions 
engaged in financial activities and their employees to make a report to the 
Bangladesh Bank where: 

3.1.1.-e) they suspect that a money laundering offence has been or is being committed 
(See Section 19 Ga of the Act) and; 

3.1.1.-f) provide customer identification and transaction records to Bangladesh Bank 
from time to time on demand (See Section 19 Kha of the Act). 

 
3.2  The Offence of Money Laundering The money laundering offences are, in summary:  

 
3.2.1 It is an offence for any person to obtain, retain, transfer, remit, conceal or invest 

moveable or immovable property acquired directly or indirectly through illegal 
means. (See Section 2 Tha). Concealing or disguising the property includes 
concealing or disguising its nature, source, location, disposition, movement, 
ownership or any rights with respect to it. 

3.2.2 It is an offence for any person to illegally conceal, retain transfer, remit, or invest 
moveable or immovable property even when it is earned through perfectly legitimate 
means. (See Section 2 Tha). It is a defense if the person concerned can prove that the 
offence was committed without his knowledge or it has occurred despite his despite 
his best efforts to prevent it. (See Section 20 (1) of the Act). 

3.2.3 It is also an offence for any individual or entity to provide assistance to a criminal to 
obtain, retain, transfer, remit, conceal or invest moveable or immovable property if 
that person knows or suspects that those properties are the proceeds of criminal 
conduct. 

3.2.4 It is an offence for banks, financial institutions and other institutions engaged in 
financial activities not to retain identification and transaction records of their 
customers. 

3.2.5 It is an offence for banks, financial institutions and other institutions engaged in 
financial activities not to report the knowledge or suspicion of money laundering to 
Bangladesh Bank as soon as it is reasonably practicable after the information came to 
light.  

3.2.6 It is also an offence for anyone to prejudice an investigation by informing i.e. tipping 
off the person who is the subject of a suspicion, or any third party, that a report has 
been made, or that the authorities are acting, or are proposing to act, in connection 
with an investigation into money laundering. Preliminary enquiries of a customer to 
verify identity or to ascertain the source of funds or the precise nature of the 
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transaction being undertaken will not trigger a tipping off offence before a suspicions 
report has been submitted in respect of that customer unless the enquirer knows that 
an investigation is underway or that the enquiries are likely to prejudice an 
investigation. Where it is known or suspected that a suspicions report has already 
been disclosed to the authorities and it becomes necessary to make further enquiries, 
great care should be taken to ensure that customers do no t become aware that their 
names have been brought to the attention of the law enforcement agencies. 

 
3.2.7 It is an offence for any person to violate any freezing order issued by the Court on the 

basis of application made by Bangladesh Bank. 2.2.8 It is an offence for any person to 
express unwillingness, without reasonable grounds to assist any enquiry officer in 
connection with an investigation into money laundering. 

 
3.3. Penalties for Money Laundering 
 
All offences under the Act are non-bailable and the penalties for the commission of the offences all 
have prison terms and/or fines as prescribed in the Act as follows: 
 

3.3.1 The offence of money laundering is punishable by terms of a minimum imprisonment for at 
least 4 (Four) years but not exceeding 12(Twelve) years in addition to that, a fine 
equivalent to the twice of the value of the property involved in the offence or taka 10(ten) 
lacks, whichever is greater (See Section 4 (1) of the Act). 

3.3.2 In addition to any fine or punishment, the court may pass an order to forfeit the property of the 
convicted person in favour of the State which directly or indirectly involved in or related with 
money laundering or any predicate offence See Section 4 (2) of the Act. 

3.3.3 Any entity which commits an offence under this section shall be punished with a fine of not 
less than twice of the value of the property or taka 20(twenty) lacks, whichever is greater and in 
addition to this the registration of the said entity shall be liable to be cancelled See Section 4 
(3) of the Act. 

3.3.4 Punishment for violation of an order for freezing or attachment.– Any person who 
violates a freezing or attachment order issued under this Act shall be punished with 
imprisonment for a term not exceeding 3 (three) years or with a fine equivalent to the value 
of the property subject to freeze or attachment, or with both. (See Section 5 of the Act). 

3.3.5 Punishment for divulging information – (1) No person shall, with an ill motive, divulge 
any information relating to the investigation or any other related information to any person, 
organization or news media. (See Section 6 of the Act).  
- (2) Any person, institution or agent empowered under this Act shall refrain from using or 
divulging any information collected, received, retrieved or known by the person, institution or 
agent during the course of employment or appointment, or after the expiry of any contract of 
service or appointment for any purpose other than the purposes of this Act.  
- (3) Any person who contravenes the provisions of sub-sections (1) and (2) shall be punished 
with imprisonment for a term not exceeding 2 (two) years or a fine not exceeding taka 50 (fifty) 
thousand or with both. 

 
3.3.1 Punishment for obstruction or non-cooperation in investigation, failure to submit 

report or obstruction in the supply of information.- (1) Any person who, under this Act 
(a) obstructs or declines to cooperate with any investigation officer for carrying out the 
investigation; or  

(b) declines to supply information or submit a report being requested without any 
reasonable ground;  

3.3.2 Punishment for providing false information– (1) No person shall knowingly provide false 
information in any manner regarding the source of fund or self-identity or the identity of an 
account holder or the beneficiary or nominee of an account. (2) Any person who violates the 
provision of sub-section (1) shall be punished with imprisonment for a term not exceeding 3 
(three) years or a fine not exceeding taka 50 (fifty) thousand or with both. The offence of 
divulging information by informing i.e. tipping off the person who is the subject of a 
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suspicion, or any third party is punishable by a minimum imprisonment for one year or a 
fine of at least Taka ten thousand, or both. (See Section 14 of the Act). 

3.3.3 The offence of obstructing investigations or failure to assist any enquiry officer in 
connection with an investigation into money laundering is punishable by a minimum 
imprisonment for one year or a fine of at least Taka ten thousand, or both. (See Section 17 
of the Act). 

3.3.4 If any bank, financial institution and other institutions engaged in financial activities fail to 
retain customer identification and transaction records or fail to furnish required information 
as per the Act, Bangladesh Bank will report such failure to the licensing authority of the 
defaulting institution so that the concerned authority can take proper action for such 
negligence and failure (See Section 19 (3) of the Act) 

3.3.5 Bangladesh Bank is empowered to impose fines of not less than Taka ten thousand and not 
more than Taka one lac on any bank, financial institution and other institutions engaged in 
financial activities for the failure or negligence to retain customer identification and 
transaction records or fail to furnish required information to Bangladesh Bank (See Section 
19 (4) of the Act) 

3.3.6 If any Company, Partnership Firm, Society, or Association violates any provisions of the 
Act, it will be deemed that every owner, partner, directors, employees and officers have 
individually violated such provisions. 

 
3.4.  Responsibilities of Bangladesh Bank 
 
The Act gives Bangladesh Bank broad responsibility for prevention of money laundering and wide 
ranging powers to take adequate measures to prevent money laundering, facilitate its detection, 
monitor its incidence, enforce rules and to act as the prosecuting agency for breaches of the Act. The 
responsibilities and powers of Bangladesh Bank are, in summary (See Section 4 and 5 of the Act): 
 
 

3.4.1 To investigate into all money-laundering offences. 
3.4.2 Supervise and monitor the activities of banks, financial institutions and other 

institutions engaged in financial activities. 
3.4.3 Call for reports relating to money laundering from banks, financial institutions and 

other institutions engaged in financial activities, analyze such reports and take 
appropriate actions. 

3.4.4 Provide training to employees of banks, financial institutions and other institutions 
engaged in financial activities on prevention of money laundering.  

3.4.5 To authorize any person to enter into any premises for conducting investigations into 
money laundering offences.  

3.4.6 Persons authorized by Bangladesh Bank to investigate offences can exercise the same 
powers as the Officer in Charge of Police Station can exercise under the Code of 
Criminal Procedure. 

3.4.7 To do all other acts in attaining the objectives of the Act. 
3.4.8 The Courts will not accept any offence under the Act for trial unless a complaint is 

lodged by Bangladesh Bank or any person authorized by Bangladesh Bank in this 
behalf. 
 

3.5. Establishment of Bangladesh Financial Intelligence Unit (BFIU).–  
 

3.5.1. In order to exercise the power and perform the duties vested in Bangladesh Bank 
under section 24 of this Act, there shall be a separate unit to be called the Bangladesh 
Financial Intelligence Unit (BFIU) within Bangladesh Bank.  

3.5.2. For the purposes of this Act, the governmental, semi-governmental, autonomous 
organizations or any other relevant institutions or organizations shall, upon any 
request or spontaneously, provide the Bangladesh Financial Intelligence Unit with 
the information preserved or gathered by them. Money laundering Prevention Act 
the Bangladesh Financial Intelligence Unit may, if necessary, spontaneously provide 
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other law enforcement agencies with the information relating to money laundering 
and terrorist financing.  

3.5.3. The Bangladesh Financial Intelligence Unit shall provide with information relating 
to money laundering or terrorist financing or any suspicious transactions to the 
Financial Intelligence Unit of another country on the basis of any contract or 
agreement entered into with that country under the provisions of this Act and may 
ask for any such information from any other country.  

3.5.4. The Bangladesh Financial Intelligence Unit may also provide with such information 
to the Financial Intelligence Units of other countries spontaneously where there is no 
such contract or agreement under sub-section (4). 

 
3.6. Responsibilities of reporting organizations in prevention of money laundering.–  

 
As per Clause – 25 of AML Act, 2012, the reporting organizations shall have the following 
responsibilities in the prevention of money laundering, namely:-  
3.6.1 to maintain complete and correct information with regard to the identity of its customers 

during the operation of their accounts;  
3.6.2 if any account of a customer is closed, to preserve previous records of transactions of such 

account for at least 5(five) years from the date of such closure;  
3.6.3 to provide with the information maintained under clauses (a) and (b) to Bangladesh Bank 

from time to time, on its demand;  
3.6.4 if any doubtful transaction or attempt of such transaction as defined under clause (n) of 

section 2 is observed, to report the matter as „suspicious transaction report‟ to the 
Bangladesh Bank immediately on its own accord.  

 
If any reporting organization violates the provisions of sub-section (1), Bangladesh Bank may- 
(a) impose a fine of at least taka 50 (fifty) thousand but not exceeding taka 25 (twenty-five) 
lacs on the reporting organization; and (b) in addition to the fine mentioned in clause (a), 
cancel the license or the authorization for carrying out commercial activities of the said 
organization or any of its branches, service centers, booths or agents, or as the case may be, 
shall inform the registration or licensing authority about the fact so as to the relevant authority 
may take appropriate measures against the organization. Money laundering Prevention Act.  
 
Bangladesh Bank shall collect the sum of fine imposed under sub-section (2) in such manner as 
it may determine and the sum collected shall be deposited into treasury of the State. 
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CHAPTER: FOUR 
 

Legal Requirements and Penalties (Anti Terrorist Act (Amended), 2013) 
 

 

4.1 Requirements under the MLPA, 2012 and ATA (amendment), 2013 
 

 The legislation specifically relating to money laundering and terrorism financing is contained 
the provisions of which supersedes whatever may contain in any other Act in force in 
Bangladesh. So far as financial service providers are concerned, the Act: 

 defines the circumstances, which constitute the offence of money laundering and terrorist 
financing and also provides penalties for commission of such offences; 

 requires financial institutions including Banks engaged in financial services to establish the 
identity of their customers; 

 requires financial institutions including Banks to retain correct and full information used to 
identify their customers and transaction records at least for five years after termination of 
relationships with the customers; and 

 imposes an obligation on financial institutions including Banks and their employees to make 
a report to the Bangladesh Financial Intelligence Unit (BFIU), Bangladesh Bank where: 
-   they suspect that a money laundering offence or terrorist financing offence has been or is 

being committed; and 
-   provide customer identification and transaction records when BFIU asked for from time to 

time. 
 

4.2 The Offence of Terrorist financing 
 

The terrorist financing offences are, in summary: 
4.3.1 It is an offence for any person or entity knowingly supply or express intension to supply 

or knowingly receives or knowingly arrangement for collecting money, service, material 
support or any other properties or knowingly instigate to supply money, services, material 
support or other properties, where there is a reasonable grounds to believe that the whole 
or partial amount have been used or may be used by any means by any terrorist or 
terrorist groups.  

4.3.2 It is an offence for any person or entity who claims membership of any proscribes 
organization or individual under this act. 

4.3.3 It is also an offence for any individual or entity to provide assistance to a criminal or 
support the criminal organization or provide shelter to the criminal or aiding or abetting 
such activities. 

4.3.4 It is an offence for banks not to retain identification and transaction records of their 
customers. 

4.3.5 It is an offence for banks not to report the knowledge or suspicion of terrorist financing to 
BFIU, Bangladesh Bank as soon as it is reasonably practicable after the information came 
to light.  

 

4.3 Penalties (both Criminal and Administrative) for ML/TF 
 

4.4.1 All offences under the Act are non-bailable and the penalties for commission of the 
offences all have prison terms and/or fines as prescribed in the Act as follows: 

 

(i)  The offence of money laundering is punishable by terms of a minimum 
imprisonment for a period of 4(four) years and not more than 12(twelve) years 
and in addition to this a fine equivalent to double value of the property involved in 
the offence or taka 10(ten) lacks, whichever is greater may be imposed. 

(ii)  In addition to any fine or punishment, the court may pass an order to forfeit the 
property of the convicted person in favor of the State which directly or indirectly 
involved or related with money laundering or any predicate offences.  

(iii)  Any entity which commits an offense under this section shall be punishable with a 
fine of not less than double of the property or taka 20(twenty) lacks whichever is 
greater and in addition to this the registration of the said entity will be liable to be 
cancelled.  (See Section 4(2, 3, 4) of the Act). 
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44.2. The punishment for violation of Freezing Orders is a minimum imprisonment for 3 (three) 
years or with a fine equivalent to the value of the property subject to freeze or attachment, 
or both.  (See Section 5 of the Act). 

 4.4.3. The offence of divulging information by informing i.e. tipping off the person who is the 
subject of a suspicion, or any third party is punishable by a minimum imprisonment for 2 
(two) years or a fine, not exceeding Tk. 50 (fifty) thousand or both.  (See Section 6 of the 
Act). 

4.4.4 The offence of obstructing investigations or failure to assist any enquiry officer in 
connection with an investigation into money laundering is punishable by a minimum 
imprisonment for 1 (one) year or with a fine not exceeding Tk. 25 (twenty five)   thousand 
or with both. (See Section 7 of the Act). 

4.4.5 If any clients provide false information to the banks regarding his source of fund, self 
identity, the identity of an account holder or the beneficiary or nominee of an account, 
he/she will be punishable by imprisonment of maximum period of 3 (three) years or a fine 
not exceeding Tk. 50 (fifty) thousand or both. 

4.4.6 If any reporting agencies/banks fails to provide inquired information timely pursuant to this 
Section, Bangladesh Bank may impose fine such organization Tk. 10 (ten) thousand per 
day and up to a maximum of Tk. 5 (five) lacs.  If an organization is fined more than 3 times 
in a financial year, Bangladesh Bank may suspend the registration or license with a purpose 
to close the operation of that organization or any of its branches/service 
centers/booths/agents, within Bangladesh or where appropriate, shall inform the registration 
or licensing authority about the subject matter so that the relevant authority may take 
appropriate action against the said organization. 

4.4.7 If any reporting agencies provides false information or statement requested pursuant to this 
Section, BFIU, Bangladesh Bank may impose fine to such organization not less than Tk. 20 
(twenty) thousand but not more than taka Tk. 5 (five) lacs. If an organization is fined more 
than 3 times in a financial year, BFIU, Bangladesh Bank may suspend the registration or 
license with a purpose to close the operation of that organization or any of its 
branches/service centers/booths/agents, within Bangladesh or where appropriate, shall 
inform the registration or licensing authority about the subject matter so that the relevant 
authority may take appropriate action against the said organization. 

4.4.8 If any reporting agencies fails to  comply with any instruction given by BFIU, Bangladesh 
Bank pursuant to this Ordinance, Bangladesh Bank may fine such organization  Tk. 10 (ten) 
thousand per day and upto maximum Tk. 5 (five) lacs for each such non compliance.  If an 
organization is fined more than 3 times in a financial year, BFIU, Bangladesh Bank may 
suspend the registration or license with a purpose to close the operation of that organization 
or any of its branches/service centers/booths/agents, within Bangladesh or where 
appropriate, shall inform the registration or licensing authority about the subject matter so 
that the relevant authority may take appropriate action against the said organization. 

4.4.9 If any person or Reporting Organization fails to pay any fine imposed by BFIU, 
Bangladesh Bank under sections 23 and 25 of this Ordinance, BFIU, Bangladesh Bank may 
recover the amount from accounts maintained in the name of the relevant person, entity or 
reporting organization in any bank or financial institution or BFIU, Bangladesh Bank. In 
this regard if any amount of the fine remains unrealized BFIU, Bangladesh Bank may make 
an application before the court for recovery and the court may pass any order which it 
deems fit.  

4.4.10 If any reporting organization is fined under sub-sections 3, 4, 5 and 6, BFIU, Bangladesh 
Bank may impose a fine upon the responsible owner, director, employees and officials or 
persons employed on a contractual basis of that reporting organization, not less than Tk. 10 
(ten) thousand and a maximum upto Tk. 5 (five) lacs and where necessary may direct the 
relevant organization to take necessary administrative actions. 

 
If any Company, Partnership Firm, Society, or Association violates any provisions of the 
Act, it will be deemed that every owner, partner, directors, employees and officers have 
individually violated such provisions. (Section 27of the Act.) 
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CHAPTER: FIVE 
 

AML/CFT Policies and Procedures 
 
5.1 Banks are the most dominant player in the financial system of Bangladesh. As all other financial 

institutions are depending on banking service in course of running of their business. In the 
context of risk, banks are the most vulnerable institutes for AML/CFT issues. Banks may face 
following types of risks while doing their business.  

 
5.1.1 Reputational risk is a major threat to banks, since the nature of their business requires 

maintaining the confidence of depositors, borrowers and the general stakeholders. 
Reputational risk is defined as the potential that adverse publicity regarding a bank’s business 
practices and associations, whether accurate or not, will cause a loss of confidence in the 
integrity of the institution. Banks are especially vulnerable to reputational risk because they 
can so easily become a vehicle for or a victim of illegal activities perpetrated by their 
customers. They need to protect themselves by means of continuous vigilance through an 
effective KYC program. Assets management, or held on a fiduciary basis, can pose particular 
reputational dangers. 

 
5.1.2 Operational risk can be defined as the risk of direct or indirect loss resulting from 

inadequate or failing of internal processes, people and systems or from external events. Most 
operational risk in the KYC context relates to weaknesses in the implementation of banks’ 
programs, ineffective control procedures and failure to practice due diligence. A public 
perception that a bank is not able to manage its operational risk effectively which can disrupt 
or adversely affect the business of the bank. 

 
5.1.3 Legal risk is the possibility that lawsuits, adverse judgments or contracts that turn out to be 

unenforceable can disrupt or adversely affect the operations or condition of a bank. Banks 
may become subject to lawsuits resulting from the failure to observe mandatory KYC 
standards or from the failure to practice due diligence. Consequently, banks can, for example, 
suffer fines, criminal liabilities and special penalties imposed by regulators. Indeed, a court 
case involving a bank may have far greater cost implications for its business than just the 
legal costs. Banks will be unable to protect themselves effectively from such legal risks if 
they do not practice due diligence in identifying their customers and understanding their 
business. 

 
5.1.4 On the liabilities side, concentration risk is closely associated with funding risk, particularly 

the risk of early and sudden withdrawal of funds by the large depositors, with potentially 
damaging consequences for the bank’s liquidity. Funding risk is more likely to be higher in 
the case of small banks and those that are less active in the wholesale markets than large 
banks.  

 
5.1.5 Customers frequently have multiple accounts with the same bank, but in offices located in 

different areas. To effectively manage the reputational, compliance and legal risk arising 
from such accounts, banks should be able to aggregate and monitor significant balances and 
activity in these accounts on a fully consolidated countrywide basis. 

  
5.2. Features of AML/CFT Policy  
 
An effective AML/CFT Compliance Program must be able to control the risks associated with the 
institution‘s products, services, customers, entities and geographic locations. Therefore, an effective 
risk assessment is required to be an ongoing process, not a one-time exercise. 
 
5.2.1 The AML/CFT policy of UCB is written, approved by the Board of Directors, and noted as 

such in the board meeting minutes. 
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5.2.2 The AML/CFT compliance policy establishes clear responsibilities and accountabilities within 
their organizations to ensure that policies, procedures, and controls are introduced and 
maintained which can deter criminals from using their facilities for money laundering and the 
financing of terrorist activities, thus ensuring that they comply with their obligations under the 
law.  

5.2.3 The Policies are based upon assessment of the money laundering risks, taking into account the 
Bank’s business structure and factors such as its size, location, activities, methods of payment, 
and risks or vulnerabilities to money laundering. 

5.2.4 The Policies include standards and procedures to comply with applicable laws and regulations 
to reduce the prospect of criminal abuse. Procedures addresses its Know Your Customer  
(“KYC”) policy and identification procedures before opening new accounts, monitoring 
existing accounts for unusual or suspicious activities, information flows, reporting suspicious 
transactions, hiring and training employees and a separate audit or internal control function to 
regularly test the program’s effectiveness. 

5.2.5 The Bank includes a description of the roles the Anti-Money Laundering Compliance 
Officers(s)/Unit and other appropriate personnel will play in monitoring compliance with and 
effectiveness of money laundering policies and procedures.  

5.2.6 The AML/CFT policies will be reviewed regularly and updated as necessary and at least 
annually based on any legal/regulatory or business/ operational changes, such as additions or 
amendments to existing anti-money laundering rules and regulations or business. 

5.2.7 In addition the policy emphasizes the responsibility of every employee to protect the institution 
from exploitation by money launderers, and should set forth the consequence of non-
compliance with the applicable laws and the institution’s policy, including the criminal, civil 
and disciplinary penalties and reputational harm that could ensue from any association with 
money laundering and terrorist financing activity.  

 
5.3  Senior Management Commitment 
 

5.3.1 The senior management, including the Managing Director and the Board of Directors of the 
UCB need to be committed to the development and enforcement of the anti-money-
laundering objectives.  

5.3.2 The UCB Management also should be concern about taking necessary measures to assess 
and identify ML/TF risk related with banks and place an appropriate mechanism to 
mitigate those risks.  

5.3.3 The UCB need to establish a "Central Compliance Unit on AML/CFT" headed by 
sufficiently senior official in the rank who will directly report to the CEO/MD.  

5.3.4 The UCB Management should issue a message addressed to its all staff's to be cautious for 
preventing money laundering and terrorist financing at least once year. The compliance 
policy will be written, approved by the Board of Directors, and noted in the board meeting 
minutes. MD/CEO should also circulate AML Compliance Policy to its entire staff which 
includes: 

 A statement that all employees are required to comply with applicable laws and 
regulations and corporate ethical standards. 

 A statement that all activities carried on by the BANK must comply with 
applicable governing laws and regulations. 

 A statement that complying with rules and regulations is the responsibility of each 
individual in the BANKS in the normal course of their assignments. It is the 
responsibility of the individual to become familiar with the rules and regulations 
that relate to his or her assignment. Ignorance about the rules and regulations is no 
excuse for non-compliance. 

 A statement that employees will be held accountable for carrying out their 
compliance responsibilities. 
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5.4 Organizational Structure 
 
The UCB constitutes a Central Anti-Money Laundering Compliance Committee headed by the 
Additional Managing Director. The Concern Additional Management will also act as a Chief Anti 
Money Laundering Compliance Officer (CAMLCO). 
 
5.4.1 Members of the Central Anti-Money Laundering Compliance Committee: 
 

1. Additional Managing Director/Deputy Managing Director (Operations) 
2. Chief Risk Officer  
3. Head of Operations & Development Division  
4. Head of Internal Control & Compliance Division 
5. Head of Credit  Risk Management Division 
6. Head of Information Technology Division 
7. Head of Financial Institutions & OBU Division 
8. Head of Retail Banking Division 
9. Head of Legal Division 

 
5.4.2 Functions of Central Anti-Money Laundering Compliance Committee (CAMLCC): 
 

1 The Committee will review the Anti-Money Laundering policies regularly 
2 It will update the legal, regulatory, business or operational changes including Anti  
     Money Laundering rules or regulations as and when required but at least once a year.  
3 It will recommend the necessary Anti-Money Laundering policies, procedures and   
      controls so as to deter criminals from adopting various techniques of Money   
      Laundering. 

 
5.4.3 Functions of Chief Anti-Money Laundering Compliance Officer (CAMLCO): 
 

1. He will issue Anti-Money Laundering circulars, instructions and circulate Bangladesh 
Bank Circulars and Policy Guidelines to the Branches and concerned offices of UCB. 

2. He will monitor, review and coordinate, implement and enforces Bank’s  Anti-Money 
Laundering  Compliance Policies 

3. He will take necessary actions for proper risk assessment of banks’ existing and new 
product, services and delivery channel and in place appropriate tools to mitigate those 
risks.   

4. He will formulate the policy and identification procedure “Know your Customer (KYC)” 
for detecting of suspicious transactions / account activities.  

5. He will respond queries of the Branches so as to money laundering apprehensions.  
6. He will report to Bangladesh Bank regarding suspicious transactions of the Clients 

accordingly. 
7. He will issue necessary instructions to the Branches for compliance. 
8. He will keep the top Management informed about the issue 
9. He will ensure timely AML Reporting and Compliance to Bangladesh Bank. 
10. He will place Memorandum before the Board of Directors at least once a year regarding 

the status of the Anti-Money Laundering activities undertaken by the Bank. 
11. He will extend all out cooperation to Internal Audit Team, Bangladesh Bank Audit Team 

and other Law enforcing Agencies as and when required. 
 
5.4.4 Functions of Branch Managers as Unit Head: 
 

1 The Managers will ensure that the AML is effective in the Branch and the AML Act, 
2012, Bangladesh Bank circulars and guidelines are meticulously followed at all level. 

2 He will be responsible for educating and updating the Officers of the branch regarding 
AML issue, circulars and strategies  
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3 In the Monthly meeting of the Branch the AML agenda will come as an important one 
and the proceedings shall be recorded properly. 

4 In case of new Accounts the Manager shall ensure that the policy and identification 
procedure “Know your Customer (KYC)” have been meticulously followed. 

5 He will ensure the preservation of complete and up-to-date Account records of the 
Clients.  

6 He will ensure the periodical Reporting of AML issues to Head Office/CCU. 
7 He will report the unusual / suspected cases to Head Office for further advice and 

guidance. 
8 He will extend all sorts of cooperation to the Internal Audit team, Bangladesh Bank 

Audit and other Law enforcing Agencies. 
 
5.4.5 Functions of Anti-Money Laundering Compliance Officer (AMLCO). 
 

1 The In-charge of Account Opening, Local Remittance, Cash, Foreign Remittance, Import/ 
Export, Sanchaya Patra Issue desks / Departments will monitor the transactions of the 
accounts. 

2 They will be called Anti-Money Laundering Compliance Officer (AMLCO). 
3 They will act in good faith, without negligence regarding any financial transactions, 

where there is no reasonable ground to believe that the transaction (s) is a laundered one. 
4 In case of new and existing Accounts the concerned Officer will follow the policy and 

identification procedure “Know your Customer (KYC)”.  
5 They will have to be satisfied that the money involved in the transaction is not a 

laundered one. 
6 They must obtain documentary evidence of Large Cash Deposits or Inward Bills for 

collections. 
7 If necessary, he/they must take declaration letter from the client citing the source of fund 

to be routed to the account. 
8 Escalate any suspicion, report to the Manager.  
9 They will in no way involve themselves in any transaction relating to Money Laundering. 
10 Any crucial information shall not be disclosed to anyone except the Manager of the 

Branch. 
11 They will report to the Manager.   

 
5.4.6 Functions of Account Opening Officer as (AMLCO): 
 

1 To perform due diligence on prospective Clients prior to opening an account. 
2 Shall be diligent regarding the identification of accountholder and the transaction to be 

routed to the Account. 
3 Ensure that all required documentation is completed satisfactorily as per BB Guidelines. 
4 Complete the Client Information (KYC) profile and transaction activity. 
5 In case of new Accounts the concerned Officer will follow the policy and identification 

procedure “Know your Customer (KYC)” and also follow & analyze the transaction track 
record of the existing the Accounts. 

6 Any negative information regarding prospective client, from any source shall be taken 
into consideration and report to the Manager. 

 
5.5  The AML Organization chart of United Commercial Bank Limited is given below: 
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Anti-Money Laundering Organization Structure of UCB 
 

         Managing Director 
 
       

(CAMLCO)  
Additional Managing Director/ 

                                                             Deputy Managing Director                        CCU 
 
 

                                                                 (Deputy CAMLCO)  
Head of Operations & Development Division 

        
 (BAMLCO) 

                                                                      Head of Branch                                               BCU 
 
 

       
       
AMLC Officer    AMLC Officer      AMLC Officer      AMLC Officer     AMLC Officer       AMLC 
Officer    Operation               Credit            Relationship Officer   Cash in charge       Clients A/c Deptt.         
Remittance    
 Manager                Admin.                                                                              (GB-in-Charge) 
          

        AMLC  = Anti-Money Laundering Compliance 
        AMLCC = Anti-Money Laundering  Compliance Committee 
       Relationship Manager or Credit-in-Charge will act as AMLC. 
     BSA = Branch System Administrator (IT) 
     BAMLCO = Branch Anti Money Laundering Compliance Officer 

 
In case of A-Grade Branches the Operation Manager will act as BAMLCO 
 

5.5      Components of UCB's AML/CFT policies 
 
In line with the Money Laundering Prevention Act, 2012, Anti Terrorism (amendment) Act, 
2009, Bangladesh Bank's circulars and guidelines on AML/CFT and considering the business 
and products of the bank, UCB AML/CFT policy comprises of the following elements: 
 

1. Senior Management Commitment. 
2. Customer Acceptance Policy. 
3. Sound KYC policy. 
4. Suspicious Transaction detection and reporting mechanism 
5. Record keeping  
6. Training and awareness building  
7. Assessment and Audit function. 
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CHAPTER: SIX 
 

IDENTIFICATION PROCEDURES 
 
6.1 Introduction 
 

6.1.1 Sound Know Your Customer (KYC) procedures are critical elements in the effective 
management of banking risks. KYC safeguards go beyond simple account opening and 
recordkeeping and require banks to formulate a customer acceptance policy and a tiered 
customer identification program that involves more extensive due diligence for higher risk 
accounts, and includes proactive account monitoring for suspicious activities. 

6.1.2 Sound KYC procedures have particular relevance to the safety and soundness of financial 
institutions, in that: they help to protect financial institution’s reputation and the integrity of 
banking systems by reducing the likelihood of banks becoming a vehicle for or a victim of 
financial crime and suffering consequential reputational damage; they constitute an 
essential part of sound risk management (e.g. by providing the basis for identifying, limiting 
and controlling risk exposures in assets and liabilities, including assets under management). 

6.1.3 The inadequacy or absence of KYC standards can subject banks to serious customer and 
counterparty risks, especially reputational, operational, legal and concentration risks. It is 
worth noting that all these risks are interrelated. However, any one of them can result in 
significant financial cost to banks (e.g. through the withdrawal of funds by depositors, the 
termination of inter-bank facilities, claims against the bank, investigation costs, asset seizures 
and freezes, and loan losses), as well as the need to divert considerable management time and 
energy to resolving problems that arise. 

6.1.4 Reputational risk poses a major threat to banks, since the nature of their business requires 
maintaining the confidence of depositors, creditors and the general marketplace. Reputational 
risk is defined as the potential that adverse publicity regarding a bank’s business practices and 
associations, whether accurate or not, will cause a loss of confidence in the integrity of the 
institution. Banks are especially vulnerable to reputational risk because they can so easily 
become a vehicle for or a victim of illegal activities perpetrated by their customers. They need 
to protect themselves by means of continuous vigilance through an effective KYC program. 
Assets under management, or held on a fiduciary basis, can pose particular reputational 
dangers. 

6.1.5 Operational risk can be defined as the risk of direct or indirect loss resulting from inadequate 
or failed internal processes, people and systems or from external events. Most operational risk 
in the KYC context relates to weaknesses in the implementation of banks’ programs, 
ineffective control procedures and failure to practice due diligence. A public perception that a 
bank is not able to manage its operational risk effectively can disrupt or adversely affect the 
business of the bank. 

6.1.6 Legal risk is the possibility that lawsuits, adverse judgments or contracts that turn out to be 
unenforceable can disrupt or adversely affect the operations or condition of a bank. Banks 
may become subject to lawsuits resulting from the failure to observe mandatory KYC 
standards or from the failure to practice due diligence. Consequently, banks can, for example, 
suffer fines, criminal liabilities and special penalties imposed by regulators. Indeed, a court 
case involving a bank may have far greater cost implications for its business than just the legal 
costs. Banks will be unable to protect themselves effectively from such legal risks if they do 
not engage in due diligence in identifying their customers and understanding their business. 

6.1.7 On the liabilities side, concentration risk is closely associated with funding risk, particularly 
the risk of early and sudden withdrawal of funds by large depositors, with potentially 
damaging consequences for the bank’s liquidity. Funding risk is more likely to be higher in 
the case of small banks and those that are less active in the wholesale markets than large 
banks. Analyzing deposit concentrations requires banks to understand the characteristics of 
their depositors, including not only their identities but also the extent to which their actions 
may be linked with those of other depositors. It is essential that liabilities managers in small 
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banks not only know but also maintain a close relationship with large depositors, or they will 
run the risk of losing their funds at critical times. 

6.1.8 Customers frequently have multiple accounts with the same bank, but in offices located in 
different areas. To effectively manage the reputational, compliance and legal risk arising from 
such accounts, banks should be able to aggregate and monitor significant balances and activity 
in these accounts on a fully consolidated countrywide basis. 

 
6.2     Know Your Customer (KYC) Policies and Procedures 
 

6.2.1  Features of a sound KYC 
 

Having sufficient information about your customer - “knowing your customer”  (KYC) - and 
making use of that information underpins all AML/CFT efforts, and is the most effective 
defense against being used to launder the proceeds of crime. If a customer has established an 
account using a false identity, s/he may be doing so to defraud the institution itself, or to 
ensure that s/he cannot be traced or linked to the crime the proceeds of which the institution 
is being used to launder. A false name, address or date of birth will usually mean that law 
enforcement agencies cannot trace the customer if s/he is needed for interview as part of an 
investigation. 

   6.2.2 Section 25 (1) (a) Ka of the Prevention of Money Laundering Act 2012 requires all 
institutions to seek satisfactory evidence of the identity of those with whom they deal 
(referred to in these Guidance Notes as verification of identity). Unless satisfactory evidence 
of the identity of potential customer is obtained in good time, the business relationship must 
not proceed. 

  6.2.3 When a business relationship is being established, the nature of the business that the customer 
expects to conduct with the institution should be ascertained at the outset to establish what 
might be expected later as normal activity. This information should be updated as 
appropriate, and as opportunities arise. In order to be able to judge whether a transaction is or 
is not suspicious, institutions need to have a clear understanding of the business carried on by 
their customers. 

  6.2.4 The Branches of the bank must establish its satisfaction that it is dealing with a real person 
(natural, corporate or legal), and must verify the identity of persons who are authorized to 
operate account, or transact business for the customer.  Whenever possible, the prospective 
customer should be interviewed personally. 

  6.2.5 The verification procedures need to establish the identity of a prospective customer should 
basically be the same whatever the type of account or service is required. The best 
identification documents possible should be obtained from the prospective customer i.e. those 
that are the most difficult to obtain illicitly.  No single piece of identification can be fully 
guaranteed as genuine, or as being sufficient to establish identity so verification will 
generally be a cumulative process. The overriding principle is that every institution must 
know who their customers are, and have the necessary documentary evidence to verify this. 

  6.2.6 Section 25 (1) (a) Ka of the Prevention of Money Laundering Act 2012 requires that all 
records including the records of the verification of identity must be retained for 05 (five) 
years after an account is closed or the business relationship ended. 

 
 

6.3 Customer Acceptance Policy 
 

       6.3.1 Introduction 
 
 
 
 

Customers are vitally important for banking business. Increasing competition is forcing banks to 
pay much more attention to satisfy customers. Our motto is to extend best services to our 
customers. UCB are also aware that sometimes customers pose the risk of money laundering and 
financing of terrorism. So the inadequacy or absence of KYC standards can result in serious 
customer and counterparty risks, especially reputation, operational, legal and compliance risks.  
Collecting sufficient information about our customers is the most effective defense against being 
used as the medium to launder the proceeds of crimes and to finance the terrorism through bank 
accounts. As per Sec. 25 Clause (a) & (d) of Anti-Money Laundering Act, 2012 each bank 
requires to keep correct and complete evidence of the identity of those it deals with and also 
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requires making necessary arrangement to prevent any transaction related to crimes as described 
in Anti-Terrorism Act, 2013. 
 
6.3.2 Definition of customer  

 

Broadly, a customer can be defined as a user or potential user of bank services. So 
defined, a ‘Customer’ may include: 
 A person or entity that maintains an account and /or has a business relationship with 

the Bank. 
 One on whose behalf the account is maintained, i.e. beneficial owner. ‘Beneficial 

owner’ means the natural person who ultimately owns or controls a client and or the 
person on whose behalf a transaction is being conducted, and includes a person who 
exercise ultimate effective control over a juridical person. 

 Beneficiaries of transactions conducted by professional intermediaries, such as Stock 
Brokers, Chartered Accountants, Solicitors etc. as permitted under the law, and 

 Any person or entity connected with a financial transaction which can pose significant 
reputational or other risks to the bank, say, a wire transfer or issue of a high value 
demand draft as a single transaction.  
 

6.3.3 It is also the responsibility of the bank to identify suspicious transactions of their 
customers with due care and diligence. Pursuant to above legal bindings, Sec. 5.3 of 
Guidance Notes on Prevention of Money Laundering issued by Bangladesh Bank and 
apropos to international standard the Management of the bank has developed the 
Customer Acceptance Policy as under: 
 

6.3.4 Due Diligence requirements. 
 

6.3.4.1. The Bank shall not open accounts or deal with customers of un-known identity 
or have fictitious or unreal or anonymous names. 

6.3.4.2. The Bank shall not open an account, where the bank is unable to apply 
appropriate customer due diligence measures i.e. the branch is unable to verify 
the identity and/or obtain documents required due to non-cooperation of the 
customer or non-reliability of the data/information furnished to the branch. But 
the branch must be careful to avoid unnecessary harassment of the customer. 

6.3.4.3. Bank shall not establish any relationship with persons/entities found/available in 
the UN/OFAC Sanction List.  

6.3.4.4. Staff should identify and verify the customer's and actual beneficiary's identity 
whether the customer is a natural or juridical person. 

6.3.4.5. Staff should apply due diligence procedures for customers and actual 
beneficiaries in the following case –  
a) Making a casual transactions (or several transactions that seem to be 

related) for any amount. 
b) In case the branches has any suspicion in respect of accuracy or 

adequacy of the information obtained in relation to the customer's 
identity. 

6.3.4.6. Establishing continuous business relationship with new customers. 
6.3.4.7. In case of opening a Politically Exposed Person’s (PEP) account, the branch 

shall comply the instructions contained in AML Circular No. 14 dated 
25.09.2007 issued by Bangladesh Bank, (40+9) Recommendations and Bank’s 
Policy for Politically Exposed Persons (PEPs). Such types of account will be 
classified as high risk and will be required very high level monitoring. 

6.3.4.8. At the time of opening new account the Bank must take care to seek only such 
information from the customer which is relevant and is not intrusive. It is 
mentioned that the customer profile is a confidential document and the details 
contained therein shall not be divulged for any other purposes. 

6.3.4.9. The Bank branches will open new account duly introduced by existing account 
holder having regular business transaction or by the society elite and respectable 



- 29 - | P a g e  
 

persons acceptable to the Bank.  Introduction by an account holder of a 
dormant/inoperative account shall not be accepted. 

6.3.4.10. Source of funds, income or wealth and complete information on the actual or 
beneficial owners of the accounts holding 20% or more share of the account 
must be obtained at the time of opening of any account. 

6.3.4.11. The Bank will conduct necessary checks before opening a new account so as to 
ensure that the identity of the customer does not match with any person with 
known criminal background or with banned entities such as individual terrorists 
or terrorist organizations etc. 

6.3.4.12. In case of establishing correspondent banking relationship, the Bank shall follow 
the guidelines as contained in AML Circular   No. 7 dated 14.08.2005 of 
Bangladesh Bank meticulously. 

6.3.4.13. The branches, where locker service facilities exist, will also follow the 
customer’s identification procedure for their customers. 

6.3.4.14. The branch will strive not to cause inconvenience to the general public, 
especially those who are financially or socially disadvantaged 

6.3.4.15. The branch shall verify the identity of the customers using reliable sources, 
documents etc. but it must retain copies of all references, documents used to 
verify the identity of the customer 

6.3.4.16. The Bank should not enter into a business relationship or execute any 
transactions before applying due diligence procedures stipulated in these 
instructions 

6.3.4.17. The Bank may postpone the verification of the customer's identity until after the 
establishment of the business relationship provided that the verification should 
happen as soon as possible and that this postponement is necessary for the 
business requirement, and provided there is control on the risk of money. 

6.3.4.18. In case the branches enters in a business relationship with the customer and 
could not complete the verification procedures, it should terminate this 
relationship and consider notifying the Central Compliance Unit (CCU) or 
Operations & Development Division, Corporate Office, Dhaka immediately. 

6.3.4.19. The branches should update the customer's identification information 
periodically and every 5 years at the maximum, taking into consideration the 
customer's risk level, and in the event of any doubt about the identity 
information or about the customer himself. The branches should obtain a 
declaration from the customer determining the actual beneficiary and informing 
the Bank of any change in his personal data, and an undertaking that he shall 
provide the Bank with the relevant supporting documents. 

6.3.4.20. The Bank shall not enter into any correspondent banking relationship with any 
shell bank. In addition, the Bank should not enter into a correspondent banking 
relationship or execute any transactions before applying Due Diligence 
procedures stipulated in the AML guidelines. 

 

6.3.5 Risk perception: Parameters of risk perception which are used to determine the profile 
and risk category of a customer are as follows :  

 

a) Customers’ constitution: Individual, proprietorship, partnership, public or private 
ltd. etc.  

b) Business segment: Retail, Corporate, SME etc.  
c) Country of residence/ Nationality: Whether Bangladeshi or any overseas location.  
d) Product subscription: Salary Account/NRB product etc.  
e) Economic profile: High net worth individual, Public limited Co. etc.  
f) Account status: Active, In-operative, dormant etc.  
g) Account vintage: less than six months old etc.  
h) Presence in regulatory negative/ PEP/Defaulter/Fraudster etc  
i) Suspicious Transaction Report (STR) filed for the customer,  
j) AML alerts. 
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6.4 Customer Identification 
 

6.4.1  Customer identification is an essential element of KYC standards. For the purposes of this 
Guidance Notes, a customer includes: 

 

 The person or entity that maintains an account with the banks or those on whose 
behalf an account is maintained (i.e. beneficial owners); 

 The beneficiaries of transactions conducted by professional intermediaries; and 
 Any person or entity connected with a financial transaction who can pose a significant 

reputational or other risk to the banks. 
6.4.2 The customer identification process applies naturally at the outset of the relationship. To 

ensure that records remain up-to-date and relevant, there is a need for BANKS to undertake 
regular reviews of existing records. An appropriate time to do so is when a transaction of 
significance takes place, when customer documentation standards change substantially, or 
when there is a material change in the way that the account is operated. However, if a Branch 
becomes aware at any time that it lacks sufficient information about an existing customer, it 
should take steps to ensure that all relevant information is obtained as quickly as possible. 

6.4.3 Whenever the opening of an account or business relationship is being considered, 
identification procedures must be followed. Identity must also be verified in all cases by 
applying appropriate measures.  

6.4.4  Once verification of identity has been satisfactorily completed, no further evidence is needed 
when other transactions are subsequently undertaken.  Records must be maintained as set out 
Section 25 of MLPA, 2012, and information should be updated or reviewed as appropriate. 

6.4.5  Identity generally means a set of attributes which uniquely define a natural or legal person. 
There are two main constituents of a person’s identity, remembering that a person may be 
any one of a range of legal persons (an individual, body corporate, partnership, etc). For the 
purposes of this guidance, the two elements are: 
 The physical identity (e.g. name, date of birth, TIN/voter registration/passport/ID 

number, etc.); and 
 The activity undertaken. 

 
6.5 Individual Customers 

 
6.5.1  Where verification of identity is required, the following information should be obtained 

from all individual applicants for opening accounts or other relationships, and should be 
independently verified by the institution itself: 
 True name and/or names used; 
 Parent’s names; 
 Date of birth; 
 Current and permanent address; 
 Details of occupation/employment; and  
 Sources of wealth or income 

6.5.2  One or more of the following steps is recommended to verify the recorded addresses: 
 Provision of a recent utility bill, tax assessment or bank statement containing details 

of the address (to guard against forged copies it is strongly recommended that 
original documents are to be examined); 

 Checking  the Voter lists; 
 Checking the telephone directory; 
 Record of home/office visit. 
 Mailing thanks letter etc. 

The information obtained should demonstrate that a person of that name exists at the address 
given, and that the applicant is the propose person which account is going. 
 

6.5.3  The date of birth is important as an identifier in support of the name and is helpful to  
 assist law enforcement.  Although there is no obligation to verify the date of birth, it will 
provide an additional safeguard.  
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6.5.4 Identification documents, either originals or certified copies, should be pre-signed and bear 

a photograph of the applicant, e.g.: 
 

 Current valid passport; 
 Valid driving license; 
 Voter ID Card; 
 Armed Forces ID card; 
 A Bangladeshi employer ID card bearing the photograph and signature of the 

applicant; or 
 A certificate from any local government organs such as Parishad Council 

chairman, Ward Commissioner, etc. or any respectable person acceptable to the 
institution. 

 Any identification documents with photo. 
 

6.5.5 Identification documents which do not bear photographs or signatures, or are easy to obtain, 
are normally not appropriate as sole evidence of identity, e.g. birth certificate, credit cards, 
non-Bangladeshi driving license. Any photocopies of documents showing photographs and 
signatures should be plainly legible. 

6.5.6 Where there is no face-to-face contact, and photographic identification would clearly be    
inappropriate, procedures to identify and authenticate the customer should ensure that there is 
sufficient evidence, either documentary or electronic, to confirm the address and personal 
identity.  At least one additional check should be undertaken to guard against impersonation.   

6.5.7 In respect of joint accounts where the surname and/or address of the account holders differ, 
the name and address of all account holders, not only the first named, should normally be 
verified in accordance with the procedures set out above. 

6.5.8 Any subsequent change to the customer’s name, address, or employment details of which the 
financial institution becomes aware should be recorded as part of the know your customer 
process. 

6.5.9 File copies of supporting evidence should be retained. The relevant details should be 
recorded on the applicant's file.  

6.5.10 An introduction from a respected customer personally known to the management, or from a 
trusted member of staff, may assist the verification procedure but does not replace the need 
for verification of address as set out above. Details of the introduction should be recorded on 
the customer's file.   

 
6.6 Corporate Bodies and other Entities – 
 
6.6.1. The possible complexity of organization and structures, corporate entities and trusts are the 

most likely vehicles to be used for money laundering, particularly when a legitimate trading 
company is involved.  Particular care should be taken to verify the legal existence of the 
applicant and to ensure that any person purporting to act on behalf of the applicant is 
authorized to do so. The Branch shall identify those who have ultimate control over the 
business and the company’s assets, with particular attention being paid to any shareholders or 
others who exercise a significant influence over the affairs of the company. 

6.6.2 Before a business relationship is established, measures should be taken by way of company 
search and/or other commercial enquiries to ensure that the applicant company has not been, 
or is not in the process of being, dissolved, struck off, wound-up or terminated.  

6.6.3 Particular care should be exercised when establishing business relationships with companies 
incorporated or registered abroad, or companies with no direct business link to Bangladesh.  
 

6.6.4 No further steps to verify identity over and above usual commercial practice will normally be 
required where the applicant for business is known to be a company, or a subsidiary of a 
company, quoted on a recognized stock exchange. 
 

6.6.5 The following documents should normally be obtained from companies: 
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 Certified true copy of Certificate of Incorporation or equivalent, details of the 
registered office, and place of business; 

 Certified true copy of the Memorandum and Articles of Association, or by-laws of the 
client. 

 Copy of the board resolution to open the account relationship and the empowering 
authority for those who will operate any accounts; 

 Explanation of the nature of the applicant's business, the reason for the relationship 
being established, an indication of the expected turnover, the source of funds, and a 
copy of the last available financial statements where appropriate;  

 Satisfactory evidence of the identity of each of the principal beneficial owners being 
any person holding 20% interest or more or with principal control over the company’s 
assets and any person (or persons) on whose instructions the signatories on the account 
are to act or may act where such persons are not full time employees, officers or 
directors of the company; 

 Satisfactory evidence of the identity of the account signatories, details of their 
relationship with the company and if they are not employees an explanation of the 
relationship. Subsequent changes to signatories must be verified;  

 Copies of the list/register of directors. 
 Two recent photographs of the Account operators duly attested by the Company 

Official / Secretary. 
 

6.6.6 Where the business relationship is being opened in a different name from that of the 
applicant, the institution should also satisfy itself that the reason for using the second name 
makes sense. 

6.6.7 The following persons (i.e. individuals or legal entities) must also be identified in line with 
this part of the notes: 
 All of the directors who will be responsible for the operation of the account / transaction. 
 All the authorized signatories for the account/transaction. 
 All holders of powers of attorney to operate the account/transaction. 
 The beneficial owner(s) of the company 
 The majority shareholders of a private limited company.  

6.6.8 When authorized signatories change, care should be taken to ensure that the identities of all 
current signatories have been verified. In addition, it may be appropriate to make periodic 
enquiries to establish whether there have been any changes in directors/shareholders, or the 
nature of the business/activity being undertaken. Such changes could be significant in 
relation to potential money laundering activity, even though authorized signatories have not 
changed. 

 
6.7  Partnerships and Unincorporated Businesses 
 
6.7.2 In the case of partnerships and other unincorporated businesses whose partners/directors are 

not known to the institution, the identity of all the partners or equivalent should be verified in 
line with the requirements for personal customers. Where a formal partnership agreement 
exists, a mandate from the partnership authorizing the opening of an account and conferring 
authority on those who will operate it should be obtained. 

6.7.3  Evidence of the trading address of the business or partnership should be obtained and a copy 
of the latest report and accounts (audited where applicable). 

6.7.4 An explanation of the nature of the business or partnership should be ascertained (but not 
necessarily verified from a partnership deed) to ensure that it has a legitimate purpose.  

 
6.8 Powers of Attorney/ Mandates to Operate Accounts 

 
The authority to deal with assets under a power of attorney constitutes a business relationship 
and therefore, where appropriate, it may be advisable to establish the identities of holders of 
powers of attorney, the grantor of the power of attorney and third party mandates. Records of 
all transactions undertaken in accordance with a power of attorney should be kept properly. 
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6.9 Identification of Beneficial Owners and Verification of their Identities 
  
6.9.1 What is a beneficial owner?  

 
The term “beneficial ownership,” when used to refer to favorable rights of an account in an AML 
context (such as the Principles), is usually understood as connecting to ultimate Control over funds 
in such account, whether through ownership or other means. “Control” in this sense is to be 
distinguished from mere signature authority or legal title.  
 

The term reflects a recognition that a person in whose name an account is opened with a bank is not 
necessarily the person who ultimately controls such funds. 
 

Beneficial Owner means the individual who –  
a) has effective control of a customer or person on whose behalf a transaction is conducted; 

or 
b)  Owns a prescribed threshold of the customer or person on whose behalf a transaction is 

conducted.  
 

Therefore the beneficial owner can only be an individual, not a company or organization. There may 
be more than one beneficial owner associated with the customers. The aim of this task is to identify 
and verify the identity of all the beneficial owners of customers of the Bank.  
 
6.9.2 The assessment process to identify beneficial ownership  
 

a) Branches should have to apply the following 3(Three) elements to assess the beneficial 
ownership:   

i) Who owns more than 25 percent of the assets related/connected account? 
ii) Who has effective control of the account/customer?  
iii) The persons on whose behalf a transaction is conducted. A beneficial owner is an 

individual who satisfies any one element, or any combination of the three elements.  
b) If the customer of the Bank is an individual, he/she has been treated as the beneficial owner 

unless there are reasonable grounds to suspect that he/she is operating the activities or 
controlling the funds on behalf of another individual/entity/organization etc. If the 
customer is acting on behalf of another individual/entity/organization etc., branches shall 
have to ensure due diligence to collect the identity of that beneficial owner. 

c) There shall be individuals who have effective control over the customer, but do not have an 
ownership interest and are not a person on whose behalf a transaction is conducted; they 
will be beneficial owners. Effective control, ownership and persons on whose behalf a 
transaction is conducted are not mutually exclusive.  

 

6.9.3 Enhanced Due Diligence  
 

a) To start new relationship or to continue pre-existing relationships, branches shall have to 
identify and verify the identity of the beneficial owner(s). Branches should have to establish 
the customer’s ownership structure and understand the ownership at each layer. The 
beneficial owner is not necessarily one individual; there may be several beneficial owners in 
a structure. When there are complex ownership layers and no reasonable explanation for 
them branches should consider the possibility that the structure is being used to hide the 
beneficial owner(s).  

b) Branches shall to monitor the transactions and to stop at any point in the process or activities 
of the account. However, if identification and verification of the identity of the beneficial 
owner(s) is not obtained and due diligence has not been completed branches shall not 
establish any business relationship or conduct any occasional transaction for the customer. 
Risk-based approach shall also be applied to verify the identity.  

c) The Bank shall consider obtaining an undertaking or declaration from the customer on the 
identity and the information relating to the beneficial owner. This Guideline makes reference 
to the case where the customer is a portfolio manager. In that situation, as well as other 
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instances where the customer has a bonafide and legitimate interest or duty not to disclose to 
the Bank the identity or particulars of beneficial owners who are known to exist, the Bank 
shall consider the application of simplified CDD.  

d) The Authority recognizes that it would be unnecessary to attempt to determine if beneficial 
owners exist in relation to the entities information would already be available. For example, 
in the case of publicly listed companies, the shareholders would be changing relatively 
frequently and there would already be disclosure obligations imposed on substantial 
shareholders of such companies. In the case of financial institutions supervised by the 
Authority, there would have been adequate disclosure of the ownership and structure to the 
Authority.   

 
6.9.4 Applying a risk-based approach  
 

a) The assessment procedures allows to adopt a risk-based approach to verify beneficial 
ownership of the accounts/customers. Identifying beneficial ownership of a customer is an 
obligation that must be satisfied by the Bank, regardless of the level of risk associated with 
that account/customer. However, reasonable steps to take to satisfy about identity and 
information of customers/account is correct. The process for assessing customer risk and 
identification, must be based on guidelines of AML/CFT risk assessment.  

b) A risk-based approach allows you some flexibility in Bank’s obligation to use data, 
documents or information obtained from a reliable and independent source to verify the 
identity of the beneficial owner(s) of the customers/accounts. This is applied on case to case 
basis. For example, a well-known local businessman/individual wants to be customer of the 
Bank. The Bank shall have to identify both the customer and the beneficial owner(s) first and 
then shall have to obtain standard identity documentation as per account opening instructions 
and AML/CFT policy of the Bank. Risk assessment shall also to be made to segregate the 
account/customer. If the customer/account found as higher risk, Bank shall also apply 
Enhanced Customer Due Diligence, in such case Bank also shall have to obtain information 
relating to the source of funds or wealth of the customer/account. Verification of the identity 
of the beneficial owner(s) is the last step in the process.  

 
6.9.5 Suspicious Transaction Report (STR)  
 

Bank shall have to be satisfy of the all level of risk associated with beneficial ownership of 
account/customer, Where there are reasonable grounds for suspicion of money laundering or 
terrorist financing, Bank should also apply Enhanced Customer Due Diligence and shall 
report a Suspicious Transaction Report (STR) to the Central Compliance Unit (CCU), Anti 
Money Laundering Wing, Operations & Development Division, Corporate Office, Dhaka  

 
6.9.6 Record keeping  
 

Detailed records of all information, decisions, Customer Due Diligence and relevant records 
shall be maintained. It is important for the Bank to record the justification behind any 
decision that are taken.  

 
6.10.  Reliability of Information and Documentation  

 
6.10.1  Where the Banks obtains information or documents from the customer or a third party, it 

should take reasonable steps to assure itself that such information or documents are reliable 
and where appropriate, reasonably up to date at the time they are provided to the Banks.  

 
6.10.2. Where the customer is unable to produce original documents, the Banks may consider 

accepting documents that are certified to be true copies by qualified persons, such as lawyers 
and accountants.  
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6.11  Non-Face-to-Face Verification  
 
6.11.1 Where business relations are established or financial services are provided without face-to-

face contact. In particular, a BANKS should take appropriate measures to address risks 
arising from establishing business relations and undertaking transactions through instructions 
conveyed by customers over the internet, the post or the telephone. 

  
6.11.2 As a guide, Banks should take one or more of the following measures to mitigate the 

heightened risk associated with not being able to have face-to-face contact when establishing 
business relations:  
 telephone contact with the customer through residential or business contact number 

that can be verified independently;  
 Confirmation of the customer’s address through an exchange of correspondence or 

other appropriate method;  
 Subject to the customer’s consent, telephonic confirmation of the customer’s 

employment status with the customer’s employer’s personnel department at a listed 
business number of the employer;  

 Confirmation of the customer’s salary details by requiring the presentation of recent 
bank statements from a bank;  

 Certification of identification documents by lawyers or notary publics presented by 
the customer;  

 Equiring the customer to make an initial deposit using a cheque drawn on the 
customer’s personal account with a bank in Singapore; and  

  Any other reliable verification checks adopted by the BANKS for non-face-to-face 
business.  

 
6.12 Internet or Online Banking 
 
Banking and investment business on the Internet add a new dimension to Financial Institutions' 
activities. The unregulated nature of the Internet is attractive to criminals, opening up alternative 
possibilities for money laundering, and fraud. 
 

6.12.1 It is recognized that on-line transactions and services are convenient. However, it is not 
appropriate that Financial Institutions should offer on-line live account opening allowing 
full immediate operation of the account in a way which would dispense with or bypass 
normal identification procedures. However, initial application forms could be completed 
on-line and then followed up with appropriate identification checks. The account, in 
common with accounts opened through more traditional methods, should not be put into full 
operation until the relevant account opening provisions have been satisfied in accordance 
with these Guidance Notes. 

6.12.2 The development of technologies such as encryption, digital signatures, etc., and the 
development of new financial services and products, makes the Internet a dynamic 
environment offering significant business opportunities. The fast pace of technological and 
product development has significant regulatory and legal implications, and Bangladesh 
Bank is committed to keeping up to date with any developments on these issues through 
future revisions to its Guidance Notes. 

6.12.3 Provision of Safe Custody and Safety Deposit Boxes Where facilities to hold boxes, 
parcels and sealed envelopes in safe custody are made available, it is expected that 
Financial Institutions will follow the identification procedures set out in these Guidance 
Notes. In addition such facilities should only be made available to account holders. 
 

6.12.4 Timing and Duration of Verification 
 

6.12.5 The best time to undertake verification is prior to entry into the account relationship. 
Verification of identity should, as soon as is reasonably practicable, be completed before 
any transaction is completed. However, if it is necessary for sound business reasons to open 
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an account or carry out a significant one-off transaction before verification can be 
completed, this should be subject to stringent controls which should ensure that any funds 
received are not passed to third parties. Alternatively, a senior member of staff may give 
appropriate authority. 

6.12.6 This authority should not be delegated, and should only be done in exceptional 
circumstances. Any such decision should be recorded in writing. 

6.12.7 Verification, once begun, should normally be pursued either to a satisfactory conclusion or 
to the point of refusal. If a prospective customer does not pursue an application, staff may 
(or may not) consider that this is in itself suspicious. 
 

6.13 Simplified Customer Due Diligence  
 

6.13.1 Simplified CDD measures are applicable in cases where the bank is satisfied that the risk of 
money laundering or terrorist financing is low.  

6.13.2 The Bank should assess the risks of money laundering or terrorist financing, having regard to 
the circumstances of each case, before applying the lesser or reduced CDD measures. Where 
the BANKS adopt such lesser or reduced CDD measures, such measures should be 
commensurate with the BANKS’s assessment of the risks. Examples of when the BANKS 
might adopt lesser or reduced CDD measures are: - Where reliable information on the 
customer is publicly available to the BANKS; - The BANKS is dealing with another financial 
institution whose AML/CFT controls is well familiar with by virtue of a previous course of 
dealings; or -The customer is a financial institution that is subject to and supervised for 
compliance with AML/CFT requirements consistent with standards set by the FATF, or a 
listed company that is subject to regulatory disclosure requirements.  

6.13.3 Above paragraph makes clear the circumstances when simplified CDD measures are not 
permitted, namely, where the customers are from or in countries and jurisdictions known to 
have inadequate AML/CFT measures, or where the BANKS suspects that money laundering 
or terrorist financing is involved.  
 

6.14  Politically Exposed Persons 
 

“Politically Exposed Persons” (PEPs) is someone who has been entrusted with a prominent 
public function, or an individual who is closely related to such a person of local government 
or from foreign country, for example Heads of State or of government, senior politicians, 
senior government, judicial or military officials, senior executives of state owned 
corporations, important political party officials. The terms PEPs defined not only including 
the senior persons associated with foreign country but also middle-ranking or more junior 
individuals in the categories defined or officials of local governments.  

 
6.14.1. Identifying PEPs  
 

Politically Exposed Persons (PEPs) as contained in AML circular no(s). 14 and 24 dated 
September 25, 2007 and March 23, 2010 respectively, are described as under -  
 
“Individuals who are or have been entrusted with prominent public functions in a foreign 
country, for example Heads of State or of government, senior politicians, senior government, 
judicial or military officials, senior executives of state owned corporations, important political 
party officials”.  

 
The description as detailed for PEPs shall equally apply if business relationship is established 
with the family members and close associates of these persons both from home and abroad who 
may pose reputational risk to the bank. 
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As per FATF, PEPs refers – 
 

a)  Foreign PEPs are individuals who are or have been entrusted with prominent public 
functions by a foreign country, for example Heads of State or of government, senior 
politicians, senior government, judicial or military officials, senior executives of state owned 
corporations, important political party officials. 
 

b) Domestic PEPs are individuals who are or have been entrusted domestically with prominent 
public functions, for example Heads of State or of government, senior politicians, senior 
government, judicial or military officials, senior executives of state owned corporations, 
important political party officials. 

 
c) Persons who are or have been entrusted with a prominent function by an international 

organization refers to members of senior management, i.e. directors, deputy directors and 
members of the board or equivalent functions. 

The definition of PEPs is not intended to cover middle ranking or more junior individuals but it also 
cover the family members and/or close associates of a PEPs. Another important thing is that not only 
customer, a PEP but also may be a beneficial of an account. 
 
6.14.2  Opening and Operating the account of PEP(s) –  
 
A risk management system shall have to be followed to identify risks associated with the opening 
and operating accounts of PEPs. The following instructions shall have to be followed to ensure 
Enhanced Due Diligence (EDD), while opening and operating the account of Politically Exposed 
Persons (PEPs): 

i) Obtain senior management approval for establishing business relationships with such Foreign 
PEPs. In case of Domestic PEPs prior approval of Senior Management is not required but 
Enhanced Due Diligence (EDD) should be applied.   

ii) Take reasonable measures to establish the source of wealth and source of funds;  
iii) Ongoing monitoring of the transactions have to be conducted; and  
iv) The Bank shall have to observe all formalities as detailed in Guidelines for Foreign Exchange 

Transactions while opening accounts of non-residents; 
 
The above instructions shall also be applicable to customers or beneficial owners who become PEPs 
after business relationship have been established. 
 
6.14.3 Risk Assessment  
 
PEPs accounts must be marked as High Risk accounts and consider the followings while opening 
and maintaining the accounts of any PEPs, branches must:  

 Whether the customer or the beneficial owner is a Politically Exposed Person; 
 Obtain senior management approval for establishing (or continuing, for existing customers) 

such business relationships with Foreign PEPs; 
 Take reasonable measures to establish the source of wealth and source of funds; and 
 Conduct enhanced ongoing monitoring Enhanced Due Diligence (EDD) of the business 

relationship. 
 

A database of the account of the PEPs to be maintain for ongoing monitoring of the transactions 
from time to time. 
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6.15 Other High Risk Categories  
 
6.15.1 Above paragraph requires enhanced CDD measures to be applied to other categories of 

customers apart from PEPs, which a BANK may consider to present a greater risk of money 
laundering or terrorist financing. In assessing the risk of money laundering or terrorist 
financing, the BANKS may take into account factors such as the type of customer, the type 
of product that the customer purchases, the geographical area of operation of the customer’s 
business.  

6.15.2. Banks are also required to give particular attention to business relations and transactions with 
persons from or in countries that have inadequate AML/CFT measures. For this purpose, 
Banks may take a range of steps, including the adoption of measures similar to those for 
PEPs and other high risk categories.  

6.15.3. While the Authority may from time to time circulate names of countries and jurisdictions 
with inadequate AML/CFT regimes (which can then be used as a reference guide), BANKSs 
are also encouraged to refer, where practicable, to other sources of information to identify 
countries and jurisdictions that are considered to have inadequate AML/CFT regimes.  

 
6.16 Performance of CDD Measures by branches  
 
6.16.1. Where a Bank wishes to rely on an intermediary to perform elements of the CDD measures, 

the BANK requires to be satisfied of various matters, including that the intermediary it 
intends to rely upon is subject to and supervised for compliance with AML/CFT 
requirements consistent with the standards set by the FATF, and that the intermediary has 
been measured and taken in place to comply with the requirements. 

 6.16.2. The BANKS may take a variety of measures, including but not limited to the following in 
determining whether the intermediary satisfies the requirements: 

 Referring to any publicly available reports or material on the quality of AML/CFT 
supervision in the jurisdiction where that intermediary operates (such as mutual 
evaluation reports of the FATF and its associated bodies, or assessment reports made 
under the Financial Sector Assessment Programmed of the International Monetary 
Fund and the World Bank);  

 Referring to any publicly available reports or material on the quality of that 
intermediary’s compliance with applicable AML/CFT rules;  

 Obtaining professional advice as to the extent of AML/CFT obligations to which the 
intermediary is subject by the laws of the jurisdiction in which the intermediary 
operates;  

 Examining the AML/CFT laws in the jurisdiction where the intermediary operates 
and determining its comparability with the AML/CFT laws of Bangladesh.  

6.16.3. To the extent that the performance of CDD is undertaken by the intermediary rather than by 
the bank, the bank is required to immediately obtain from the intermediary the information 
relating to CDD obtained by the intermediary.  

5.16.4  In addition, where the bank relies on the intermediary to undertake the performance of CDD, 
the bank should be able to justify that the conditions of above paragraph have been met. 
The bank should take considerable care when deciding if an intermediary is one on whom it 
can safely rely on to perform the CDD measures.  

 
6.17  Risk Based Approach (RBA) 

 
6.17.1 UCB understand the Risk Based Approach (RBA) essential for mitigating or minimizing 

AML/CFT risk. UCB management has also concern about the high risk or low risk situation 
arising from type of product, customer, services, transaction or delivery channel.  

6.17.2 The central Compliance unit of UCB requires to assess AML/CFT risk arises from 
different type of products, services or delivery channel. Such assessment should be 
undertaken for each type of existing products, services or delivery channels and newly 
introduce ones as well.  
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6.17.1 Higher Risk scenario 

 
The examples below are included for guidance of the staff of UCB only. The examples are 
not intended to be comprehensive, and although they are considered to be helpful indicators, 
they may not be relevant in all circumstances.  Where the risk of money laundering or 
terrorist financing considered is higher, enhanced CDD measures have to be taken. When 
assessing the money laundering and terrorist financing risks relating to types of customers, 
countries or geographic areas, and particular products, services, transactions or delivery 
channels, examples of potentially higher-risk situations  include the following: 

 

(a) Customer risk factors: 
 The business relationship is conducted in unusual circumstances (e.g. significant 

unexplained geographic distance between the financial institution and the customer). 
 Non-resident customers. 
 Legal persons or arrangements that are personal asset-holding vehicles. 
 Companies that have nominee shareholders or shares in bearer form. 
 Business that are cash-intensive. 
 The ownership structure of the company appears unusual or excessively complex 

given the nature of the company’s business. 
 

(b) Country or geographic risk factors: 
 Countries identified by credible sources, such as mutual evaluation or detailed 

assessment reports or published follow-up reports, as not having adequate AML/CFT 
systems. 

 Countries subject to sanctions, embargos or similar measures issued by, for example, 
the United Nations. 

 Countries identified by credible sources as having significant levels of corruption or 
other criminal activity. 

 Countries or geographic areas identified by credible sources as providing funding or 
support for terrorist activities, or that have designated terrorist organizations operating 
within their country. 

 

      (c) Product, service, transaction or delivery channel risk factors: 
 Private banking. 
 Anonymous transactions (which may include cash). 
 Non-face-to-face business relationships or transactions. 
 Payment received from unknown or un-associated third parties 

 
6.17.2 Lower Risk scenario 

 

            There are circumstances where the risk of money laundering or terrorist financing may be 
lower. In such circumstances, and provided there has been an adequate analysis of the risk by 
the country or by the financial institution, it could be reasonable for a country to allow its 
financial institutions to apply simplified CDD measures. When assessing the money 
laundering and terrorist financing risks relating to types of customers, countries or 
geographic areas, and particular products, services, transactions or delivery channels, 
examples of potentially lower risk situations include the following: 

    
   (a) Customer risk factors: 

 Financial institutions and DNFBPs – where they are subject to requirements to combat 
money laundering and terrorist financing consistent with the FATF Recommendations, 
have effectively implemented those requirements, and are effectively supervised or 
monitored in accordance with the Recommendations to ensure compliance with those 
requirements. 

 Public Limited companies listed on a stock exchange and subject to disclosure 
requirements (either by stock exchange rules or through law or enforceable means), 
which impose requirements to ensure adequate transparency of beneficial ownership. 
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 Public administrations or enterprises.  
(b) Product, service, transaction or delivery channel risk factors: 

 Life insurance policies where the premium is low (e.g. an annual premium of less than 
USD/EUR 1,000 or a single premium of less than USD/EUR 2,500). 

 Insurance policies for pension schemes if there is no early surrender option and the 
policy cannot be used as collateral. 

 A pension, superannuation or similar scheme that provides retirement benefits to 
employees, where contributions are made by way of deduction from wages, and the 
scheme rules do not permit the assignment of a member’s interest under the scheme. 

 Financial products or services that provide appropriately defined and limited services 
to certain types of customers, so as to increase access for financial inclusion purposes. 
 

  (c) Country risk factors: 
 Countries identified by credible sources, such as mutual evaluation or detailed 

assessment reports, as having effective AML/CFT systems. 
 Countries identified by credible sources as having a low level of corruption or other 

criminal activity. 
 In making a risk assessment, countries or financial institutions could, when 

appropriate, also take into account possible variations in money laundering and 
terrorist financing risk between different regions or areas within a country. 

 Having a lower money laundering and terrorist financing risk for identification and 
verification purposes does not automatically mean that the same customer is lower risk 
for all types of CDD measures, in particular for ongoing monitoring of transactions. 

 
6.18  Risk variables 
 
            When assessing the money laundering and terrorist financing risks relating to types of 

customers, countries or geographic areas, and particular products, services, transactions or 
delivery channels risk, concern of UCB should take into account risk variables relating to 
those risk categories. These variables, either singly or in combination, may increase or 
decrease the potential risk posed, thus impacting the appropriate level of CDD measures. 
Examples of such variables include: 
 The purpose of an account or relationship. 
 The level of assets to be deposited by a customer or the size of transactions to be 

undertaken. 
 The regularity or duration of the business relationship. 

 
6.19 Enhanced CDD Measures 

 

In the branch level of UCB, the BAMLCO should examine, as far as reasonably possible, the 
background and purpose of all complex, unusual large transactions, and all unusual patterns of 
transactions, which have no apparent economic or lawful purpose. Where the risks of money 
laundering or terrorist financing are higher, financial institutions should be required to conduct 
enhanced CDD measures, consistent with the risks identified. In particular, they should increase 
the degree and nature of monitoring of the business relationship, in order to determine whether 
those transactions or activities appear unusual or suspicious. Examples of enhanced CDD 
measures that could be applied for higher-risk business relationships include: 

 Obtaining additional information on the customer (e.g. occupation, volume of assets, 
information available through public databases, internet, etc.), and updating more 
regularly the identification data of customer and beneficial owner. 

 Obtaining additional information on the intended nature of the business relationship. 
 Obtaining information on the source of funds or source of wealth of the customer. 
 Obtaining information on the reasons for intended or performed transactions. 
 Obtaining the approval of senior management to commence or continue the business 

relationship. 
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 Conducting enhanced monitoring of the business relationship, by increasing the 
number and timing of controls applied, and selecting patterns of transactions that need 
further examination. 

 Requiring the first payment to be carried out through an account in the customer’s 
name with a bank subject to similar CDD standards. 
 

6.20  Simplified CDD Measures 
 
Where the risks of money laundering or terrorist financing are lower, concern of UCB could be 
allowed to conduct simplified CDD measures, which should take into account the nature of the 
lower risk. The simplified measures should be commensurate with the lower risk factors (e.g. the 
simplified measures could relate only to customer acceptance measures or to aspects of ongoing 
monitoring). Examples of possible measures are: 
 

 Verifying the identity of the customer and the beneficial owner after the establishment 
of the business relationship (e.g. if account transactions rise above a defined monetary 
threshold). 

 Reducing the frequency of customer identification updates. 
 Reducing the degree of on-going monitoring and scrutinizing transactions, based on a 

reasonable monetary threshold. 
 Not collecting specific information or carrying out specific measures to understand the 

purpose and intended nature of the business relationship, but inferring the purpose and 
nature from the type of transactions or business relationship established.  

Simplified CDD measures are not acceptable whenever there is a suspicion of money laundering 
or terrorist financing, or where specific higher-risk scenarios apply. 

 
6.21 Internet or Online Banking 
 

Banking and investment business on the Internet add a new dimension to Financial Institutions' 
activities. The unregulated nature of the Internet is attractive to criminals, opening up alternative 
possibilities for money laundering, and fraud. 

 
6.21.1 It is recognized that on-line transactions and services are convenient. However, it is not 

appropriate that Financial Institutions should offer on-line live account opening allowing 
full immediate operation of the account in a way which would dispense with or bypass 
normal identification procedures. 

6.21.2 However, initial application forms could be completed on-line and then followed up with 
appropriate identification checks. The account, in common with accounts opened through 
more traditional methods, should not be put into full operation until the relevant account 
opening provisions have been satisfied in accordance with these Guidance Notes.  

6.21.3 The development of technologies such as encryption, digital signatures, etc., and the 
development of new financial services and products, makes the Internet a dynamic 
environment offering significant business opportunities. The fast pace of technological 
and product development has significant regulatory and legal implications, and 
Bangladesh Bank is committed to keeping up to date with any developments on these 
issues through future revisions to its Guidance Notes.  

 
6.22  Provision of Safe Custody and Safety Deposit Boxes 
 
Where facilities to hold boxes, parcels and sealed envelopes in safe custody are made available, it is 
expected that Branches will follow the identification procedures set out in these Guidance Notes. In 
addition such facilities should only be made available to account holders. 
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6.23 Timing and Duration of Verification 
 
          6.23.1 The best time to undertake verification is prior to entry into the account relationship. 

Verification of identity should, as soon as is reasonably practicable, be completed 
before any transaction is completed. 

 
However, if it is necessary for sound business reasons to open an account or carry out 
a significant one-off transaction before verification can be completed, this should be 
subject to stringent controls which should ensure that any funds received are not 
passed to third parties. Alternatively, a senior member of staff may give appropriate 
authority. 

 
6.23.2 This authority should not be delegated, and should only be done in exceptional 

circumstances. Any such decision should be recorded in writing. 
6.23.3 Verification, once begun, should normally be pursued either to a satisfactory 

conclusion or to the point of refusal. If a prospective customer does not pursue an 
application, staff may (or may not) consider that this is in itself suspicious. 

 
6.24 Risk grading 
 

6.24.1 Each Branch is required to perform due diligence on all prospective clients prior to opening 
an account. This process is completed by fulfilling the documentation requirements (Account 
Application, Bank References, Source of funds and Identification for example) and also a 
‘Know Your Customer’ profile which is used to record a client’s source of wealth, expected 
transaction activity at it’s most basic level. 

 

6.24.2 Once the identification procedures have been completed and the client relationship is 
established, the Branch should monitor the conduct of the relationship/account to ensure that 
it is consistent with the nature of business stated when the relationship/account was opened. 
The Branches will do this firstly by the their staff being diligent, reporting suspicious 
transactions undertaken by the customer, updating the client’s KYC profile for any 
significant changes in their lifestyle (e.g., change of employment status, increase in net 
worth) and by monitoring the transaction activity over the client’s account on a periodic 
basis. 

6.24.3 KYC profile gives the basic information about the customer like, Name, Address, Tel/Fax 
Numbers, line of business, Annual sales. If the customer is a Public Figure, the account will 
become automatically a High Risk Account. 

6.24.4 The KYC Profile information will also include the observations of the Institution’s 
Staff/Officer when they visit the customer’s business place like, the business place is owned 
or rented, the type of clients visited, by what method is the client paid (cheque or cash). The 
Staff/Officer will record his observations and sign the KYC Profile form.  

6.24.5 In the case of high net worth Accounts, the information will include net worth of the 
customer, source of funds etc. 

6.24.6 The KYC Profile leads to Risk Classification of the Account as High/Low Risk. 
 
 
 
 

 
 
 
6.24.7 When opening accounts, the concerned staff/Officer must assess the risk keeping it in mind 

that the accounts could be used for “money laundering”, and must classify the accounts as 
either High Risk or Low Risk.   The risk assessment may be made using the KYC Profile 

Staff/Officer 
assessment 

Or customer 
Provided 

KYC 
profile 

Risk 
Classification 

Frequency of 
Monitoring and 

Review 
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Form given in Annexure D in which following seven risk categories are scored using a scale 
of 1 to 5 where scale 4-5 denotes High Risk, 3- Medium Risk and  1-2 Low Risk: 
 Occupation or nature of customer’s business  
 Net worth / sales turnover of the customer 
 Mode of opening the account 
 Expected value of monthly transactions 
 Expected number of monthly transactions 
 Expected value of monthly cash transactions 
 Expected number of monthly cash transactions 

6.24.8 The risk scoring of less than 14 indicates low risk and more than 14 would indicate high risk. 
The risk assessment scores are to be documented in the KYC Profile Form. However, 
management may judgmentally override this automatic risk assessment to “Low Risk” if it 
believes that there are appropriate mitigates to the risk. This override decision must be 
documented (reasons why) and approved by the Branch Manager, and Branch AML 
Compliance Officer.  

6.24.9 KYC Profiles and Transaction Profiles must be updated and re-approved at least annually for 
“High Risk” accounts (as defined above).  There is no requirement for periodic updating of 
profiles for “Low Risk” transactional accounts.  These should, of course, be updated if and 
when an account is reclassified to “High Risk”, or as needed in the event of investigations of 
suspicious transactions or other concern. 
 

6.25  UCB have to introduce a risk registrar for calculating the risk of existing products, 
services and delivery channels and also need to be done risk assessment in advance for 
its future products, services and delivery channels. 

 
6.26 Walking Customer: 
 

UCB management will circulate the instruction time to time related to Walking Customer (One 
off Customer). KYC for walking customer may depend on the size of threshold.  It is require 
doing KYC for larger amount and small amount may be exempted from KYC requirements.  
 

Concern of UCB Financial institutions should be required to ensure that documents, data or 
information collected under the CDD process is kept up-to-date and relevant by undertaking 

reviews of existing records, particularly for higher-risk categories of customers.
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CHAPTER: SEVEN 
 

Transaction Monitoring & Reporting 
 
 

7.1 Reporting requirements 
 
Reporting agencies are required by the AML/CFT legislation in Bangladesh to report to the 
Bangladesh Financial Intelligence Unit (BFIU) Bangladesh Bank. Most of such reports derive 
from transaction monitoring. Such as : 

a) Cash Transaction Report (CTR); 
b) Suspicious Transaction Report (STR);or 
c) Any other threshold based report. 

 

7.2 Cash Transaction Reports (CTRs) 
 

7.2.1 All banks are required to submit CTR to the BFIU, Bangladesh Bank on monthly basis. CTR is 
significantly different from abnormal/suspicious transactions reporting (STR). That is, if any 
customer happens to make transaction above 10 lacs taka or more, there is no scope of 
treating it as suspicious only for this. But the banks have to report CTR to BFIU, Bangladesh 
Bank for information only. 

 

7.2.2 In the case of cash deposit (regardless of amount) of the Govt. accounts or of accounts of the 
Govt. owned entities need not to be reported. CTR must be submitted in soft copy. So every 
branch of UCB are required to submit CTR to the CCU by the 1st week of every month. 
After receiving such reports from every branch, Head office (CCU) will compile all the 
CTRs and send it to the BFIU before 21st day of every month.   

 

7.3 Suspicious Transaction Reports (STRs) 
 

7.3.1 The Branches will have regular monthly or fortnightly meeting and have systems and controls 
in place to monitor on an ongoing basis the relevant activities in the course of the business 
relationship. The nature of this monitoring will depend on the nature of the business. The 
purpose of this monitoring for UCB is to be vigilant for any significant changes or 
inconsistencies in the pattern of transactions. Inconsistency is measured against the stated 
original purpose of the accounts i.e. the declared Transaction Profile (TP) of the Customer.  
Possible areas to monitor could be:  

a. Transaction type 
b. Frequency 
c. Unusually large amounts 
d. Geographical origin/destination 
e. Changes in account signatories 

 

7.3.2 It is recognized that the most effective method of monitoring of accounts is achieved through a 
combination of computerized and human manual solutions. UCB has already developed a 
corporate compliance culture, and has properly trained, vigilant staff who will form an 
effective monitoring method through their day-to-day dealing with customers.  

7.3.3  UCB is looking for a computer systems specifically designed to assist the detection of fraud 
and money laundering. Until the latest software is installed, UCB will continue detecting 
fraud and money laundering from the available information in the system.  

7.3.4  Every Business and every individual will have normally certain kind of transaction in line with 
their business/individual needs. This will be declared in the Transaction Profile (TP) at the 
time of opening of account by the customer.  Ideally any deviation from the normally 
expected TP should be reviewed with human judgment and interaction with customer. Such 
reviews may result in changing the expected profile or closing the customer account. 

7.3.5 It may not be feasible for some specific branches of UCB having very large number of 
customers to track every single account against the TP where a risk based approach should be 
taken for monitoring transactions based on use of  “Customer Categories” and “Transaction 
Limits” (individual and aggregate) established within the branch.   The Customer Category is 
assigned at account inception - and may be periodically revised - and is documented on the 
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Transaction Profile.  Transaction Limits are established by the business subject to agreement 
by Branch AMLCO.  The Customer Categories and Transaction Limits are maintained in the 
manual ledgers or computer systems.  

7.3.6  On a monthly basis the Branch shall prepare an exception report of customers whose accounts 
shows one or more individual account transaction during the period that exceeded the 
“transaction limit” established for that category of customer based on Anti-Money 
Laundering risk assessment exercise. 

7.3.7  Account Officers/Relationship Managers or other designated staff will review and sign-off on 
such exception report of customers whose accounts shows one or more individual account 
transaction during the period that exceeded the “transaction limit” established for that 
category of customer.  The concerned staff will document their review by initial on the 
report, and where necessary he will prepare internal Suspicious Activity Reports (SARs) with 
action plans  approval by the Branch Manager and review with the Branch AMLCO. A copy 
of the transaction identified will be attached to the SARs. 

7.3.8  AMLCO will review the Suspicious Activity Reports (SARs) and responses from the Account 
Officers /Relationship Managers or other concerned staff. If the explanation for the exception 
does not appear reasonable then the Branch Manager should review the transactions prior to 
considering submitting them to the regional AMLCO or CAMLCO. 

7.3.9 If the Branch Manager and / or AMLCO that believe the transaction should be reported then 
the AMLCO will supply the relevant details to the RAMLCO or the CAMLCO. 

7.3.10 The RAMLCO and CAMLCO will investigate any reported accounts and will send a status 
report on any of the accounts reported. No further action should be taken on the account until 
notification has been received. 

7.3.11 If, after confirming with the client, the transaction trend is to continue the Account Officer is 
responsible for documenting the reasons why the transaction profile has changed and should 
amend the KYC profile accordingly. 
 

7.4  Recognition of Suspicious Transactions 
 

7.4.1   As the types of transactions that may be used by a money launderer are almost unlimited, It is 
difficult to define a suspicious transaction.  Suspicion is personal and subjective and falls far 
short of proof based on firm evidence.  It is more than the absence of certainty that someone 
is innocent.  A person would not be expected to know the exact nature of the criminal offence 
or that the particular funds were definitely those arising from the crime.  However, a 
suspicious transaction will often be one that is inconsistent with a customer's known, 
legitimate business or personal activities or with the normal business for that type of 
customer.  Therefore, the first key to recognition is knowing enough about the customer's 
business to recognize that a transaction, or series of transactions, is unusual. 

7.4.2 Questions that a Branch must consider when determining whether an established customer’s 
transaction must be suspicious are: 

 

 Is the size of the transaction consistent with the normal activities of the customer? 
 Is the transaction rational in the context of the customer’s business or personal activities? 
 Has the pattern of transactions conducted by the customer changed? 
 Where the transaction is international in nature, does the customer have any obvious 

reason for conducting business with the other country involved? 
 

7.4.3 Examples of what might constitute suspicious transactions are given by types of business in 
Annexure.  These are not intended to be exhaustive and only provide examples of the 
most basic way by which money may be laundered.  However, identification of any of the 
types of transactions listed in Annexure G should prompt further investigation and be a 
catalyst towards making at least initial enquiries about the source of funds. 

 
7.5 Suspicious Activity Reporting Process 
 
7.5.1  Branches must establish written internal procedures so that, in the event of a suspicious 

activity being discovered, all staff is aware of the reporting chain and the procedures to 
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follow. Such procedures should be periodically updated by Head Office to reflect any 
regulatory changes. 

 
7.5.2  Branch Managers must ensure that staff report all suspicious activities, and that any such 

report be considered in the light of all other relevant information by the AMLCO, or by 
another designated person, for the purpose of determining whether or not the information or 
other matter contained in the report does give rise to a knowledge or suspicion. 

7.5.3  Where staff continues to encounter suspicious activities on an account, which they have 
previously reported to the AMLCO, they should continue to make reports to the AMLCO 
whenever a further suspicious transaction occurs, and the Branch Manager will determine 
whether a disclosure in accordance with the regulations is appropriate. In that case attached 
internal reporting format may be used. 

7.5.4  All reports of suspicious activities must reach the CAMLCO and only the CAMLCO should 
have the authority to determine whether a disclosure in accordance with the regulation is 
appropriate. However, the Branch Manager or Relationship Manager can be permitted to add 
his comments to the suspicion report indicating any evidence as to why he/she believes the 
suspicion is not justified. 

7.5.5 The listed below are the possible suspicious activity which require to be reported to BFIU as 
per AML Circular-19 : 

 

Bribery/Gratuity Wire Transfer Fraud False statement  
Check Fraud Counterfeit debit/credit card.  Identity Theft 
Check Kiting Credit/ Debit card fraud Consumer loan fraud
Commercial loan fraud  Defalcation/Embezzlement Structuring 
Mysterious 
Disappearance  

Computer intrusion  Counterfeit instrument 

Terrorist Financing  Counterfeit check  
 

7.6  Transaction monitoring mechanism 
 
As the reporting of suspicious transaction is the best tools to mitigate AML/CFT risks. UCB adopt 
the following mechanism to indentify the suspicious transaction. BAMLCO is sole responsible to 
inplace this mechanism. The mechanisms are as follows: 

• Daily CTR(country/own limit)  
• Report below CTR threshold.  
• Cash activity report over a period.  
• Threshold based transaction report. 
• Wire transfer report(threshold/location)  
• New a/c act. Report (periodic)  
• Change report (periodic)  

 
7.7. Reporting of Suspicious Transactions  
 

7.7.1 There is a statutory obligation for all staff to report suspicions of money laundering.  Section 
25 (1) of the Act contains the requirement to report to the BFIU, Bangladesh Bank. The 
actual reporting should be made as per the AML Circular No 19 of BFIU (Annexure – KHA) 
and an internal reporting will be made using the format as attached Annexure -  , as 
procedure as laid down in the AML Organizational Structure.  
 

7.7.2 Such unusual or suspicious transactions will be drawn initially to the attention of immediate 
Supervisory Officer or Branch Manager to ensure that there are no known facts that will 
negate the suspicion before further reporting on to the Anti-Money Laundering Compliance 
Officer. 
 

7.7.3 Each Branch must have  a clear instruction for the Officers and Employees to ensure: 
 That each relevant employee knows to which person they should report 

suspicions, and 
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 That there is a clear reporting chain under which those suspicions will be passed 
without delay to the Chief Anti Money Laundering Compliance Officer 
(CAMLCO). 

 
7.7.4 Once employees have reported their suspicions to the appropriate person in accordance with 

an established internal reporting procedure they have fully satisfied the statutory obligations. 
7.7.5 UCB Branches must refrain from carrying out transactions which they know or suspect to be 

related to money laundering until they have apprised the Bangladesh Bank. Where it is 
impossible in the circumstances to refrain from executing a suspicious transaction before 
reporting to the Bangladesh Bank or where reporting it is likely to frustrate efforts to pursue 
the beneficiaries of a suspected money laundering operation, the financial institutions 
concerned shall apprise the Bangladesh Bank immediately afterwards. While it is impossible 
to spell out in advance how to deal with every possible contingency, in most cases common 
sense will suggest what course of action is most appropriate. Where there is doubt, the advice 
of the Anti Money Laundering Compliance Officers may be sought. 

7.7.6 It is the Chief Anti Money Laundering Compliance Officer (CAMLCO) who will have the 
responsibility for communicating reports of suspicious transactions to the Bangladesh 
Financial Intelligence Unit (BFIU), Bangladesh Bank and will provide the liaison between 
the Bank and the Bangladesh Bank.  

7.7.7 The CAMLCO has a significant degree of responsibility and should be familiar with all 
aspects of the legislation. He/she is required to determine whether the information or other 
matters contained in the transaction report he/she has received give rise to a knowledge or 
suspicion that a customer is engaged in money laundering. 

7.7.8 He/She must take steps to validate the suspicion in order to judge whether or not a report 
should be submitted to Bangladesh Bank.  In making this judgment, the CAMLCO should 
consider all other relevant information available within the financial institution concerning 
the person or business to which the initial report relates. This may include a review of other 
transaction patterns and volumes through the account or accounts in the same name, the 
length of the relationship, and referral to identification records held. If, after completing this 
review, the CAMLCO decides that there are no facts that would negate the suspicion, then he 
must disclose the information to Bangladesh Bank. 

7.7.9 The determination of whether or not to report implies a process with at least some formality 
attached to it. It does not necessarily imply that the CAMLCO must give reasons for 
negating, and therefore not reporting any particular matter, but it clearly would be prudent for 
internal procedures to require that written reports are submitted and that he/she should record 
his/her determination in writing. Clearly in cases where there is a doubt it would be prudent 
for the CAMLCO to make a report to the Bangladesh Bank. 

7.7.10 It is therefore imperative that the CAMLCO has reasonable access to information that will 
enable him/her to undertake his/her responsibility.  In addition, the reference in the above 
sub-section 8.2.9 to "determination" implies a process with some formality.  It is important 
therefore that the CAMLCO should keep a written record of every matter reported to him, of 
whether or not the suggestion was negated or reported, and of his reasons for his decision. 

7.7.11 The CAMLCO will be expected to act honestly and reasonably and to make his 
determinations in good faith.  Provided that the CAMLCO or an authorized deputy does act 
in good faith in deciding not to pass on any suspicious report, there will be no liability for 
non-reporting if the judgment is later found to be wrong. 
 

7.7.12 Care should be taken to guard against a report being submitted as a matter of routine 
to Bangladesh Bank without undertaking reasonable internal enquiries to determine that all 
available information has been taken into account. 

 
7.8  Internal Reporting Procedures and Records 
 
7.9  Reporting lines: The AML reporting line is shown as under: 
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             Managing Director 

       
 

Additional/Deputy Managing Director / 
CAMLCO 

 
      

Deputy CAMLCO 
Executive/Senior/First Vice President 

 
                                                CAMLCC 

  
 

Head of Branch as  
BAMLCO 

 
 

       
 
   
AMLC Officer      AMLC Officer      AMLC Officer      AMLC Officer    AMLC Officer       AMLC 
Officer     
GB in Charge*     Relationship      Local Remitt.    Cash in charge     A/c Opening  Foreign Remitt.             

     Manager**           
               
         AMLC  = Anti-Money Laundering Compliance 
 

AMLCC = Anti-Money Laundering Compliance Committee 
In case of smaller Branches the Second Officer will act as AMLC. 
Relationship Manager or Credit in Charge will act as AMLC. 
 

7.10.1 Supervisors should also be aware of their own legal obligations.  An additional fact which 
the supervisor supplies may negate the suspicion in the mind of the person making the initial 
report, but not in the mind of the supervisor.  The supervisor then has a legal obligation to 
report to the AMLCO. 

7.10.2 All suspicions reported to the AMLCO should be documented (in urgent cases this may 
follow an initial discussion by telephone).  In some organizations it may be possible for the 
person with the suspicion to discuss it with the AMLCO and for the report to be prepared 
jointly.  The report should include the full details of the customer as and full statement as 
possible of the information giving rise to the suspicion.   

7.10.3 The AMLCO should acknowledge receipt of the report and at the same time provide a 
reminder of the obligation to do nothing that might prejudice enquiries, i.e. “tipping off”.  All 
internal enquiries made in relation to the report, and the reason behind whether or not to 
submit the report to the authorities, should be documented.  This information may be required 
to supplement the initial report or as evidence of good practice and best endeavors if, at some 
future date, there is an investigation and the suspicions are confirmed. 

7.10.4 On-going communication between the AMLCO and the reporting person/department is 
important.  The Bank may wish to consider advising the reporting person, department or the 
branch of the AMLCO’s decision, particularly if the report is believed to be invalid.  
Likewise, at the end of an investigation, consideration should be given to advising all the 
members or the staff concerned of the outcome.  It is particularly important that the AMLCO 
is informed of all communication between the investigating officer and the Branch concerned 
at all stages of the investigation. 
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7.10.5 Records of suspicions, which were raised internally with the CAMLCO but not disclosed to 
Bangladesh Bank, should be retained for five years from the date of the transaction.  Records 
of suspicions which the Bangladesh Bank has advised are of no interest should be retained 
for a similar period.  Records of suspicions that assist with investigations should be retained 
until the Bank is informed by the Bangladesh Bank that they are no longer needed.  

 
7.11 Reporting destinations 
 

The national reception point for reporting of suspicions by the CAMLCO is: 
The General Manager 
Bangladesh Financial Intelligence Unit (BFIU) 
Bangladesh Bank 
Head Office 
Dhaka- 1000. 
 

The Bangladesh Financial Intelligence Unit, Bangladesh Bank can be contacted during office 
hours at the following numbers: 

Telephone: (02) 7120659  
Fax: (02) 7120371 
Email: gm.bfiu@bb.org.bd 
 

7.11.2 The unusual/suspicious transactions shall be reported in the Form as per the AML Circular 
No.19 (Annexure -). Suspicious activity reports should be typed whenever possible or, if the 
standard layout is followed, generated on word-processing software. Further information and 
advice can be obtained from the BFIU, Bangladesh Bank. 

7.11.3 Sufficient information should be disclosed on the suspicious transaction, including the reason 
for the suspicion, to enable the investigating officer to conduct appropriate enquiries.  If a 
particular offence is suspected, this should be stated so that the report may be passed to the 
appropriate investigation team with the minimum of delay. However, it is not necessary to 
complete all sections of the suspicious activity report form and its submission should not be 
delayed if particular details are not available. 

7.11.4 Where additional relevant evidence is held which could be made available to the 
investigating officer, this should be noted on the Form. 

7.11.5 Following the submission of a suspicious activity report, The Branch is not precluded from 
subsequently terminating its relationship with a customer, provided it does so for normal 
commercial reasons.  It must not alert the customer to the fact of the disclosure as to do so 
would constitute a “tipping-off” offence.   

 
7.12  Self-Assessment Process 

Every branch have conduct self assessment program aiming to identify the implementation of 
AML & CFT policy, rules and laws and instruction issued by BFIU, Bangladesh Bank. The 
CAMLCO will time to time advise management whether the internal procedures and 
statutory obligations of the Bank have been properly discharged. The report should provide 
conclusions to three key questions: 

 Are anti-money laundering procedures in place? 
 Are anti-money laundering procedures being adhered to? 
 Do anti-money laundering procedures comply with all policies, controls and 

statutory requirements? 
7.12.1  Such report should be prepared in line with the AML Circular No 15 and as per the checklist 

provided with by BFIU. The Annexure-G attached herewith for information and necessary 
action for branches. As per instruction, all branch of UCB will take necessary initiatives to 
overcome the shortcomings immediately, where necessary, Branches will sought for the help 
of UCB Head Office.   
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7.13  System of Independent Procedures Testing 
 

Testing of Compliance AML Act and Guideline shall be conducted at least twice a year by 
Audit Department, and by external auditors. The tests include; 

 Interviews with employees handling transactions and interviews with their 
supervisors to determine their knowledge and compliance with the financial 
institution's anti-money laundering procedures; 

 A sampling of large transactions followed by a review of transaction record 
retention forms and suspicious transaction referral forms; 

 A test of the validity and reasonableness of any exemptions granted by the 
financial institution; and  

 A test of the record keeping system according to the provisions of the Act. 
7.13.1 Any deficiencies if be identified would be reported to senior management together with a 

request for a response indicating corrective action taken or to be taken and a deadline should 
be fixed to overcome the deficiencies. 

7.13.2 Such report should be prepared in line with the AML Circular No 15 and as per the checklist 
provided with by BFIU. The Annexure-H attached herewith for information and necessary 
action for branches. As per instruction the all branches of UCB will take necessary initiatives 
to overcome the shortcomings immediately, where necessary, Branch will sought for the help 
of UCB Head Office.   

 
7.14 Assessment Procedure 
 
The procedure is based on a set of questionnaire, as depicted below:  
 
 

Assessment on AML and ATF issues  

Sl 
# 

Questionnaire Means of verification Compliance 
Status 

Total 
Points 

Points 
Obtaine

d Yes No 

Organogram   

1 Does the Bank has a Chief 
Anti-Money Laundering 
Compliance Officer 
(CAMLCO)? 

Latest order copy.   

    

2 Does the Bank has and 
Deputy CAMLCO?  

Board approval and 
Office-order  

 
   

3 Does the Bank has a 
separate Anti-Money 
Laundering 
Department/Wing at 
Corporate Office? 

Board approval, 
organogram and 
Office-order 

 

   

4 Does the Bank has a 
Central Anti-Money 
Laundering Compliance 
Committee (CAMLCC)? 

Latest order copy.   

    

5 Does he/she has sufficient 
experience and Seniority? 

He or she should be at 
least the AMD or 
DMD? 

  
    

6 Does the Bank has Branch 
Compliance Unit at 
branches   

Policy and circulars  
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Sl 
# 

Questionnaire Means of verification Compliance 
Status 

Total 
Points 

Points 
Obtaine

d Yes No 
 

7 If branch manager (BM) is 
not the BAMLCO, does 
B.M play any role in 
implementation of AML 
Program? 

Interviewing 
BAMLCO/ Branch 
Manager and verify 
meeting records. If 
Branch Manager 
himself the BAMLCO, 
his performance will be 
assessed. 

  

    

 Policy & Guidelines and Circulars     
8 Does the Bank has separate 

updated Anti Money 
Laundering Policy and 
Anti-Terrorist Policy?  

Record verification/ 
Documentary evidence. 

  

    

9 Does the Bank has a policy 
in place for maintaining of 
PEPs (Local & Foreign) 

Record verification/ 
Documentary evidence. 

  
    

10 Does the Bank has all the 
Anti Money Laundering 
Circulars and Laws, 
Ordinance upto date?  

Interview and record 
checking. 

  

    

11 Does the Bank 
communicates the laws, 
circulars and guidelines to 
its branches and all 
employees 

Record verification/ 
Documentary evidence, 
record checking 

 

   

12 Does the Bank review and 
update the KYC and TP on 
periodical basis? 

  
   

 

 Workshops and Trainings     
13 How many 

Executives/Officer are there 
in the Bank and percentage 
of Executive/Officer who 
have got the training on 
AML& ATF issues? 

Verifying training 
records of the branch. 
If 100% officials 
received training, it can 
be treated as 
satisfactory. In other 
cases points will be 
distributed 
proportionately. 

  

    

14 Are the Executives/Officer 
of the Bank familiar with 
the banks own anti-money 
laundering policies, 
procedures and programs as 
well as national policies and 
Bangladesh Bank 
guidelines? 

Interviewing at least 
20% of frontline 
Officers of AML wing. 
Points can be 
distributed in 
accordance with the 
percentage of the 
performance of 
interviewed officials. 
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Sl 
# 

Questionnaire Means of verification Compliance 
Status 

Total 
Points 

Points 
Obtaine

d Yes No 

 
15 Does Bank include Course 

on AML & ATF issues on 
Bank’s Foundation 
Training? 

Record verification/ 
Documentary evidence, 
record checking 

 

   

16 Does Bank allow 
Executives/Officers to 
participate in Training 
Program arranged by other 
Institution? 

Record verification/ 
Documentary evidence, 
record checking 

 

   

17 Does the Bank arrange 
Refresher Training Program 
on regular interval? 

Record verification/ 
Documentary evidence, 
record checking 

 
   

18 Do the branches of the 
Bank arrange in-house 
training on AML & ATF 
issues? 

Record verification/ 
Documentary evidence, 
record checking 

 

   

 Monitoring and Evaluation     
19 Does the Bank review the 

account opening procedures 
and related documentation?  

Record verification/ 
Documentary evidence, 
record checking 

 

   

20 Does the Bank classify their 
customers on the basis of 
risk involved? 

Record verification/ 
Documentary evidence, 
record checking 

 

   

21 Does the branch cover KYC 
for all products of the bank? 

Record verification/ 
Documentary evidence, 
record checking 

 
   

22 Does the Bank carry out 
On-site supervision and 
System Check Inspection? 

Record verification/ 
Documentary evidence, 
record checking, 
reporting review and 
evaluation. 

  

    

23 Does the Bank has 
automated system of 
upgrading the list of certain 
Terrorist or Terrorist 
organizations and 
monitoring purpose as per 
United Nations Security 
Council Resolution  

Automated system for 
checking the accounts 
of listed persons and 
entity of UN 
Resolution 

 

   

24 Does the Bank monitor 
CTR reports and 
Structuring of transactions 
on regular basis? 

Checking of CTR 
transaction with 
declared TP sample 
basis  

  

    

25 Does the Branch monitor 
the customer transactions 
and verify with the 
respective TP on regular 
basis? 
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Sl 
# 

Questionnaire Means of verification Compliance 
Status 

Total 
Points 

Points 
Obtaine

d Yes No 

 
26 Does the Bank obtain short 

KYC from one-off/walk in 
customers 

If yes, confirm from the 
record. 

  
    

27 Does the Bank monitor the 
inward/outward remittance 
including Foreign 
Remittance? 

If yes, confirm from the 
record. 

 

   

28 Does the Bank maintain 
separate files containing the   
records of the accounts the 
PEPs (Local and Foreign) 
and Monitor the account 
applied Enhanced Due 
Diligence (EDD)? 

If yes, confirm from the 
record. 

 

   

 CTR and STR       
29 Does the Bank submit CTR 

report on regular basis in 
time? 

Verifying the 
records/file/register. 

  
    

30 Does the Bank submit 
unusual/suspicious 
transaction (STR) on 
regular basis in time? How 
many reports submitted? 

Check reporting 
list/register/file if there 
is no reporting of 
unusual/suspicious 
transaction so far it will 
be treated as 
unsatisfactory. 

  

    

31 Does the Bank check 
whether internal reporting 
of suspicious transaction 
covers the procedures? 

Check the STRs to see 
whether the guidelines 
laid down at Para 8.3 of 
Guidance Notes are 
being followed. 

  

    

32 Do all Executives/Officers 
of the Bank know the 
reporting system of CTR 
and STR? 

Interviewing the 
Officials of the Bank. 

  

    

33 Does the Bank have system 
in place to identify whether 
the clients are structuring 
their transactions? 

Verifying the 
records/file/register and 
banking software. 

 

   

34 Does the Bank timely 
implement the changes of 
CTR reporting system? 

Verifying the 
records/file/register and 
banking software. 

 
   

35 Does the Bank timely 
submit the reply of 
regulator’s queries? 

Verifying the 
records/file/register 

 
   

 Assessment and Record Keeping     
36 Does the Bank have record 

of Monthly Meeting and 
Minutes of CAMLCC on 
AML & ATF issues? 

Check whether records 
of Monthly Meeting 
and its minutes  
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Sl 
# 

Questionnaire Means of verification Compliance 
Status 

Total 
Points 

Points 
Obtaine

d Yes No 

 
37 Does the Bank have record 

of Monthly Meeting and 
Minutes of BCU on AML 
& ATF issues? 

Check whether records 
of Monthly Meeting 
and its minutes 

 

   

38 Does the Bank maintain 
separate Records of Self-
Assessment done by the 
Branch on quarterly basis? 
How many branches sent 
report this quarter? 

If yes, confirm from the 
record. 

 

   

39 Does the CCU submit a 
report of performance 
branches on AML & ATF 
issues to the Managing 
Director on quarterly basis? 

If yes, confirm from the 
record. 

 

   

40 Does the Bank circulate 
Message of Managing 
Director to all the 
employees of the Bank 
yearly basis on AML & 
ATF issues? 

If yes, confirm from the 
record. 

 

   

41 Does the Bank maintain the 
Records of Independent 
Testing Procedure done by 
the ICCD of Corporate 
Office? 

If yes, confirm from the 
record. 

 

   

 Total      
 

7.15 Grading of the scores 
 
The following is the grade matrix based on the total score obtained through questionnaire: 

 
Score Grade Number 
81-100 Strong 1 
71-80 Satisfactory 2 
61-70 Fair 3 
51-60 Marginal 4 

50 & Below Unsatisfactory 5 
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CHAPTER: EIGHT 
 Education, Training and Awareness 

 
8.1 Statutory Requirements 
 

Section   4(UMAH)  of the Act requires BFIU, Bangladesh Bank to provide training to the 
staff/officers of banks, financial institutions and other institutions engaged in financial 
activities in order to combat money laundering. With that end in view UCB already arranged 
number of training courses including Refresher Training Programme on AML & CFT covering 
all the Executives/Officers and the process will be continuing. 

8.1.1 All relevant staff should be educated in the process of the “know your customer” 
requirements for money laundering prevention purposes.  The training in this respect should 
cover not only the need to know the true identity of the customer but also, where a business 
relationship is being established, the need to know enough about the type of business activities 
expected in relation to that customer at the outset to know what might constitute suspicious 
activity at a future date.  Relevant staff should be alert to any change in the pattern of a 
customer’s transactions or circumstances that might constitute criminal activity. 

8.1.2 The Bank’s Training Institute has taken appropriate measures to make employees aware of 
the following: 

 Policies and procedures to prevent money laundering and for identification, record 
keeping and internal reporting; 

 The legal requirements; and  
 To provide relevant employees with training in the recognition and handling of 

suspicious transactions. 
 

8.2 The Need for Staff Awareness 
 
8.2.1 The effectiveness of the procedures and recommendations contained in these Guide lines 

must depend on the extent to which staff in The Bank appreciates the serious nature of the 
background against which the legislation has been enacted.  

8.2.2 Staff must be aware of their own personal statutory obligations and that they can be 
personally liable for failure to report information in accordance with internal procedures.  All 
staff must be trained to co-operate fully, fully aware of their responsibilities and to provide a 
prompt report of any suspicious transactions. 

 
8.3   Education and Training Programs 

Timing and content of training packages for various sectors of staff will need to be adapted 
by individual businesses for their own needs. However it is recommended that the following 
might be appropriate. 

8.3.1 All relevant staff should be educated in the process of the “know your customer” 
requirements for money laundering prevention purposes. The training in this respect 
should cover not only the need to know the true identity of the customer but also, where 
a business relationship is being established, the need to know enough about the type of 
business activities expected in relation to that customer at the outset to know what 
might constitute suspicious activity at a future date. Relevant staff should be alert to any 
change in the pattern of a customer’s transactions or circumstances that might constitute 
criminal activity. 

8.3.2 Although Directors and Senior Managers may not be involved in the day-to-day 
procedures, it is important that they understand the statutory duties placed on them, 
their staff and the institution itself. Some form of high-level general awareness raising 
training is therefore suggested. 
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8.4 New Employees 
 

A general appreciation of the background to money laundering, and the subsequent need for 
reporting any suspicious transactions to the Anti Money Laundering Compliance Officer 
(AMLCO) will be provided to all new employees who are likely to be dealing with customers or 
their transactions, irrespective of the level of seniority.  They should be made aware of the 
importance placed on the reporting of suspicions by the organization, that there is a legal 
requirement to report, and that there is a personal statutory obligation to do so. 

 
8.5 Customer Service/Relationship Managers/Tellers/Foreign Exchange Dealers 
 

8.5.1        Members of staff who are dealing directly with the public are the first point of contact 
with potential money launderers and their efforts are vital to the organization's strategy in the 
fight against money laundering.  They must be made aware of their legal responsibilities and 
should be made aware of the organization's reporting system for such transactions.  Training 
should be provided on factors that may give rise to suspicions and on the procedures to be 
adopted when a transaction is deemed to be suspicious. 

8.5.1 It is vital that 'front-line' staffs are made aware of the organization's policy for dealing 
with non-regular (walk in) customers particularly where large transactions are involved, and 
the need for extra vigilance in these cases. 

 
8.6 Processing (Back Office) Staff 

 
Those members of staff who receive completed Account Opening, Payment 
Order/DD/TT/FDR application forms  and cheques for deposit into customer’s account or 
other investments must receive appropriate training in the processing and verification 
procedures. Those members of staff, who are in a position to deal with account opening, or to 
accept new customers, must receive the training given to cashiers and other front office staff 
above.  In addition, the need to verify the identity of the customer must be understood, and 
training should be given in the organization's account opening and customer/client 
verification procedures.  8.7.4 Such staff should be aware that the offer of suspicious funds or 
the request to undertake a suspicious transaction may need to be reported to the Anti-Money 
Laundering Compliance Officer whether or not the funds are accepted or the transactions 
proceeded with and must know what procedures to follow in these circumstances. 
 
At field level, the Branch Managers shall train up the officers for practical handling of AML 
activities and have a regular “Exchange of Views” in meetings on the issue. 
 

8.7 Senior Management/Operations Supervisors and Managers 
 

A higher level of instruction covering all aspects of money laundering procedures should be 
provided to those with the responsibility for supervising or managing staff. This will 
include the offences and penalties arising from the Act for non-reporting and for assisting 
money launderers; internal reporting procedures and the requirements for verification of 
identity and the retention of records. 
 
A higher level of instruction covering all aspects of money laundering procedures should be 
provided to those with the responsibility for supervising or managing staff. This will 
include the offences and penalties arising from the Act for non-reporting and for assisting 
money launderers; internal reporting procedures and the requirements for verification of 
identity and the retention of records.  Some form of high-level general awareness raising 
training Programme is therefore suggested for high level Managers. 



- 57 - | P a g e  
 

 
8.8 Anti-Money Laundering Compliance Officer 

 

In depth training on all aspects of the Money Laundering Legislation, Bangladesh Bank 
directives and internal policies will be required for the Anti-Money Laundering Compliance 
Officer.  In addition, the AMLCO will require extensive instructions on the validation and 
reporting of suspicious transactions and on the feedback arrangements, and on new trends 
and patterns of criminal activity. 

8.9 Refresher Training 
Training will have to be tailored to keep the content of training programs under review and to 
make arrangements for refresher training at regular intervals i.e. at least annually to ensure 
that staff did not forget their responsibilities. 
 

8.10 Training Records  
The Training Institute will conduct courses necessary for the staff and will maintain records 
which include:- 
(i) Details of the content of the training programs provided; 
(ii) The names of staff who have received the training; 
(iii) The date on which the training was provided; 
(iv) The results of any testing carried out to measure staff understanding of the money    
laundering requirements; and 
(v) An on-going training plan. 
UCB= United Commercial Bank Limited 
Bank means United Commercial Bank Limited 
Branch means branch(es) of United Commercial Bank Limited 
 

8.11 RECORD KEEPING 
The requirement contained in Section 25 of the MLPA, 2012 to retain correct and full records 
of customers’ identification and transactions at least for FIVE YEARS after termination of 
relationships with the customers is an essential constituent of the audit trail that the law seek 
to establish. 

 
8.11.1      If the law enforcement agencies investigating a money laundering case cannot link 

funds passing through the financial system with the original criminal money, then 
confiscation of those funds cannot be made.  Often the only valid role required of a financial 
institution in a money laundering investigation is as a provider of relevant records, 
particularly where the money launderer has used a complex web of transactions specifically 
for the purpose of confusing the audit trail 

8.11.2 The records prepared and maintained by Branches and Head Office on its customer 
relationships and transactions should be such that:  

 
 Requirements of legislation and Bangladesh Bank directives are fully met; 
 Competent third parties will be able to assess the institution’s observance of money 

laundering policies and procedures;  
 Any transactions effected via the institution can be reconstructed;  
 Any customer can be properly identified and located; 
 All suspicious reports received internally and those made to Bangladesh Bank can be 

identified; and  
 The institution can satisfy within a reasonable time any enquiries or court orders from the 

appropriate authorities as to disclosure of information. 
8.11.3 Where there has been a report of a suspicious activity or the Institution is aware of a 

continuing investigation into money laundering relating to a client or a transaction, records 
relating to the transaction or the client should be retained until confirmation is received that 
the matter has been concluded. 
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8.12  Documents Verifying Evidence of Identity and Transaction Records  
 

8.12.1 Records relating to verification of identity will generally comprise: 
 A description of the nature of all the evidence received relating to the identity of the  
              verification subject; 
  The evidence itself or a copy of it or, if that is not readily available, information  
              reasonably sufficient to obtain such a copy. 
8.12.2 Records relating to transactions will generally comprise: 

 
 Details of personal identity, including the names and addresses, etc. as prescribed by   
      Bangladesh Bank under AML Circular # 2 and subsequent directives pertaining to: 

(1) The customer; 
(2) The beneficial owner of the account or product; 
(3) The non-account holder conducting any significant one-off transaction; 
(4) Any counter-party; 
 

 Details of transaction including: 
(5) The nature of such transactions; 
(6) Customer’s instruction(s) and authority(s); 
(7) Source(s) and volume of funds; 
(8) Destination(s) of funds; 
(9) Book entries; 
(10) Custody of documentation; 
(11) The date of the transaction; 
(12) The form (e.g. cash, cheque) in which funds are offered and paid out. 
 

8.12.3 These records of identity must be kept for at least FIVE YEARS from the date when   
              the relationship with the customer has ended.  This is the date of: 
 i. The carrying out of the one-off transaction, or the last in a series of linked  

one-off transactions; or 
 ii. The ending of the business relationship; or 

iii. The commencement of proceedings to recover debts payable on insolvency. 
 
8.13  Formats and Retrieval of Records 
 

8.9.1 To satisfy the requirements of the law, it is important that records are capable of retrieval 
without undue delay.  The primary requirement is on the institution itself and the onus is 
thus on the business to ensure that the third party is willing and able to retain and, if 
asked to, produce copies of the records required. 

8.9.2 However, the record requirements are the same regardless of the format in which they are 
kept or whether the transaction was undertaken by paper or electronic means.  Documents 
held centrally must be capable of distinguishing between the transactions relating to 
different customers and of identifying where the transaction took place and in what form. 
Head Office will take necessary arrangements and steps in this regard. 

 
8.14 Investigations 
 
8.11.1 Where UCB has submitted a report of suspicious activity to Bangladesh Bank or where it 

knows that a client or transaction is under investigation, the Branches shall not destroy any 
relevant records without the agreement of the Bangladesh Bank even though the five-year limit 
may have been reached. 

 
8.11.2 The Branches and Head Office shall maintain a register or tabular records of all 

investigations made to it by the Bangladesh Bank and all disclosures to the Bangladesh Bank. 
The register should be kept separate from other records and contains as a minimum of the 
following details: 
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i. The date and nature of the enquiry, 
ii. Details of the account(s) involved; and 

iii. Be maintained for a period of at least 5 years. 
 

8.15  Correspondent Banking: 
 

UCB should be cautious in relation to cross-border correspondent banking and other 
similar relationships, in addition to performing normal customer due diligence measures, 
to: 
 

(a) To gather sufficient information about a respondent institution to understand fully the 
nature of the respondent’s business and to determine from publicly available information 
the reputation of the institution and the quality of supervision, including whether it has 
been subject to a money laundering or terrorist financing investigation or regulatory 
action; 
(b)  To assess the respondent institution’s AML/CFT controls; 
(c) To obtain approval from senior management before establishing new 
       correspondent relationships; 
(d) To clearly understand the respective responsibilities of each institution; and 
(e) With respect to “payable-through accounts”, be satisfied that the respondent bank has 
conducted CDD on the customers having direct access to accounts of the correspondent 
bank, and that it is able to provide relevant CDD information upon request to the 
correspondent bank. 
 

UCB should not entering into, or continuing, a correspondent banking relationship with shell 
banks and required to satisfy that respondent institutions do not permit their accounts to be 
used by shell banks. The similar provision should apply criteria (a) to (e) include, for 
example those established for securities transactions or funds transfers, whether for the cross-
border financial institution as principal or for its customers. The term payable-through 
accounts refers to correspondent accounts that are used directly by third parties to transact 
business on their own behalf. 

 
8.16 Wire Transfer Transaction 

 

UCB should verify the originator and beneficiary information for the cross boarder 
transaction worth $ 1000 and domestic transfer worth Tk. 50,000 (fifty thousands).  
Information accompanying all qualifying wire transfers should always contain: 

(a)  The name of the originator; 
(b)  The originator account number where such an account is used to 

process the transaction; 
(c)  The originator’s address, or national identity number, or customer 

identification number, or date and place of birth; 
(d)  The name of the beneficiary; and 
(e)  The beneficiary account number where such an account is used to 

process the transaction. 
 

8.16.1 In absence of an account, a unique transaction reference number should be included which 
permits traceability of the transaction.  

8.16.2 Where several individual cross-border wire transfers from a single originator are bundled in 
a batch file for transmission to beneficiaries, they may be exempted from the requirements of 
the above paragraph in respect of originator information, provided that they include the 
originator’s account number or unique transaction reference number (as described in 
paragraph above), and the batch file contains required and accurate originator information, 
and full beneficiary information, that is fully traceable within the beneficiary country. 

8.16.3 Information accompanying domestic wire transfers should also include originator 
information as indicated for cross-border wire transfers, unless this information can be made 
available to the beneficiary financial institution and appropriate authorities by other means. 
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In this lots case, the ordering financial institution needs only to include the account number 
or a unique transaction reference number, provided that this number or identifier will permit 
the transaction to be traced back to the originator or the beneficiary. 

8.16.4 The information should be made available by the ordering financial institution within three 
business days of receiving the request either from the beneficiary financial institution or from 
the appropriate competent authorities. Law enforcement authorities should be able to compel 
immediate production of such information. 

8.16.5 When UCB acts as a beneficiary institution, UCB should take reasonable measures to 
identify cross-border wire transfers that lack required originator or required beneficiary 
information. Such measures may include post-event monitoring or real-time monitoring 
where feasible. 

8.16.6 As a beneficiary financial institution, UCB should have effective risk-based policies and 
procedures for determining: (i) when to execute, reject, or suspend a wire transfer lacking 
required originator or required beneficiary information; and (ii) the appropriate follow-up 
action. 

 
8.17     Sanction list monitoring 

 

UCB should have a mechanism which enables it to identify the names which are prescribed 
under local authority and by the United Nations through different UNSCRs (United Nations 
Security Council Resolutions). UCB should pay attention especially on UNSCR 1267 (1999), 
1373(2001), 1737 (2006), 1747 (2007), 1803 (2008) and 1929 (2010) and its successors. 
When detected any person or entity under the above UNSCR or any locally designated 
person or entity, UCB should immediately freeze those accounts and notify BFIU for further 
actions. 
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Annexure A 

Questions for source of wealth 
 

 
Note: This form must be renewed every year 
List of Questions to be used when obtaining source of wealth 
Wealth Generated From Business Ownership 
         - Description and nature of the business and its operations
         - Ownership type: private or public? 
         - What kind of company? 
         - Percentage of ownership? 
         - Estimated sales volume? 
         - Estimated net income? 
         - Estimated net worth? 
         - How long the business is going on? 
         - How was the business established? 
         - Other owners or partners (yes/no)? 
         - Names of other owners or partners? 
         - Percentage owned by other owners or partners? 
         - Number of employees 
         - Number of locations? 
         - Geographic trade areas of business 
         - Details Other family members in business? 
         - Significant revenues from government contract or licenses? 
 
    Wealth Derived From Being a Top Executive 
         - Estimate of compensation? 
         - What does the company do? (For example, manufacturer, service...) 
         - Position held (for example, President, CFO)/CEO 
         - Length of time with company? 
         - Area of expertise (for example, finance, production, etc...) 
         - Publicly or privately owned? 
         - Client's past experience (for example, CFO at another company...) 
    Primary Source of Wealth was Through Inheritance 
         - In what business was the wealth generated? 
         - Inherited from whom? 
         - Type of asset inherited (for example: land, securities, company trusts...) 
         - When were the assets inherited? 
         - How much wealth was inherited? 
         - Percentage of ownership for a business that is inherited 
Wealth Generated From a Profession (Physician, dentist, lawyer, engineer, entertainer, 
professional sports...) 
 - What is the profession, including area of specialty (ex: arts, singer, construction, engineer) 
 - Source of wealth (Ex: lawyer who derived wealth from real estate, Dr. running a clinic...) 
         -  Estimation of income 
    Wealth Generated From Investments 
         - Where did the source of wealth come from? (example, invested in shares, bonds, etc.) 
         - What do they currently invest in? (For example, real estate, stock market...) 
         - What is the size of the investment? 
         - Cite notable public transactions if any 
         - What is the client's role in transaction (ex: takes positions, buy companies, middle man)
         - Estimated annual income/capital appreciation? 
         - How long has the client been an investor? 
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Annexure B  
 
 
 

Identification of Directors & Authorised Signatories 
(Company letterhead) 

 
The Manager       Date: ………………… 
(Name & Address of Financial Institution) 
 
 
Sub: Identification of Directors & Authorized signatories     
 
This is to introduce the following directors of the company & authorized signatories of the 
account(s) of the company maintained with your bank. 
 
Name 
Designation 

Father’s Name 
Mother’s 
Name 

Date of 
birth 
Nationality 
TIN 

Present Address Permanent 
Address 

     
     
 
We certify that information provided above is true and correct. Please treat this letter together with 
duly attested photographs of the above individuals attached herewith on separate sheet, as Photo 
Identification document. 
 
Sincerely  
……………………………………………….  (Company Stamp) 
Chairman/ Secretary (Name & Seal) 
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Annexure C  
 
 

Explanation to Walk-in / One-off Customers 
 
The AML Circular # 2 requires to obtain satisfactory evidence of identification of applicants who do 
not maintain accounts with UCB for conducting one off transactions.  You are therefore kindly 
requested to provide the following details, together with appropriate documentary evidence, before 
this transaction may proceed. 
Thanking you for your co-operation. 
 
NAME 
Date of birth Nationality 
Father’s Name Mother’s Name 
ADDRESS 
Other Identification 
(ID Card number, Passport details etc) 
Value of Transaction 
Date Signed 

 
 
 
Note: 
 
This is an example document which institutions who are regularly engaged in one-off transactions 
may care to adapt to their own requirements for obtaining verification of identity in accordance with 
the regulations. 
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Annexure D 
Examples of Potentially Suspicious Transactions 

Financial Institutions may wish to make additional enquiries in the following circumstances 
 
BANKING TRANSACTIONS 
 

Cash transactions 
 Unusual large cash deposits made by an individual or company whose ostensible 

business activities would normally be generated by cheques and other instruments. 
 Substantial increases in cash deposits of any individual or business without apparent 

cause, especially if such deposits are subsequently transferred within a short period out 
of the account and/or to a destination not normally associated with the customer. 

 Customers who deposit cash by means of numerous credit slips so that the total of each 
deposit is unremarkable, but the total of all the credits is significant. 

 Company accounts whose transactions, both deposits and withdrawals, are denominated 
by cash rather than the forms of debit and credit normally associated with commercial 
operations (e.g. cheques, Letters of Credit, Bills of Exchange, etc.). 

 Customers who constantly pay in or deposit cash to cover requests for payment order, 
bankers drafts, money transfers or other negotiable and readily marketable money 
instruments. 

 Customers who seek to exchange large quantities of low denomination notes for those of 
higher denomination. 

 Branches that have a great deal more cash transactions than usual. (Head Office statistics 
detect aberrations in cash transactions.) 

 Customers whose deposits contain counterfeit notes or forged instruments. 
 Customers transferring large sums of money to or from other locations with instructions 

for payment in cash. 
 Large cash deposits using ATM facilities, thereby avoiding direct contact with bank or 

building society staff. 
 
Accounts 
 Customers who wish to maintain a number of trustee or client accounts which do not 

appear consistent with type of business, including transactions which involve nominee 
names. 

 Customers who have numerous accounts and pay in amounts of cash to each of them in 
circumstances in which the total of credits would be a large amount. 

 Any individual or company whose account shows virtually no normal personal banking 
or business related activities, but is used to receive or disburse large sums which have no 
obvious purpose or relationship to the account holder and/or his business (e.g. a 
substantial increase in turnover on an account). 

 Reluctance to provide normal information when opening an account, providing minimal 
or fictitious information or, when applying to open an account, providing information 
that is difficult or expensive for the financial institution to verify. 

 Customer’s reluctance or refusal to disclose other banking relationships. 
 Home address or business location is far removed from the Branch where the account is 

being opened and the purpose of maintaining an account at your Branch cannot be 
adequately explained. 

 Reluctance or refusal to provide business financial statements. 
 Information provided by the customer in the Transaction Profile does not make sense for 

the customer’s business. 
 A visit to the place of business does not result in a comfortable feeling that the business 

is in the business they claim to be in. 
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 Customers who appear to have accounts with several financial institutions within the 
same locality, especially when the bank is aware of a regular consolidation process from 
such accounts prior to a request for onward transmission of the funds. 

 Matching of payments out with credits paid in by cash on the same or previous day. 
 Paying in large third party cheques endorsed in favor of the customer. 
 Large cash withdrawals from a previously dormant/inactive account, or from an account 

which has just received an unexpected large credit from abroad. 
 Customers who together, and simultaneously, use separate tellers to conduct large cash 

transactions or foreign exchange transactions. 
 Greater use of safe deposit facilities. Increased activity by individuals. The use of sealed 

packets deposited and withdrawn. 
 Companies’ representatives avoiding contact with the branch. 
 Substantial increases in deposits of cash or negotiable instruments by a professional firm 

or company, using client accounts or in-house company or trust accounts, especially if 
the deposits are promptly transferred between other client company and trust accounts. 

 Customers who show an apparent disregard for accounts offering more favorable terms. 
 Customers who decline to provide information that in normal circumstances would make 

the customer eligible for credit or for other banking services that would be regarded as 
valuable. 

 Insufficient use of normal banking facilities, e.g. avoidance of high interest rate facilities 
for large balances. 

 Large number of individuals making payments into the same account without an 
adequate explanation. 
 

International banking/trade finance 
 Customer introduced by an overseas branch, affiliate or other bank based in countries 

where production of drugs or drug trafficking may be prevalent. 
 Use of Letters of Credit and other methods of trade finance to move money between 

countries where such trade is not consistent with the customer’s usual business. 
 Customers who make regular and large payments, including wire transactions, that 

cannot be clearly identified as bona fide transactions to, or receive regular and large 
payments from: countries which are commonly associated with the production, 
processing or marketing of drugs; proscribed terrorist organizations; [tax haven 
countries]. 

 Building up of large balances, not consistent with the known turnover of the customer’s 
business, and subsequent transfer to account(s) held in other locations. 

 Unexplained electronic fund transfers made by customers on an in and out basis or 
without passing through an account. 

 Frequent requests for TCs, foreign currency drafts or other negotiable instruments to be 
issued. 

 Frequent paying in of TCs or foreign currency drafts, particularly if originating from 
overseas. 

 Customers who show apparent disregard for arrangements offering more favorable 
terms. 

 
Institution employees and agents 
 Changes in employee characteristics, e.g. lavish life styles or avoiding taking holidays. 
 Changes in employee or agent performance, e.g. the salesman selling products for cash 

have a remarkable or unexpected increase in performance. 
 Any dealing with an agent where the identity of the ultimate beneficiary or counterpart is 

undisclosed, contrary to normal procedure for the type of business concerned. 
 
Secured and unsecured lending 
 Customers who repay problem loans unexpectedly. 
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 Request to borrow against assets held by the financial institution or a third party, where 
the origin of the assets is not known or the assets are inconsistent with the customer’s 
standing. 

 Request by a customer for a financial institution to provide or arrange finance where the 
source of the customer’s financial contribution to a deal is unclear, particularly where 
property is involved. 

 Customers who unexpectedly repay in part or full a mortgage or other loan in a way 
inconsistent with their earnings capacity or asset base. 

 
Merchant Banking Business 
 
New business 

 A personal client for whom verification of identity proves unusually difficult and who is 
reluctant to provide details. 

 A corporate/trust client where there are difficulties and delays in obtaining copies of the 
accounts or other documents of incorporation. 

 A client with no discernible reason for using the firm’s service, e.g. clients whose 
requirements are not in the normal pattern of the institution’s business and could be more 
easily serviced elsewhere. 

 An investor introduced by an overseas bank, affiliate or other investor, when both 
investor and introducer are based in countries where production of drugs or drug 
trafficking may be prevalent. 

 Any transaction in which the counter party to the transaction is unknown. 
 
Dealing patterns and abnormal transactions 
 

Dealing patterns 
 A large number of security transactions across a number of jurisdictions. 
 Transactions not in keeping with the investor’s normal activity, the financial markets in 

which the investor is active and the business which the investor operates. 
 Buying and selling of a security with no discernible purpose or in circumstances which 

appear unusual, e.g. churning at the client’s request. 
 Low grade securities purchases and sales, with the proceeds used to purchase high grade 

securities. 
 Bearer securities held outside a recognized custodial system. 

 
Abnormal transactions 
 A number of transactions made by the same counterparty in small amounts of the same 

security, each purchased for cash and then sold in one transaction, the proceeds being 
credited to an account different from the original account. 

 Any transaction in which the nature, size or frequency appears unusual, e.g. early 
termination of packaged products at a loss due to front end loading, or early cancellation, 
especially where cash had been tendered and/or the refund cheque is to a third party. 

 Transactions not in keeping with normal practice in the market to which they relate, e.g. 
with reference to market size and frequency, or at off-market prices. 

 Other transactions linked to the transaction in question which could be designed to 
disguise money and divert it into other forms or to other destinations or beneficiaries. 

 
Settlements 
 
Payment 
 A number of transactions made by the same counterparty in small amounts of the same 

security, each purchased for cash and then sold in one transaction. 
 Large transaction settlement by cash. 
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 Payment by way of third party cheque or money transfer where there is a variation 
among the account holder, the signatory and the prospective investor, must give rise to 
additional enquiries. 

Delivery 
 Settlement to be made by way of bearer securities from outside a recognized clearing 

system. 
 Allotment letters for new issues in the name of persons other than the client. 

Disposition 
 Payment to a third party without any apparent connection with the investor. 
 Settlement either by registration or delivery of securities to be made to an unverified 

third party. 
 Abnormal settlement instructions including payment to apparently unconnected parties. 
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Annexure E 
 

Internal Suspicious Activity Report Form 
 

Strictly Private & confidential 
 

To Anti Money Laundering Compliance Officer Date: 
 

From Name (Mr./ Ms) 
 

Branch/Department 
 

 Job Title SAR Ref No. 
 

 
 
Note: This form may be completed in English. For any queries, please contact AMLCO. Please 
provide full details of the transaction(s) and any other relevant data. Attach copies of relevant 
documents/transaction notes. 
 

Customer/ Business Name 
 

Transaction Date(s) 

Account Number(s) 
 
 
 

Copies of Transactions and  
Account Details Attached 

Description of Transaction(s). (Nature of transaction, Origin & destination of Transaction etc) 
 
Source of Funds and Purpose of Transaction (If you can, try to tactfully ask the customer) 
 

Reasons why do you think the transaction is suspicious (Give as much details as possible) 
 
Signatures of Bank Staff. 

 
TO BE COMPLETED BY AMLCO. 
 
ACTION TAKEN TO VALIDATE 

 Acknowledgement sent to the originator on ____________. 
 Reviewed account documentation 
 Discuss with the relationship manager/ branch manager. 
 Other. 

 
AGREED SUSPICIOUS.      Yes/No 
 
COMMENTS / NOTES OF AMLCO 
 
 
 
Signature 
AMLCO                     Date. 
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               Annexure – F 
 

FATF Recommendations 
February- 2012 

(printed February 2013) 
 
 

THE FATF RECOMMENDATIONS 
 
INTRODUCTION 

 
The Financial Action Task Force (FATF) is an inter-governmental body established in 1989 by 
the Ministers of its Member jurisdictions. The mandate of the FATF is to set standards and to 
promote effective implementation of legal, regulatory and operational measures for combating 
money laundering, terrorist financing and the financing of proliferation, and other related threats 
to the integrity of the international financial system. In collaboration with other international 
stakeholders, the FATF also works to identify national-level vulnerabilities with the aim of 
protecting the international financial system from misuse. 
 
The FATF Recommendations set out a comprehensive and consistent framework of measures 
which countries should implement in order to combat money laundering and terrorist financing, 
as well as the financing of proliferation of weapons of mass destruction. Countries have diverse 
legal, administrative and operational frameworks and different financial systems, and so cannot 
all take identical measures to counter these threats. The FATF Recommendations, therefore, set 
an international standard, which countries should implement through measures adapted to their 
particular circumstances. The FATF Recommendations set out the essential measures that 
countries should have in place to: 
 

 identify the risks, and develop policies and domestic coordination; 
 pursue money laundering, terrorist financing and the financing of proliferation; 
 apply preventive measures for the financial sector and other designated sectors; 
 establish powers and responsibilities for the competent authorities (e.g., investigative, 

law enforcement and supervisory authorities) and other institutional measures; 
 enhance the transparency and availability of beneficial ownership information of legal 

persons and arrangements; and 
 facilitate international cooperation. 

 
The original FATF Forty Recommendations were drawn up in 1990 as an initiative to combat the 
misuse of financial systems by persons laundering drug money. In 1996 the Recommendations 
were revised for the first time to reflect evolving money laundering trends and techniques, and to 
broaden their scope well beyond drug-money laundering. In October 2001 the FATF expanded its 
mandate to deal with the issue of the funding of terrorist acts and terrorist organisations, and took 
the important step of creating the Eight (later expanded to Nine) Special Recommendations on 
Terrorist Financing. The FATF Recommendations were revised a second time in 2003, and these, 
together with the Special Recommendations, have been endorsed by over 180 countries, and are 
universally recognized as the international standard for anti-money laundering and countering the 
financing of terrorism (AML/CFT). 
 
Following the conclusion of the third round of mutual evaluations of its members, the FATF has 
reviewed and updated the FATF Recommendations, in close co-operation with the FATF-Style 
Regional Bodies (FSRBs) and the observer organisations, including the International Monetary 
Fund, the World Bank and the United Nations. The revisions address new and emerging threats, 
clarify and strengthen many of the existing obligations, while maintaining the necessary stability 
and rigour in the Recommendations.  
 



- 70 - | P a g e  
 

The FATF Standards have also been revised to strengthen the requirements for higher risk 
situations, and to allow countries to take a more focused approach in areas where high risks 
remain or implementation could be enhanced. Countries should first identify, assess and 
understand the risks of money laundering and terrorist finance that they face, and then adopt 
appropriate measures to mitigate the risk. The risk-based approach allows countries, within the 
framework of the FATF requirements, to adopt a more flexible set of measures, in order to target 
their resources more effectively and apply preventive measures that are commensurate to the 
nature of risks, in order to focus their efforts in the most effective way. 
 
Combating terrorist financing is a very significant challenge. An effective AML/CFT system, in 
general, is important for addressing terrorist financing, and most measures previously focused on 
terrorist financing are now integrated throughout the Recommendations, therefore obviating the 
need for the Special Recommendations. However, there are some Recommendations that are 
unique to terrorist financing, which are set out in Section C of the FATF Recommendations. 
These are:  Recommendation 5 (the criminalization of terrorist financing); Recommendation 6 
(targeted financial sanctions related to terrorism & terrorist financing); and Recommendation 8 
(measures to prevent the misuse of non-profit organisations). The proliferation of weapons of 
mass destruction is also a significant security concern, and in 2008 the FATF’s mandate was 
expanded to include dealing with the financing of proliferation of weapons of mass destruction. 
To combat this threat, the FATF has adopted a new Recommendation (Recommendation 7) aimed 
at ensuring consistent and effective implementation of targeted financial sanctions when these are 
called for by the UN Security Council. 
 
The FATF Standards comprise the Recommendations themselves and their Interpretive Notes, 
together with the applicable definitions in the Glossary. The measures set out in the FATF 
Standards should be implemented by all members of the FATF and the FSRBs, and their 
implementation is assessed rigorously through Mutual Evaluation processes, and through the 
assessment processes of the International Monetary Fund and the World Bank – on the basis of 
the FATF’s common assessment methodology. Some Interpretive Notes and definitions in the 
glossary include examples which illustrate how the requirements could be applied. These 
examples are not mandatory elements of the FATF Standards, and are included for guidance only. 
The examples are not intended to be comprehensive, and although they are considered to be 
helpful indicators, they may not be relevant in all circumstances. 
 
The FATF also produces Guidance, Best Practice Papers, and other advice to assist countries with 
the implementation of the FATF standards. These other documents are not mandatory for 
assessing compliance with the Standards, but countries may find it valuable to have regard to 
them when considering how best to implement the FATF Standards. A list of current FATF 
Guidance and Best Practice Papers, which are available on the FATF website, is included as an 
annex to the Recommendations. 
 
The FATF is committed to maintaining a close and constructive dialogue with the private sector, 
civil society and other interested parties, as important partners in ensuring the integrity of the 
financial system. The revision of the Recommendations has involved extensive consultation, and 
has benefited from comments and suggestions from these stakeholders. Going forward and in 
accordance with its mandate, the FATF will continue to consider changes to the standards, as 
appropriate, in light of new information regarding emerging threats and vulnerabilities to the 
global financial system. 
 
The FATF calls upon all countries to implement effective measures to bring their national 
systems for combating money laundering, terrorist financing and the financing of proliferation 
into compliance with the revised FATF Recommendations. 
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A. AML/CFT POLICIES AND COORDINATION 
 
1. Assessing risks and applying a risk-based approach * 

 
Countries should identify, assess, and understand the money laundering and terrorist financing 
risks for the country, and should take action, including designating an authority or mechanism to 
coordinate actions to assess risks, and apply resources, aimed at ensuring the risks are mitigated 
effectively. Based on that assessment, countries should apply a risk-based approach (RBA) to 
ensure that measures to prevent or mitigate money laundering and terrorist financing are 
commensurate with the risks identified. This approach should be an essential foundation to 
efficient allocation of resources across the anti-money laundering and countering the financing of 
terrorism (AML/CFT) regime and the implementation of risk based measures throughout the 
FATF Recommendations. Where countries identify higher risks, they should ensure that their 
AML/CFT regime adequately addresses such risks. Where countries identify lower risks, they 
may decide to allow simplified measures for some of the FATF Recommendations under certain 
conditions.  

 
Countries should require financial institutions and designated non-financial businesses and 
professions (DNFBPs) to identify, assess and take effective action to mitigate their money 
laundering and terrorist financing risks. 

 
2. National cooperation and coordination 

 
Countries should have national AML/CFT policies, informed by the risks identified, which should 
be regularly reviewed, and should designate an authority or have a coordination or other 
mechanism that is responsible for such policies.  
 
Countries should ensure that policy-makers, the financial intelligence unit (FIU), law enforcement 
authorities, supervisors and other relevant competent authorities, at the policymaking and 
operational levels, have effective mechanisms in place which enable them to cooperate, and, 
where appropriate, coordinate domestically with each other concerning the development and 
implementation of policies and activities to combat money laundering, terrorist financing and the 
financing of proliferation of weapons of mass destruction.  

 
B. MONEY LAUNDERING AND CONFISCATION 
 
3. Money laundering offence * 

 
Countries should criminalize money laundering on the basis of the Vienna Convention and the 
Palermo Convention. Countries should apply the crime of money laundering to all serious 
offences, with a view to including the widest range of predicate offences.  

 
4. Confiscation and provisional measures * 

 
Countries should adopt measures similar to those set forth in the Vienna Convention, the Palermo 
Convention, and the Terrorist Financing Convention, including legislative measures, to enable 
their competent authorities to freeze or seize and confiscate the following, without prejudicing the 
rights of bona fide third parties: (a) property laundered, (b) proceeds from, or instrumentalities 
used in or intended for use in money laundering or predicate offences, (c) property that is the 
proceeds of, or used in, or intended or allocated for use in, the financing of terrorism, terrorist acts 
or terrorist organisations, or (d) property of corresponding value.  
 
Such measures should include the authority to: (a) identify, trace and evaluate property that is 
subject to confiscation; (b) carry out provisional measures, such as freezing and seizing, to 
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prevent any dealing, transfer or disposal of such property; (c) take steps that will prevent or void 
actions that prejudice the country’s ability to freeze or seize or recover property that is subject to 
confiscation; and (d) take any appropriate investigative measures.  
 
Countries should consider adopting measures that allow such proceeds or instrumentalities to be 
confiscated without requiring a criminal conviction (non-conviction based confiscation), or which 
require an offender to demonstrate the lawful origin of the property alleged to be liable to 
confiscation, to the extent that such a requirement is consistent with the principles of their 
domestic law. 

 
C. TERRORIST FINANCING AND FINANCING OF PROLIFERATION 
 
5. Terrorist financing offence * 

 
Countries should criminalize terrorist financing on the basis of the Terrorist Financing 
Convention, and should criminalize not only the financing of terrorist acts but also the financing 
of terrorist organisations and individual terrorists even in the absence of a link to a specific 
terrorist act or acts. Countries should ensure that such offences are designated as money 
laundering predicate offences. 

 
6. Targeted financial sanctions related to terrorism and terrorist financing * 

 
Countries should implement targeted financial sanctions regimes to comply with United Nations 
Security Council resolutions relating to the prevention and suppression of terrorism and terrorist 
financing. The resolutions require countries to freeze without delay the funds or other assets of, 
and to ensure that no funds or other assets are made available, directly or indirectly, to or for the 
benefit of, any person or entity either (i) designated by, or under the authority of, the United 
Nations Security Council under Chapter VII of the Charter of the United Nations, including in 
accordance with resolution 1267 (1999) and its successor resolutions; or (ii) designated by that 
country pursuant to resolution 1373 (2001). 

 
7. Targeted financial sanctions related to proliferation * 

 
Countries should implement targeted financial sanctions to comply with United Nations Security 
Council resolutions relating to the prevention, suppression and disruption of proliferation of 
weapons of mass destruction and it’s financing. These resolutions require countries to freeze 
without delay the funds or other assets of, and to ensure that no funds and other assets are made 
available, directly or indirectly, to or for the benefit of, any person or entity designated by, or 
under the authority of, the United Nations Security Council under Chapter VII of the Charter of 
the United Nations. 

 
8. Non-profit organisations * 

 
Countries should review the adequacy of laws and regulations that relate to entities that can be 
abused for the financing of terrorism. Non-profit organisations are particularly vulnerable, and 
countries should ensure that they cannot be misused:  
 
a) by terrorist organisations posing as legitimate entities; 
b) to exploit legitimate entities as conduits for terrorist financing, including for the purpose of 

escaping asset-freezing measures; and 
c) to conceal or obscure the clandestine diversion of funds intended for legitimate purposes to 

terrorist organisations. 
d)  
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D. PREVENTIVE MEASURES 
 
9. Financial institution secrecy laws 

Countries should ensure that financial institution secrecy laws do not inhibit implementation of 
the FATF Recommendations.  

 
CUSTOMER DUE DILIGENCE AND RECORD-KEEPING 
 
10. Customer due diligence * 

 
Financial institutions should be prohibited from keeping anonymous accounts or accounts in 
obviously fictitious names.  
Financial institutions should be required to undertake customer due diligence (CDD) measures 
when: 
 

i. establishing business relations; 
ii. carrying out occasional transactions: (i) above the applicable designated threshold 

(USD/EUR 15,000); or (ii) that are wire transfers in the circumstances covered by the 
Interpretive Note to Recommendation 16;  

iii. there is a suspicion of money laundering or terrorist financing; or 
iv. the financial institution has doubts about the veracity or adequacy of previously obtained 

customer identification data. 
 

The principle that financial institutions should conduct CDD should be set out in law. Each 
country may determine how it imposes specific CDD obligations, either through law or 
enforceable means. 
 
The CDD measures to be taken are as follows: 
 

a) Identifying the customer and verifying that customer’s identity using reliable, 
independent source documents, data or information. 

b) Identifying the beneficial owner, and taking reasonable measures to verify the identity 
of the beneficial owner, such that the financial institution is satisfied that it knows 
who the beneficial owner is. For legal persons and arrangements this should include 
financial institutions understanding the ownership and control structure of the 
customer. 

c) Understanding and, as appropriate, obtaining information on the purpose and intended 
nature of the business relationship.  

d) Conducting ongoing due diligence on the business relationship and scrutiny of 
transactions undertaken throughout the course of that relationship to ensure that the 
transactions being conducted are consistent with the institution’s knowledge of the 
customer, their business and risk profile, including, where necessary, the source of 
funds. 

 
Financial institutions should be required to apply each of the CDD measures under (a) to (d) 
above, but should determine the extent of such measures using a risk-based approach (RBA) in 
accordance with the Interpretive Notes to this Recommendation and to Recommendation 1.   
 
Financial institutions should be required to verify the identity of the customer and beneficial 
owner before or during the course of establishing a business relationship or conducting 
transactions for occasional customers. Countries may permit financial institutions to complete the 
verification as soon as reasonably practicable following the establishment of the relationship, 
where the money laundering and terrorist financing risks are effectively managed and where this 
is essential not to interrupt the normal conduct of business.  
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Where the financial institution is unable to comply with the applicable requirements under 
paragraphs (a) to (d) above (subject to appropriate modification of the extent of the measures on a 
risk-based approach), it should be required not to open the account, commence business relations 
or perform the transaction; or should be required to terminate the business relationship; and 
should consider making a suspicious transactions report in relation to the 
Customer.   
 
These requirements should apply to all new customers, although financial institutions should also 
apply this Recommendation to existing customers on the basis of materiality and risk, and should 
conduct due diligence on such existing relationships at appropriate times.  
 

11. Record-keeping 
 

Financial institutions should be required to maintain, for at least five years, all necessary records 
on transactions, both domestic and international, to enable them to comply swiftly with 
information requests from the competent authorities. Such records must be sufficient to permit 
reconstruction of individual transactions (including the amounts and types of currency involved, if 
any) so as to provide, if necessary, evidence for prosecution of criminal activity.  
 
Financial institutions should be required to keep all records obtained through CDD measures (e.g. 
copies or records of official identification documents like passports, identity cards, driving 
licenses or similar documents), account files and business correspondence, including the results of 
any analysis undertaken (e.g. inquiries to establish the background and purpose of complex, 
unusual large transactions), for at least five years after the business relationship is ended, or after 
the date of the occasional transaction.  
 
Financial institutions should be required by law to maintain records on transactions an 
information obtained through the CDD measures. 
 
The CDD information and the transaction records should be available to domestic competent 
authorities upon appropriate authority. 
 

ADDITIONAL MEASURES FOR SPECIFIC CUSTOMERS AND ACTIVITIES 
 
12. Politically exposed persons * 

 
Financial institutions should be required, in relation to foreign politically exposed persons (PEPs) 
(whether as customer or beneficial owner), in addition to performing normal customer due 
diligence measures, to:  
 

a) have appropriate risk-management systems to determine whether the customer or the 
beneficial owner is a politically exposed person; 

b) obtain senior management approval for establishing (or continuing, for existing 
customers) such business relationships;  

c) take reasonable measures to establish the source of wealth and source of funds; and 
d) conduct enhanced ongoing monitoring of the business relationship. 

 
Financial institutions should be required to take reasonable measures to determine whether 
customer or beneficial owner is a domestic PEP or a person who is or has been entrusted with a 
prominent function by an international organisations. In cases of a higher risk business 
relationship with such persons, financial institutions should be required to apply the measures 
referred to in paragraphs (b), (c) and (d).  
 
The requirements for all types of PEP should also apply to family members or close associates of 
such PEPs. 
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13. Correspondent banking * 
 
Financial institutions should be required, in relation to cross-border correspondent banking and 
other similar relationships, in addition to performing normal customer due diligence measures, to: 
 

a) gather sufficient information about a respondent institution to understand fully the nature 
of the respondent’s business and to determine from publicly available information the 
reputation of the institution and the quality of supervision, including whether it has been 
subject to a money laundering or terrorist financing investigation or regulatory action; 

b) assess the respondent institution’s AML/CFT controls; 
c) obtain approval from senior management before establishing new correspondent 

relationships; 
d) clearly understand the respective responsibilities of each institution; and 
e) with respect to “payable-through accounts”, be satisfied that the respondent bank has 

conducted CDD on the customers having direct access to accounts of the correspondent 
bank, and that it is able to provide relevant CDD information upon request to the 
correspondent bank. 

 
Financial institutions should be prohibited from entering into, or continuing, a correspondent 
banking relationship with shell banks. Financial institutions should be required to satisfy 
themselves that respondent institutions do not permit their accounts to be used by shell banks. 
 

14. Money or value transfer services * 
 
Countries should take measures to ensure that natural or legal persons that provide money or 
value transfer services (MVTS) are licensed or registered, and subject to effective systems for  
monitoring and ensuring compliance with the relevant measures called for in the FATF 
Recommendations. Countries should take action to identify natural or legal persons that carry out 
MVTS without a license or registration, and to apply appropriate sanctions.  
 
Any natural or legal person working as an agent should also be licensed or registered by a 
competent authority, or the MVTS provider should maintain a current list of its agents accessible 
by competent authorities in the countries in which the MVTS provider and its agents operate. 
Countries should take measures to ensure that MVTS providers that use agents include them in 
their AML/CFT programmes and monitor them for compliance with these programmes. 
 

15. New technologies 
 
Countries and financial institutions should identify and assess the money laundering or terrorist 
financing risks that may arise in relation to (a) the development of new products and new business 
practices, including new delivery mechanisms, and (b) the use of new or developing technologies 
for both new and pre-existing products. In the case of financial institutions, such a risk assessment 
should take place prior to the launch of the new products, business practices or the use of new or 
developing technologies. They should take appropriate measures to manage and mitigate those 
risks.  
 

16. Wire transfers * 
 
Countries should ensure that financial institutions include required and accurate originator 
information, and required beneficiary information, on wire transfers and related messages, and 
that the information remains with the wire transfer or related message throughout the payment 
chain. 
 
Countries should ensure that financial institutions monitor wire transfers for the purpose of 
detecting those which lack required originator and/or beneficiary information, and take 
appropriate measures. 
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Countries should ensure that, in the context of processing wire transfers, financial institutions take 
freezing action and should prohibit conducting transactions with designated persons and entities, 
as per the obligations set out in the relevant United Nations Security Council resolutions, such as 
resolution 1267 (1999) and its successor resolutions, and resolution 1373(2001), relating to the 
prevention and suppression of terrorism and terrorist financing.  
 

RELIANCE, CONTROLS AND FINANCIAL GROUPS 
 
17. Reliance on third parties * 

 
Countries may permit financial institutions to rely on third parties to perform elements (a)-(c) of 
the CDD measures set out in Recommendation 10 or to introduce business, provided that the 
criteria set out below are met. Where such reliance is permitted, the ultimate responsibility for 
CDD measures remains with the financial institution relying on the third party. 
 
The criteria that should be met are as follows: 
 

a) A financial institution relying upon a third party should immediately obtain the necessary 
information concerning elements (a)-(c) of the CDD measures set out in  
Recommendation 10. 

b) Financial institutions should take adequate steps to satisfy themselves that copies of 
identification data and other relevant documentation relating to the CDD requirements will 
be made available from the third party upon request without delay. 

c) The financial institution should satisfy itself that the third party is regulated, supervised or 
monitored for, and has measures in place for compliance with, CDD and record-keeping 
requirements in line with Recommendations 10 and 11. 

d) When determining in which countries the third party that meets the conditions can be 
based, countries should have regard to information available on the level of country risk. 

 
When a financial institution relies on a third party that is part of the same financial group, and  (i) 
that group applies CDD and record-keeping requirements, in line with Recommendations 10, 11 
and 12, and programmes against money laundering and terrorist financing, in accordance with 
Recommendation 18; and (ii) where the effective implementation of those CDD and record-
keeping requirements and AML/CFT programmes is supervised at a group level by a competent 
authority, then relevant competent authorities may consider that the financial institution applies 
measures under (b) and (c) above through its group programme, and may decide that (d) is not a 
necessary precondition to reliance when higher country risk is adequately mitigated by the group 
AML/CFT policies. 

 
18. Internal controls and foreign branches and subsidiaries * 

 
Financial institutions should be required to implement programmes against money laundering and 
terrorist financing. Financial groups should be required to implement group-wide programmes 
against money laundering and terrorist financing, including policies and procedures for sharing 
information within the group for AML/CFT purposes. 
 
Financial institutions should be required to ensure that their foreign branches and majority-owned 
subsidiaries apply AML/CFT measures consistent with the home country requirements 
implementing the FATF Recommendations through the financial groups’ programmes against 
money laundering and terrorist financing.  

 
19. Higher-risk countries * 
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Financial institutions should be required to apply enhanced due diligence measures to business 
relationships and transactions with natural and legal persons, and financial institutions, from 
countries for which this is called for by the FATF. The type of enhanced due diligence measures 
applied should be effective and proportionate to the risks.  
 
Countries should be able to apply appropriate countermeasures when called upon to do so by the 
FATF. Countries should also be able to apply countermeasures independently of any call by the 
FATF to do so. Such countermeasures should be effective and proportionate to the risks. 

 
REPORTING OF SUSPICIOUS TRANSACTIONS 
 
20. Reporting of suspicious transactions * 

 
If a financial institution suspects or has reasonable grounds to suspect that funds are the proceeds 
of a criminal activity, or are related to terrorist financing, it should be required, by law, to report 
promptly its suspicions to the financial intelligence unit (FIU).  

 
21. Tipping-off and confidentiality 

 
Financial institutions, their directors, officers and employees should be:  
 

a) protected by law from criminal and civil liability for breach of any restriction on 
disclosure of information imposed by contract or by any legislative, regulatory or 
administrative provision, if they report their suspicions in good faith to the FIU, even if 
they did not know precisely what the underlying criminal activity was, and regardless of 
whether illegal activity actually occurred; and 

b) prohibited by law from disclosing (“tipping-off”) the fact that a suspicious transaction 
report (STR) or related information is being filed with the FIU. 

 
DESIGNATED NON-FINANCIAL BUSINESSES AND PROFESSIONS 
 
22. DNFBPs: customer due diligence * 

 
The customer due diligence and record-keeping requirements set out in Recommendations 10, 11, 
12, 15, and 17, apply to designated non-financial businesses and professions (DNFBPs) in the 
following situations:  
 

a. Casinos – when customers engage in financial transactions equal to or above the 
applicable designated threshold. 

b. Real estate agents – when they are involved in transactions for their client 
concerning the buying and selling of real estate. 

c. Dealers in precious metals and dealers in precious stones – when they engage in 
any cash transaction with a customer equal to or above the applicable designated 
threshold. 

d. Lawyers, notaries, other independent legal professionals and accountants – when 
they prepare for or carry out transactions for their client concerning the following 
activities: 
 buying and selling of real estate; 
 managing of client money, securities or other assets; 
 management of bank, savings or securities accounts; 
 organisations of contributions for the creation, operation or management of 

companies; 
 creation, operation or management of legal persons or arrangements, and 

buying and selling of business entities. 
e) Trust and company service providers – when they prepare for or carry out 

transactions for a client concerning the following activities: 
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 acting as a formation agent of legal persons; 
 acting as (or arranging for another person to act as) a director or secretary of a 

company, a partner of a partnership, or a similar position in relation to other 
legal persons; 

 providing a registered office, business address or accommodation,    
correspondence or administrative address for a company, a partnership or 
any other legal person or arrangement; 

 acting as (or arranging for another person to act as) a trustee of an express 
trust or performing the equivalent function for another form of legal 
arrangement; 

 acting as (or arranging for another person to act as) a nominee shareholder for 
another person. 

 
23. DNFBPs: Other measures * 
 

The requirements set out in Recommendations 18 to 21 apply to all designated non-financial 
businesses and professions, subject to the following qualifications:  
 

a) Lawyers, notaries, other independent legal professionals and accountants 
should be required to report suspicious transactions when, on behalf of or for 
a client, they engage in a financial transaction in relation to the activities 
described in paragraph (d) of Recommendation 22. Countries are strongly 
encouraged to extend the reporting requirement to the rest of the professional 
activities of accountants, including auditing. 

b) Dealers in precious metals and dealers in precious stones should be required 
to report suspicious transactions when they engage in any cash transaction 
with a customer equal to or above the applicable designated threshold. 

c) Trust and company service providers should be required to report suspicious 
transactions for a client when, on behalf of or for a client, they engage in a 
transaction in relation to the activities referred to in paragraph (e) of 
Recommendation 22. 

 
 

E. TRANSPARENCY AND BENEFICIAL OWNERSHIP OF LEGAL PERSONS AND 
ARRANGEMENTS 
 
24. Transparency and beneficial ownership of legal persons * 
 
Countries should take measures to prevent the misuse of legal persons for money laundering or 
terrorist financing. Countries should ensure that there is adequate, accurate and timely  
information on the beneficial ownership and control of legal persons that can be obtained or 
accessed in a timely fashion by competent authorities. In particular, countries that have legal 
persons that are able to issue bearer shares or bearer share warrants, or which allow nominee 
shareholders or nominee directors, should take effective measures to ensure that they are not 
misused for money laundering or terrorist financing. Countries should consider measures to 
facilitate access to beneficial ownership and control information by financial institutions and 
DNFBPs undertaking the requirements set out in Recommendations 10 and 22.  
 
25. Transparency and beneficial ownership of legal arrangements * 
 
Countries should take measures to prevent the misuse of legal arrangements for money laundering 
or terrorist financing. In particular, countries should ensure that there is adequate, accurate and 
timely information on express trusts, including information on the settlor, trustee and 
beneficiaries, that can be obtained or accessed in a timely fashion by competent authorities. 
Countries should consider measures to facilitate access to beneficial ownership and control 
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information by financial institutions and DNFBPs undertaking the requirements set out in 
Recommendations 10 and 22. 
 

F. POWERS AND RESPONSIBILITIES OF COMPETENT AUTHORITIES, AND OTHER 
INSTITUTIONAL MEASURES 
 
REGULATION AND SUPERVISION 
 
26. Regulation and supervision of financial institutions * 
 
Countries should ensure that financial institutions are subject to adequate regulation and 
supervision and are effectively implementing the FATF Recommendations. Competent  
authorities or financial supervisors should take the necessary legal or regulatory measures to 
prevent criminals or their associates from holding, or being the beneficial owner of, a significant 
or controlling interest, or holding a management function in, a financial institution.  Countries 
should not approve the establishment, or continued operation, of shell banks. 
 
For financial institutions subject to the Core Principles, the regulatory and supervisory measures 
that apply for prudential purposes, and which are also relevant to money laundering and terrorist 
financing, should apply in a similar manner for AML/CFT purposes.  This should include 
applying consolidated group supervision for AML/CFT purposes. 
 
Other financial institutions should be licensed or registered and adequately regulated, and subject 
to supervision or monitoring for AML/CFT purposes, having regard to the risk of money 
laundering or terrorist financing in that sector. At a minimum, where financial institutions provide 
a service of money or value transfer, or of money or currency changing, they should be licensed 
or registered, and subject to effective systems for monitoring and ensuring compliance with 
national AML/CFT requirements.  

 
27. Powers of supervisors 

 
Supervisors should have adequate powers to supervise or monitor, and ensure compliance by, 
financial institutions with requirements to combat money laundering and terrorist financing, 
including the authority to conduct inspections. They should be authorised to compel production of 
any information from financial institutions that is relevant to monitoring such compliance, and to 
impose sanctions, in line with Recommendation 35, for failure to comply with such requirements. 
Supervisors should have powers to impose a range of disciplinary and financial sanctions, 
including the power to withdraw, restrict or suspend the financial institution’s license, where 
applicable. 

 
28. Regulation and supervision of DNFBPs * 
 

Designated non-financial businesses and professions should be subject to regulatory and 
supervisory measures as set out below.  

a) Casinos should be subject to a comprehensive regulatory and supervisory 
regime that ensures that they have effectively implemented the necessary 
AML/CFT measures. At a minimum: 

 casinos should be licensed;  
 competent authorities should take the necessary legal or regulatory 

measures to prevent criminals or their associates from holding, or 
being the beneficial owner of, a significant or controlling interest, 
holding a management function in, or being an operator of, a casino; 
and 

 competent authorities should ensure that casinos are effectively 
supervised for compliance with AML/CFT requirements. 
 



- 80 - | P a g e  
 

b) Countries should ensure that the other categories of DNFBPs are subject to 
effective systems for monitoring and ensuring compliance with AML/CFT 
requirements. This should be performed on a risk-sensitive basis. This may be 
performed by (a) a supervisor or (b) by an appropriate self-regulatory body 
(SRB), provided that such a body can ensure that its members comply with 
their obligations to combat money laundering and terrorist financing.  
 
The supervisor or SRB should also (a) take the necessary measures to prevent 
criminals or their associates from being professionally accredited, or holding 
or being the beneficial owner of a significant or controlling interest or holding 
a management function, e.g. through evaluating persons on the basis of a “fit 
and proper” test; and (b) have effective, proportionate, and dissuasive 
sanctions in line with Recommendation 35 available to deal with failure to 
comply with AML/CFT requirements. 
 

OPERATIONAL AND LAW ENFORCEMENT 
 
29. Financial intelligence units * 

 
Countries should establish a financial intelligence unit (FIU) that serves as a national centre for 
the receipt and analysis of: (a) suspicious transaction reports; and (b) other information relevant to 
money laundering, associated predicate offences and terrorist financing, and for the dissemination 
of the results of that analysis. The FIU should be able to obtain additional information from 
reporting entities, and should have access on a timely basis to the financial, administrative and 
law enforcement information that it requires to undertake its functions properly. 

 
30. Responsibilities of law enforcement and investigative authorities * 
 

Countries should ensure that designated law enforcement authorities have responsibility for 
money laundering and terrorist financing investigations within the framework of national 
AML/CFT policies. At least in all cases related to major proceeds-generating offences, these 
designated law enforcement authorities should develop a pro-active parallel financial 
investigation when pursuing money laundering, associated predicate offences and terrorist 
financing. This should include cases where the associated predicate offence occurs outside their 
jurisdictions. Countries should ensure that competent authorities have responsibility for 
expeditiously identifying, tracing and initiating actions to freeze and seize property that is, or may 
become, subject to confiscation, or is suspected of being proceeds of crime. Countries should also 
make use, when necessary, of permanent or temporary multi-disciplinary groups specialized in 
financial or asset investigations. Countries should ensure that, when necessary, cooperative 
investigations with appropriate competent authorities in other countries take place. 
 

31. Powers of law enforcement and investigative authorities 
 
When conducting investigations of money laundering, associated predicate offences and terrorist 
financing, competent authorities should be able to obtain access to all necessary documents and 
information for use in those investigations, and in prosecutions and related actions. This should 
include powers to use compulsory measures for the production of records held by financial 
institutions, DNFBPs and other natural or legal persons, for the search of persons and premises, 
for taking witness statements, and for the seizure and obtaining of evidence. 
 
Countries should ensure that competent authorities conducting investigations are able to use a 
wide range of investigative techniques suitable for the investigation of money laundering, 
associated predicate offences and terrorist financing. These investigative techniques include: 
undercover operations, intercepting communications, accessing computer systems and controlled 
delivery. In addition, countries should have effective mechanisms in place to identify, in a timely 
manner, whether natural or legal persons hold or control accounts. They should also have 



- 81 - | P a g e  
 

mechanisms to ensure that competent authorities have a process to identify assets without prior 
notification to the owner. When conducting investigations of money laundering, associated 
predicate offences and terrorist financing, competent authorities should be able to ask for all 
relevant information held by the FIU. 
 

32. Cash couriers * 
Countries should have measures in place to detect the physical cross-border transportation of 
currency and bearer negotiable instruments, including through a declaration system and/or 
disclosure system.  
 
Countries should ensure that their competent authorities have the legal authority to stop or restrain 
currency or bearer negotiable instruments that are suspected to be related to terrorist financing, 
money laundering or predicate offences, or that are falsely declared or disclosed. 
 
Countries should ensure that effective, proportionate and dissuasive sanctions are available to deal 
with persons who make false declaration(s) or disclosure(s). In cases where the currency or bearer 
negotiable instruments are related to terrorist financing, money laundering or predicate offences, 
countries should also adopt measures, including legislative ones consistent with Recommendation 
4, which would enable the confiscation of such currency or instruments. 
 

GENERAL REQUIREMENTS 
 
33. Statistics 

Countries should maintain comprehensive statistics on matters relevant to the effectiveness and 
efficiency of their AML/CFT systems. This should include statistics on the STRs received and 
disseminated; on money laundering and terrorist financing investigations, prosecutions and 
convictions; on property frozen, seized and confiscated; and on mutual legal assistance or other 
international requests for cooperation. 

 
34. Guidance and feedback 

The competent authorities, supervisors and SRBs should establish guidelines, and provide 
feedback, which will assist financial institutions and designated non-financial businesses and 
professions in applying national measures to combat money laundering and terrorist  financing, 
and, in particular, in detecting and reporting suspicious transactions. 

 
SANCTIONS 
 
35. Sanctions 

Countries should ensure that there is a range of effective, proportionate and dissuasive sanctions, 
whether criminal, civil or administrative, available to deal with natural or legal persons covered 
by Recommendations 6, and 8 to 23, which fail to comply with AML/CFT requirements. 
Sanctions should be applicable not only to financial institutions and DNFBPs,  but also to their 
directors and senior management. 
 

G. INTERNATIONAL COOPERATION 
 
36. International instruments 
 

Countries should take immediate steps to become party to and implement fully the Vienna 
Convention, 1988; the Palermo Convention, 2000; the United Nations Convention against 
Corruption, 2003; and the Terrorist Financing Convention, 1999. Where applicable, countries are 
also encouraged to ratify and implement other relevant international conventions, such as the 
Council of Europe Convention on Cybercrime, 2001; the Inter-American Convention against 
Terrorism, 2002; and the Council of Europe Convention on Laundering, Search, Seizure and 
Confiscation of the Proceeds from Crime and on the Financing of Terrorism, 2005. 
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37. Mutual legal assistance 
 
Countries should rapidly, constructively and effectively provide the widest possible range of 
mutual legal assistance in relation to money laundering, associated predicate offences and terrorist 
financing investigations, prosecutions, and related proceedings. Countries should have an 
adequate legal basis for providing assistance and, where appropriate, should have in place treaties, 
arrangements or other mechanisms to enhance cooperation. In particular, countries should: 
 

(a) Not prohibit, or place unreasonable or unduly restrictive conditions on, the provision of 
mutual legal assistance. 

(b) Ensure that they have clear and efficient processes for the timely prioritization and 
execution of mutual legal assistance requests. Countries should use a central authority, 
or another established official mechanism, for effective transmission and execution of 
requests. To monitor progress on requests, a case management system should be 
maintained. 

(c) Not refuse to execute a request for mutual legal assistance on the sole ground that the 
offence is also considered to involve fiscal matters. 

(d) Not refuse to execute a request for mutual legal assistance on the grounds that laws 
require financial institutions or DNFBPs to maintain secrecy or confidentiality (except 
where the relevant information that is sought is held in circumstances where legal 
professional privilege or legal professional secrecy applies). 

(e) Maintain the confidentiality of mutual legal assistance requests they receive and the 
information contained in them, subject to fundamental principles of domestic law, in 
order to protect the integrity of the investigation or inquiry. If the requested country 
cannot comply with the requirement of confidentiality, it should promptly inform the 
requesting country. 

 
Countries should render mutual legal assistance, notwithstanding the absence of dual criminality, 
if the assistance does not involve coercive actions. Countries should consider adopting such 
measures as may be necessary to enable them to provide a wide scope of assistance in the absence 
of dual criminality. 
 
Where dual criminality is required for mutual legal assistance, that requirement should be deemed 
to be satisfied regardless of whether both countries place the offence within the same category of 
offence, or denominate the offence by the same terminology, provided that both countries 
criminalize the conduct underlying the offence.  
 
Countries should ensure that, of the powers and investigative techniques required under 
Recommendation 31, and any other powers and investigative techniques available to their 
competent authorities: 

a) all those relating to the production, search and seizure of information, documents 
or evidence (including financial records) from financial institutions or other 
persons, and the taking of witness statements; and 

b) a broad range of other powers and investigative techniques;  
 
are also available for use in response to requests for mutual legal assistance, and, if 
consistent with their domestic framework, in response to direct requests from foreign 
judicial or law enforcement authorities to domestic counterparts. 
 
To avoid conflicts of jurisdiction, consideration should be given to devising and 
applying mechanisms for determining the best venue for prosecution of defendants in 
the interests of justice in cases that are subject to prosecution in more than one 
country. 
 
Countries should, when making mutual legal assistance requests, make best efforts to 
provide complete factual and legal information that will allow for timely and efficient 
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execution of requests, including any need for urgency, and should send requests using 
expeditious means. Countries should, before sending requests, make best efforts to 
ascertain the legal requirements and formalities to obtain assistance.  
 
The authorities responsible for mutual legal assistance (e.g. a Central Authority) 
should be provided with adequate financial, human and technical resources. Countries 
should have in place processes to ensure that the staff of such authorities maintain 
high professional standards, including standards concerning confidentiality, and 
should be of high integrity and be appropriately skilled. 

 
38. Mutual legal assistance: freezing and confiscation * 

 
Countries should ensure that they have the authority to take expeditious action in response to 
requests by foreign countries to identify, freeze, seize and confiscate property laundered; proceeds 
from money laundering, predicate offences and terrorist financing; instrumentalities used in, or 
intended for use in, the commission of these offences; or property of corresponding value. This 
authority should include being able to respond to requests made on the basis of non-conviction-
based confiscation proceedings and related provisional measures, unless this is inconsistent with 
fundamental principles of their domestic law. Countries should also have effective mechanisms 
for managing such property, instrumentalities or property of corresponding value, and 
arrangements for coordinating seizure and confiscation proceedings, which should include the 
sharing of confiscated assets. 

 
39. Extradition 

 
Countries should constructively and effectively execute extradition requests in relation to money 
laundering and terrorist financing, without undue delay. Countries should also take all possible 
measures to ensure that they do not provide safe havens for individuals charged with the financing 
of terrorism, terrorist acts or terrorist organisations. In particular, countries should: 
 

(a) ensure money laundering and terrorist financing are extraditable offences; 
(b) ensure that they have clear and efficient processes for the timely execution of 

extradition requests including prioritization where appropriate. To monitor 
progress of requests a case management system should be maintained; 

(c) not place unreasonable or unduly restrictive conditions on the execution of 
requests; and 

(d) ensure they have an adequate legal framework for extradition.  
 

Each country should either extradite its own nationals, or, where a country does not do so solely 
on the grounds of nationality, that country should, at the request of the country seeking 
extradition, submit the case, without undue delay, to its competent authorities for the purpose of 
prosecution of the offences set forth in the request. Those authorities should take their decision 
and conduct their proceedings in the same manner as in the case of any other offence of a serious 
nature under the domestic law of that country. The countries concerned should cooperate with 
each other, in particular on procedural and evidentiary aspects, to ensure the efficiency of such 
prosecutions.  
 
Where dual criminality is required for extradition, that requirement should be deemed to be 
satisfied regardless of whether both countries place the offence within the same category of 
offence, or denominate the offence by the same terminology, provided that both countries 
criminalize the conduct underlying the offence.  
 
Consistent with fundamental principles of domestic law, countries should have simplified 
extradition mechanisms, such as allowing direct transmission of requests for provisional arrests 
between appropriate authorities, extraditing persons based only on warrants of arrests or 
judgments, or introducing a simplified extradition of consenting persons who waive formal 
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extradition proceedings. The authorities responsible for extradition should be provided with 
adequate financial, human and technical resources. Countries should have in place processes to 
ensure that the staff of such authorities maintain high professional standards, including standards 
concerning confidentiality, and should be of high integrity and be appropriately skilled. 

 
40. Other forms of international cooperation * 

 
Countries should ensure that their competent authorities can rapidly, constructively and 
effectively provide the widest range of international cooperation in relation to money laundering, 
associated predicate offences and terrorist financing. Countries should do so bot spontaneously 
and upon request, and there should be a lawful basis for providing cooperation. Countries should 
authorise their competent authorities to use the most efficient means to cooperate. Should a 
competent authority need bilateral or multilateral agreements or arrangements, such as a 
Memorandum of Understanding (MOU), these should be negotiated and signed in a timely way 
with the widest range of foreign counterparts. 
 
Competent authorities should use clear channels or mechanisms for the effective transmission and 
execution of requests for information or other types of assistance. Competent authorities should 
have clear and efficient processes for the prioritization and timely execution of requests, and for 
safeguarding the information received. 
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mshy³ - K 
SUSPICIOUS TRANSACTION REPORT (STR) 

 

A.  Reporting Institution : 
 1. Name of the Bank:  
 2. Name of the Branch: 
B. Details of Report: 
 1. Date of sending report:  
  

 2. Is this the addition of an earlier report? Yes  No  
  

 3.If yes, mention the date of previous report  
C.  Suspect Account Details : 
 1. Account Number: 
 

 2. Name of the account:  
  

 3. Nature of the account: 
 (Current/savings/loan/other, pls. specify) 
 4. Nature of ownership:  
 (Individual/proprietorship/partnership/company/other, pls. specify) 
 5.Date of opening:  
   

 6. Address:  
   
   
D.  Account holder details : 
1. 1. Name of the account holder:  

 

 2. Address:  
  

 3. Profession:  
   

 4. Nationality:  
   

 5. Other account(s) number (if any):  
   

 6. Other business:  
   

 7. Father’s name:  
   

 8. Mother’s Name:  
   

 9. Date of birth:  
   

 10. TIN:  
2. 1. Name of the account holder:  

 

 2. Relation with the account   
    holder mention in sl. no. D1 

 

      

 3. Address:  
   

 4. Profession:  
   

 5. Nationality:  
   

 6. Other account(s) number(if any):  
   

 7. Other business:  
  

 8. Father’s name:  
  

 9. Mother’s Name:  
  

 10. Date of birth: 
  

 11. TIN: 
E.  Introducer Details : 
 1. Name of introducer:  
 

 2. Account number:  
  

 3.Relation with account holder:  
   

 4. Address:  
   

 5. Date of opening:  
  

 6. Whether introducer is maintaining   
    good relation with bank 

 

Annexure-G 
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F. Reasons for considering the transaction(s) as unusual/suspicious?
    

(Mention summery of suspicion and consequence of events) 
[To be filled by the BAMLCIO] a.  Identity of clients 

   

b.  Activity in account 
   

c.  Background of client 
   

d.  Multiple accounts 
   

e.  Nature of transaction 
   

f.  Value of transaction 
   

g.  Other reason (Pls. Specify) 
   
   
G. Suspicious Activity Information 
Summary characterization of suspicious activity: 
 

a.  Bribery/Gratuity h.  Counterfeit debit/credit card o.  Mortgage Loan Fraud 
         

b.  Check Fraud i.  Counterfeit instrument p.  Mysterious Disappearance 
     

c.  Check Kitting j.  Credit card fraud q.  Misuse of Position or Self Dealing 
     

d.  Commercial loan fraud k.  Debit card fraud r.  Structuring 
         

e.  Computer intrusion l.  Defalcation/Embezzlement s.  Terrorist Financing 
         

f.  Consumer loan fraud m.  False statement t.  Wire Transfer Fraud 
         

g.  Counterfeit check n.  Identity Theft u. Other    
H. Transaction Details: 
Sl. no. Date Amount Type* 

    
    
    
    

*Cash/Transfer/Clearing/TT/etc. 
Add paper if necessary 

I. Counter Part’s Details 
Sl. no. Date Bank Branch Account no.  Amount 

      
      
      
      
 
J. Has the suspicious transaction/activity had a material impact on or 
otherwise affected the financial soundness of the bank? 

  

Yes  No  
K. Has the bank taken any action in this context? If yes, give details.
 

 
 
 
L. Documents to be enclosed 

1. Account opening form along with submitted documents 
2. KYC Profile, Transaction Profile 
3. Account statement for last one year 
4. Supporting Voucher/correspondence mention in sl. no. H
5.  

 
 
 

 Signature    : 
(CAMLCO or authorized officer of CCU) 
 Name             : 
 Designation    : 
Phone             : 
Date             : 
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Annexure-H 
-----  e¨vsK wjt  

ÑÑÑÑ kvLv|  
  

kvLv KZ©„K ¯^wbav©iYx c×wZi gva¨‡g wbR¯^ Ae¯’vb wbY©q  
MvB‡WÝ †bvUm Ab wcÖ‡fbkb Ae gvwb  jÛvwis Gi 6.5 Aby‡”Q` Abymv‡i cÖ‡Z¨KwU kvLv e¨vs‡Ki wbR¯̂ I 

RvZxq gvwb jÛvwis cÖwZ‡iva bxwZgvjvi Av‡jv‡K wbgœewb©Z cÖkœgvjvi we Í̄vwiZ DËi cÖ̀ v‡bi gva¨‡g ¯^wbav©iY c×wZ‡Z 
wb‡R‡`i Ae¯’vb wbY©q Ki‡e t   

cÖkœgvjv  kvLvi gšÍe¨  
1. kvLvq †gvU Kg©KZ©v/Kg©Pvixi 

msL¨v KZ (c`vbyhvqx)? 
kZKiv KZRb Kg©KZ©v/ 
Kg©Pvix gvwb jÛvwis cÖwZ‡iva 
welqK AvbyôvwbK cÖwkÿY 
MÖnY K‡i‡Qb?   

  

    

2. kvLvi Kg©KZ©v/Kg©PvixMY 
e¨vs‡Ki gvwb jÛvwis 
cÖwZ‡iva msμvšÍ bxwZ, c×wZ 
I †cÖvMÖvg Ges RvZxq 
bxwZgvjvmn evsjv‡`k 
e¨vs‡Ki MvBWjvBÝ m¤ú‡K© 
AewnZ Av‡Qb wK?  

welqwU hvPvB‡qi c×wZ Kx?    

3. kvLv ch©v‡q wbw`©ó mg‡qi 
weiwZ‡Z gvwb jÛvwis 
cÖwZ‡iva welqK mfv AbywôZ 
nq wKbv?   

n‡j KZ mgq ci ci AbywôZ nq? 
mfvi Av‡jvP¨m~Px mK‡ji AeMwZi 
Rb¨ e›Ub Kiv nq wKbv? mfvq wK wK 
¸iæZ¡c~Y© wm×všÍ M„nxZ n‡q‡Q? mfvq 
M„nxZ wm×všÍ wKfv‡e cwicvwjZ nq?  

  

4.e¨w³bvgxq, K‡c©v‡iU I 
Ab¨vb¨ wnmve (‡hgb PjwZ, 
mÂqx, Gm.wU.wW., ’̄vqx 
AvgvbZ, we‡kl ¯‹xg, FC, 

RFCD, NFCD) †Lvjvi 
†ÿ‡Î MÖvnK cwiwPwZ 
m‡šÍvlRbKfv‡e MÖnY Kiv 
n‡”Q wKbv ?   

Dnvi mwVKZv wKfv‡e hvPvB nq? 
wKfv‡e Zv kvLvq msi¶Y Kiv n‡”Q?  

  

5.  SzuwKi wfwË‡Z kvLv Zv‡`i 
MÖvnK‡`i †kªYxweb¨vm/ 
†kªYxKiY K‡i wK?   

K‡i _vK‡j G ch©šÍ KZwU D”P SzuwK 
m¤úbœ wnmve kvLvq †Lvjv n‡q‡Q?  
Gai‡bi wnmve †Lvjv I cwiPvjbvi  
†¶‡Î kvLv Kx c`‡¶c MÖnY K‡i‡Q?  

  

6.  30 GwcÖj, 2002 Gi c~‡e© 
†Lvjv wnmvemg~‡ni KYC 

procedures m¤úbœKiY 
cÖwμqvi AMÖMwZ m‡šÍvlRbK 
wKbv?   

G ch©šÍ kvLv KZ©„K KYC procedures 
m¤úbœKiY AMÖMwZi nvi KZ? 
Rvbyhvix 2010 Gi g‡a¨ welqwU 
m¤úbœ Kivi Rb¨ kvLv Kx D‡`¨vM 
MÖnY K‡i‡Q?  
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7. kvLv wK MÖvn‡Ki KYC Profile 

wbw`©ó mgq ci ci cybt 
g~j¨vqbc~e©K nvjbvMv` K‡i 
_v‡K?   

K‡i _vK‡j wKfv‡e Ges KZ mgq 
ci ci GB g~j¨vqb m¤úvw`Z n‡q 
_v‡K?  

  

7. kvLv fvmgvb / PjšÍ 
MÖvnK‡`i †¶‡Î KYC 

cÖwμqv AbymiY K‡i wK? 

K‡i _vK‡j wKfv‡e Av‡jvP¨ 
cÖwμqvwU m¤úbœ K‡i _v‡K?  

  

9. Online e¨vswKs Gi †¶‡Î 
evsjv‡`k e¨vs‡Ki wb‡ ©̀kbv 
Abymv‡i Rgv`vbKvix I 
D‡ËvjbKvixi Z_¨ †bqv nq 
wK?  

n‡q _vK‡j Kx c×wZ‡Z kvLvq GB 
gwbUwis m¤úbœ nq?  

  

10. kvLv wK SzuwK wfwËK A_ev 
wbav©wiZ mxgvi Dc‡ii 
†jb‡`‡bi wfwË‡Z MÖvnK‡`i 
†kªYx wefvRbc~e©K Zv‡`i 
†NvwlZ TP Gi mv‡_ MÖvn‡Ki 
†jb‡`b gwbUwis K‡i _v‡K?   

  

K‡i _vK‡j Kx c×wZ‡Z ‡bqv nq?    

11. G hver kvLv KZ©„K KZ¸‡jv 
m‡›`nRbK †jb‡`b (STR) 

mbv³ Kiv n‡q‡Q?   

 kvLv KZ©„K STR mbv³ Kivi Rb¨ Kx 
ai‡bi c×wZi cÖeZ©b Kiv n‡q‡Q?  

  

12. MÖvnK KZ©„K cybt cybt bM` 
†jb‡`b wi‡cvwU©s mxgvi 
(CTR) bx‡P †jb‡`b 
(Structuring) mbv³ Kivi 
†Kvb c×wZ kvLv KZ©„K 
cÖewZ©Z n‡q‡Q wKbv?  

  

n‡q _vK‡j wKfv‡e Structuring 
mbv³ Kiv nq?  

  

13. kvLv KZ©„K wbqwgZ I 
mwVKfv‡e CTR †K› ª̀xq 
cwicvjb BDwb‡U †cÖiY Kiv 
n‡”Q wKbv?   

n‡q _vK‡j †cÖwiZ Z‡_¨i mwVKZv 
wKfv‡e hvPvB Kiv n‡”Q?  

  

14.GgGjwc AvBb, mvK©yjvi, 
cÖwk¶Y †iKW©, weeiYx I 
Ab¨vb¨ GGgGj msμvšÍ 
welqvejxi Avjv`v bw_ kvLv 
KZ©„K msi¶Y Kiv nq wKbv? 
AvBb mvKz©jvi BZ¨vw`i Kwc 
kvLvi mKj Kg©KZ©v/ 
Kg©Pvix‡`i mieivn Kiv nq 
wKbv?  

  

n‡q _vK‡j n¨vu A_ev bv  n†q _vK‡j 
bv wjLyb|  

  

15.gvwb jÛvwis cÖwZ‡iva 
mvK©yjvi-14 Abymv‡i kvLvq 
PEPs  Gi †Kvb wnmve 
msi¶Y Kiv n‡”Q wKbv?   

DËi n¨vu n‡j GB wnmve ‡Lvjv I 
cwiPvjbvi †¶‡Î Kx ai‡bi mZK©Zv 
Aej¤̂b Kiv n‡”Q?  
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16. cÖavb Kvh©vjq I evsjv‡`k 
e¨vs‡Ki cwi`k©b cÖwZ‡e`‡b 
D‡jøwLZ gvwb jÛvwis 
cÖwZ‡iva cwicvjb welqK 
ỳe©jZv/Awbqgmg~n wbqwgZ 

Kiv n‡q‡Q wKbv?   
  

bv n‡q _vK‡j cÖwZeÜKZvmg~n Kx 
Kx?  

  

17. kvLv KZ©„K ˆe‡`wkK 
†iwg‡UÝmn Ab¨vb¨ BbIqvW© 
I AvDUIqvW© †iwg‡UÝ 
gwbUwis Kiv nq wKbv?   

n‡q _vK‡j wKfv‡e?    

 
   
 
 
 
 
   

kvLv gvwb jÛvwis cwicvjb Kg©KZv©i bvg,¯̂v¶i, ZvwiL I mxj kvLv e¨e ’̄vc‡Ki bvg,¯̂v¶i, ZvwiL I mxj 
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Annexure-I 
 
 

Af¨šÍixY wbix¶v wefvM  
-------- e¨vsK wjt  

cÖavb Kvh©vjq  
XvKv/ivRkvnx|  

  
kvLv cwi`k©‡bi †PKwj÷  

  

(e¨vs‡Ki Af¨šÍixY wbix¶v wefvM MvB‡WÝ †bvUm Ab wcÖ‡fbkb Ae gvwb jÛvwis Gi 6.6 Aby‡”Q` Gi wb‡ ©̀kbv ‡gvZv‡eK 
wbgœwjwLZ cªkœgvjvi h_vh_ DËi (WKz‡g›U wfwËK) Abymv‡i ‡¯‹vi cÖ̀ vbc~e©K kvLvi gvwb jÛvwis cÖwZ‡iva Kvh©μg‡K gyj¨vqb 
Ki‡e| Af¨šÍixY wbix¶v wefvM KZ©„K kvLvi Dci cÖYxZ evwl©K wbix¶v wi‡cv‡U© gvwb jÛvwis cÖwZ‡iva Kvh©μg g~j¨vqb msμvšÍ 
Avjv`v Aa¨v‡q (Separate Chapter) mgy`q welqvw` mycvwikmn mwbœ‡ewkZ Ki‡e|  hvPvB‡qi gvb`Û Abymv‡i m¤ú~Y©iƒ‡c 
cwicvwjZ n‡j m¤c~Y© †¯‹vi, AvswkK cwicvj‡b AvswkK †¯‹vi Ges DËi †bwZevPK n‡j k~Y¨ †¯‹vi cÖ̀ vb Kiæb|)   

μ 
bs AÂj/Gwiqv cÖkœgvjv hvPvB‡qi gvb`Ê ‡¯‹vi

 
cÖvß
†¯‹vi 

 1.  kvLv cwicvjb 
BDwbU  

1.  kvLvq GKRb AwfÁ I †R¨ô 
cwicvjb Kg©KZ©v (BAMLCO) 
i‡q‡Qb wK?  

Awdm AWv©i †`Lyb| kvLvi 
e¨e ’̄vcK/ wØZxq Kg©KZ©v 
A_ev by¨bZg 3 eQi ‡nW Ae 
†Rbv‡ij e¨vswKs wn‡m‡e 
Kg©iZ Kg©KZ©v‡K BAMLCO 
g‡bvbxZ Kiv DwPZ|  

3   3 

2.   weMZ ỳB eQ‡i wZwb gvwb jÛvwis 
cÖwZ‡iva welqK †Kvb cÖwk¶‡Y 
AskMÖnY K‡i‡Qb wK?   

gvwb jÛvwis cÖwZ‡iva AvBb, 
mvKz©jvi Ges MvB‡WÝ †bvUm 
m¤ú‡K© wZwb h‡_ó cwigvb AewnZ 
wK?  

mv¶vrKvi I bw_c‡Îi 
wfwË‡Z hvPvB Kiæb |  

5 
  

 

 

3.  kvLvi gvwb jÛvwis cÖwZ‡iva 
Kvh©μg h_vwbq‡g cwicvwjZ 
n‡”Q- G welqwU wbwðZ nIqvi 
j‡¶¨ BAMLCO wbw ©̀ó I 
MÖnY‡hvM¨ mgq ci ci Ges 
Kvh©Ki cÖwμqvq gwbUwis I 
ch©v‡jvPbv K‡i _v‡Kb wK?  

BAMLCO KZ©„K gwbUwis I 
ch©v‡jvPbvi cÖwμqv hvPvB I 
Gi h_v_©Zv cix¶vc~e©K 
g~j¨vqb Kiæb|  

5    

4.  BAMLCO KZ©„K kvLvq cwiPvwjZ 
D”P SzuywKhy³ wnmvemn mKj 
wnmv‡ei †jb‡`b gwbUwis ch©vß 
wK?  

BAMLCO KZ©„K D”P SzuywKhy³ 
wnmvemn mKj wnmv‡ei 
†jb‡`b gwbUwis c×wZ hvPvB 
I Gi h_v_©Zv cix¶vc~e©K 
g~j¨vqb Kiæb|  

3    

5.  gvwb jÛvwis cÖwZ‡iva mvK©yjvi-14 
Abymv‡i kvLvq PEPs  Gi †Kvb 
wnmve msi¶Y Kiv n‡”Q wKbv?  

GB ai‡bi wnmve ‡Lvjv I 
cwiPvjbvi †¶‡Î GGgGj 
mvKz©jvi-14 Abymv‡i mZK©Zv 
Aej¤̂b Kiv n‡”Q wKbv Zv 
hvPvB Kiæb|  

3 
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2.  gvwb jÛvwis 
cÖwZ‡iva wel‡q 
Kg©KZ©v/Kg©Pvix‡`i 
Ávb  

1.  kvLvq KqRb Kg©KZ©v/Kg©Pvix gvwb 
jÛvwis cÖwZ‡iva welqK AvbyôvwbK 
cÖwk¶Y MÖnY K‡i‡Qb?  

100% Kg©KZ©vi cÖwk¶Y 
m¤úbœ n‡j Zv m‡šÍvlRbK 
e‡j we‡ewPZ n‡e| †iKW© 
cix¶v Kiæb |  

5 

2.  kvLvi Kg©KZ©v/Kg©PvixMY e¨vs‡Ki 
gvwb jÛvwis cÖwZ‡iva msμvšÍ 
bxwZ, c×wZ I †cÖvMÖvg Ges RvZxq 
bxwZgvjvmn evsjv‡`k e¨vs‡Ki 
MvBWjvBÝ m¤ú‡K© AewnZ Av‡Qb 
wK?  

kvLvi AšÍZt 20% Kg©KZ©vi 
mv¶vrKv‡ii wfwË‡Z g~j¨vqb 
Kiæb|  

3 
  

 
 

 

  kvLvi gvwb jÛvwis Kvh©μg 
g~j¨vq‡bi Rb¨ GKwU wbw`©ó mgq 
AšÍi AšÍi kvLv e¨e ’̄vc‡Ki 
†bZ…‡Z¡ Kg©KZ©v/Kg©PvixM‡Yi mfv 
Av‡qvwRZ nq wKbv?   

mfvi Av‡jvP¨m~Px msMÖn I 
Gi Kvh©KixZv cix¶v Kiæb |  

5 
  

 
 

 

3.  MÖvnK cwiwPwZ 
(KYC) c×wZ  

wnmveaviK‡`i KYC     
1.  e¨w³bvgxq, K‡c©v‡iU I Ab¨vb¨ 

wnmve †Lvjvi †¶‡Î MÖvnK 
cwiwPwZ m‡šÍvlRbKfv‡e MÖnY 
Kiv n‡q‡Q wKbv  Ges Dnvi 
mwVKZv hvPvB I h_vh_fv‡e 
†iKW© Kiv n‡q‡Q wKbv?  

cÖ‡Z¨K ai‡bi 2/3wU wnmv‡ei 
bgybv cix¶v Kiæb | G‡¶‡Î 
gvwb jÛvwis cÖwZ‡iva mvK©yjvi 
I MvB‡WÝ †bvUm Gi 5.6-
5.13 Gi wb‡ ©̀kbv cwicvwjZ 
n‡q‡Q wKbv hvPvB Kiæb | 

  
4  

  

2.  SzuwKi wfwË‡Z kvLv Zv‡`i 
MÖvnK‡`i †kªYxweb¨vm/†kªYxKiY 
K‡i wK?  

†kªYxweb¨vm/†kªYxKiY c×wZ 
GGgGj mvKz©jv‡i ewY©Z 
wb‡ ©̀kbvi mv‡_ msMwZc~b© 
wKbv Zv cix¶v Kiæb | 

  
4  

  

2.  D”P SzuwKwewkó MÖvnK‡`i †¶‡Î 
cÖ‡qvRbxq AwZwi³ Z_¨ msMÖn 
Kiv nq wK?  

wK ai‡bi Z_¨ msMÖn Kiv nq 
Ges Zv h‡_ó wKbv cix¶v 
Kiæb |  

3    

4.  30 GwcÖj, 2002 Gi c~‡e© †Lvjv 
wnmvemgy‡ni KYC procedures 
m¤úbœKiY cÖwμqvi AMÖMwZi 
me©‡kl Ae ’̄v †Kgb?  

gvwb jÛvwis cÖwZ‡iva 
mvKy©jvi-06 Abymv‡i Zv 31 
Rvbyqvix, 2010 m¤úbœ n‡e 
wKbv Ges kvLvi AMÖMwZi 
wfwË‡Z g~j¨vqb Kiæb |  

5    

5.  kvLv wK MÖvn‡Ki KYC Profile 

wbw`©ó mgq ci ci 
cybtg~j¨vqbc~e©K nvjbvMv` K‡i 
_v‡K?  

KYC Profile  cybtg~j¨vqb I 
nvjbvMv` c×wZ g~j¨vq‡bi 
wfwË‡Z g~j¨vqb Kiæb | 

  
5  

  

fvmgvb MÖvnK‡`i KYC    

1.  kvLv fvmgvb/PjšÍ MÖvnK‡`i 
(wWwW, wUwU, AbjvBb Rgv 
BZ¨vw`) †¶‡Î KYC cÖwμqv AbymiY 
K‡i wK?  
 

 Abym„Z cªwμqv GZ`msμvšÍ 
gvwb jÛvwis cÖwZ‡iva 
mvKz©jvi/mvKz©jvi †jUv‡ii 
mv‡_ msMwZc~Y© Ges SuywK 
n«v‡m mnvqK wKbv Zv 
we‡ePbvc~e©K g~j¨vqb Kiæb |  

3 



- 92 - | P a g e  
 

4.  ‡jb‡`‡bi AbywgZ 
gvÎv (TP) MÖnY I 

gwbUwis  

1.  kvLv wK MÖvnK‡`i cÖK…Z †jb‡`b 
Zv‡`i †NvwlZ TP Gi mv‡_ 
gwbUwis K‡i _v‡K?  

by¨bZg 10wU wnmv‡ei gwbUwis 
c×wZi bgybv cix¶v Kiæb 
Ges Gi Kvh©KvixZv hvPvB 
Kiæb|  

5 

2.  kvLv wK ˆe‡`wkK †iwg‡UÝmn 
Ab¨vb¨ BbIqvW© I AvDUIqvW© 
†iwg‡UÝ gwbUwis K‡i _v‡K?  

10wU G ai‡bi †Km I wecyj 
cwigvb †jb‡`‡bi RFCD 

A/C, NFCD A/C cix¶v 
Kiæb|  

5 
  

 
 
 

3.  kvLv wK wbw`©ó mgq ci ci TP 

ch©v‡jvPbv I nvjbvMv` K‡i?  
  

TP ch©v‡jvPbv I nvjbvMv` 
Kiv n‡q‡Q Ggb 10wU bgybv 
cix¶v I Gi Kvh©KixZv hvPvB 
Kiæb |  

5 
  

 
 
 

5.  m‡›`nRbK 
†jb‡`b wi‡cvU© 

(STR)  
I  

bM` †jb‡`b 
wi‡cvU©  
(CTR)  

1.  kvLvi mKj Kg©KZ©v/Kg©Pvix 
m‡›`nRbK †jb‡`b wi‡cvwU©s 
(STR) c×wZ m¤ú‡K© AewnZ 
Av‡Qb wK?  

MvB‡WÝ †bvUm Gi P¨vÞvi 
VIII Gi m¤ú‡K© kvLvi 
Kg©KZ©v‡`i aviYv cix¶v 
Kiæb|  

3    

2.  G hver KZ¸‡jv m‡›`nRbK 
†jb‡`b (STR) BAMLCO / CCU 
Gi wbKU wi‡cvU© Kiv n‡q‡Q?  

bw_ cix¶v Kiæb| BAMLCO/ 

CCU Gi wbKU †Kvb STR bv 
Ki‡j Zv Am‡šÍvlRbK 
we‡ewPZ n‡e| kvLvq STR 
mbv³Ki‡bi Rb¨ †Kvb 
c×wZi cÖeZ©b Kiv n‡q‡Q 
wKbv Zv hvPvB Kiæb|  

3 
  

 
 
 

3.  kvLv KZ©„K h_vh_ I mwVKiƒ‡c 
bM` †jb‡`b wi‡cvU© (CTR) Kiv 
nq wKbv?  

GZ &̀msμvšÍ bw_ cix¶v Kiæb 
| Kgc‡¶ GK gv‡mi K¨vk 
†iwRóvi/weeiYx cix¶v Kiæb 
Ges Gi wfwË‡Z H gv‡m 
`vwLjK…Z CTR wi‡cvU© 
cix¶vc~e©K CTR wi‡cvU© Gi 
mwVKZvi wel‡q g~j¨vqb Kiæb 
|  

4 
  

 
 
 

4.  MÖvnK KZ©„K c~bt c~bt wi‡cvwU©s 
mxgvi bx‡P †jb‡`b (Structuring) 
mbv³ Kivi †Kvb c×wZ kvLv 
KZ©„K cÖewZ©Z n‡q‡Q wKbv?  

GZ &̀msμvšÍ kvLvi c`‡¶c 
cix¶vc~e©K  g~j¨vqb Kiæb |  

4    

6.  CCU eivei 
weeiYx `vwLj  

1.  kvLv KZ©„K KZwU weeiYx CCU 
eivei `vwLj Kiv nq? kvLv wK 
h_vmg‡q weeiYx `vwLj K‡i?  

GZ &̀msμvšÍ bw_ cix¶v Kiæb 
| wej‡¤^ A_ev eeiYx `vwLj 
bv Ki‡j Zv Am‡šÍvlRbK 
we‡ewPZ n‡e|  

3    

2.  
 
 

bgybv wfwË‡Z K‡qK †mU weeiYx 
hvPvB K‡i †`Lv n‡e †h G 
weeiYx‡Z AšÍf~©³ Z_¨vw` mwVK 
Ges cwic~Y© wKbv|  

GZ &̀msμvšÍ bw_ cix¶v Kiæb 
| Z_¨vw` mwVK I cwic~Y© bv 
n‡j Zv Am‡šÍvlRbK 
we‡ewPZ n‡e| 
 

  
  

2  
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7.  ‡iKW© msi¶Y  1.  gvwb jÛvwis cÖwZ‡iva AvBb,2002 
Gi 19(1)(K), wbqš¿YKvix 
KZ©„c¶ Ges e¨vs‡Ki wbR¯̂ 
bxwZgvjv Abyhvqx MÖvnK cwiwPwZ 
(KYC) Ges †jb‡`b m¤úwK©Z 
†iKW© h_vh_fv‡e msi¶‡Yi 
weavb Av‡Q wK?   

5wU eÜ wnmve cix¶v Kiæb| 
G‡¶‡Î gvwb jÛvwis cÖwZ‡iva 
AvBb, 2002 Gi 19(1)(K) 
Gi weavb h_vh_fv‡e AbymiY 
Kiv n‡q‡Q wKbv hvPvB Kiæb|  
  

2

2.  
 

wbqš¿YKvix KZ©„c¶ ev CCU Gi 
Pvwn`v †gvZv‡eK †iKW©mg~n 
mieivn Kiv nq wK?  

GZ &̀msμvšÍ bw_ cix¶v 
Kiæb| h_vmg‡q I h_vh_ 
Z_¨ mieivn bv Ki‡j Zv 
Am‡šÍvlRbK we‡ewPZ n‡e|  
 

 
  

2  

  

8.  AML m¤úwK©Z 
kvLvi mvwe©K 

Kvh©μg  

1.  kvLv e¨e¯’vcK BAMLCO bv n‡j 
kvLv e¨e¯’vcK AML ‡cÖvMÖvg 
ev¯Íevq‡b h_vh_ f~wgKv cvjb 
K‡i wK?  

kvLvq Av‡qvwRZ mfvi 
Av‡jvP¨m~Px I kvLv 
e¨e ’̄vc‡Ki mv‡_ mv¶vrKv‡ii 
wfwË‡Z g~j¨vqb Kiæb|  
 

1    

2.  
 
 

c~e©eZ©x Af¨šÍixY I ewnt wbix¶v 
cÖwZ‡e`b cix¶vKv‡j AML 

‡cÖvMÖv‡gi AvIZvq †Kvb Awbqg I 
ỳe©jZvi D‡jøL¨ cvIqv †M‡Q wKbv 

Ges kvLv †Kvb ms‡kvabg~jK 
e¨e¯’v MÖnY K‡i‡Q wKbv?  
 

me©‡kl wbix¶v msμvšÍ wi‡cvU© 
cix¶v Kiæb Ges wK ai‡bi 
ms‡kvabg~jK e¨e¯’v †bIqv 
n‡q‡Q hvPvB Kiæb|  
  

3    

3.  
 
 

kvLvi mvwe©K Kvh©μg m‡šÍvlRbK 
wK?  
  

kvLvi gvwb jÛvwis cÖwZ‡iva 
msμvšÍ mvwe©K Kvh©μg Gi 
wfwË‡Z g~j¨vqb Kiæb|  
 

 
  

2  

  

                              †gvU  100   
 
  
kvLvi mvwe©K g~j¨vqbt  
  

‡¯‹vi  †iwUs  

91-100  Lye fvj  

71-90  fvj  

56-70  m‡šÍvlRbK 

41-55  cÖvwšÍK  

40 I Gi bx‡P Am‡šÍvlRbK 
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Money Laundering Prevention Act, 2012 
 

 

Bangladesh Gazette 
 

Extraordinary 

Published by the authority 

 

Monday, 20 February, 2012 

 

 

Bangladesh Parliament 
 

Dhaka, 20 February, 2012 /08 Falgun, 1418 

 

The following Act of  Parliament received the assent of the President on 20 February, 

2012 (08 Falgun, 1418) and is hereby published for general information:- 

 

 

Act No. 5 of 2012 

 

An Act to repeal the existing Act and Ordinance regarding the prevention of money 

laundering and to reenact a law relating thereto 

 

 

  Whereas it is expedient and necessary to reenact a law regarding the prevention of money 

laundering and other offences connected therewith including punishment thereof and the 

matters ancillary thereto by repealing the existing Act and Ordinance relating thereto; 

 

Therefore, it is hereby enacted as follows:- 

1. Short title and commencement.– (1) This Act may be called the Money Laundering 

Prevention Act, 2012. 

(2) It shall be deemed to have come into force on 3 Magh, 1418 BE/16 January, 2012 AD.  

 

2. Definitions.– Unless there is anything repugnant in the subject or context,  in this Act – 

 

(a) “smuggling of money or property” means- 

(i) transfer or holding money or property outside the country in breach of the existing 

laws in the country; or 

(ii) refrain from repatriating money or property from abroad in which Bangladesh has 

an interest and was due to be repatriated; or  

(iii) not bringing into the country the actual dues from a foreign country, or paying to a 

foreign country in excess of the actual dues;  
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(b) “money or value transfer service” means a financial service in which the service provider 

receives currency, cheques, other financial instruments (electronic or otherwise) in one 

location, and provides the beneficiary with the equal value in currency or financial 

instruments or any other means in a different location; 
 

(c) “proceeds of crime” means any property obtained or derived, directly or indirectly, from 

a predicate offence or any such property retained or controlled by anybody; 
 

(d) “freeze” means any action taken by the competent authorities pursuant to this Act by 

which  any property is brought within the control of the relevant authorities or the court 

on a temporary basis and the property shall be disposed of by taking a final decision by 

the court regarding confiscation of the property; 
 

(e)  “non-profit organization/institution” means any institution registered under section 28 of 

the Company Act, 1994 (Act XVIII of 1994); 
 

(f) “financial instrument” means all papers or electronic documents which have a financial 

value; 
 

(g) “financial institution” means a financial institution defined under section 2(b) of the 

Financial Institutions Act, 1993 (Act No. XXVII of 1993); 
 

(h) “court” means the court of a special judge; 
 

(i) “attachment” means any action taken by the court pursuant to this Act by which any 

property is restrained or held by the relevant authorities or the court on a temporary 

basis and the property shall be disposed of by taking a final decision by the court; 
 

(j) “customer” means any person or persons or entity or entities that may be defined by 

Bangladesh Bank from time to time; 
 

(k) “trust and company service providers” means any persons or business institution that is 

not defined in any other laws and provides with any of the following services to any 

third party:-  

 (1)    to act as an agent of establishing any legal entity, 

 (2)  to act as or appoint someone to act as a director, secretary of any legal entity 

or act as a partner in a partnership business, or perform other responsibilities 

in an equivalent  position,  

(3)   to act as a registered agent for any legal entity,  

(4)    to act as or appoint someone to act as a trustee of an express trust,  

(5)  to act as or appoint someone to act as a director instead of a nominee 

shareholder or   any other person; 
 

(l) “investigation agency” means the Anti Corruption Commission established under the 

Anti Corruption Commission Act, 2004 (Act No. V of 2004); and any officer of the 

Commission authorized in this behalf by it to investigate or notwithstanding anything 

contained in any other law, it shall also include any officer of any other investigation 

agency; 
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(m) “cash” means any currency recognized by a country as being the authorized currency for 

that country, including coins, paper currency, travelers‟ cheques, postal notes, money 

orders, cheques, bank drafts, bearer bonds, letters of credit, bills of exchange, credit 

card, debit card or promissory notes; 
 

(n) “disposal” means the sale of property which is degradable, perishable or unsuitable for 

use after a certain time, or the destruction of property which falls within properties 

suitable for destruction under any other law or it shall also include any legal transfer of 

property by means of an open auction; 
 

(o) “confiscation” means the permanent transfer of the title of any property in favour of the 

State pursuant to a court order made under section 17 ; 
 

(p) “Bangladesh Bank” means Bangladesh Bank established under the Bangladesh Bank 

Order, 1972 (P.O. No. 127 of 1972); 
 

(q) “insurer” means an insurer defined under section 2(25) of the Insurance Act, 2010 (Act 

No. XIII of 2010); 
 

(r) “non government organization” means the institutions authorized or registered under the 

Societies Registration Act, 1860 (Act No. XXI of 1860), the Voluntary Social Welfare 

Agencies (Registration and Control) Ordinance, 1961 (Ordinance No. XLVI of 1961), 

the Foreign Donations (Voluntary Activities) Regulation Ordinance, 1978 (Ordinance 

No. XLVI of 1978), the Foreign Contributions Regulation Ordinance, 1982 (Ordinance 

No. XXXI of 1982), and the Microcredit Regulatory Authority Act, 2006 (Act No. 

XXXII of 2006) which- 

(i) receive fund (loan, grant, deposit) from local sources or  provides with fund 

to others; and/or  

(ii)   receive any kind of foreign donation or loan or grant; 
 

(s) “foreign currency” means any foreign exchange defined under section 2(d) of the Foreign 

Exchange Regulation Act, 1947 (Act No. VII of 1947); 
 

(t) “bank” means a bank company defined under section 5(o) of the Bank Companies Act, 

1991 (Act No. XIV of 1991) and it shall also include any other institution designated as 

a bank under any other law; 
 

(u) “money changer” means any person or institution approved by Bangladesh Bank under 

section 3 of the Foreign Exchange Regulation Act, 1947 (Act No. VII of 1947) for 

dealing in foreign exchange transactions; 
 

(v) “money laundering” means –  

 

(i)  knowingly moving, converting, or transferring proceeds of crime or 

property involved in an offence for the following purposes:- 

 

(1) concealing or disguising the illicit nature, source,  location, 

ownership or control of the proceeds of crime; or  
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(2) assisting any person involved in the commission of the predicate 

offence to evade the legal consequences of such offence;  
 

(ii)   smuggling money or property earned through legal or illegal means to a 

foreign country; 
 

(iii)  knowingly transferring or remitting the proceeds of crime to a foreign 

country or remitting or bringing them into Bangladesh from a foreign 

country with the intention of hiding or disguising its illegal source; or  
 

(iv)  concluding or attempting to conclude financial transactions in such a 

manner so as to reporting requirement under this Act may be avoided; 
 

(v)  converting or moving or transferring property with the intention to 

instigate or assist for committing a  predicate offence;  
 

(vi)  acquiring, possessing or using any property, knowing that such property 

is the proceeds of a predicate offence;  
 

(vii)  performing such activities so as to the illegal source of the proceeds of 

crime may be concealed or disguised;  
 

(viii) participating in, associating with, conspiring, attempting, abetting, 

instigate or counsel to commit any offences mentioned above; 
 

(w) “reporting organization” means –  

(i) bank; 

(ii) financial institution; 

(iii)insurer; 

(iv) money changer; 

(v) any company or institution which remits or transfers money or money value; 

(vi) any other institution carrying out its business with the approval of Bangladesh 

Bank;  

(vii) (1) stock dealer and stock broker,  

(2) portfolio manager and merchant banker, 

(3) securities custodian,  

(4) asset manager; 
 

(viii) (1) non-profit organization,  

(2) non government organization, 

(3) cooperative society; 
 

(ix)  real estate developer; 

(x) dealer in precious metals or stones; 

(xi)  trust and company service provider; 

(xii) lawyer, notary, other legal professional and accountant;  

(xiii) any other institution which Bangladesh Bank may, from time to time, notify 

with the  approval of the Government; 
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(x) “real estate developer” means any real estate developer or its officers or  employees or 

agents defined under section 2(15) of Real Estate Development and Management Act, 2010 

(Act No. 48 of 2010) who are engaged in constructing and buying and selling of land, 

house, commercial building and flat etc.; 
 

(y) “entity” means any kind of legal entity, statutory body, commercial or non commercial 

organization, partnership firm, cooperative society or any organization comprising one or 

more than one person;   
 

(z) “suspicious transaction” means such transactions –  

 

(i) which deviates from usual transactions; 

(ii) of which there is ground to suspect that, 

 (1) the property is the proceeds of an offence,  

(2) it is financing to any terrorist activity, a terrorist group or an individual 

terrorist; 

(iii) which is, for the purposes of this Act, any other transaction or attempt of 

transaction delineated in the instructions issued by Bangladesh bank from time to 

time; 
 

(aa) “cooperative society” means an institution established under section 2(20) of the 

Cooperative Societies Act, 2001 (Act No. XLVII of 2001) which is involved in receiving 

deposits and providing loans; 
 

(bb) “property” means –  
 

(i) any type of tangible, intangible, moveable, immoveable property; or  
 

(ii) cash, any deed or legal instrument of any form including electronic or digital form 

giving evidence of title or evidence of interest related to title in the property 

which is located within or outside the country; 
 

(cc) “predicate offence” means the offences mentioned below, by committing which within or 

outside the country, the money or property derived from is laundered or attempt to be 

laundered, namely:-  
 

(1) corruption and bribery; 
 

(2) counterfeiting currency; 
 

(3) counterfeiting deeds and documents; 
 

(4) extortion; 
 

(5) fraud; 
 

(6) forgery; 
 

(7) illegal trade of firearms; 
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(8) illegal trade in narcotic drugs, psychotropic substances and substances causing 

intoxication; 
 

(9) illegal trade in stolen and other goods; 
 

(10) kidnapping, illegal restrain and hostage taking; 
 

(11) murder, grievous physical injury; 
 

(12) trafficking of women and children; 
 

(13) black marketing; 
  

(14) smuggling of domestic and foreign currency; 
 

(15) theft or robbery or dacoity or piracy or hijacking of aircraft; 
 

(16) human trafficking; 
 

(17) dowry;  
 

(18)  smuggling and offences related to customs and excise duties; 
 

(19) tax related offences; 
 

(20) infringement of intellectual property rights; 
 

(21)  terrorism or financing in terrorist activities; 
 

(22) adulteration or the manufacture of goods through infringement of title; 
 

(23)  offences relating to the environment; 
 

(24)  sexual exploitation; 
 

(25)  insider trading and market manipulation using price sensitive information relating 

to the capital market in share transactions before it is published for general 

information to take advantage of the market and attempting to manipulate the 

market for personal or institutional gain;  
 

(26) organized crime, and participation in organized criminal  groups;  
 

(27) racketeering; and 
 

(28) any other offence declared as predicate offence by Bangladesh Bank, with the 

approval of the Government, by notification in the official Gazette, for the 

purpose of this Act. 
 

(dd) “special judge” means a special judge appointed under section 3 of the Criminal Law 

Amendment Act, 1958 (Act No. XL of 1958); 
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(ee) (1) “stock dealer and stock broker” means an institution defined under rule 2(i) and (j) of 

the Securities and Exchange Commission (Stock Dealer, Stock Broker and Authorized 

Representative) Rules, 2000; 
 

(2) “portfolio manager and merchant banker” means an institution defined under rule 2(f) 

and 2(j) of the Securities and Exchange Commission (Merchant Banker and Portfolio 

Manager) Rules, 1996; 
 

(3) “securities custodian” means an institution defined under rule 2(j) of the Securities 

and Exchange Commission (Security Custodial Service) Rules, 2003; 
 

(4) “asset managers” means an institution defined under rule 2(s) of the Securities and 

Exchange Commission (Mutual Fund) Rules, 2001; 
 

(ff) “High Court Division” means the High Court Division of the Bangladesh Supreme Court. 

 

3.  Act to override other laws.- Notwithstanding anything contained in any other law for the 

time being in force, the provisions of this Act shall, subject to the provisions of section 9, have 

effect. 

 

4. Offence of money laundering and punishment.– (1) For the purposes of this Act, money 

laundering shall be deemed to be an offence. 

 

(2) Any person who commits or abets or conspires to commit the offence of money 

laundering, shall be punished with imprisonment for a term of at least 4(four) years but not 

exceeding 12(twelve) years and, in addition to that, a fine equivalent to the twice of the value of 

the property involved in the offence or taka 10(ten) lacks, whichever is greater. 

 

(3)  In addition to any fine or punishment, the court may pass an order to forfeit the property 

of the convicted person in favour of the State which directly or indirectly involved in or related 

with money laundering or any predicate offence.  

 

(4)  Any entity which commits an offence under this section shall be punished with a fine of 

not less than twice of the value of the property or taka 20(twenty) lacks, whichever is greater and 

in addition to this the registration of the said entity shall be liable to be cancelled. 

 

(5) It shall not be a prerequisite to charge or punish for money laundering to be convicted or 

sentenced for any predicate offence.  

 

5. Punishment for violation of an order for freezing or attachment.– Any person who 

violates a freezing or attachment order issued under this Act shall be punished with 

imprisonment for a term not exceeding 3 (three) years or with a fine equivalent to the value of 

the property subject to freeze or attachment, or with both. 

 

6. Punishment for divulging information.– (1) No person shall, with an ill motive, divulge 

any information relating to the investigation or any other related information to any person, 

organization or news media.  
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(2) Any person, institution or agent empowered under this Act shall refrain from using or 

divulging any information collected, received, retrieved or known by the person, institution or 

agent during the course of employment or appointment, or after the expiry of any contract of 

service or appointment for any purpose other than the purposes of this Act.  

 

(3) Any person who contravenes the provisions of sub-sections (1) and (2) shall be punished 

with imprisonment for a term not exceeding 2 (two) years or a fine not exceeding taka 50 (fifty) 

thousand or with both. 

 

7. Punishment for obstruction or non-cooperation in investigation, failure to submit 

report or obstruction in the supply of information.- (1) Any person who, under this Act –  

 

(a) obstructs or declines to cooperate with any investigation officer for carrying out 

the investigation; or  

(b) declines to supply information or submit a report being requested without any 

reasonable ground; 

shall be deemed to have committed an offence under this Act. 

 

(2) Any person who is convicted under sub-section (1) shall be punished with imprisonment 

for a term not exceeding 1 (one) year or with a fine not exceeding taka 25 (twenty five)   

thousand or with both. 

8. Punishment for providing false information.– (1) No person shall knowingly provide 

false information in any manner regarding the source of fund or self identity or the identity of an 

account holder or the beneficiary or nominee of an account. 

(2) Any person who violates the provision of sub-section (1) shall be punished with 

imprisonment for a term not exceeding 3 (three) years or a fine not exceeding taka 50 (fifty) 

thousand or with both. 

9. Investigation and trial of an offence.- (1) Notwithstanding anything contained in any 

other law, the offences under this Act shall be considered as the scheduled offences under the 

Anti Corruption Commission Act, 2004 (Act No. V of 2004) and shall be investigated by the 

Anti Corruption Commission or any officer of the Commission empowered by it in this behalf or 

any officer of any other investigating agency authorized by the Anti Corruption Commission. 

(2) The offences under this Act shall be tried by a special judge appointed under section 3 of 

the Criminal Law Amendment Act, 1958 (Act No. XL of 1958). 

(3)  For the purpose of the investigation and identification of property of an accused person, 

the Anti Corruption Commission may, besides this Act, also exercise the powers vested in it 

under the Anti Corruption Commission Act, 2004 (Act N0. V of 2004) and an officer of any 
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other investigating agency authorized by the Anti Corruption Commission may, besides this Act, 

also exercise the powers vested in it under any other law. 

10. Extraordinary jurisdiction of the special judge.- (1) The special judge may impose 

such punishments as are specified for the offences under this Act, and where appropriate, may 

pass any other necessary order including orders for further investigation, freezing, attachment 

and confiscation of property. 

 

(2) If the special judge passes an order for further investigation of any case filed under this 

Act, he shall, in the said order, specify a time-limit which shall not exceed 6 (six) months 

directing the investigation officer to submit his investigation report.  

 

11. Cognizancy, non-compoundability and non-bailability of offences.– Offences under 

this Act shall be cognizable, non-compoundable and non-bailable.  

 

12. Inevitability of the approval of the Anti Corruption Commission.- (1) 

Notwithstanding anything contained in the Code of Criminal Procedure or any other law for the 

time being in force, no court shall take cognizance of any offence under this Act, except with the 

approval of the Anti Corruption Commission.  

 

(2) After concluding the investigation under this Act, the investigation officer shall take prior 

approval of the Anti-Corruption Commission before submitting his report and shall submit a 

copy of the approval before the court along with the report. 

 

13. Provisions relating to bail.- Any person accused under this Act shall be released on bail, 

if –  

 

(a) the complainant is given an opportunity of being heard on the application for bail; 

and 

 

(b) the court is not satisfied that there are reasonable grounds to believe that the 

accused shall be found guilty of the charges brought against him; or 

 

(c) the accused is a woman, child or physically disabled person and the court is 

satisfied that justice may not be hindered by reason of releasing him on bail. 

 

14. Orders to freeze or attach property.– (1) The court may, on the basis of a written 

application by the Anti Corruption Commission or any person or organization authorized by it, 

issue an order to freeze or attach the property, within or outside the country, involved in money 

laundering or any other offence.  

 

(2) At the time of making a written application before the court under sub-section (1) for an 

order to freeze or attach any property, the Anti Corruption Commission or any person or 

organization authorized by it shall mention the  following information in the application, 

namely:- 
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(a) full description of the property for which an order for freezing or attachment 

is sought; 

 

(b) grounds and primary evidence in support of the property for being 

attachable due to its involvement in money laundering or any other offence; 

   

(c) the apprehension that the property may be transferred or taken beyond 

possession before the disposal of the complaint, if an order is not passed by 

the court according to the application. 

 

(3) If an order for freezing or attachment is passed under sub-section (1), the court shall, by 

notification in the official Gazette, publish the matter with details of the property for general 

information and at least in 2 (two) widely circulated national dailies [1(one) Bengali and 1(one) 

English] in the form of a notice. 

 

(4) In an order passed under this section to freeze or attach any property, the name of the 

accused, the names of his parents, the name of spouse, nationality, designation (if any), 

occupation, tax identification number (TIN), present and permanent addresses and any other 

identification of the accused shall, in so far as possible, be mentioned, but the enforcement of the 

provisions of this Act shall not be impeded by any trifling errors and omissions of these 

information.   

 

(5) Subject to the provisions of sub-section (6), if the court passes an order for freezing or 

attachment of any property of a person under this section, the property may, unless the court 

directs otherwise, not be in any way transferred elsewhere and no transactions may be carried out 

with respect to the property nor may any encumbrances be attached to the property while the 

order is in force. 

 

(6) While an order for freezing with respect to any person‟s bank account is in force, all 

money receivable by that person may be deposited into the frozen bank account, unless 

otherwise mentioned in the order. 

 

15. Return of frozen or attached property.– (1) If any court makes an order to freeze or 

attach any property under section 14 and any person or entity other than the accused person or 

entity has an interest in that property, the person or the entity may make an application before the 

court for the return of the property within 30 (thirty) days of the publication of the notice on the 

order to freeze or attach the property.  

 

(2) If any person or entity makes an application before the court under sub-section (1), the 

following information shall be mentioned in the application:- 

 

(a) the property is not involved directly or indirectly in money laundering or any 

predicate offence; 

(b) the applicant is not involved directly or indirectly in the alleged money laundering 

or any other predicate offence; 

(c) the applicant is not acting as a nominee of, or on behalf of, the accused person; 
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(d) the accused person or entity has no proprietary right, interest or ownership with 

regard to the frozen or attached property; and 

(e) the applicant has a proprietary right, interest and ownership in the frozen or 

attached property. 

 

(3) Notwithstanding anything contained in sub-section (5) of section 14, if the court receives 

any application for return of any property under this section, it shall give the applicant, the 

investigation agency and the accused person or entity an opportunity of being heard and at the 

end of the hearing, after reviewing the necessary documents, if the court is satisfied with the 

application of the applicant brought under sub-section (1) and finds that the Government has not 

presented a reasonable suspicion that the property is involved directly or indirectly in money 

laundering or a predicate offence, it shall set aside the order to freeze or attach the property, and 

pass an order for transfer of the property in favour of the applicant within the time specified in 

the order. 

 

16. Appeal against the order to freeze or attach property.– (1) Any person or entity 

aggrieved by an order for freezing or attachment of any property, passed by a court under this 

Act, may prefer an appeal against such order before the High Court Division within 30 (thirty) 

days.  

 

(2) If an appeal is preferred under sub-section (1) the appellate court shall give the parties 

reasonable time for being heard, and at the end of hearing, may pass such order as it deems fit. 

 

(3) If any person or entity aggrieved by an order to freeze or attach any property passed by 

any court under section 14 prefers an appeal against such order, the said order shall have effect 

pending the appeal to be disposal of, unless the appellate court directs otherwise.  

 

17. Confiscation of property.– (1) If any person or entity is convicted of the offence of 

money laundering under this Act, the court may pass an order for confiscation of any property, 

within or outside the country, involved  directly or indirectly in money laundering or predicate 

offence in favour of the State. 

 

(2)  Notwithstanding anything contained in sub-section (1), during an inquiry and 

investigation or prosecution under this Act relating to an offence of money laundering, the 

respective court may, where necessary, pass an order for the confiscation of any property situated 

within or outside the country in favour of the State.  

 

(3) If any person convicted of the offence of money laundering under this Act absconds or 

dies after submitting the charge sheet, the court may pass an order for confiscation of that 

person‟s property which was involved in the money laundering or predicate offence in favour of 

the State. 

 

Explanation.– A person shall be deemed to have absconded for the purposes of this section 

where the person, despite adequate measures being taken, fails to surrender before 

the court within 6 (six) months of issuance of the warrant of arrest, or it is not 

possible to arrest the person within the period.  
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(4) If any person or entity purchases any property applied for confiscation in good faith and 

for proper value before an order for confiscation of the property is passed by the court under the 

provisions of this section or before a case is filed or a complaint is lodged, and the person or the 

entity is able to satisfy the court that he or it was not aware of the matter that the said property 

was involved in money laundering, and purchased the property in good faith, then the court may, 

instead of ordering for confiscation of the property, order the convicted person or entity to 

deposit the proceeds of the sale of the property to the treasury of the State within the time 

specified by it. 

 

(5) If the court finds that the property involved directly or indirectly in money laundering or 

any predicate offence cannot be located or confiscated or has been dissipated for being used 

otherwise, the court may-  

(a)  pass an order for confiscation of such property of an equivalent value of the 

accused as is not related with the offence;  

(b) impose a fine on the accused equivalent to the value of the unrecovered 

property.  

 

(6) If any property is confiscated under this section, the notice of the order of confiscation 

shall be sent by registered post to the last known address of the person or entity having control of 

the confiscated property and such notice, along with the schedule and full details of the property, 

shall be published in the official Gazette and at least 2 (two) widely circulated national dailies 

[1(one) Bengali and 1(one) English]. 

 

(7) If any court pass an order for confiscation of any property under this section, the 

ownership of the property shall be vested in the State and the person or entity who is the owner 

or custodian of the property shall hand over the possession of the property to the State as early as 

possible. 

 

(8) If the proceeds of crime have been mingled with property acquired from legitimate 

sources, such property shall be liable to confiscation up to the assessed value of the mingled 

proceeds by the court or where the value of the proceeds of crime cannot be determined, the 

court may pass a confiscation order on the full value of the mingled money or property in favour 

of the State.  

 

18. Return of confiscated property. – (1) If a court pass an order of confiscation of any 

property under section 17 and any person or entity other than the convicted person has any title, 

interest or right in the property, the person or the entity may make an application before the court 

for the return of the property within 30 (thirty) days of the publication of the notice of 

confiscation of the property in newspaper. 

 

(2) If any application is received under sub-section (1), the court shall give a reasonable time 

to the person who filed the case, the convicted person or entity and the applicant to be heard and 

after hearing, the court may pass necessary order considering the following matters, namely:- 
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(a) whether the applicant or the confiscated property or any part thereof had any 

involvement in the commission of the offence; 

   

(b) whether the applicant has a valid right to acquire the confiscated property; 

(c) the duration of the commission of the offence and the duration of alleged ownership 

of the confiscated property by the applicant; and  

(d) any other information deemed to be relevant by the court. 

 

19. Appeal against any order for confiscation.– (1) If any court pass an order for 

confiscation of any property under this Act, the party aggrieved by such an order may prefer an 

appeal against the order before the High Court Division within 30 (thirty) days.  

 

(2) If an appeal is preferred under sub-section (1), the appellate court shall give both the 

parties reasonable opportunity of being heard and may, on conclusion of such hearing, pass such 

orders as it deems fit. 

20. Procedure for disposal of confiscated property.– (1) If any property is confiscated 

under this Act, the Government may, subject to the permission of the court, sell or, in any other 

way, dispose of such property other than the property which is required to be destroyed under 

any other law, by means of an open auction or by any other commercially profitable and lawful 

means. 

 

(2) The proceeds of the sale or disposal of the property in any other legal manner under sub-

section (1) shall be deposited into the treasury of the State. 

21. Appointment of a manager or caretaker for taking care of the frozen, attached or 

confiscated property.– If any property is frozen, attached or confiscated under this Act, the 

court may, upon an application of the investigation agency or any person authorized by it in this 

behalf, appoint any law enforcement agency as a manager or caretaker of the property to take 

control, manage, look after or, in any other manner, deal with the total property or any part 

thereof under such terms and conditions as the court may deem fit. 

 

22. Appeal.– Notwithstanding anything contained in any other law for the time being in 

force, any party aggrieved by an order, judgment, decree or sentence passed by a court under this 

Act may prefer an appeal before the High Court Division within 30 (thirty) days from the date of 

such order, judgment, decree or sentence. 

 

23. Powers and responsibilities of Bangladesh Bank in restraining and preventing the 

offence of money laundering.– (1) For the purposes of this Act, Bangladesh Bank shall have the 

following powers and responsibilities, namely:- 

 

(a) to analyze or review information related to cash transactions and suspicious 

transactions received from any reporting organization and  to collect additional 

information relating thereto for the purpose of analyzing or reviewing from the 

reporting organizations and  maintain data on the same and, as the case may be, 
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provide with the said information to the relevant law enforcement agencies for 

taking necessary actions; 

 

(b) ask for any information or obtain a report from reporting organizations with 

regard to any transaction in which there are reasonable grounds to believe that the 

transaction involves in money laundering or a predicate offence;  

 

(c) issue an order to any reporting organization to suspend or freeze transactions of 

any account for a period not exceeding 30 (thirty) days if there are reasonable 

grounds to suspect that any money or property has been deposited into the 

account by committing any offence: 

 

Provided that such order may be extended for additional period of a maximum 

of 6 (six) months by 30 (thirty) days, if it appears necessary to find out correct 

information relating to transactions of the account;  

 

(d) issue, from time to time, any directions necessary for the prevention of money 

laundering to the reporting organizations; 

 

(e) monitor whether the reporting organizations have properly submitted information 

and reports requested by Bangladesh Bank and whether they have duly complied 

with the directions issued by it, and where necessary, carry out on-site inspections 

of the reporting organizations to ascertain the same; 

 

(f) arrange meetings and seminars including training for the officers and staff of any 

organization or institution, including the reporting organizations, considered 

necessary for the purpose of ensuring proper implementation of this Act by 

Bangladesh Bank; 

 

(g) carry out any other functions necessary for the purposes of this Act. 

 

(2) If any investigation agency makes a request to provide it with any information in any 

investigation relating to money laundering or suspicious transaction, then Bangladesh Bank shall 

provide with such information where there is no obligation for it under any existing law or for 

any other reason. 

 

(3) If any reporting organization fails to provide with the requested information timely under 

this section, Bangladesh Bank may impose a fine on such organization which may extend to a 

maximum of taka 5 (five) lacs at the rate of taka 10 (ten) thousand per day and  if any 

organization is fined more than 3(three) times in 1(one) financial year, Bangladesh Bank may 

suspend the registration or licence of the organization or any of its branches, service centers, 

booths or agents for the purpose of closing its operation within Bangladesh or, as the case may 

be, shall inform the registration or licensing authority about the fact so as to the relevant 

authority may take appropriate measures against the organization.  
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(4) If any reporting organization provides with false information or statement requested 

under this section, Bangladesh Bank may impose a fine on such organization not less than taka 

20 (twenty) thousand but not exceeding taka 5 (five) lacs and  if any organization is fined more 

than 3(three) times in 1(one) financial year, Bangladesh Bank may suspend the registration or 

license of the organization or any of its branches, service centers, booths or agents for the 

purpose of closing its operation within Bangladesh or, as the case may be, shall inform the 

registration or licensing authority about the fact so as to the relevant authority may take 

appropriate measures against the said organization. 

 

(5) If any reporting organization fails to comply with any instruction given by Bangladesh 

Bank under this Act, Bangladesh Bank may impose a fine on such organization which may 

extend to  a maximum of taka 5 (five) lacs at the rate of taka 10 (ten) thousand per day for each 

of such non compliance and  if any organization is fined more than 3(three) times in 1(one) 

financial year, Bangladesh Bank may suspend the registration or license of the organization or 

any of its branches, service centers, booths or agents for the purpose of closing its operation 

within Bangladesh or, as the case may be, shall inform the registration or licensing authority 

about the fact so as to the relevant authority may take appropriate measures against the said 

organization. 

 

(6) If any reporting organization fails to comply with any order for freezing or suspension of 

transaction issued by Bangladesh Bank under clause (c) of sub-section (1), Bangladesh Bank 

may impose a fine on such organization not less than the balance held on that account but not 

more than twice of the balance held at the time of issuing the order.  

  

(7) If any person or entity or reporting organization fails to pay any fine imposed by 

Bangladesh Bank under sections 23 and 25 of this Act, Bangladesh Bank may recover the fine 

from accounts maintained in the name of the relevant person, entity or reporting organization in 

any bank or financial institution or Bangladesh Bank, and in this regard if any amount of the fine 

remains unrealized, Bangladesh Bank may, if necessary, make an application before the court for 

recovery and the court may pass such order as it deems fit.  

 

(8) If any reporting organization is imposed fine under sub-sections (3), (4), (5) and (6), 

Bangladesh Bank may also impose a fine not less than taka 10 (ten) thousand but not exceeding 

taka 5 (five) lacs on the responsible owner, directors, officers and staff or persons employed on 

contractual basis of that reporting organization and, where necessary, may direct the relevant 

organization to take necessary administrative actions.  

 

24. Establishment of the Bangladesh Financial Intelligence Unit (BFIU).– (1) In order to 

exercise the power and perform the duties vested in Bangladesh Bank under section 23 of this 

Act, there shall be a separate unit to be called the Bangladesh Financial Intelligence Unit (BFIU) 

within Bangladesh Bank. 

 

(2) For the purposes of this Act, the governmental, semi-governmental, autonomous 

organizations or any other relevant institutions or organizations shall, upon any request or 

spontaneously, provide the Bangladesh Financial Intelligence Unit with the information 

preserved or gathered by them.  
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(3) The Bangladesh Financial Intelligence Unit may, if necessary, spontaneously provide 

other law enforcement agencies with the information relating to money laundering and terrorist 

financing.  

  

(4) The Bangladesh Financial Intelligence Unit shall provide with information relating to 

money laundering or terrorist financing or any suspicious transactions to the Financial 

Intelligence Unit of another country on the basis of any contract or agreement entered into with 

that country under the provisions of this Act and may ask for any such information from any 

other country. 

 

(5) The Bangladesh Financial Intelligence Unit may also provide with such information to 

the Financial Intelligence Units of other countries spontaneously where there is no such contract 

or agreement under sub-section (4). 

 

25. Responsibilities of the reporting organizations in prevention of money laundering.– 

(1) The reporting organizations shall have the following responsibilities in the prevention of 

money laundering, namely:- 

 

(a)   to maintain complete and correct information with regard to the identity of its 

customers during the operation of their accounts; 

 

(b)    if any account of a customer is closed, to preserve previous records of 

transactions of such account for at least 5(five) years from the date of such 

closure; 

 

(c)    to provide with the information maintained under clauses (a) and (b) to 

Bangladesh Bank from time to time, on its demand; 

 

(d)    if any doubtful transaction or attempt of such transaction as defined under 

clause (n) of section 2 is observed, to report the matter as „suspicious 

transaction report‟ to the Bangladesh Bank immediately on its own accord. 

 

(2) If any reporting organization violates the provisions of sub-section (1), Bangladesh Bank 

may- 

  

(a)  impose a fine of at least taka 50 (fifty) thousand but not exceeding taka 25 

(twenty-five) lacs on the reporting organization; and 

 

(b) in addition to the fine mentioned in clause (a), cancel the license or the 

authorization for carrying out commercial activities of the said organization or 

any of its branches, service centers, booths or agents, or as the case may be, shall 

inform the registration or licensing authority about the fact so as to the relevant 

authority may take appropriate measures against the organization. 
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(3) Bangladesh Bank shall collect the sum of fine imposed under sub-section (2) in such 

manner as it may determine and the sum collected shall be deposited into treasury of the State. 

 

26. Contract with foreign countries.– (1) For the purposes of this Act, the Government may 

enter into a contract with any foreign State under bilateral or multilateral agreements, 

conventions or any other means recognized by international law. 

 

(2) If the Government enters into any contract with any foreign State under this section, the 

Government may, for the purpose of prevention of money laundering:- 

 

(a) ask for necessary information from the foreign State or organization; and 

 

(b) provide with information asked for by  the foreign State or organization if 

it is not a threat to national security. 

 

(3) For the purposes of this Act, the Bangladesh Financial Intelligence Unit (BFIU) may sign 

any memorandum of understanding with any foreign financial intelligence unit or other 

organization and under the memorandum of understanding BFIU may - 

  

(a) ask for necessary information from the foreign financial intelligence unit or 

organization; and 

(b)   provide information sought by the foreign financial intelligence unit or 

organization if it is not a threat to national security. 

 

    (4) Any court may, upon the application of  Attorney General's Office, pass such orders as it 

deems fit where, for the purpose of this Act, it is necessary to confiscate or return any property 

situated in Bangladesh in order to comply with an order made by a court of a foreign State under 

a contract; similarly the Attorney General's Office may make a request to a foreign State for the 

purpose of complying with an order passed by a court in Bangladesh for confiscation or return of 

property under a contract or memorandum of understanding. 

 

(5) Notwithstanding anything contained in any other law, any documents received from the 

appropriate authorities of any foreign State under the scope of mutual legal assistance, shall, for 

the purposes of this Act, be admissible as evidence before the relevant court. 

 

27. Offences committed by an entity.– If any offence under this Act is committed by an 

entity, every proprietor, director, manager, secretary or any other officer, staff or representative 

of the said entity who is directly involved in the offence shall be deemed to be guilty of the 

offence, unless he is able to prove that the offence has been committed without his knowledge or 

he tried his best to prevent it. 

 

        Explanation.– In this section “director” includes any member of the partnership entity or 

any of the Board of Directors of the entity, by whatever name called. 

 

28. Protection of actions taken in good faith.– No suit or prosecution or administrative 

measures or  any other legal proceedings shall lie against the Government or any officer or staff 
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of the Government or Bangladesh Bank or any officer or staff of Bangladesh Bank or the Anti-

Corruption Commission or any officer or staff of the Commission or any reporting organization 

or its Board of Directors or any of its officers or staff for anything which is done in good faith 

under this Act or rules made thereunder for which any person is  or likely to be affected. 

 

29. Power to make rules.– For the purposes of this Act, the Government may, by 

notification in the official Gazette, make rules. 

 

30. Publication of an English Text of the Act.– (1) After the commencement of this Act, 

the Government shall, as soon as possible, by notification in the official Gazette, publish an 

Authentic English Text of this Act. 

 

(2) In case of any conflict between the Bangla Text and the English Text, the Bangla Text 

shall prevail. 

 

31. Repeal and savings.– (1) The Money Laundering Prevention Act, 2009 (Act No.VIII of 

2009) and the Money Laundering Prevention Ordinance, 2012 (Ordinance No. II of 2012), 

hereinafter referred to   as the Act and Ordinance, are hereby repealed. 

 

(2) Notwithstanding such repeal, any action taken or any case filed or any proceeding taken 

under the Act and Ordinance which are pending shall be disposed of in such a manner as if it had 

been filed and taken under this Act.  

 

(3) Notwithstanding such repeal, if any offence committed or remains under investigation or 

trial under the Foreign Exchange Regulation Act, 1947 (Act No. VII of 1947) and the Act and 

Ordinance, such offences shall be disposed of in such a manner as if it had been filed and taken 

under this Act.  

 

 

 

 

 

Md. Mahfuzur Rahman 

Acting Secretary  
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mwVK Z_¨ msiÿY Kwi‡Z nB‡e| GZ &̀wel‡q AbymiYxq wek`Zi wb‡ ©̀kbvejx cwiwkó ÔKÕ-†Z ª̀óe¨| 
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M) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19 Gi h_vh_ cwicvjbv‡_© cÖ‡Z¨K e¨vsK I Avw_©K cÖwZôvb 
GKRb D×©Zb Kg©KZ©vi †bZ…‡Z¡ cÖavb Kvh©vj‡q GKwU Ô‡K› ª̀xq cwicvjb BDwbUÕ (Central Compliance 
Unit) Ges kvLv ch©v‡q cwicvjb Kg©KZ©v g‡bvbq‡bi gva¨‡g Af¨šÍixb cwiexÿY I wbqš¿Y e¨e ’̄v cÖwZôv 
Kwi‡e| e¨vsK ev Avw_©K cÖwZôvb Dnvi †K› ª̀xq cwicvjb BDwb‡Ui Kg©cwiwa I Kvh©µg myôzfv‡e m¤úv`‡bi 
D‡Ï‡k¨ cÖvwZôvwbK †KŠkj (Strategy) I Kvh©m~Px (program) wba©viY Kwi‡e| †K› ª̀xq cwicvjb BDwbU 
kvLvmg~‡ni AbymiYxq wb‡ ©̀kbvejx cÖ̀ vb Kwi‡e; GB wb‡ ©̀kbvejx gvwb jÛvwis cÖwZ‡iva „̀wó‡KvY nB‡Z 
†jb‡`b cwiexÿY, Af¨šÍixb wbqš¿Y (internal controls), bxwZ (policies) I c×wZmg~‡ni (procedures) 
mgš^‡q cÖYxZ nB‡e| 

N) A ^̄vfvweK ‡jb‡`b mbv³KiY I cwiexÿY Kwievi wbwgË cÖ‡Z¨K e¨vsK I Avw_©K cÖwZôvb Mªvn‡Ki wnmv‡ei 
m¤¢ve¨ †jb‡`‡bi AbywgZ gvÎv (transaction profile) m¤ú‡K© MÖvn‡Ki †NvlYv msMÖn Kwiqv msiÿY Kwi‡e| 
†NvwlZ †jb‡`‡bi gvÎvi ms‡M msMwZnxb †jb‡`b mvaviYfv‡e A ^̄vfvweK ewjqv we‡eP¨ nB‡e, hw` MÖvn‡Ki 
mwnZ GB wel‡q AbymÜv‡b h_vh_ e¨vL¨v cvIqv bv hvq| 

O) ‰`bw›`b †jb‡`b Kvh©µ‡g e¨vsK ev Avw_©K cÖwZôv‡bi mKj Kg©KZ©v A ^̄vfvweK/m‡›`nRbK †jb‡`b 
mbv³Ki‡Y m‡PZb I mZK© _vwK‡eb Ges gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19(1)(M) †gvZv‡eK 
gvwb jÛvwis Gi mwnZ mswkøó _vwK‡Z cv‡i GBiƒc A¯̂vfvweK/m‡›`nRbK †jb‡`b mbv³ nevi ms‡M ms‡M 
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kvLvi g‡bvbxZ cwicvjb Kg©KZ©vi wbKU GZ &̀mshy³ cwiwkó-ÔMÕ †gvZv‡eK Q‡K wjwLZfv‡e wi‡cvU© Kwi‡eb 
(A ^̄vfvweK/m‡›`nRbK †jb‡`b mbv³Ki‡Y jÿ¨Yxq welqvw` cwiwkó-ÔLÕ †Z ª̀óe¨)| cwicvjb Kg©KZ©v 
wi‡cvU©K…Z NUbv Awej‡¤^ h_vh_fv‡e we‡kølY Kwi‡eb; Ges H †jb‡`bwU gvwb jÛvwis Gi mwnZ m¤ú„³ 
nIqv ev bv nIqv m¤ú‡K© ch©‡eÿY KviYmn wek`fv‡e wjwce× Kwiqv †iKW©f~³ Kwi‡eb| hw` wi‡cvU©K…Z 
welqwU gvwb jÛvwis Gi mwnZ m¤ú„³ cÖZxqgvb nq, Z‡e D³ digwUi Kwcm‡gZ msNwUZ NUbvi c~Y© weeiY 
Awej‡¤^ †K› ª̀xq cwicvjb BDwb‡U †cÖwiZ nB‡e| †K› ª̀xq cwicvjb BDwbU cÖvß wi‡cvU©wU cixÿY I 
ch©v‡jvPbv‡šÍ ch©‡eÿY D³ dig-M G †iKW©f~³ Kwi‡e Ges NUbvwU evsjv‡`k e¨vs‡K wi‡cvU©KiY‡hvM¨ 
we‡ePbvi †ÿ‡Î Awej‡¤^ gvwb jÛvwis cÖwZ‡iva wefvM, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv eive‡i †cÖiY 
Kwi‡e| 

A ^̄vfvweK/m‡›`nRbK †jb‡`b wi‡cvU©K…Z nIqvi wel‡q e¨vsK ev Avw_©K cÖwZôv‡bi †Kvb Kg©KZ©v †Kvb 
ch©v‡qB MÖvnK ev Ab¨ †Kvb e¨w³i wbKU †Kvb Z_¨ duvm Kwi‡eb bv, hvnv‡Z Z`šÍ Kvh©µg e¨vnZ ev 
weiƒcfv‡e cÖfvweZ nB‡Z cv‡i| 

P) kvLvi g‡bvbxZ cwicvjb Kg©KZ©v Zuvnvi wbKU wi‡cvU©K…Z NUbv¸wji Z_¨ GZ &̀mshy³ cwiwkó-N †gvZv‡eK 
Q‡K mgwš^Z weeiYx ‰ÎgvwmK wfwË‡Z cÖavb Kvh©vj‡qi †K› ª̀xq cwicvjb BDwb‡U †cÖiY Kwi‡e| †K› ª̀xq 
cwicvjb BDwbU GKB Q‡K ˆÎgvwmK wfwË‡Z wi‡cvU©K…Z NUbv¸wji Z_¨ gvwb jÛvwis cÖwZ‡iva wefvM, 
evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv eive‡i †cÖiY Kwi‡e| 

Q) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi h_vh_ cwicvjb wbwðZ Kwievi j‡ÿ¨ cÖ‡Z¨K e¨vsK I Avw_©K 
cÖwZôvb Zvnv‡`i Kg©KZ©v‡`i Dchy³ cÖwkÿY`v‡bi e¨e ’̄v Kwi‡e| 

03| Dc‡i wb‡ ©̀wkZ e¨e ’̄v †gvZv‡eK †K› ª̀xq cwicvjb BDwbU MVb I A ^̄vfvweK/m‡›`nRbK ‡jb‡`‡bi wi‡cvwU©s 
Kvh©µg Awej‡¤^ MÖnYxq nB‡e| †K› ª̀xq cwicvjb BDwbU I kvLvmg~‡ni AbymiYxq wek` Af¨šÍixY 
wb‡ ©̀kbvejx cÖbqY 15B †m‡Þ¤^i, 2002 Gi g‡a¨ m¤úbœ Kwiqv Abywjwcmn AÎ wefvM‡K AewnZ Kwi‡Z 
nB‡e| 

 BZ¨em‡i AbyMÖnc~e©K cÖvwß ^̄xKvi Kwi‡eb| 

 

Avcbvi wek¦̄ Í, 
ms‡hvRbx t eY©bv †gvZv‡eK| 

^̄vÿwiZ 
(G †K Gg †gv Í̄vwdRyi ingvb) 

Dc-gnve¨e ’̄vcK 
†dvb t 7120659 
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cwiwkó-ÔKÕ 
Mªvn‡Ki cwiwPwZ cÖwZôvi Rb¨ cÖ‡qvRbxq Z_¨vw`i wb‡ ©̀kK (Indicative) ZvwjKv| 

 
 cÖwZwU †jb‡`‡bi †ÿ‡Î MÖvn‡Ki mwVK cwiwPwZ mZK©Zvi mwnZ msMÖn Kwi‡Z nB‡e| GB cÖms‡M cÖ‡hvR¨ 
†ÿ‡Î MÖvn‡Ki e¨w³MZ mvÿvrKv‡ii (personal interview) Dci ¸iæZ¡ Av‡ivc Kiv hvB‡Z cv‡i| MÖvn‡Ki mwVK 
cwiwPwZ cÖwZôvi wel‡q c~Y© mš‘wó wbwðZ Kwievi Rb¨ wb‡gœ ZvwjKvf~³ Z_¨ I KvMRc‡Îi g‡a¨ †h eY©bvi MÖvn‡Ki 
Rb¨ †hB¸wj cÖ‡hvR¨, †mB mKj Z_¨vw`mn AwZwi³ †h †Kvb cÖvmw½K Z_¨vw` msMÖn Kwi‡Z nB‡e| 

1| wnmveavix MÖvnK t 

(K) e¨w³MZ wnmve t 

(1) bvg, (2) eZ©gvb I ’̄vqx wVKvbv, (3) Rb¥ ZvwiL, eqm (4) RvZxqZv, (5) TIN b¤^i (hw` _v‡K), (6) 
cvm‡cvU© ev wb‡qvMKZ©v cÖ̀ Ë cwiwPwZcÎ A_ev IqvW© Kwgkbvi/BDwbqb cwil` †Pqvig¨vb KZ©„K cÖ̀ Ë 
cwiP‡qi cÖZ¨bcÎ, (7) wnmveavixi Av‡jvKwPÎ (Avewk¨Kfv‡e MÖnYxq)| 

(L) K‡c©v‡iU ev e¨emvwqK cÖwZôv‡bi wnmve t 

(1) e¨w³ gvwjKvaxb cÖwZôvb t †UªW jvB‡mÝ mn wnmve cwiPvjbvKvixi wel‡q Ô1(K)Õ `dvq DwjøwLZ cÖvmw½K 
Z_¨vw`| 

(2) cvU©bvikxc t cvU©bvikxc wWW, †UªW jvB‡mÝ mn Askx`viM‡Yi cwiwPwZi wel‡q Ô1(K)Õ `dvq DwjøwLZ 
cÖvmw½K Z_¨vw`| 

(3) wjwg‡UW †Kv¤úvbx t mvwU©wd‡KU Ae BbK‡c©v‡ikb, AvwU©‡Kjm Ae G‡mvwm‡qkb, †g‡gv‡iÛvg Ae 
G‡mvwm‡qkb, †ev‡W©i mfvq M„nxZ AvbyôvwbK wm×všÍ (resolution), cwiPvjK m¤úwK©Z †NvlYv Ges wnmve 
cwiPvjbvKvixi wel‡q Ô1(K)Õ `dvq DwjøwL_ cÖvmw½K Z_¨Aw` (†Kv¤úvbx ev Zuvnvi cwiPvjKM‡Yi wel‡q 
cÖ‡qvR‡b Z_¨vw`i mwVKZv hvPvB‡qi j‡ÿ¨ †iwR÷ªvi Ae R‡q›U ÷K †Kv¤úvbxR Gi mvnvh¨ jIqv 
hvB‡Z cv‡i| evsjv‡`‡ki evwn‡i wbewÜZ †Kv¤úvbxi †ÿ‡Î wbeÜb `wjjvw` †h ’̄vb nB‡Z Bmÿ K…Z 
nBqv‡Q, cÖ‡qvR‡b Z_vq †hvMv‡hvM Kwiqv `wjjvw`i h_v_©Zv m¤ú‡K© wbwðZ nIqv mgxPxb nB‡Z cv‡i)| 

(M) Ab¨vb¨ msMV‡bi wnmve t 

(1) K¬ve/†mvmvBwU t Awdm Kg©KZ©vM‡Yi weeiY (office bearers), evB-jR ev msweavb, †iwR÷vW© nB‡j 
miKvix Aby‡gv`bcÎ BZ¨vw`| 

(2) mgevq mwgwZ/wjwg‡UW †mvmBwU t †Kv-Acv‡iwUf Kg©KZ©v KZ©„K mZ¨vwqZ evB-jR, Awdm Kg©KZ©v‡`i 
(office bearers) weeiY, wnmve Lywjevi wel‡q wm×všÍ (resolution), mvwU©wd‡KU Ae †iwR‡÷ªkb BZ¨vw`| 

(3) ‡emiKvix ¯‹zj, K‡jR, gv ª̀vmv t Mfwb©s ewW ev g¨v‡bwRs KwgwUi m`m¨M‡Yi c~Y© cwiwPwZ, wnmve Lywjevi 
wel‡q wm×všÍ (resolution) BZ¨vw`| 

(4) Uªvwó †evW© t wWW Ae Uªvó Gi mvwU©dvBW Kwc, Uªvwó †evW© Gi m`m¨M‡Yi c~Y© cwiwPwZ, wnmve Lywjevi 
wel‡q wm×všÍ (resolution) BZ¨vw`| 

2| wnmveavix MÖvnK e¨ZxZ Ab¨vb¨ MÖvnK t 

wnmveavix MÖvnK e¨ZxZ Ab¨vb¨ MÖvnK KZ©„K †iwgU¨vÝmn Ab¨vb¨ e¨vswKs ‡mev cÖ̀ v‡bi †ÿ‡Î ‡cÖiK I 
cÖvc‡Ki c~Y© bvg I wVKvbv msiÿY| 

 

 - 3 -I:\AML circulars\AMLP Circular 02.doc 



cwiwkó-L 

A ^̄vfvweK/m‡›`nRbK †jb‡`b mbv³Ki‡Y jÿ¨bxq welqvw`i wb‡ ©̀kK (Indicative) ZvwjKv t 

 

 MÖvnK †NvwlZ m¤¢ve¨ †jb‡`‡bi gvÎvi (transaction profile) ms‡M msMwZnxb †jb‡`‡bi wel‡q MÖvn‡Ki mwnZ 
AbymÜv‡b hw` h_vh_ e¨vL¨v cvIqv bv hvq, Z‡e Zvnv mvaviYfv‡e A ^̄vfvweK †jb‡`b ewjqv we‡ePbv Kiv nB‡e| 

 m‡›`nRbK †jb‡`b ewj‡Z mvaviYfv‡e †mB mKj †jb‡`b eySvB‡e hvnv gvwb jÛvwis cÖwZ‡iva AvBb, 
2002 Gi aviv 2(V) Gi AvIZvf~³ Kg©KvÛ nB‡Z D™¢yZ nBqv‡Q| A_©vr mvaviYfv‡e GKRb MÖvn‡Ki ÁvZ Ges 
AvBbwm× Avq nB‡Z D™¢yZ ewjqv cÖZxqgvb nq bv GBiƒc †jb‡`b m‡›`nRbK ewjqv MY¨ nB‡e| 

 1| A ^̄vfvweK/m‡›`nRbK †jb‡`b mbv³Ki‡Y e¨vsK/Avw_©K cÖwZôv‡bi kvLv ch©v‡qi Rb¨ cÖvmswMK KwZcq 
ˆewkó¨ wb‡gœ DwjøwLZ nBj t 

1.1. †Kvb e¨w³ ev †Kv¤úvbxi ÁvZ Av‡qi mwnZ msMwZnxb A ^̄fvweK e„nr As‡Ki †jb‡`b| 

1.2. MÖvn‡Ki ms‡M mswkøóZv ¯úó bq GBiƒc Ab¨vb¨ c‡ÿi bv‡g wewfbœ MšÍ‡e¨ A_© †cÖi‡Yi Aby‡iva| 

1.3. MÖvn‡Ki wnmv‡e †QvU †QvU As‡Ki eû msL¨K cÖwZev‡i Rgvi AsK ¶z̀ ª nB‡jI µgcyÄxZ AsK e„nr 
hvnv MÖvn‡Ki ÁvZ AvBbwm× Kg©Kv‡Ûi mwnZ msMwZnxb| 

1.4. wnmve Lywjevi cÖv°v‡j MÖvnK m¤úwK©Z Z_¨vw` cÖ̀ v‡b AcviMZv/Abxnv/Mwogwm Kiv| 

1.5. †Kv¤úvbxi cÖwZwbwa KZ©„K kvLvi mwnZ mivmwi †hvMv‡hvM cÖvqktB GovBqv hvIqv| 

1.6. MÖvn‡Ki ÁvZ AvBbwm× Av‡qi mwnZ msMwZnxb e„nrgvÎvi wmwKDwiwUR µq I weµq| 

 2| A ^̄vfvweK/m‡›`nRbK †jb‡`b cwiexÿ‡Y e¨vsK/Avw_©K cÖwZôv‡bi ‡K› ª̀xq cwicvjb BDwb‡Ui jÿ¨bxq 
KwZcq welq wb‡gœ DwjøwLZ nBj t 

2.1. †Kvb kvLvi gva¨‡g bM` †jb‡`b ev Af¨šÍixb †iwg‡U‡Ýi gvÎvi AvKw¯§K A ^̄vfvweK n&ªvm/e„w×| 

2.2. A ^̄vfvweK/m‡›`nRbK †jb‡`‡bi wel‡q Ab¨vb¨ kvLvi Zyjbvq A‡bK Kg msL¨K wi‡cvU© cÖvwß| 
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cwiwkó-M 

A ^̄vfvweK/m‡›`nRbK †jb‡`b msµvšÍ wi‡cvwU©s dig 

m~Î t gvtjtcÖt mvK©yjvi bs-02, ZvwiL 17/07/2002, Aby‡”Q` 2(O)| 

--------------e¨vsK/Avw_©K cÖwZôvb 

----------------kvLv 

1| wi‡cvU©Kvix Kg©KZ©v t 

 bvg   t 

 wefvM/kvLv  t 

 c`ex   t 

2| A ^̄vfvweK I m‡›`nRbK †jb‡`‡bi †ÿ‡Î m‡›`nfvRb e¨w³i/cÖwZôv‡bi cwiwPwZi Z_¨ t 

(K) bvg 

(L) wVKvbv (eZ©gvb I ’̄vqx) 

(M) Rb¥ ZvwiL 

(N) RvZxqZv 

(O) cvm‡cvU© bs (hw` _v‡K) 

(P) wUAvBGb bs (hw` _v‡K) 

(Q) wnmve b¤^i I wnmv‡ei cÖK…wZ 

(R) wnmve †Lvjvi ZvwiL 

(S) wnmve †Lvjvi wel‡q cÖZ¨qbKvixi (introducer) bvg I wVKvbv 

3| A ^̄vfvweK/m‡›`nRbK †jb‡`‡bi weeiY t 

 K) A‡_©i cwigvY 

 L) †jb‡`‡bi ZvwiL/ZvwiLmg~n 

 M) †jb‡`‡bi cÖK…wZ 

4| A ^̄vfvweK/m‡›`nRbK †jb‡`b cwiMwYZ nBevi KviY/cwiw ’̄wZ 

5| Ab¨vb¨ Z_¨vw` t 

 

 

Kg©KZ©vi ^̄vÿi----------- 
 

mgq--------------------- 
 

ZvwiL--------------------- 
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(kvLvi cwicvjb Kg©KZ©v KZ©„K c~iYxq) 
 

1| A ^̄vfvweK/m‡›`nRbK †jb‡`‡bi NUbv wi‡cvU©K…Z nBevi †cÖwÿ‡Z AbymÜvb I we‡køl‡b cÖvß Z_¨vw`i Dci 
cÖwZ‡e`b t 
2| wi‡cvU©K…Z NUbvwU cÖv_wgK ch©v‡q gvwb jÛvwis Gi AvIZvf~³ Ges †K› ª̀xq cwicvjb BDwbU eive‡i 
wi‡cvU©KiY‡hvM¨ wKbv t nü v/bv| 
3|  †K› ª̀xq cwicvjb BDwbU eive‡i wi‡cvwU©s ZvwiL, m~Î bs- t 
 
 

kvLvi cwicvjb Kg©KZ©vi ^̄vÿi I ZvwiL 
(‡K› ª̀xq cwicvjb BDwbU KZ©„K c~iYxq) 

 
 

1| A ^̄vfvweK/m‡›`nRbK †jb‡`‡bi NUbv wi‡cvU©K…Z nBevi †cÖwÿ‡Z AbymÜvb I we‡køl‡Y cÖvß Z_¨vw`i Dci 
cÖwZ‡e`b t 
2| wi‡cvU©K…Z NUbvwU gvwb jÛvwis Gi AvIZvf~³ Ges evsjv‡`k e¨vsK eive‡i wi‡cvU©KiY‡hvM¨ wKbv t nü v/bv| 
3| evsjv‡`k e¨vsK eive‡i wi‡cvwUs Gi ZvwiL, m~Î bs- t 
 
 
 

†K› ª̀xq cwicvjb BDwb‡Ui g‡bvbxZ Kg©KZ©vi ^̄vÿi I ZvwiL 
m~Î bs- 
†dvb I d¨v· bs- 
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cwiwkó-N 
 

A ^̄vfvweK/m‡›`nRbK ewjqv mbv³ †jb‡`‡bi ˆÎgvwmK weeiYx 
 

-----------------e¨vsK/ Avw_©K cÖwZôvb 
 

----------------------------kvLv 
 

----------------Zvwi‡L mgvß ˆÎgvwm‡Ki mgwš^Z weeiYx 
 
 

µwgK bs wi‡cwU©s Gi ZvwiL NUbvi mswÿß weeiY ‡K› ª̀xq cwicvjb 
BDwbU eie‡i NUbvwU 
wi‡cvU© Kiv nBqv‡Q 
wKbv, nB‡j m~Î bs I 

ZvwiL 

‡K›`ªxq cwiwcvjb 
BDwbU nB‡Z evsjv‡`k 
e¨vsK eive‡i NUbvwU 
wi‡cvU© Kiv nBqv‡Q 
wKbv, nB‡j m~Î bs I 

ZvwiL 
(1) (2) (3) (4) (5)* 

     
     

 
 
 

g‡bvbxZ Kg©KZ©vi ^̄vÿi I ZvwiL 
 
 
 
 

*5 bs KjvgwU kvLv KZ©„K c~iY Kwi‡Z nB‡e bv| 
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gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 

 
26 AMÖnvqb, 1409 

gvt jt cÖt mvKz©jvi bs-03  ZvwiL t
10 wW‡m¤^i, 2002 

 

mKj e¨vsK I Avw_©K cÖwZôvb| 
 
 
wcÖq g‡nv`qMY, 

 
gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi 

weavbmg~n cwicvj‡b AbymiYxq wb‡ ©̀kvejx 
 

wk‡ivbv‡g D‡jøwLZ wel‡q AÎ wefv‡Mi 17 RyjvB, 2002 Zvwi‡Li gvwb jÛvwis cÖwZ‡iva mvKz©jvi bs-02 
Gi cÖwZ „̀wó AvKl©Y Kiv hvB‡Z‡Q| 

Dc‡iv³ mvKz©jv‡ii cwiwkó ÔKÕ Gi 1 (K) Aby‡”Q`wU wb‡gœv³fv‡e ms‡kvab Kiv nBj t- 
1|   wnmveavix MÖvnK t 
 (K) e¨w³MZ wnmve t  
 (1) bvg (2) eZ©gvb  I ’̄vqx wVKvbv (3) Rb¥ ZvwiL, eqm (4) RvZxqZv (5) TIN b¤^i (hw` _v‡K) (6) 
cvm‡cvU© ev wb‡qvMKZ©v cÖ̀ Ë cwiwPwZcÎ A_ev e¨vsK/Avw_©K cÖwZôv‡bi mš‘wó mv‡c‡ÿ Zvnv‡`i wbKU MÖnY‡hvM¨ 
mgv‡Ri MY¨gvb¨ e¨w³ KZ…©K cÖ̀ Ë cwiP‡qi cÖZ¨qbcÎ (7) wnmveavixi Av‡jvKwPÎ (Avewk¨Kfv‡e MÖnYxq)| 
 MÖvn‡Ki wnmve †Lvjv I cwiPvjbvi †ÿ‡Î cÖPwjZ c×wZ/wbqg AbymiY Ae¨vnZ _vwK‡e| D‡jøL¨, MÖvnK 
cwiwPwZi h_v_©Zv m¤ú‡K© `vq-`vwqZ¡ e¨vsK/Avw_©K cÖwZôv‡bi DciB eZ©vB‡e| 
 GB ms‡kvabx Awej‡¤^ Kvh©Ki nB‡e| 

AbyMÖnc~e©K Bnvi cÖvwß ^̄xKvi Kwi‡eb| 
 

Avcbv‡`i wek¦̄ Í 
 

               ¯̂vÿwiZ/- 
(†gvt nviæbyi ikx` †PŠayix) 

gnve¨e ’̄vcK 
†dvb t 7120659 

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 

 
9 †cŠl, 1409 evs 

gvt jt cÖt mvKz©jvi bs-04  ZvwiL t 
23 wW‡m¤^i, 2002 

 

mKj e¨vsK I Avw_©K cÖwZôvb| 
 

gvwb jÛvwis m¤úwK©Z Aciva Z`šÍ Kv‡R mn‡hvwMZv cÖms‡M| 
 
wcÖq g‡nv`qMY, 
 gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 5(1) Abyhvqx GB AvB‡bi Aaxb †Kvb Aciva ev mswkøó 
Ab¨vb¨ wel‡q Z`šÍ Kwi‡Z †Kvb e¨w³/ms ’̄v‡K evsjv‡`k e¨vsK ÿgZv cÖ̀ vb Kwi‡Z cv‡i| AZGe, evsjv‡`k 
e¨vsK KZ…©K ÿgZvcÖvß e¨w³ ev ms ’̄vi h_vh_ KZ…©c‡ÿi Aby‡gvw`Z cÖwZwbwa‡K gvwb jÛvwis m¤úwK©Z Aciva 
Z`‡šÍi Rb¨ e¨vswKs wewam¤§Zfv‡e cÖ‡qvRbxq mn‡hvwMZv cÖ̀ v‡b Avcbv‡`i e¨vs‡Ki/cÖwZôv‡bi mswkøó mKj‡K 
h_vh_fv‡e civgk© cÖ̀ v‡bi Rb¨ Aby‡iva Kiv hvB‡Z‡Q| 
 
 AbyMÖnc~e©K cÖvwß ^̄xKvi Kwi‡eb| 
 

Avcbv‡`i wek¦̄ Í 
 

               ¯̂vÿwiZ/- 
(‡gvt nviæbyi ikx` †PŠayix) 

gnve¨e ’̄vcK 
†dvb t 7120659 

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 

I‡qemvBU : www.bangladeshbank.org
 

8 ˆRô, 1410 
gvt jt cÖt mvKz©jvi bs-05  ZvwiL t 

22 †g, 2003 
 

mKj Zdwmjx e¨vsK, Avw_©K cÖwZôvb I gvwb †PÄvi 
 

gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi ms‡kvab cÖms‡M| 
 
wcÖq g‡nv`qMY, 
 wk‡ivbv‡gv³ wel‡q Avcbv‡`i „̀wó AvKl©Y Kiv hvB‡Z‡Q| 

2 |  gvwb jÛvwis cÖwZ‡iva AvBb, 2002 (2002 m‡bi 7 bs AvBb) Gi ms‡kvabK‡í cÖYxZ gvwb jÛvwis 
cÖwZ‡iva (ms‡kvab) AvBb, 2003 (2003 m‡bi 3 bs AvBb) 27 †k †deªæqvix, 2003 Zvwi‡L evsjv‡`k 
†M‡R‡U (AwZwi³ msL¨v) cÖKvwkZ nBqv‡Q| ms‡kvwaZ AvBb m¤úwK©Z cÖKvwkZ cÖÁvc‡bi mswkøó Ask 
Aci c„ôvq c~bgỳ ªY Kiv nBj| 

 
3 |  (K) ms‡kvabx †gvZv‡eK AvB‡bi cwicvjb wbwðZ Kwi‡eb; 

 (L) mswkøó mKj cÿ‡K GB wel‡q AewnZ Kwi‡eb; Ges 
 (M) AbyMÖnc~e©K GB mvKz©jv‡ii cÖvwß ^̄xKvi Kwi‡eb| 

 
Avcbv‡`i wek¦̄ Í 

 
               ¯̂vÿwiZ/- 

(†gvt nviæbyi ikx` †PŠayix) 
gnve¨e ’̄vcK 

†dvb t 7120659 
 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 

I‡qemvBU : www.bangladeshbank.org.bd
 
gvt jt cÖt mvKz©jvi bs-06        ZvwiL t 24-07-2005 
evsjv‡`‡k Kvh©iZ mKj Zdwmjx e¨vsK/Avw_©K cÖwZôvb| 
 
wcÖq g‡nv`qMY,  

30 GwcÖj 2002 Zvwi‡Li c~‡e© †Lvjv wnmvemg~‡ni  
KYC Procedures m¤úbœKiY cÖms‡M| 

 
 wk‡ivbv‡gv³ wel‡q Avcbv‡`i „̀wó AvKl©Y Kiv hvB‡Z‡Q| 
 Guidance Notes on Prevention of Money Laundering Gi 5.12.1 Aby‡”Q` †gvZv‡eK 30-04-
2002 Zvwi‡Li c~‡e© †Lvjv wnmvemg~‡ni †ÿ‡Î KYC Procedures m¤úbœ Kwievi me©‡kl mgq 31 Rvbyqvix, 
2010 wba©vwiZ Av‡Q| D³ mgqmxgvi g‡a¨ DwjøwLZ Kvh©µg m¤úbœ Kwievi j‡ÿ¨ h_vh_ cwiKíbv MÖnYc~e©K ª̀æZ 
e¨e ’̄v MÖnY Acwinvh©| wKš‘ m¤cÖwZ jÿ¨ Kiv hvB‡Z‡Q †h, wewfbœ e¨vsK/Avw_©K cÖwZôvb G wel‡q †Kvbiƒc 
Kvh©Ki c`‡ÿc MÖnY K‡i bvB hvnv Kvw•LZ bq| 
 ewY©Z Ae ’̄vi †cÖwÿ‡Z cÖ‡Z¨K e¨vsK/Avw_©K cÖwZôvb‡K Awej‡¤^ Abyiƒc wnmv‡ei msL¨v wbY©q KiZt KZ 
w`‡bi g‡a¨ Ges wKfv‡e D³ wnmvemg~‡ni KYC Procedures m¤úbœ Kiv nB‡e Zvnvi mywbw ©̀ó Kg©m~Px cÖYqb 
Ges ev¯Íevq‡bi KvR Avi¤¢ Kwi‡Z nB‡e| cÖYxZ Kg©m~Pxi GKwU Kwc AvMvgx 15-08-2005 Zvwi‡Li g‡a¨ GB 
wefv‡M †cÖiY Kwi‡Z nB‡e| Bnv Qvov ˆÎgvwmK wfwË‡Z cÖYxZ Kg©m~Pxi ev Í̄evqb AMÖMwZ wba©vwiZ weeiYxi (bgybv 
mshy³) gva¨‡g GB wefvM‡K AewnZ Kwi‡Z nB‡e| 
 AbyMÖnc~e©K GB mvKz©jv‡ii cÖvwß ^̄xKvi Kwi‡eb| 
 

Avcbv‡`i wek¦̄ Í 
 

ms‡hvRbx t 01(GK)|             ¯̂vÿwiZ/- 
(Gm.Gg.Aveyj Kv‡mg) 

gnve¨e ’̄vcK 
†dvb t 7120659 

http://www.bangladeshbank.org.bd/


30 GwcÖj 2002 Zvwi‡Li c~‡e© †Lvjv wnmvemg~‡ni  
KYC Procedures ev¯Íevqb AMÖMwZi ˆÎgvwmK weeiYx 

 

wnmv‡ei cÖK…wZ/aiY wnmv‡ei †gvU msL¨v 
c~e©eZ©x ˆÎgvwmK ch©šÍ 
KYC Procedures 
m¤úbœ Kiv wnmve msL¨v 

eZ©gvb ˆÎgvwm‡K 
KYC Procedures 
m¤úbœ Kiv wnmve msL¨v 

‡gvU KYC 
Procedures m¤úbœ 
Kiv wnmv‡ei msL¨v 

KYC Procedures 
Awb¯úbœ wnmv‡ei msL¨v gšÍe¨ 

    
 
 
 
 
 
 
 
 
 
 
 
 
 

   

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 

I‡qemvBU : www.bangladeshbank.org.bd
 

       14 AvMó, 2005 
gvt jt cÖt mvKz©jvi bs-07                      ZvwiL t -------------------- 

                                                 30 kªveY, 1412 
cÖavb wbe©vnx 
evsjv‡`‡k Kvh©iZ mKj Zdwmjx e¨vsK    
 
 
wcÖq g‡nv`qMY,  

K‡imc‡Û›U e¨vswKs | 
 
  GB g‡g© wm×všÍ M„nxZ nBqv‡Q †h, e¨vswKs e¨e ’̄v hvnv‡Z gvwb jÛvwis Gi D‡Ï‡k¨ e¨eüZ nB‡Z bv cv‡i †mBRb¨ 
e¨vsKmg~n Correspondent Banking ‡mev cÖ̀ v‡bi c~‡e© Respondent e¨vs‡Ki e¨emvi cÖK…wZ m¤ú‡K© wbwðZ nB‡e| 
[K‡imc‡Û›U e¨vswKs ewj‡Z GK e¨vsK (K‡imc‡Û›U) KZ©„K Ab¨ e¨vsK (†imc‡Û›U †K †µwWU, wW‡cvwRU, Kv‡jKkb, 
wK¬qvwis, †c‡g›U ev Abyiƒc Ab¨ †Kvb †mev cÖ̀ vb‡K eySv‡bv nBqv‡Q|] 

2. bZb Correspondent Banking m¤úK© ’̄vc‡bi c~‡e© e¨vs‡Ki DaŸ©Zb e¨e ’̄vcbvi Aby‡gv`b MÖnY Kwi‡Z nB‡e| 
3. †imc‡Û›U e¨vsK m¤ú‡K© †h mg¯Í Z_¨ msM„nxZ nB‡e Dnv‡Z H e¨vs‡Ki e¨e ’̄vcbv, g~j e¨emvwqK Kvh©µg, Ae ’̄vb, 

Bnvi gvwb jÛvwis cÖwZ‡iva Kvh©µg, mswkøó †`‡ki e¨vsK wbqš¿Y I Z`viKx e¨e ’̄v, wnmve Lywjevi D‡Ïk¨ BZ¨vw` 
we Í̄vwiZfv‡e AšÍf~©³ _vwK‡e| 

4. †imc‡Û›U e¨vsKwU mswkøó KZ©„cÿ KZ©„K Kvh©Kifv‡e Z`viK Kiv nq, GB e¨vcv‡i mš‘wó mv‡c‡ÿB †KejgvÎ †Kvb 
we`‡kx e¨vs‡Ki mwnZ K‡imc‡Û›U m¤úK© ’̄vcb Kiv hvB‡e ev eRvq ivLv hvB‡e| 

5. †Kvb Shell Bank Gi mwnZ e¨vsKmg~n K‡imc‡Û›U e¨vswKs m¤úK© ’̄vcb Kwi‡e bv ev eRvq ivwL‡e bv [Shell Bank 
ewj‡Z Hme e¨vsK‡K †evSv‡bv nBqv‡Q hvnv‡`i †hB‡`‡k BbK‡c©v‡i‡UW †mB‡`‡k †Kvb kvLv/Kvh©µg bvB Ges †Kvb 
wbqwš¿Z Avw_©K MÖæc (Regulated Financial Group) Gi AvIZvf~³ b‡n]| 

6. †hBme †`k/AÂj gvwb jÛvwis cÖwZ‡iv‡ai AvšÍR©vwZK gvb c~iY K‡i bvB (†hgb dvBb¨vwÝqvj GKkb Uv¯‹‡dv‡m©i 
Ôbb-†KvAcv‡iwUs Kvw›UªR GÛ †UwiUwiRÕ ZvwjKvf~³ †`k/AÂj) †mBme †`‡ki e¨vs‡Ki mwnZ K‡imc‡Û›U e¨vswKs 
m¤úK© eRvq ivwLevi e¨vcv‡i we‡kl mZK©Zv Aej¤^b Kwi‡Z nB‡e| GB mKj †ÿ‡Î Enhanced Due Diligence Gi 
cÖ‡qvRb nB‡e| GBme e¨vs‡Ki Beneficial Ownership Ges gvwb jÛvwis cÖwZ‡iv‡a Zvnv‡`i bxwZ I c×wZ m¤ú‡K© 
we¯ÍvwiZ Z_¨ msMÖn Kwi‡Z nB‡e| 

7. †hB mKj †imc‡Û›U e¨vsK Zvnv‡`i MÖvnKMY‡K e¨emv msµvšÍ †jb‡`b mivmwi K‡imc‡Û›U GKvD›U Gi gva¨‡g 
m¤úbœ Kwievi my‡hvM cÖ̀ vb Kwiqv _v‡K (A_©vr Payable-through accounts) Zvnv‡`i e¨vcv‡i we‡kl mZK©Zv 
Aej¤^b Kwi‡Z nB‡e| GB mvKz©jv‡i ewY©Z wb‡ ©̀kvejx we`¨gvb mKj K‡imc‡Û›U m¤ú‡K©i †ÿ‡ÎI cÖ‡hvR¨| 

 
 
 

Avcbv‡`i wek¦̄ Í 
 

^̄vÿwiZ/- 
(Gm.Gg.Aveyj Kv‡mg) 

gnve¨e ’̄vcK 
†dvb t 7120659 
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gvwb jÛvwis cÖwZ‡iva wefvM 

evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 
G.Gg.Gj. mvK©yjvi b¤^i t 08 ZvwiL t 21 wW‡m¤^i, 2005 
 
mKj e¨vsK 
 
 bM` †jb‡`b wi‡cvU© (CTR) `vwLjKiY cÖm‡½| 
 
wcÖq g‡nv`qMY, 

gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi 4 I 19 b¤^i avivq cÖ`Ë ¶gZve‡j wbgœewY©Z wb‡ ©̀kbvmg~n evsjv‡`‡ki mKj evwYwR¨K 
e¨vsK KZ©„K h_vh_fv‡e Abymi‡Yi R‡b¨ Rvix Kiv n‡jv t 

1. cÖwZwU e¨vsK kvLvi ˆ`bw›`b †jb‡`b ch©v‡jvPbv K‡i †Kvb GKwU wnmv‡e UvKv 5,00,000.00 (UvKv cuvP j¶) ev Z ỳaŸ© 
cwigvY bM‡` Rgv ev D‡Ëvj‡bi †¶‡Î ÔbM` †jb‡`b wi‡cvU©Õ (CTR) Gi AvIZvq mshy³-1 Gi bgybv dig Abymv‡i 
evsjv‡`k e¨vsK‡K AewnZ Ki‡Z n‡e|  †Kvb wnmv‡e GKw`‡bi GKvwaK bM` Rgvi †hvMdj D³ As‡Ki mgcwigvY ev 
AwaK n‡j wKsev GKw`‡bi GKvwaK bM` D‡Ëvjb Gi †hvMdj D³ As‡Ki mgcwigvY ev AwaK n‡j Rgv I D‡Ëvj‡bi 
R‡b¨ c„_Kfv‡e wi‡cvU© Ki‡Z n‡e| ZvQvov GKw`‡b GK ev GKvwaK K¨vk †iwgU¨vÝ ev AbjvBb wW‡cvwRU Øviv †Kvb GKwU 
wbw ©̀ó wnmv‡e Dc‡iv³ cwigvY UvKv cvVv‡bv n‡j G wb‡ ©̀kbvi AvIZvq evsjv‡`k e¨vs‡K wi‡cvU© Ki‡Z n‡e| 

2. Giƒc weeiYx gvwmK wfwË‡Z cÖ‡`q n‡e| †m †gvZv‡eK cÖwZ gv‡mi bM` †jb‡`b weeiYx cieZ©x gv‡mi 21 Zvwi‡Li g‡a¨ 
evsjv‡`k e¨vs‡Ki wbKU Aek¨B Rgv w`‡Z n‡e| D‡j−L¨, mgqg‡Zv cÖwZ‡e`b `vwLj Kivi wel‡q m‡PZb _vKvi R‡b¨ 
mswk−ó mKj‡K civgk© cÖ̀ vb Kiv n‡”Q; G wel‡q †Kvbiƒc AcviMZv/MvdjwZi R‡b¨ gvwb jÛvwis cÖwZ‡iva AvBb, 2002 
Gi 19(4) aviv Abymv‡i mswk −ó e¨vs‡Ki Dci Rwigvbv Av‡ivc Kiv †h‡Z cv‡i| 

3. evwYwR¨K e¨vs‡Ki cÖwZwU kvLv KZ©„K cÖavb gvwb jÛvwis cÖwZ‡iva cwicvjb Kg©KZ©vi eive‡i bM` †jb‡`b wi‡cvU© †cÖi‡Yi 
c~‡e© †jb‡`b¸‡jv h_vh_fv‡e cix¶v K‡i †`L‡Z n‡e Ges m‡›`nRbK †Kvb †jb‡`b/Z_¨ cvIqv †M‡j †jb‡`b¸‡jvi eY©bv 
I m‡›`‡ni KviY D‡j −Lc~e©K Zv wi‡cvU© Ki‡Z n‡e| e¨vs‡Ki cÖavb gvwb jÛvwis cÖwZ‡iva cwicvjb Kg©KZ©v KZ©„K evsjv‡`k 
e¨vs‡K bM` †jb‡`b wi‡cvU© Kivi c~‡e© †jb‡`b¸‡jv h_vh_fv‡e cix¶v K‡i †`L‡Z n‡e Ges m‡›`nRbK †Kvb 
†jb‡`b/Z_¨ cvIqv †M‡j †jb‡`b¸‡jvi eY©bv I m‡›`‡ni KviY D‡j−Lc~e©K Zv wi‡cvU© Ki‡Z n‡e| m‡›`nRbK †Kvb wKQz 
bv cvIqv †M‡j Ôm‡›`nRbK †Kvb wKQz cvIqv hvq wbÕ g‡g© cÖZ¨qb cÖ̀ vb KiZt wi‡cvU© †cÖiY Ki‡Z n‡e| 

4. weMZ 17 RyjvB, 2002 Zvwi‡Li gvt jt cÖt mvK©yjvi bs-2 Gi cwiwkó-M G cÖ̀ Ë ÔA ^̄vfvweK/ m‡›`nRbK †jb‡`b msµvšÍ 
wi‡cvwU©s digÕ Gi gva¨‡g we`¨gvb wb‡ ©̀kbv †gvZv‡eK A¯̂vfvweK/m‡›`nRbK †jb‡`b¸‡jv evsjv‡`k e¨vs‡K wi‡cvU© Ki‡Z 
nq| G¶‡Y mshy³-3 Gi bgybv dig Abymv‡iI A ^̄vfvweK/m‡›`nRbK †jb‡`b m¤úwK©Z Z_¨ evsjv‡`k e¨vs‡K wi‡cvU© 
Ki‡Z n‡e| G wel‡q cieZ©x wb‡ ©̀k bv †`qv ch©šÍ Dfqwe` di‡gB wi‡cvU© Kiv cÖ‡qvRb n‡e| 

5. AvMvgx 01 Rvbyqvix, 2006 ZvwiL n‡Z G wb‡`©kbv Kvh©Ki e‡j MY¨ n‡e|  A_©vr, bM` †jb‡`b weeiYxi †¶‡Î Rvbyqvix, 
2006 gv‡mi weeiYx G wb‡`©‡ki AvIZvq cÖ_g weeiYx wn‡m‡e †deª“qvix, 2006 gv‡mi wba©vwiZ Zvwi‡Li g‡a¨ Rgv w`‡Z 
n‡e| eZ©gvb Ae ’̄vq weeiYx mdU Kwci (wmwW‡Z) cvkvcvwk gyw ª̀Z KwcI (nvW© Kwc) cÖ̀ vb Ki‡Z n‡e| 
A ^̄vfvweK/m‡›`nRbK †jb‡`b weeiYxI 01 Rvbyqvix, 2006 n‡Z Dfq di‡g Rgv w`‡Z n‡e| 

AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 
 Avcbv‡`i wek¦̄ Í, 
 
mshy³ t 10 cvZv| 
 (Gm Gm Aveyj Kv‡mg) 
 gnve¨e ’̄vcK 
 †dvb t 7120659 



gvwb jÛvwis cÖwZ‡iva wefvM 

evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
15 †cŠl, 1412 G.Gg.Gj. mvK©yjvi b¤^i t 09 

ZvwiL t 
29 wW‡m¤^i, 2005 

mKj e¨vsK 
bM` †jb‡`b wi‡cvU© (CTR) `vwLjKiY cÖm‡½| 

 

 
wcÖq g‡nv`qMY, 
 

Dc‡iv³ wel‡q weMZ 21 wW‡m¤^i, 2005 Zvwi‡L Bmÿ K…Z G.Gg.Gj. mvK©yjvi b¤^i 08 Gi cÖwZ mswkøó mK‡ji „̀wó 
AvKl©Y Kiv hv‡”Q| 
 

02. gvwb jÛvwis cÖwZ‡iva Kvh©µg AwaK wbweofv‡e ch©‡eÿ‡Yi myweav‡_© Ges KÕwU evwYwR¨K e¨vs‡Ki cÖwZwbwaM‡Yi 
mgš^‡q MwVZ IqvwK©s KwgwUi mycvwik Abymv‡i bM` †jb‡`b wi‡cvwU©s c×wZ Pvjy Kiv nq| c~‡e© cÖewZ©Z 
A ^̄vfvweK/m‡›`nRbK †jb‡`b wi‡cvwU©s GKwU m¤ú~Y© c„_K e¨e ’̄v Ges cvi¯úwiK m¤úK©nxb| A_©vr, †Kvb MÖvnK 
cuvP jÿ UvKv ev Z‡ZvwaK cwigvY UvKv bM` †jb‡`b Ki‡jB Zv m‡›`nRbK e‡j we‡ePbv Kivi †Kvb AeKvk 
†bB| Z‡e †KejgvÎ evsjv‡`k e¨vs‡Ki AeMwZi R‡b¨ bM` †jb‡`b msµvšÍ Z_¨ wi‡cvU© Ki‡Z n‡e| e¨vswKs 
wkí‡K gvwb jÛvwis Gi AvIZv n‡Z wbivc` ivLvi ^̄v‡_©B Giƒc wb‡ ©̀kbv cÖ̀ Ë n‡q‡Q| 

03. e¨vs‡Ki cÖwZwbwaM‡Yi Aby‡iv‡ai †cÖwÿ‡Z Ges AwaK kvLv m¤úbœ †h mg Í̄ e¨vs‡Ki c‡ÿ G ch©šÍ mKj kvLv‡K 
A‡Uv‡gkvb Kiv m¤¢e nqwb Zv‡`i K_v we‡ePbvq †i‡L AvMvgx Rvbyqvix n‡Z gvP©, 2006 ch©šÍ mgqKv‡ji wi‡cvU© 
cÖ̀ vb‡K Hw”QK Kiv n‡jv| G‡ÿ‡Î wb‡gœv³ civgk© AbymiY Kiv †h‡Z cv‡it 

(K) †h mKj e¨vsK AvKv‡i †QvU Ges kvLvi msL¨v Kg; Ges hv‡`i c~Y© Kw¤úDUvivBRW Ab-jvBb Kvh©µg 
i‡q‡Q Zv‡`i‡K Rvbyqvix, 2006 n‡Z G.Gg.Gj mvK©yjvi b¤^i 08 ZvwiL 21 wW‡m¤^i, 2005 †gvZv‡eK 
bM` †jb‡`b wi‡cvU© Kivi Rb¨ Aby‡iva Kiv hv‡”Q| 

(L) e„nr e¨vsKmg~‡ni c‡ÿ Rvbyqvix - gvP©, 2006 mgqKv‡j c~Y©v½ wi‡cvU© cÖ̀ vb m¤¢e bv n‡j, Zviv AvswkK 
wi‡cvU© (A_©vr †h msL¨K kvLvi wi‡cvU© †`qv m¤¢e nq) cÖ̀ vb Ki‡Z cv‡i| 

04. miKvix wnmve ev miKvix gvwjKvbvaxb cÖwZôvbmg~‡ni wnmv‡e bM` Rgvi †ÿ‡Î (cwigvY wbwe©‡k‡l) wi‡cvU© Kivi 
cÖ‡qvRb †bB| Z‡e bM` D‡Ëvj‡bi †ÿ‡Î h_vixwZ G.Gg.Gj. mvK©yjvi bs 08 ZvwiL 21 wW‡m¤^i, 2005 Gi 
wb‡ ©̀kbv Abymv‡i wi‡cvU© Ki‡Z n‡e| 

05. bM` †jb‡`b msµvšÍ wi‡cvU© Aek¨B mdU Kwc‡Z Ki‡Z n‡e; A_©vr mdU Kwci mv‡_ nvW© Kwc (gyw ª̀Z) cÖ̀ v‡bi 
Avek¨KZv †bB| mdU Kwc‡Z wi‡cvwU©s Gi myweav‡_© evsjv‡`k e¨vsK n‡Z IivKj-wfwËK WvUv Gw›Uª mdUIq¨vi 
msMÖn Kiv hv‡e| 

bM` †jb‡`b wi‡cvwU©s wel‡q cÖ̀ Ë Ab¨ mKj wb‡ ©̀kbv AcwiewZ©Z _vK‡e| AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 
 

 Avcbv‡`i wek¦̄ Í, 
 

         ¯̂vÿwiZ 
 (g. gvndzRyi ingvb) 
 Dc-gnve¨e ’̄vcK 
 †dvb t 7120371 
 

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq 
XvKv| 

04 dvêyb, 1412 G.Gg.Gj. mvK©yjvi b¤^i t 10 
ZvwiL t

16 †deªæqvix, 2006 
mKj e¨vsK 

bM` †jb‡`b wi‡cvU© (CTR) `vwLjKiY cÖm‡½| 
 

 
wcÖq g‡nv`qMY, 
 

Dc‡iv³ wel‡q weMZ 21 wW‡m¤^i, 2005 Zvwi‡L Bmy¨K…Z G.Gg.Gj. mvK©yjvi b¤^i 08 Gi cÖwZ mswkøó mK‡ji `„wó AvKl©Y 
Kiv hv‡”Q| 
 

02. D³ mvKz©jv‡i mshy³-1 †gvZv‡eK bM` †jb‡`b wi‡cvU© (CTR) Gi †h bgybv dig Ges mshy³-3 †gvZv‡eK 
A¯^vfvweK/m‡›`nRbK †jb‡`b wi‡cvU© (STR) Gi †h bgybv dig cÖ`vb Kiv n‡qwQj Zv AviI mnRxKiYKiZt bZzb 
bgybv dig GZ`&ms‡M mshy³ Kiv n‡jv (mshy³-K, L)| 

03. DwjøwLZ bgybv dig Abymv‡i weeiYx h_vixwZ evsjv‡`k e¨vs‡K wi‡cvU© Ki‡Z n‡e| 

04. GZ`&msµvšÍ G.Gg.Gj. mvKz©jvi b¤^i 08 ZvwiL 21/12/2005 I G.Gg.Gj. mvKz©jvi b¤^i 09 ZvwiL 29/12/2005 
Gi Ab¨vb¨ mKj wb‡ ©̀kvejx AcwiewZ©Z _vK‡e| 

AbyMÖnc~e©K cÖvwß ¯^xKvi Ki‡eb| 
 

 Avcbv‡`i wek¦¯Í, 
         ¯^vÿwiZ 

mshy³ t  07 (mvZ) cvZv| 
 (g. gvndzRyi ingvb) 
 Dc-gnve¨e ’̄vcK 
 †dvb t 7120371 



mshy³ t ÔKÕ 
Cash Transaction Report (CTR) 

(For multiple transactions within one day exceeding threshold limit 
and to be completed by the branch holding the customer’s account) 

 

Reporting Institution: 
 

1 (i) Bank Code      (ii) Branch Code      
 

2 Reporting Month   /     (mm/yyyy) 
 

Account Details: 
3 (i) Account Number                     

 

 (ii) Account Type      (iii) Ownership Type   
 

 (iv) Account Title                     
                      
                      
                      
                      
 

41 (i) Tax Identification Number                 
 (ii) VAT Registration Number                 
 (iii) Company Registration Number                 
 (iv) Company Registration Date   /   /     (dd/mm/yyyyy) 
 

Account Holder’s Details (other than Company account): 
5 (i) Account Holder’s Name                     
                      
 

 (ii) Owner Code                  
 

 (iii) Occupation Code    (iv) Gender 
(M/F) 

 

 

 (v) Father’s Name                     
                      
                      
 

 (vi) Mother’s Name                     
                      
                      
 

 (vii) Date of Birth   /   /     (dd/mm/yyyy) 
 

 (viii) Telephone Number    City 
Name  

Country 
Name 

 Residence1                   
 Residence 2                   
 Mobile1                   
 Mobile 2                   
 Office1                   
 Office2                   
 

 (ix) Passport Number                   
 

 (x) Driving License Number                   
 

 (xi) Tax Identification Number (TIN)                 
 

 (xii) Present/Mailing Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiii) Permanent Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

                                                 
1 For Companies/Business Entities only. 



Transaction Details 
6(iv). Amount 6(i).

Sl 
No 

 6(ii). Transaction Date 
(dd/mm/yyyy) 

 6(iii). 
Trn 
Type 

 

Taka Paisa 
 

6(v). No. 
of Trn 

 6(vi). Bank and Branch 
Code2 

 6(vii). 
Currency3 

 

1    /   /                                  
2    /   /                                  
3    /   /                                  
4    /   /                                  
5    /   /                                  
6    /   /                                  
7    /   /                                  
:    /   /                               

 

   
:                                          
 
(For Corporate Accounts only) 
7                     
 

(i) Director’s Name 

                    
 

 (ii) Owner Code                  
 

 (iii) Occupation Code     (iv)Gender 
(M/F) 

 

 

 (v) Father’s Name                     
                      
                      
 

 (vi) Mother’s Name                     
                      
                      
 

 (vii) Date of Birth   /   /     (dd/mm/yyyy) 
 

 (viii) Telephone Number    City 
Name  

Country 
Name 

 Residence1                   
 Residence2                   
 Mobile1                   
 Mobile2                   
 Office1                   
 Office2                   
 

 (ix) Passport Number                   
 

 (x) Driving License Number                   
 

 (xi) Tax Identification Number (TIN)                 
 

 (xii) Present/Mailing Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiii) Permanent Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiv) Designation Code    
 

8                     
 

(i) Signatory’s Name 

                    
 

 (ii) Owner Code                  
 

 (iii) Occupation Code     (iv)Gender 
(M/F) 

 

  

 (v) Father’s Name                     
                      
                      
 

 
 
 

                                                 
2 For Online deposit/withdrawal/Remittance only  
3 For Currencies other that Bangladesh Taka. 



 (vi) Mother’s Name                     
                      
                      
 

 (vii) Date of Birth   /   /      (dd//mm/yyyy) 
 

 (viii) Telephone Number    City 
Name 

Country 
Name 

 Residence1                   
 Residence2                   
 Mobile1                   
 Mobile2                   
 Office1                   
 Office2                   
 

 (ix) Passport Number                   
 

 (x) Driving License Number                   
 

 (xi) Tax Identification Number (TIN)                 
 

 (xii) Present/Mailing Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiii) Permanent Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiv) Designation Code    
 
 

 
Continue on additional sheets with details of the second account holder (joint accounts) 

and for additional directors and signatories for corporate accounts. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



mshy³ t ÔLÕ 
Suspicious Transaction Report (STR) 

 

Reporting Institution: 
 

1 (i) Bank Code      (ii)  Branch Code      
 

2 Reporting Month   /     (mm/yyyy) 
 

Account Details: 
3 (i) Account Number                     

 

 (ii) Account Type      (iii) Ownership 
Type 

  

 

 (iv) Account Title                     
                      
                      
                      
                      
 

Declared Transaction 
Profile (Monthly Basis) 

Monthly Total Amount  No. 
of 

Tran
s. 

Maximum Amount in 
One Instance 

4 

(i) Deposit                        
 (ii) Withdrawal            

 

  

 

          
 

54 (i) Tax Identification Number                  
 (ii) VAT Registration Number                 
 (iii) Company Registration Number                 
 (iv) Company Registration Date   /   /     (dd/mm/yyyyy) 
 

Transaction Details  
6. Transaction details which is/are considered as Unusual/Suspicious 

6(iv) Amount 6(i) 
Sl.No 

 6(ii) Transaction Date 
(dd/mm/yyyy) 

 6(iii) 
Trn 
Type 

 

Taka Paisa 
 6(v) 

Currency5 

 

1    /   /                       
2    /   /                       
3    /   /                       
4    /   /                       
5    /   /                       
6    /   /                       
7    /   /                       
:    /   /                       
:    /   /                       

 

The following details of the counterparty accounts should be recorded for each unusual /suspicious 
transaction (Continue on additional sheet when necessary) 
 

Counterpart’s Details (which is/are considered as Unusual/Suspicious) 
6(i). 

Sl.No 

 
6(vi). Bank 

Code 

 6(vii). Branch 
Code6 

 6(viii). Account Number 

 

1                              
2                              
3                              
4                              
5                              
6                              
7                              
:                              
:          

 

                    
 

Account Holder’s Details (other than Company Account): 
7 (i) Account Holder’s Name                     
                      
 

                                                 
4 For Companies/Business Entities only. 
5 For Currencies other than Bangladesh Taka only. 
6 For Online Deposit/Withdrawal/Remittance only. 



 (ii) Owner Code                  
 

 (iii) Occupation Code    (iv) Gender 
(M/F) 

 

 

 (v) Father’s Name                     
                      
                      
 

 (vi) Mother’s Name                     
                      
                      
 

 (vii) Date of Birth   /   /     (dd/mm/yyyy) 
 

 (viii) Telephone Number    City 
Name 

Country 
Name 

 Residence1                   
 Residence2                   
 Mobile1                   
 Mobile2                   
 Office1                   
 Office2                   
 

 (ix) Passport Number                   
 

 (x) Driving License Number                   
 

 (xi) Tax Identification Number (TIN)                 
 

 (xii) Present/Mailing Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiii) Permanent Address                     
                      
                      
       Upazila/ Thana (Five digit code to be 

used) 
 

(For Corporate Accounts only) 
8                     
 

(i) Director’s Name 

                    
 

 (ii) Owner Code                  
 

 (iii) Occupation Code     (iv)Gender 
(M/F) 

 

 

 (v) Father’s Name                     
                      
                      
 

 (vi) Mother’s Name                     
                      
                      
 

 (vii) Date of Birth   /   /     (dd/mm/yyyy) 
 

 (viii) Telephone Number    City 
Name  

Country 
Name 

 Residence1                   
 Residence2                   
 Mobile1                   
 Mobile2                   
 Office1                   
 Office2                   
 
 
 
 

 (ix) Passport Number                   
 

 (x) Driving License Number                   
 

 (xi) Tax Identification Number (TIN)                 
 



 (xii) Present/Mailing Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiii) Permanent Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiv) Designation Code    
 

9                     
 

(i) Signatory’s Name 

                    
 

 (ii) Owner Code                  
 

 (iii) Occupation Code     (iv)Gender 
(M/F) 

 

  

 (v) Father’s Name                     
                      
                      
 

 (vi) Mother’s Name                     
                      
                      
 

 (vii) Date of Birth   /   /      (dd/mm/yyyy) 
 

 (viii) Telephone Number    City 
Name  

Country 
Name 

 Residence1                   
 Residence2                   
 Mobile1                   
 Mobile2                   
 Office1                   
 Office2                   
 

 (ix) Passport Number                   
 

 (x) Driving License Number                 
 

 (xi) Tax Identification Number (TIN)                 
 

 (xii) Present/Mailing Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiii) Permanent Address                     
                      
                      
       Upazila/Thana (Five digit code to be 

used) 
 

 (xiv) Designation Code    
 

Continue on additional sheets with details of the second account holder (joint accounts) 
and for additional directors and signatories for corporate accounts. 

 



 
10 Reasons for 

considering the 
Transactions as 
Unusual/Suspicious 

To be filled by the Reporting Officer (with name & Designation) 
 
 
 
 
 
 
 
 
 

  To be filled by the Branch Anti-Money Laundering Compliance 
Officer (with name & Designation) 

 
 
 
 
 
 
 
 

  To be filled by the Chief Anti-Money Laundering Compliance 
Officer (with name & Designation) 

 
 
 
 
 
 
 
 

 

11 Has a STR been previously reported for this 
account? (Y/N) 

  “Y” for Yes and “N” for 
No 

 

 (i) If yes, what is the most recent STR Reference 
number from Head Office 

      
  

    

 (ii) Reference number of this STR from Head Office             
 (iii) Reference number of this STR  from Branch 

Office 
      

  
    

 
 
 
 
 
 
 
 
 
 
 
 

 



Anti-Money Laundering Department 
Bangladesh Bank 

Head Office 
Dhaka 

 
 

08 Falgun, 1413  
AML Circular No-11 Date :  

20 February, 2007 
 
Chief Executives 
All Scheduled Banks and Financial Institutions, 
 
Dear Sirs, 
 

Cooperation in conducting investigation by the law enforcing agencies and  
compliance of freezing/attachment order under the Special Powers Rules, 2007. 

 
 Attention is drawn to the amendments of the Special Powers Rules, 2007 vide 
S.R.O.20-law/2007 of the Ministry of Home Affairs of the Government of Bangladesh as 
published in Bangladesh Gazette on 13 February 2007. 

02. The investigation teams of the law enforcing agencies, in course of detection of 
crimes, framing of charges and filing of suits in connection with corruption cases, are 
now engaged in examining transactions of accounts in banks and financial institutions 
allegedly maintained by the suspects. The investigation teams of the law enforcing 
agencies will be deemed empowered by the Bangladesh Bank under Section 5 of the 
Anti-Money Laundering Act, 2002. 

03. Freezing or attachment order imposed by Magistrate Class-I or Metropolitan 
Magistrate, as the case may be, upon the balance of the accounts of the accused or 
suspects shall be complied forthwith. 

04. All your branches should be advised accordingly. 

 

 

Yours Faithfully, 
Sd/ 

(A.K.M. Mustafizur Rahman) 
General Manager 
Phone: 7120659 

 - 1 -I:\AML circulars\AMLP Circular 11.doc 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq 
XvKv| 

05 Avwk¦b, 1414G.Gg.Gj. mvK©yjvi b¤^i t 12 
ZvwiL t

20 †m‡Þ¤^i, 2007
 

 
mKj Zdwmjx e¨vsK  I Avw_©K cÖwZôvb 
 

 
wcÖq g‡nv`qMY, 

 

 
gvwb jÛvwis cÖwZ‡iva (ms‡kvab) Aa¨v‡`k, 2007| 

 
 

AvBb, wePvi I msm` welqK gš¿Yvjq KZ…©K gvwb jÛvwis cÖwZ‡iva AvBb, 2002 AvswkK ms‡kvab K‡i gvwb 

jÛvwis cÖwZ‡iva (ms‡kvab) Aa¨v‡`k, 2007 (Aa¨v‡`k bs-17, 2007) RyjvB 30, 2007 Zvwi‡L evsjv‡`k 

†M‡R‡Ui (AwZwi³ msL¨v) gva¨‡g Rvix Kiv n‡q‡Q| mswkøó mK‡ji cwicvj‡bi Rb¨ D³ Aa¨v‡`k Aci c„ôvq 

cybtgỳ ªb Kiv nÕj| 
 

DwjøwLZ Aa¨v‡`‡ki fvl¨ mswkøó‡`i AewnZ Kivi Rb¨ GZØviv wb‡ ©̀kbv cÖ̀ vb Kiv nÕj| 

AbyMÖnc~e©K GB mvKz©jv‡ii cÖvwß ^̄xKvi Ki‡eb| 

 

Avcbv‡`i wek¦̄ Í 
 

                
(g. gvndzRyi ingvb) 

gnve¨e ’̄vcK (PjwZ `vwq‡Z¡) 
†dvb t 7125765 

 
 

cÖwZwjwc bs-GGgGjwW-2/2007-        ZvwiL t DwjøwLZ| 
  

 AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡bi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 
 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
2. gnve¨e¯’vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU, XvKv/ewikvj/iscyi| 
3. wbe©vnx cwiPvjK, Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
4. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
5. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc-cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
6. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
7. gnvcwiPvjK, evsjv‡`k BbwówUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
8. gnvmwPe, w` BbwówUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12, KvIivb evRvi, †ZRMuvI, XvKv| 
9. ‡Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKm, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
10. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡cø·, 73, KvKivBj, XvKv| 

 
 
 
 

(†Mvjvg gwnDÏxb) 
mnKvix cwiPvjK 

†dvb t 7126101-20/2461 
 



 
 
‡iwR÷vW© bs wW G-1 

evsjv‡`k †M‡RU 
AwZwi³ msL¨v 

KZ…©cÿ KZ©©„K cÖKvwkZ 
 

ÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑ 
†mvgevi, RyjvB 30, 2007 

ÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑ 
MYcÖRvZš¿x evsjv‡`k miKvi 

AvBb, wePvi I msm` welqK gš¿Yvjq 
weÁwß 

ZvwiL, 15 kªveY 1414 evs/30 RyjvB 2007 wLªt 
 

 bs 17(gytcÖt)|--MYcÖRvZš¿x evsjv‡`‡ki ivóªcwZ KZ©„K 14 kªveY 1414 evs †gvZv‡eK 29 RyjvB 2007 wLªt Zvwi‡L 
cÖYxZ wb‡gœ D‡jøwLZ Aa¨v‡`kwU GZØviv Rbmvavi‡Yi ÁvZv‡_© cÖKvk Kiv nBj| 

 

Aa¨v‡`k bs 17, 2007 

gvwb jÛvwis cÖwZ‡iva AvBb, 2002 (2002 m‡bi 7bs AvBb) Gi ms‡kvabK‡í cÖYxZ 

Aa¨v‡`k 

 ‡h‡nZz wbgœewY©Z D‡Ïk¨ c~iYK‡í gvwb jÛvwis cÖwZ‡iva AvBb, 2002 (2002 m‡bi 7bs AvBb) Gi AwaKZi ms‡kvab 
mgxPxb I cÖ‡qvRbxq; Ges 

 †h‡nZz msm` fvw½qv wMqv‡Q Ges ivóªcwZi wbKU Bnv m‡šÍvlRbKfv‡e cÖZxqgvb nBqv‡Q †h, Avï e¨e¯’v MÖn‡Yi Rb¨ 
cÖ‡qvRbxq cwiw¯’wZ we`¨gvb iwnqv‡Q; 

 †m‡nZz MYcÖRvZš¿x evsjv‡`‡ki msweav‡bi 93(1) Aby‡”Q‡` cÖ̀ Ë ÿgZve‡j ivóªcwZ wbgœiƒc Aa¨v‡`k cÖYqb I Rvix 
Kwi‡jb t- 

 1| mswÿß wk‡ivbvg I cÖeZ©b|--(1) GB Aa¨v‡`k gvwb jÛvwis cÖwZ‡iva (ms‡kvab) Aa¨v‡`k, 2007 bv‡g AwfwnZ 
nB‡e| 

 (2) GB Aa¨v‡`k GwcÖj 18, 2007 Zvwi‡L Kvh©Ki nBqv‡Q ewjqv MY¨ nB‡e| 

 2| gvwb jÛvwis cÖwZ‡iva AvBb, 2002 (2002 m‡bi 7bs AvBb) G bZzb aviv 3K Gi mwbœ‡ek|--gvwb jÛvwis 
cÖwZ‡iva AvBb, 2002 Gi aviv 3 Gi ci wbgœiƒc bZzb aviv 3K mwbœ‡ewkZ nB‡e, h_vt 

 ÔÔ3K| Z`šÍ, wePvi, BZ¨vw` welqK we‡kl weavb|--(1) GB AvB‡bi Ab¨ †Kvb avivq wfbœZi hvnv wKQzB _vKzK bv †Kb, 
GB AvB‡bi Aaxb-- 

 (K) Acivamg~n `yb©xwZ `gb Kwgkb AvBb, 2004 (2004 mv‡ji 5bs AvBb) Gi Zdwmjfz³ Aciva wnmv‡e `yb©xwZ 
`gb Kwgkb KZ©„K Z`šÍ‡hvM¨ nB‡e; 

 (L) Acivamg~n Criminal Law Amendment Act, 1958 (Act XL of 1958) Gi wmwWDjfz³ Aciva  wnmv‡e 
 Special Judge KZ©„K wePvh© nB‡e ; Ges 

 (M) Acivamg~‡ni Z`šÍ, wePvi I mswkøó Ab¨vb¨ wel‡q, GB AvB‡bi weavbvejxi mwnZ we‡iv‡ai †ÿ‡Î,  `yb©xwZ 
`gb Kwgkb AvBb, 2004 Ges Criminal Law Amendment Act, 1958 Gi weavbvejx cÖvavb¨  cvB‡e| 

 (2) Dc-aviv (1) Gi weavb m‡Ë¡I, GB aviv Kvh©Ki nBevi c~‡e© GB AvB‡bi Aaxb wb®úbœvaxb †Kvb Aciv‡ai Z`šÍ, 
wePvi I mswkøó Ab¨vb¨ welqvw` Ggbfv‡e wb®úbœ nB‡e †hb GB aviv Kvh©Ki nq bvB|Ó 

 

cÖ‡dmi W. BqvRDwÏb Avn‡¤§` 
 

ivóªcwZ 
MYcÖRvZš¿x evsjv‡`k| 

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq 
XvKv| 

I‡qemvBU : www.bangladeshbank.org.bd
 

 09 Avwk¦b, 1414G.Gg.Gj. mvK©yjvi b¤^i t 13 
ZvwiL t

24 †m‡Þ¤^i, 2007
 

cÖavb wbe©vnx, 
mKj Zdwmjx e¨vsK 
 
wcÖq g‡nv`qMY, 

 

 

bM` †jb‡`b wi‡cvU© (CTR) `vwLjKiY cÖm‡½| 

21 wW‡m¤^i, 2005 Zvwi‡Li G.Gg.Gj. mvKz©jvi bs 08 Gi 1 (GK) b¤^i Aby‡”Q‡`i wb‡`©kbv Abyhvqx 
†Kvb GKwU wnmv‡e $5.00 j¶ (cvuP j¶ UvKv) ev Z ỳaŸ© cwigvY bM‡` Rgv ev D‡Ëvj‡bi †¶‡Î bM` †jb‡`b 
wi‡cvU© (CTR) evsjv‡`k e¨vs‡K `vwL‡ji Avek¨KZv Av‡ivwcZ Av‡Q|  

 

02. ch©v‡jvPbv‡šÍ D³ wbgœmxgv $5.00 j¶ n‡Z e„w× K‡i $7.00 j¶vwaK Kiv nj| G wb‡`©k †m‡Þ¤^i, 
2007 n‡Z Kvh©Ki n‡e weavq †m‡Þ¤^i, 2007 I Z`cieZ©x gvm¸‡jvi bM` †jb‡`b wi‡cv‡U© (CTR) †KejgvÎ 
mvZ j¶ UvKvi D‡aŸ©i †jb‡`‡bi Z_¨ mwbœ‡ewkZ n‡e| ¯§Z©e¨, †m‡Þ¤^i, 2007 gv‡mi weeiYx AvMvgx 21 
A‡±vei, 2007 Gi g‡a¨ Rgv w`‡Z n‡e| 

 

03. bM` †jb‡`b (Cash Transaction) I m‡›`nRbK †jb‡`b (Suspicious Transaction) m¤ú~Y© c„_K 
weavq bM` †jb‡`b wi‡cv‡U©i (CTR) cvkvcvwk m‡›`nRbK ‡jb‡`b wi‡cvU© (STR) c~‡e©i b¨vq `vwLj Ae¨vnZ 
ivL‡Z n‡e| 

 

 

Avcbv‡`i wek¦̄ Í, 
 

                
(g. gvndzRyi ingvb) 
gnve¨e ’̄vcK (fvicÖvß) 

†dvb t 7125765 
 
cÖwZwjwc bs-GGgGjwW-2/2007- 3602       ZvwiL t Dwj −wLZ| 
  

 AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡bi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 
 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
2. gnve¨e¯’vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU, XvKv/ewikvj/iscyi| 
3. wbe©vnx cwiPvjK, Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
4. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
5. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc-cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
6. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
7. gnvcwiPvjK, evsjv‡`k BbwówUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
8. gnvmwPe, w` BbwówUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12, KvIivb evRvi, †ZRMuvI, XvKv| 
9. ‡Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKm, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
10. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡c−·, 73, KvKivBj, XvKv| 

 

 
 

(‡gvnv¤§` Ave ỳi ie) 
mnKvix cwiPvjK 

†dvb t 7126101-20/2489 

http://www.bangladeshbank.org.bd/


 
 
 

(English Version) 
 

Anti Money Laundering Department 
Bangladesh Bank 

Head office 
Dhaka 

www.bangladeshbank.org.bd 

 
 
A.M.L. Circular No.: 14                 Date:  25 September, 2007 
 
Chief Executives 
All Banks/Financial Institutions 
 
 

Instructions for opening and maintaining the  
accounts of Politically Exposed Persons ( PEPs). 

 
Dear Sirs, 

 

By the power conferred under section 4 & 19 of Money Laundering Prevention Act, 2002 (Act No. 7 of 

2002), the following instructions are issued in compliance with United Nations Convention against 

Corruption (UNCAC) and Recommendation no. 06 of Financial Action Task Force (FATF),  for all 

scheduled banks/financial institutions to follow properly: 

2. Banks and Financial Institutions should exercise Enhanced Due Diligence, in relation to Politically 

Exposed Persons (PEPs): 

a. Have the risk management system to identify PEPs. 

b. Obtain senior management approval for establishing business relationships with such 
customers. 

c. Take reasonable measures to establish the source of wealth and source of funds. 

d. Conduct ongoing monitoring of the business relationship. 

3. PEPs refer to “Individuals who are or have been entrusted with prominent public functions in a 
foreign country, for example Heads of State or of government, senior politicians, senior 
government, judicial or military officials, senior executives of state owned corporations, important 
political party officials. Business relationships with family members or close associates of PEPs 
involve reputational risks similar to those with PEPs themselves.” 

4.  All instructions of Money Laundering Prevention Act, 2002 and directions given with reference to 

the said Act should be followed properly. The banks/financial institutions should observe all 

formalities as detailed in Guidelines for Foreign Exchange Transactions while opening accounts of 

non-residents. 

5. The above instructions will be applicable with immediate effect. 

 

Please acknowledge receipt. 

 Yours faithfully, 

 

 

 (M. Mahfuzur Rahman) 

 General Manager (In-Charge) 

 Tel: 7125765 



 
 
 

gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq 
XvKv| 
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ZvwiL t 
25 ‡m‡Þ¤^i, 2007

cÖavb wbev©nx, 
mKj e¨vsK I Avw_©K cÖwZôvb 
 

Politically Exposed Persons (PEPs) Gi 
wnmve †Lvjv I cwiPvjbvi †¶‡Î AbymiYxq wb‡`©kvejx| 

 

wcÖq g‡nv`qMY, 
 

gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi 4 I 19 b¤^i avivq cÖ̀ Ë ¶gZve‡j RvwZms‡Ni ỳb©xwZ we‡ivax Kb‡fbkb 
Ges wdbvwÝqvj G¨vKkb Uv¯‹ ‡dvm© (GdGwUGd) Gi 6 b¤^i mycvwik cwicvj‡bi Rb¨ wbgœewY©Z wb‡ ©̀kbvmg~n evsjv‡`‡ki 
mKj Zdwmjx e¨vsK I Avw_©K cÖwZôvb KZ…©K h_vh_fv‡e Abymi‡Yi Rb¨ Rvix Kiv nÕj t 

2| Politically Exposed Persons (PEPs) Gi wnmve †Lvjv Ges/A_ev cwiPvjbvi †¶‡Î AwaKZi mZK©Zv 
(Enhanced Due Diligence) Aej¤^b Ki‡Z n‡e| GR‡b¨ t  

K) ÔPEPs’ ‡`i wnmve †Lvjv I cwiPvjbv msµvšÍ SuywK mbv³Ki‡Yi Rb¨ GKwU SuywK e¨e ’̄vcbv c×wZi cÖeZ©b Ki‡Z n‡e; 
L) Zv‡`i mv‡_ e¨emvwqK m¤úK© ’̄vc‡bi c~‡e©B e¨vs‡Ki D×©Zb Dchy³ KZ…©c‡¶i Aby‡gv`b MÖnY Ki‡Z n‡e; 
M) Zv‡`i wnmv‡e †jb‡`bK…Z A_© ev m¤ú‡`i Drm Rvbvi Rb¨ h‡_vchy³ e¨e ’̄v MÖnY Ki‡Z n‡e; 
N) Zv‡`i wnmv‡ei †jb‡`b wbqwgZfv‡e gwbUwis Ki‡Z n‡e| 
 

3| mswk −ó mK‡ji h_vwewn‡Zi Rb¨, ÔPEPs’ Gi msÁv wb‡gœ cÖ̀ Ë nÕj : Individuals who are or have been 
entrusted with prominent public functions in a foreign country, for example Heads of State or of 
government, senior politicians, senior government, judicial or military officials, senior executives 
of state owned corporations, important political party officials. Business relationships with family 
members or close associates of PEPs involve reputational risks similar to those with PEPs 
themselves. 

 
[[[[ 

4| gvwb jÛvwis cÖwZ‡iva AvBb, 2002 I Z`m~‡Î cÖ̀ Ë mKj wewaweavb cwicvjb I Guidelines for Foreign 
Exchange Transactions G Awbevmx‡`i wnmve †Lvjv msµvšÍ hveZxq wewaweavb h_vixwZ cwicvjb Ki‡Z n‡e| 

 
 

5| GB wb‡ ©̀k Awej‡¤^ Kvh©Ki n‡e| 
 

AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb|        
 

Avcbv‡`i wek¦̄ Í, 
 
  

 (g. gvndzRyi ingvb) 
 gnve¨e ’̄vcK (fvicÖvß) 
 †dvb t 7125765 
cÖwZwjwc bs-GGgGjwW-2/2007-                        ZvwiL t Dwj−wLZ| 
 AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡bi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 
 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
2. gnve¨e¯’vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU, XvKv/ewikvj/iscyi| 
3. wbe©vnx cwiPvjK, Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
4. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
5. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc-cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
6. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
7. gnvcwiPvjK, evsjv‡`k BbwówUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
8. gnvmwPe, w` BbwówUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12, KvIivb evRvi, †ZRMuvI, XvKv| 
9. ‡Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKm, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
10. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡c−·, 73, KvKivBj, XvKv| 

 
        (‡gvt gvmỳ  ivbv) 

                   mnKvix cwiPvjK 
               †dvb t 7126101-20/2461 



 
gvwb jÛvwis cÖwZ‡iva wefvM 

evsjv‡`k e¨vsK 
cÖavb Kvh©vjq, XvKv| 

I‡qemvBU : www.bangladeshbank.org.bd
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mKj Zdwmjx e¨vsK I Avw_©K cÖwZôvb 
 
 

Guidance Notes on Preventing of Money Laundering Gi Aby‡”Q` 6.5 †gvZv‡eK 
Self Assessment Ges Aby‡”Q` 6.6 †gvZv‡eK Independent Testing 

Procedures msµvšÍ welqmg~n cwicvj‡b AbymiYxq wb‡ ©̀kvejx| 
 

 

wcÖq g‡nv`qMY, 
 

wk‡ivbv‡gv³ wel‡q Guidance Notes on Preventing of Money Laundering Gi Aby‡”Q` 6.5 I 6.6 Gi 

wb‡ ©̀kbv Ges Financial Action Task Force (FATF) Gi 15 b¤^i mycvwik cwicvj‡bi wbwg‡Ë Avcbv‡`i cÖwZôv‡bi 

cÖwZwU kvLvq Abymi‡Yi Rb¨ Self Assessment Gi wba©vwiZ †PKwjó Ges †K›`ªxq cwicvjb BDwbU I Af¨šÍixY wbixÿv 

wefv‡Mi e¨env‡ii Rb¨ Independent Testing Procedures Gi wba©vwiZ †PKwjó GZ &̀ms‡M ms‡hvwRZ nj (mshy³ - K, L 
I M)| 

 

02|  kvLvmg~‡ni KiYxq 

 (K) cÖwZwU kvLv MvB‡WÝ †bvUm Ab wcÖ‡fbkb Ae gvwb jÛvwis Gi Aby‡”Q` 6.5 †gvZv‡eK Self Assessment 

Gi wba©vwiZ †PKwjó (mshy³ t K) Gi Dci wfwË K‡i ˆÎgvwmK wfwË‡Z wb‡R‡`i kvLvi g~j¨vqY Ki‡e; 

 (L) Av‡jvP¨ g~j¨vqY cÖwZ‡e`‡bi wfwË‡Z kvLv e¨e ’̄vc‡Ki mfvcwZ‡Z¡ kvLvi ¸iæZ¡c~Y© Kg©KZ©v‡`i mgš^‡q mfv 

Av‡qvR‡bi e¨e ’̄v Ki‡Z n‡e| D³ mfvq kvLv g~j¨vqY cÖwZ‡e`‡bi Dci Av‡jvPbv Ki‡Z n‡e, mgm¨v wPwýZ 

K‡i Zv mgvav‡bi Dcvq ev mycvwik wba©viY Ki‡Z I Zv wjwce× Ki‡Z n‡e| cieZ©x mfv¸‡jv‡Z c~e©eZ©x mfvq 

Av‡jvwPZ welq, Awc©Z `vwqZ¡ Ges AMÖMwZi welq wb‡qI Av‡jvPbv Ki‡Z n‡e; Ges 

 (M) cÖwZwU ˆÎgvwmKKvj m¤úbœ nevi c‡ii gv‡mi 20 Zvwi‡Li g‡a¨ kvLv g~j¨vqb cÖwZ‡e`b, G wel‡q kvLv KZ©„K 

M„nxZ D‡`¨vM Ges mycvwik BZ¨vw` cÖavb Kvh©vj‡qi Af¨šÍixb wbixÿv wefvM I †K› ª̀xq cwicvjb BDwb‡U †cÖiY 

Ki‡Z n‡e| 
 

03|  Af¨šÍixY wbixÿv wefv‡Mi KiYxq 

 (K) kvLvmg~n n‡Z cÖvß kvLv g~j¨vqb cÖwZ‡e`b hvPvB K‡i †Kvb kvLvq †Kvb SuywKc~Y© welq cwjwÿZ n‡j 

ZvrÿwYKfv‡e kvLvwU cwi`k©‡bi e¨e ’̄v Ki‡Z n‡e Ges welqwU Dchy³ KZ©„c‡ÿi bR‡i Avb‡Z n‡e| 

 (L) MvB‡WÝ †bvUm Ab wcÖ‡fbkb Ae gvwb jÛvwis Gi Aby‡”Q` 6.6 †gvZv‡eK Independent Testing 

Procedures Gi wba©vwiZ †PKwjó Gi Dci wfwË K‡i Af¨šÍixb wbixÿv wefvM Zv‡`i mswkøó kvLvi wbixÿv 

cÖwZ‡e`‡b gvwb jÛvwis cÖwZ‡iva msµvšÍ Avjv`v Aa¨vq mshy³ Ki‡e| Af¨šÍixb wbixÿv wefvM Zv‡`i wbR ^̄ 

Ges ^̄vfvweK cwi`k©b Kg©m~Px Abymv‡i wewfbœ kvLvi cwi`k©b Kvh©µg m¤úv`bKv‡j gvwb jÛvwis cÖwZ‡iva 

msµvšÍ welq¸‡jvI ewY©Z †PKwjó Abymv‡i cixÿv Ki‡e Ges cÖwZ‡e`‡bi gvwb jÛvwis cÖwZ‡iva mswkøó AskUzKz 

e¨vs‡Ki †K› ª̀xq cwicvjb BDwbU eive‡i †cÖiY Ki‡e| 

 

http://www.bangladeshbank.org.bd/


04|  †K›`ªxq cwicvjb BDwb‡Ui KiYxq 

 (K) kvLvmg~n n‡Z cÖvß kvLv g~j¨vqb cÖwZ‡e`b hvPvB K‡i lvb¥vwmK wfwË‡Z GKwU mvwe©K g~j¨vqb cÎ cȪ ‘Z K‡i 

gšÍe¨ I mycvwikmn e¨vs‡Ki cÖavb wbe©vnxi wbKU Dc ’̄vcb Ki‡e| 

 (L) kvLvmg~n cwi`k©b Kivi ci e¨vs‡Ki Af¨šÍixY wbixÿv wefvM KZ©„K `vwLjK…Z wbixÿv cÖwZ‡e`‡bi Dci wfwË 

K‡i we‡eP¨ ˆÎgvwm‡K cwi`wk©Z kvLvmg~‡ni †PKwj÷wfwËK g~j¨vqb cÖwZ‡e`b cȪ ‘Z Ki‡Z n‡e Ges gšÍe¨ I 

mycvwikmn e¨vs‡Ki cÖavb wbe©vnxi wbKU Dc ’̄vcb Ki‡Z n‡e| cwi`wk©Z kvLvmg~‡ni wbR ^̄ g~j¨vqb 

cÖwZ‡e`b‡KI GKB mv‡_ we‡ePbvq G‡b G wel‡q gšÍe¨ †hvM Ki‡Z n‡e| 

 (M) Dc‡iv³ wel‡q lvb¥vwmK wfwË‡Z GKwU cÖwZ‡e`b AÎ wefv‡M mswkøó ˆÎgvwmK mgvwßi cieZ©x 60w`‡bi g‡a¨ 

Rgv w`‡Z n‡e| 

         G wb‡ ©̀k Awej‡¤^ Kvh©Ki n‡e| AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 

 

 

Avcbv‡`i wek¦̄ Í, 

 

 

ms‡hvRbx t 06 (Qq) cvZv| 

(g. gvndzRyi ingvb) 

gnve¨e ’̄vcK 

†dvb : 7120659 

 
 
cÖwZwjwc bs- GGgGjwW-2/2008- ZvwiL : DwjøwLZ
AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡Yi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 
 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
2. gnve¨e ’̄vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU,XvKv/ewikvj/iscyi| 
3. wbe©vnx cwiPvjK, Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
4. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
5. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc-cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
6. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
7. gnvcwiPvjK, evsjv‡`k BbwówUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
8. gnvmwPe, w` BbwówUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12, KvIivb evRvi, †ZRMuvI, XvKv| 
9. †Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKm, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
10. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡cø·, 73, KvKivBj, XvKv| 

 
 
 
 
 

(‡gvt gvmỳ  ivbv) 

mnKvix cwiPvjK 

  †dvb : 7126101-14/2461 

 



-----  e¨vsK wjt 
ÑÑÑÑ kvLv| 

 

kvLv KZ©„K ¯^wbav©iYx c×wZi gva¨‡g wbR¯^ Ae¯’vb wbY©q 
MvB‡WÝ †bvUm Ab wcÖ‡fbkb Ae gvwb  jÛvwis Gi 6.5 Aby‡”Q` Abymv‡i cÖ‡Z¨KwU kvLv e¨vs‡Ki wbR¯̂ I RvZxq gvwb 

jÛvwis cÖwZ‡iva bxwZgvjvi Av‡jv‡K wbgœewb©Z cÖkœgvjvi we Í̄vwiZ DËi cÖ̀ v‡bi gva¨‡g ^̄wbav©iY c×wZ‡Z wb‡R‡`i Ae ’̄vb 
wbY©q Ki‡e t  

cÖkœgvjv kvLvi gšÍe¨ 

1.  kvLvq †gvU Kg©KZ©v/Kg©Pvixi msL¨v KZ 
(c`byhvqx)? kZKiv KZRb Kg©KZ©v/ 
Kg©Pvix gvwb jÛvwis cÖwZ‡iva welqK 
AvbyôvwbK cÖwkÿY MÖnY K‡i‡Qb?  

 

  

2. kvLvi Kg©KZ©v/Kg©PvixMY e¨vs‡Ki gvwb 
jÛvwis cÖwZ‡iva msµvšÍ bxwZ, c×wZ I 
†cÖvMÖvg Ges RvZxq bxwZgvjvmn evsjv‡`k 
e¨vs‡Ki MvBWjvBÝ m¤ú‡K© AewnZ Av‡Qb 
wK? 

welqwU hvPvB‡qi c×wZ Kx?  

3.  kvLv ch©v‡q wbw ©̀ó mg‡qi weiwZ‡Z gvwb 
jÛvwis cÖwZ‡iva welqK mfv AbywôZ nq 
wKbv?  

n‡j KZ mgq ci ci AbywôZ nq? mfvi 
Av‡jvP¨m~Px mK‡ji AeMwZi Rb¨ e›Ub 
Kiv nq wKbv? mfvq wK wK ¸iæZ¡c~Y© 
wm×všÍ M„nxZ n‡q‡Q? mfvq M„nxZ wm×všÍ 
wKfv‡e cwicvwjZ nq? 

 

4.   e¨w³bvgxq, K‡c©v‡iU I Ab¨vb¨ wnmve 
(‡hgb PjwZ, mÂqx, Gm.wU.wW., ’̄vqx 
AvgvbZ, we‡kl ¯‹xg, FC, RFCD, NFCD) 
†Lvjvi †ÿ‡Î MÖvnK cwiwPwZ 
m‡šÍvlRbKfv‡e MÖnY Kiv n‡”Q wKbv ?  

Dnvi mwVKZv wKfv‡e hvPvB nq? wKfv‡e 
Zv kvLvq msiÿY Kiv n‡”Q? 

 

5.  SzuwKi wfwË‡Z kvLv Zv‡`i MÖvnK‡`i 
†kªYxweb¨vm/†kªYxKiY K‡i wK?  

K‡i _vK‡j G ch©šÍ KZwU D”P SzuwK 
m¤úbœ wnmve kvLvq †Lvjv n‡q‡Q?  
Gai‡bi wnmve †Lvjv I cwiPvjbvi  
†ÿ‡Î kvLv Kx c`‡ÿc MÖnY K‡i‡Q? 

 

6.  30 GwcÖj, 2002 Gi c~‡e© †Lvjv 
wnmvemg~‡ni KYC procedures 
m¤úbœKiY cÖwµqvi AMÖMwZ m‡šÍvlRbK 
wKbv?  

G ch©šÍ kvLv KZ©„K KYC procedures 
m¤úbœKiY AMÖMwZi nvi KZ? Rvbyhvix 
2010 Gi g‡a¨ welqwU m¤úbœ Kivi Rb¨ 
kvLv Kx D‡`¨vM MÖnY K‡i‡Q? 
 

 

7.  kvLv wK MÖvn‡Ki KYC Profile wbw ©̀ó mgq 
ci ci cybt g~j¨vqbc~e©K nvjbvMv` K‡i 
_v‡K?  

K‡i _vK‡j wKfv‡e Ges KZ mgq ci 
ci GB g~j¨vqb m¤úvw`Z n‡q _v‡K? 

 

8.  kvLv fvmgvb/PjšÍ MÖvnK‡`i †ÿ‡Î KYC 
cÖwµqv AbymiY K‡i wK? 

K‡i _vK‡j wKfv‡e Av‡jvP¨ cÖwµqvwU 
m¤úbœ K‡i _v‡K? 

 

9. Online e¨vswKs Gi †ÿ‡Î evsjv‡`k 
e¨vs‡Ki wb‡ ©̀kbv Abymv‡i Rgv`vbKvix I 
D‡ËvjbKvixi Z_¨ †bqv nq wK? 

 

n‡q _vK‡j Kx c×wZ‡Z kvLvq GB 
gwbUwis m¤úbœ nq? 

 

10. kvLv wK SzuwK wfwËK A_ev wbav©wiZ mxgvi 
Dc‡ii †jb‡`‡bi wfwË‡Z MÖvnK‡`i †kªYx 
wefvRbc~e©K Zv‡`i †NvwlZ TP Gi mv‡_ 
MÖvn‡Ki †jb‡`b gwbUwis K‡i _v‡K?  

 

K‡i _vK‡j Kx c×wZ‡Z ‡bqv nq?  

11. G hver kvLv KZ©„K KZ¸‡jv m‡›`nRbK 
†jb‡`b (STR) mbv³ Kiv n‡q‡Q?  

 kvLv KZ©„K STR mbv³ Kivi Rb¨ Kx 
ai‡bi c×wZi cÖeZ©b Kiv n‡q‡Q? 

 

 



12. MÖvnK KZ©„K cybt cybt bM` †jb‡`b 
wi‡cvwU©s mxgvi (CTR) bx‡P †jb‡`b 
(Structuring) mbv³ Kivi †Kvb c×wZ 
kvLv KZ©„K cÖewZ©Z n‡q‡Q wKbv? 

 

n‡q _vK‡j wKfv‡e Structuring mbv³ 
Kiv nq? 

 

13. kvLv KZ©„K wbqwgZ I mwVKfv‡e CTR 
†K› ª̀xq cwicvjb BDwb‡U †cÖiY Kiv n‡”Q 
wKbv?  

n‡q _vK‡j †cÖwiZ Z‡_¨i mwVKZv 
wKfv‡e hvPvB Kiv n‡”Q? 

 

14. GgGjwc AvBb, mvK©yjvi, cÖwkÿY †iKW©, 
weeiYx I Ab¨vb¨ GGgGj msµvšÍ 
welqvejxi Avjv`v bw_ kvLv KZ©„K msiÿY 
Kiv nq wKbv? AvBb mvKz©jvi BZ¨vw`i Kwc 
kvLvi mKj Kg©KZ©v/Kg©Pvix‡`i mieivn 
Kiv nq wKbv? 

 

n‡q _vK‡j n¨vu A_ev bv  n†q _vK‡j bv 

wjLyb| 

 

15. gvwb jÛvwis cÖwZ‡iva mvK©yjvi-14 Abymv‡i 
kvLvq PEPs  Gi †Kvb wnmve msiÿY Kiv 
n‡”Q wKbv?  

DËi n¨vu n‡j GB wnmve ‡Lvjv I 
cwiPvjbvi †ÿ‡Î Kx ai‡bi mZK©Zv 
Aej¤^b Kiv n‡”Q? 
 

 

16. cÖavb Kvh©vjq I evsjv‡`k e¨vs‡Ki 
cwi`k©b cÖwZ‡e`‡b D‡jøwLZ gvwb jÛvwis 
cÖwZ‡iva cwicvjb welqK 
ỳe©jZv/Awbqgmg~n wbqwgZ Kiv n‡q‡Q 

wKbv?  
 

bv n‡q _vK‡j cÖwZeÜKZvmg~n Kx Kx?  

17. kvLv KZ©„K ˆe‡`wkK †iwg‡UÝmn Ab¨vb¨ 
BbIqvW© I AvDUIqvW© †iwg‡UÝ gwbUwis 
Kiv nq wKbv?  

n‡q _vK‡j wKfv‡e?  

 
 
 
 
kvLv gvwb jÛvwis cwicvjb Kg©KZv©i bvg,¯^vÿi, ZvwiL I mxj kvLv e¨e ’̄vc‡Ki bvg, ^̄vÿi, ZvwiL I mxj 

 



Af¨šÍixY wbixÿv wefvM 
-------- e¨vsK wjt 

cÖavb Kvh©vjq 
XvKv/ivRkvnx| 

 
kvLv cwi`k©‡bi †PKwj÷ 

 

(e¨vs‡Ki Af¨šÍixY wbixÿv wefvM MvB‡WÝ †bvUm Ab wcÖ‡fbkb Ae gvwb jÛvwis Gi 6.6 Aby‡”Q` Gi wb‡`©kbv ‡gvZv‡eK 

wbgœwjwLZ cªkœgvjvi h_vh_ DËi (WKz‡g›U wfwËK) Abymv‡i ‡¯‹vi cÖ̀ vbc~e©K kvLvi gvwb jÛvwis cÖwZ‡iva Kvh©µg‡K gyj¨vqb Ki‡e| 

Af¨šÍixY wbixÿv wefvM KZ©„K kvLvi Dci cÖYxZ evwl©K wbixÿv wi‡cv‡U© gvwb jÛvwis cÖwZ‡iva Kvh©µg g~j¨vqb msµvšÍ Avjv`v Aa¨v‡q 

(Separate Chapter) mgy`q welqvw` mycvwikmn mwbœ‡ewkZ Ki‡e|  hvPvB‡qi gvb`Ê Abymv‡i m¤ú~Y©iƒ‡c cwicvwjZ n‡j m¤c~Y© 
†¯‹vi, AvswkK cwicvj‡b AvswkK †¯‹vi Ges DËi †bwZevPK n‡j k~Y¨ †¯‹vi cÖ`vb Kiæb|)  

µ 
bs 

AÂj/Gwiqv cÖkœgvjv hvPvB‡qi gvb`Ê ‡¯‹vi
 

cÖvß 
†¯‹vi

1. kvLvq GKRb AwfÁ I †R¨ô cwicvjb 
Kg©KZ©v (BAMLCO) i‡q‡Qb wK? 

Awdm AWv©i †`Lyb| kvLvi 
e¨e ’̄vcK/ wØZxq Kg©KZ©v A_ev 
bÿ bZg 3 eQi ‡nW Ae †Rbv‡ij 
e¨vswKs wn‡m‡e Kg©iZ Kg©KZ©v‡K 
BAMLCO g‡bvbxZ Kiv DwPZ| 

3  

2.  weMZ ỳB eQ‡i wZwb gvwb jÛvwis cÖwZ‡iva 
welqK †Kvb cÖwkÿ‡Y AskMÖnY K‡i‡Qb 
wK?  

gvwb jÛvwis cÖwZ‡iva AvBb, mvKz©jvi Ges 
MvB‡WÝ †bvUm m¤ú‡K© wZwb h‡_ó cwigvb 
AewnZ wK? 

mvÿvrKvi I bw_c‡Îi wfwË‡Z 
hvPvB Kiæb| 

5  

3. kvLvi gvwb jÛvwis cÖwZ‡iva Kvh©µg 
h_vwbq‡g cwicvwjZ n‡”Q- G welqwU 
wbwðZ nIqvi j‡ÿ¨ BAMLCO wbw ©̀ó I 
MÖnY‡hvM¨ mgq ci ci Ges Kvh©Ki 
cÖwµqvq gwbUwis I ch©v‡jvPbv K‡i _v‡Kb 
wK? 

BAMLCO KZ©„K gwbUwis I 
ch©v‡jvPbvi cÖwµqv hvPvB I Gi 
h_v_©Zv cixÿvc~e©K g~j¨vqb 
Kiæb| 

5  

4.  BAMLCO KZ©„K kvLvq cwiPvwjZ D”P 
SzuywKhy³ wnmvemn mKj wnmv‡ei †jb‡`b 
gwbUwis ch©vß wK? 

BAMLCO KZ©„K D”P SzuywKhy³ 
wnmvemn mKj wnmv‡ei †jb‡`b 
gwbUwis c×wZ hvPvB I Gi 
h_v_©Zv cixÿvc~e©K g~j¨vqb 
Kiæb| 

3  

 1. kvLv cwicvjb 
BDwbU 

5. gvwb jÛvwis cÖwZ‡iva mvK©yjvi-14 Abymv‡i 
kvLvq PEPs  Gi †Kvb wnmve msiÿY Kiv 
n‡”Q wKbv? 

GB ai‡bi wnmve ‡Lvjv I 
cwiPvjbvi †ÿ‡Î GGgGj 
mvKz©jvi-14 Abymv‡i mZK©Zv 
Aej¤^b Kiv n‡”Q wKbv Zv hvPvB 
Kiæb| 

3  

1. kvLvq KqRb Kg©KZ©v/Kg©Pvix gvwb jÛvwis 
cÖwZ‡iva welqK AvbyôvwbK cÖwkÿY MÖnY 
K‡i‡Qb? 

100% Kg©KZ©vi cÖwkÿY m¤úbœ 
n‡j Zv m‡šÍvlRbK e‡j we‡ewPZ 
n‡e| †iKW© cixÿv Kiæb| 

5  

2. kvLvi Kg©KZ©v/Kg©PvixMY e¨vs‡Ki gvwb 
jÛvwis cÖwZ‡iva msµvšÍ bxwZ, c×wZ I 
†cÖvMÖvg Ges RvZxq bxwZgvjvmn evsjv‡`k 
e¨vs‡Ki MvBWjvBÝ m¤ú‡K© AewnZ Av‡Qb 
wK? 

kvLvi AšÍZt 20% Kg©KZ©vi 
mvÿvrKv‡ii wfwË‡Z g~j¨vqb 
Kiæb| 

3  

2. gvwb jÛvwis 
cÖwZ‡iva wel‡q 
Kg©KZ©v/Kg©Pvix

‡`i Ávb 

3. kvLvi gvwb jÛvwis Kvh©µg g~j¨vq‡bi Rb¨ 
GKwU wbw ©̀ó mgq AšÍi AšÍi kvLv 
e¨e ’̄vc‡Ki †bZ…‡Z¡ Kg©KZ©v/Kg©PvixM‡Yi 
mfv Av‡qvwRZ nq wKbv?  

 

 

mfvi Av‡jvP¨m~Px msMÖn I Gi 
Kvh©KixZv cixÿv Kiæb| 

5  

3. MÖvnK cwiwPwZ wnmveaviK‡`i KYC     

 



µ 
bs 

AÂj/Gwiqv cÖkœgvjv hvPvB‡qi gvb`Ê ‡¯‹vi
 

cÖvß 
†¯‹vi

1. e¨w³bvgxq, K‡c©v‡iU I Ab¨vb¨ wnmve 
†Lvjvi †ÿ‡Î MÖvnK cwiwPwZ 
m‡šÍvlRbKfv‡e MÖnY Kiv n‡q‡Q wKbv  
Ges Dnvi mwVKZv hvPvB I h_vh_fv‡e 
†iKW© Kiv n‡q‡Q wKbv? 

cÖ‡Z¨K ai‡bi 2/3wU wnmv‡ei 
bgybv cixÿv Kiæb| G‡ÿ‡Î gvwb 
jÛvwis cÖwZ‡iva mvK©yjvi I 
MvB‡WÝ †bvUm Gi 5.6-5.13 Gi 
wb‡ ©̀kbv cwicvwjZ n‡q‡Q wKbv 
hvPvB Kiæb| 

4  

2. SzuwKi wfwË‡Z kvLv Zv‡`i MÖvnK‡`i 
†kªYxweb¨vm/†kªYxKiY K‡i wK? 

†kªYxweb¨vm/†kªYxKiY c×wZ 
GGgGj mvKz©jv‡i ewY©Z wb‡ ©̀kbvi 
mv‡_ msMwZc~b© wKbv Zv cixÿv 
Kiæb| 

4  

2. D”P SzuwKwewkó MÖvnK‡`i †ÿ‡Î cÖ‡qvRbxq 
AwZwi³ Z_¨ msMÖn Kiv nq wK? 

wK ai‡bi Z_¨ msMÖn Kiv nq Ges 
Zv h‡_ó wKbv cixÿv Kiæb| 

3  

4. 30 GwcÖj, 2002 Gi c~‡e© †Lvjv 
wnmvemgy‡ni KYC procedures 
m¤úbœKiY cÖwµqvi AMÖMwZi me©‡kl Ae ’̄v 
†Kgb? 

gvwb jÛvwis cÖwZ‡iva mvKy©jvi-06 
Abymv‡i Zv 31 Rvbyqvix, 2010 
m¤úbœ n‡e wKbv Ges kvLvi 
AMÖMwZi wfwË‡Z g~j¨vqb Kiæb| 

5  

5. kvLv wK MÖvn‡Ki KYC Profile wbw ©̀ó mgq 
ci ci cybtg~j¨vqbc~e©K nvjbvMv` K‡i 
_v‡K? 

KYC Profile  cybtg~j¨vqb I 
nvjbvMv` c×wZ g~j¨vq‡bi 
wfwË‡Z g~j¨vqb Kiæb| 

5  

fvmgvb MÖvnK‡`i KYC    

(KYC) c×wZ 

1. kvLv fvmgvb/PjšÍ MÖvnK‡`i (wWwW, wUwU, 
AbjvBb Rgv BZ¨vw`) †ÿ‡Î KYC cÖwµqv 
AbymiY K‡i wK? 

 

Abym„Z cªwµqv GZ`msµvšÍ gvwb 
jÛvwis cÖwZ‡iva mvKz©jvi/mvKz©jvi 
†jUv‡ii mv‡_ msMwZc~Y© Ges SuywK 
n«v‡m mnvqK wKbv Zv we‡ePbvc~e©K 
g~j¨vqb Kiæb| 

3  

1. kvLv wK MÖvnK‡`i cÖK…Z †jb‡`b Zv‡`i 
†NvwlZ TP Gi mv‡_ gwbUwis K‡i _v‡K? 

bÿ bZg 10wU wnmv‡ei gwbUwis 
c×wZi bgybv cixÿv Kiæb Ges 
Gi Kvh©KvixZv hvPvB Kiæb| 

5  

2. kvLv wK ˆe‡`wkK †iwg‡UÝmn Ab¨vb¨ 
BbIqvW© I AvDUIqvW© †iwg‡UÝ gwbUwis 
K‡i _v‡K? 

10wU G ai‡bi †Km I wecyj 
cwigvb †jb‡`‡bi RFCD A/C, 
NFCD A/C cixÿv Kiæb| 

5  

4. ‡jb‡`‡bi 
AbywgZ gvÎv 
(TP) MÖnY I 

gwbUwis 

3. kvLv wK wbw ©̀ó mgq ci ci TP 
ch©v‡jvPbv I nvjbvMv` K‡i? 

 

TP ch©v‡jvPbv I nvjbvMv` Kiv 
n‡q‡Q Ggb 10wU bgybv cixÿv I 
Gi Kvh©KixZv hvPvB Kiæb| 

5  

1. kvLvi mKj Kg©KZ©v/Kg©Pvix m‡›`nRbK 
†jb‡`b wi‡cvwU©s (STR) c×wZ m¤ú‡K© 
AewnZ Av‡Qb wK? 

MvB‡WÝ †bvUm Gi P¨vÞvi VIII 
Gi m¤ú‡K© kvLvi Kg©KZ©v‡`i 
aviYv cixÿv Kiæb| 

3  

2. G hver KZ¸‡jv m‡›`nRbK †jb‡`b 
(STR) BAMLCO/ CCU Gi wbKU 
wi‡cvU© Kiv n‡q‡Q? 

bw_ cixÿv Kiæb| BAMLCO/ 
CCU Gi wbKU †Kvb STR bv 
Ki‡j Zv Am‡šÍvlRbK we‡ewPZ 
n‡e| kvLvq STR mbv³Ki‡bi 
Rb¨ †Kvb c×wZi cÖeZ©b Kiv 
n‡q‡Q wKbv Zv hvPvB Kiæb| 

3  

5. m‡›`nRbK 
†jb‡`b wi‡cvU© 

(STR) 
I 

bM` †jb‡`b 
wi‡cvU© 
(CTR) 

3. kvLv KZ©„K h_vh_ I mwVKiƒ‡c bM` 
†jb‡`b wi‡cvU© (CTR) Kiv nq wKbv? 

GZ &̀msµvšÍ bw_ cixÿv Kiæb| 
Kgc‡ÿ GK gv‡mi K¨vk 
†iwRóvi/weeiYx cixÿv Kiæb Ges 
Gi wfwË‡Z H gv‡m `vwLjK…Z 
CTR wi‡cvU© cixÿvc~e©K CTR 
wi‡cvU© Gi mwVKZvi wel‡q 
g~j¨vqb Kiæb| 

4  

 



µ 
bs 

AÂj/Gwiqv cÖkœgvjv hvPvB‡qi gvb`Ê ‡¯‹vi
 

cÖvß 
†¯‹vi

4. MÖvnK KZ©„K c~bt c~bt wi‡cvwU©s mxgvi 
bx‡P †jb‡`b (Structuring) mbv³ Kivi 
†Kvb c×wZ kvLv KZ©„K cÖewZ©Z n‡q‡Q 
wKbv? 

GZ &̀msµvšÍ kvLvi c`‡ÿc 
cixÿvc~e©K  g~j¨vqb Kiæb| 

4  

1. kvLv KZ©„K KZwU weeiYx CCU eivei 
`vwLj Kiv nq? kvLv wK h_vmg‡q weeiYx 
`vwLj K‡i? 

GZ &̀msµvšÍ bw_ cixÿv Kiæb| 
wej‡¤^ A_ev eeiYx `vwLj bv 
Ki‡j Zv Am‡šÍvlRbK we‡ewPZ 
n‡e| 
 

3  6. CCU eivei 
weeiYx `vwLj 

2. bgybv wfwË‡Z K‡qK †mU weeiYx hvPvB 
K‡i †`Lv n‡e †h G weeiYx‡Z AšÍf~©³ 
Z_¨vw` mwVK Ges cwic~Y© wKbv| 

GZ &̀msµvšÍ bw_ cixÿv Kiæb| 
Z_¨vw` mwVK I cwic~Y© bv n‡j Zv 
Am‡šÍvlRbK we‡ewPZ n‡e| 
 

2  

1. gvwb jÛvwis cÖwZ‡iva AvBb,2002 Gi 
19(1)(K), wbqš¿YKvix KZ©„cÿ Ges 
e¨vs‡Ki wbR ^̄ bxwZgvjv Abyhvqx MÖvnK 
cwiwPwZ (KYC) Ges †jb‡`b m¤úwK©Z 
†iKW© h_vh_fv‡e msiÿ‡Yi weavb Av‡Q 
wK?  

5wU eÜ wnmve cixÿv Kiæb| 
G‡ÿ‡Î gvwb jÛvwis cÖwZ‡iva 
AvBb,2002 Gi 19(1)(K) Gi 
weavb h_vh_fv‡e AbymiY Kiv 
n‡q‡Q wKbv hvPvB Kiæb| 
 

2  7. ‡iKW© msiÿY 

2. wbqš¿YKvix KZ©„cÿ ev CCU Gi Pvwn`v 
†gvZv‡eK †iKW©mg~n mieivn Kiv nq 
wK? 

GZ &̀msµvšÍ bw_ cixÿv Kiæb| 
h_vmg‡q I h_vh_ Z_¨ mieivn 
bv Ki‡j Zv Am‡šÍvlRbK 
we‡ewPZ n‡e| 
 

2  

1. kvLv e¨e ’̄vcK BAMLCO bv n‡j kvLv 
e¨e ’̄vcK AML ‡cÖvMÖvg ev Í̄evq‡b h_vh_ 
f~wgKv cvjb K‡i wK? 

kvLvq Av‡qvwRZ mfvi 
Av‡jvP¨m~Px I kvLv e¨e¯’vc‡Ki 
mv‡_ mvÿvrKv‡ii wfwË‡Z g~j¨vqb 
Kiæb| 
 

1  

2. c~e©eZ©x Af¨šÍixY I ewnt wbixÿv 
cÖwZ‡e`b cixÿvKv‡j AML ‡cÖvMÖv‡gi 
AvIZvq †Kvb Awbqg I ỳe©jZvi D‡jøL 
cvIqv †M‡Q wKbv Ges kvLv †Kvb 
ms‡kvabg~jK e¨e ’̄v MÖnY K‡i‡Q wKbv? 
 

me©‡kl wbixÿv msµvšÍ wi‡cvU© 
cixÿv Kiæb Ges wK ai‡bi 
ms‡kvabg~jK e¨e ’̄v †bIqv n‡q‡Q 
hvPvB Kiæb| 

3  

8. AML m¤úwK©Z 
kvLvi mvwe©K 

Kvh©µg 

3. kvLvi mvwe©K Kvh©µg m‡šÍvlRbK wK? 
 

kvLvi gvwb jÛvwis cÖwZ‡iva 
msµvšÍ mvwe©K Kvh©µg Gi wfwË‡Z 
g~j¨vqb Kiæb| 
 

2  

                          †gvU 100  
 
kvLvi mvwe©K g~j¨vqbt 
 

‡¯‹vi †iwUs 

91-100 Lye fvj 

71-90 fvj 

56-70 m‡šÍvlRbK 

41-55 cÖvwšÍK 

40 I Gi bx‡P Am‡šÍvlRbK 
 

 

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
I‡qemvBU: www.bangladeshbank.org.bd 

 
16 ˆekvL, 1415 

G.Gg.Gj. mvKz©jvi bs-16/2008 ZvwiL t
29 GwcÖj, 2008 

 

mKj Zdwmjx e¨vsK, Avw_©K cÖwZôvb, exgv †Kv¤úvbx, gvwb‡PÄvi 
Ges A_© †cÖiYKvix/A_© ’̄vbvšÍiKvix †Kv¤úvbx/cÖwZôvb 
 
wcÖq g‡nv`qMY, 

gvwbjÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 
 
 MYcÖRvZš¿x evsjv‡`‡ki msweav‡bi 93(1) Aby‡”Q‡` cÖ̀ Ë ÿgZve‡j gnvgvb¨ ivóªcwZ gvwbjÛvwis cÖwZ‡iva 
Aa¨v‡`k, 2008 cÖYqb I Rvix K‡i‡Qb, hv weMZ 15 GwcÖj, 2008 n‡Z Kvh©Ki n‡q‡Q| GB Aa¨v‡`k Kvh©Ki nevi m‡½ 
m‡½ gvwbjÛvwis cÖwZ‡iva AvBb, 2002 iwnZ Kiv n‡q‡Q| evsjv‡`k †M‡R‡Ui (AwZwi³ msL¨v) gva¨‡g RvixK…Z GB 
Aa¨v‡`k ûeû gỳ ªYc~e©K mshy³ Kiv nÕj| 

2. GB Aa¨v‡`‡ki wb‡ ©̀kbv cwicvjb wbwðZ Kivi Ges welqwU mswkøó mK‡ji AeMwZ‡Z Avbvi Rb¨ 
Avcbv‡`i‡K Aby‡iva Kiv hv‡”Q| 

3. cÖm½Zt 18 †g, 2002 Zvwi‡L Bmÿ K…Z gvt jt cÖt mvKz©jvi b¤^i 01, 22 †g, 2003 Zvwi‡L Bmÿ K…Z gvt jt cÖt 
mvKz©jvi b¤^i 05 Ges 20 †m‡Þ¤^i, 2007 Zvwi‡L Bmÿ K…Z G.Gg.Gj. mvKz©jvi b¤^i 12 evwZj Kiv nÕj| 

4. AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 
 

 
Avcbv‡`i wek¦̄ Í, 

^̄vÿwiZ/- 

ms‡hvRbx t 5(cuvP) cvZv| 

(g. gvndzRyi ingvb) 
gnve¨e ’̄vcK 

†dvb : 7120659 
 
cÖwZwjwc bs- GGgGjwW-2/2008- ZvwiL : DwjøwLZ
AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡Yi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 
 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
2. gnve¨e ’̄vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU, XvKv/ewikvj/iscyi| 
3. Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
4. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
5. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc-cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
6. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
7. gnvcwiPvjK, evsjv‡`k BbwówUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
8. gnvmwPe, w` BbwówUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12, KvIivb evRvi, †ZRMuvI, XvKv| 
9. †Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKm, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
10. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡cø·, 73, KvKivBj, XvKv| 
11. cÖavb exgv wbqš¿K, exgv Awa`ßi, 139 gwZwSj, XvKv| 

 
 
 

(†gvnv¤§` Ave ỳi ie) 

mnKvix cwiPvjK 

  †dvb : 7126101-14/2489 



†iwR÷vW© bs wW G Ñ1 
 

evsjv‡`k (g‡bvMÖvg) †M‡RU 
 

AwZwi³ msL¨v 
KZ…©cÿ KZ©©„K cÖKvwkZ 

 
ÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑ 

g½jevi, GwcÖj 15, 2008 
ÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑÑ 

 
MYcÖRvZš¿x evsjv‡`k miKvi 

AvBb, wePvi I msm` welqK gš¿Yvjq 
 

weÁwß 
 

ZvwiL, 02 ˆekvL 1415 e½vã/ 15 GwcÖj 2008 wLª÷vã 
 

bs 12(gytcÖt)| --- MYcÖRvZš¿x evsjv‡`‡ki ivóªcwZ KZ©„K 30 ˆPÎ, 1414 e½vã †gvZv‡eK 13 GwcÖj, 2008 
wLª÷vã Zvwi‡L cÖYxZ wb‡gœ D‡jøwLZ Aa¨v‡`kwU GZØviv Rbmvavi‡Yi  ÁvZv‡_© cÖKvk Kiv nBj| 
 

gvwbjÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 
 

Aa¨v‡`k bs 12, 2008 
 

gvwbjÛvwis cÖwZ‡iva AvBb, 2002 evwZjµ‡g  KwZcq ms‡kvabxmn Dnv cybtcÖYq‡bi D‡Ï‡k¨ cÖYxZ 
 

Aa¨v‡`k 
 

†h‡nZz gvwbjÛvwis cÖwZ‡iva AvBb, 2002 (2002 m‡bi 7bs AvBb) evwZjµ‡g KwZcq ms‡kvabxmn Dnv 
cybtcÖYqb Kiv mgxPxb I cÖ‡qvRbxq; Ges 

†h‡nZz msm` fvw½qv hvIqv Ae ’̄vq iwnqv‡Q Ges ivóªcwZi wbKU Bnv m‡šÍvlRbKfv‡e cÖZxqgvb nBqv‡Q †h, Avï 
e¨e ’̄v MÖn‡Yi Rb¨ cÖ‡qvRbxq cwiw ’̄wZ we`¨gvb iwnqv‡Q; 

†m‡nZz MYcÖRvZš¿x evsjv‡`‡ki msweav‡bi 93(1) Aby‡”Q‡` cÖ̀ Ë ÿgZve‡j ivóªcwZ wbgœiƒc Aa¨v‡`k cÖYqb I 
Rvix Kwi‡jb t-  

1|  mswÿß wk‡ivbvg I cÖeZ©b| --- 

(1) GB Aa¨v‡`k gvwbjÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 bv‡g AwfwnZ nB‡e| 

(2) Bnv Awej‡¤^ Kvh©Ki nB‡e| 

2|  msÁv| --- welq ev cÖms‡Mi cwicš’x †Kvb wKQz bv _vwK‡j, GB Aa¨v‡`‡k--- 

 (K) ÒAvw_©K cÖwZôvbÓ A_© Avw_©K cÖwZôvb AvBb, 1993 (1993 m‡bi 27 bs AvBb) Gi aviv 2(L) G 
msÁvwqZ Avw_©K cÖwZôvb; 

(L)  ÒAv`vjZÓ A_© †¯úkvj RR Gi Av`vjZ; 

(M) ÒZ`šÍKvix ms ’̄vÓ A_© ỳbx©wZ `gb Kwgkb AvBb, 2004 (2004 m‡bi 5 bs AvBb) Gi Aaxb MwVZ 
ỳbx©wZ `gb Kwgkb; Ges Kwgk‡bi wbKU nB‡Z Z ỳ‡Ï‡k¨ ÿgZvcÖvß †Kvb Kg©KZ©vI Bnvi AšÍf©y³ 

nB‡eb; 

(N) ÒbM` UvKvÓ A‡_© †Kvb †`‡ki h_vh_ gỳ ªv wnmv‡e D³ †`k KZ…©K ¯̂xK…Z †Kvb avZe gỳ ªv, KvM‡Ri gỳ ªv, 
Uªv‡fjvm© †PK, †cv÷vj †bvU, gvwb AW©vi, †PK, e¨vsK WªvdU, weqvivi eÛ, †jUvi Ae †µwWU, wej Ae 
G·‡PÄ ev cÖwgRwi †bvUI AšÍfz©³ nB‡e; 



(O) Òwb®úwËÓ A‡_© ÿq‡hvM¨, `ªæZ cPbkxj A_ev wbw`©ó mg‡qi ci e¨envi A‡hvM¨ m¤úwË weµq ev Ab¨ 
†Kvb AvB‡bi Aaxb aŸsm Kivi Dc‡hvMx m¤úwË aŸsmKiY ev AvBbm¤§Zfv‡e cÖKvk¨ wbjv‡gi gva¨‡g 
n¯ÍvšÍiI AšÍfz©³ nB‡e; 

(P) Òevsjv‡`k e¨vsKÓ A_© Bangladesh Bank Order, 1972 (P.O. No. 127 of 1972) Gi Aaxb 
’̄vwcZ Bangladesh Bank; 

(Q) Òexgv †Kv¤úvbxÓ A_© Insurance Act, 1938 (Act No. IV of 1938) Gi section 2(8) G 
msÁvwqZ insurance company;  

(R) Ò‰e‡`wkK gỳ ªvÓ A_© Foreign Exchange Regulation Act, 1947 (Act No. VII of 1947) Gi 
section 2(d) †Z msÁvwqZ foreign exchange;  

(S) Òe¨vsKÓ A_© e¨vsK †Kv¤úvbx AvBb, 1991 (1991 m‡bi 14 bs AvBb) Gi aviv 5 (Y) G msÁvwqZ e¨vsK 
†Kv¤úvbx; 

(T) Ògvwb †PÄviÓ A_© Foreign Exchange Regulation Act, 1947 (Act No. VII of 1947) Gi 
section 3 Gi Aaxb evsjv‡`k e¨vsK KZ…©K Aby‡gvw`Z ˆe‡`wkK gỳ ªv †jb‡`bKvix e¨w³ ev cÖwZôvb; 

(U) ÒgvwbjÛvwisÓ A_© - 

(A)  m¤ú„³ Aciva (Predicate offence) msNU‡bi gva¨‡g cÖvß A_© ev m¤úwËi A‰ea Drm †Mvcb ev 
Avovj Kwievi D‡Ï‡k¨ Dnvi n¯ÍvšÍi, iƒcvšÍi, we‡`‡k †cÖiY ev we‡`k nB‡Z evsjv‡`‡k †cÖiY ev 
Avbqb Kiv ev ‰ea I A‰ea Dcv‡q AwR©Z A_© ev m¤úwË we‡`‡k cvPvi; 

(Av) †Kvb Avw_©K †jb‡`b GBiƒcfv‡e m¤úbœ Kiv ev m¤úbœ Kwievi †Póv Kiv hvnv‡Z GB Aa¨v‡`‡ki 
Aaxb Dnv wi‡cvU© Kwievi cÖ‡qvRb nB‡e bv; 

(B) GBiƒc †Kvb Kvh© Kiv hvnvi Øviv D³iƒc A_© ev m¤úwËi A‰ea Drm †Mvcb ev Avovj Kiv nq ev 
GBiƒc Kvh©m¤úv`‡bi †Póv Kiv ev Abyiƒc Kvh©m¤úv`‡b ^̄Áv‡b mnvqZv ev lohš¿ Kiv| 

(V) Òwi‡cvU© cÖ̀ vbKvix ms ’̄vÓ A_©- 

(A) e¨vsK; 
(Av) Avw_©K cÖwZôvb; 
(B) exgv †Kv¤úvbx; 
(C) gvwb †PÄvi; 
(D) A_© †cÖiYKvix ev A_© ’̄vbvšÍiKvix †Kvb †Kv¤úvbx ev cÖwZôvb;  
(E) evsjv‡`k e¨vs‡Ki AbygwZµ‡g e¨emv cwiPvjbvKvix Ab¨ †Kvb cÖwZôvb; ev 
(F) miKv‡ii Aby‡gv`bµ‡g evsjv‡`k e¨vsK KZ©„K, mg‡q mg‡q, weÁwß Rvixi gva¨‡g †NvwlZ Ab¨ 

†Kvb cÖwZôvb| 

(W) ÒnvB‡KvU© wefvMÓ A_© evsjv‡`k mycÖxg †Kv‡U©i nvB‡KvU© wefvM; 

(X) Òm‡›`nRbK †jb‡`bÓ A_© GBiƒc †jb‡`b--- 

(A)   hvnv ^̄vfvweK †jb‡`‡bi aib nB‡Z wfbœ; 

(Av) hvnvi m¤ú‡K© GBiƒc wek¦vm Kwievi hyw³msMZ KviY _v‡K †h Bnvi mwnZ †Kvb Aciva nB‡Z 
AwR©Z m¤úwËi mswkøóZv iwnqv‡Q; 

(Y) Òm¤úwËÓ A_©--- 

(A) †h †Kvb cÖK…wZi, „̀k¨gvb, A „̀k¨gvb, ’̄vei ev A ’̄vei, m¤úwË; ev 

(Av) bM` UvKv, B‡jKUªwbK ev wWwRUvjmn Ab¨ †h †Kvb cÖK…wZi `wjj ev BÝUªy‡g›U hvnv †Kvb m¤úwËi 
gvwjKvbv ^̄Z¡ ev gvwjKvbv ^̄‡Z¡ †Kvb ^̄v_© wb‡ ©̀k K‡i| 

(Z) Ò†¯úkvj RRÓ A_© Criminal Law Amendment Act, 1958 (Act No. XL of 1958) Gi 
section 3 Gi Aaxb wbhy³ Special Judge; 

(_) Òm¤ú„³ Aciva (Predicate offence)Ó A_© wbgœwjwLZ GBiƒc Aciva, hvnv msNU‡bi gva¨‡g, AwR©Z 
†Kvb A_© ev m¤ú` jÛvwis Kiv ev Kwievi †Póv Kiv nq, h_v t--- 

(1) ỳb©xwZ I Nyl; 
(2) gỳ ªv RvjKiY; 
(3) `wjj `¯Ív‡eR RvjKiY; 
(4) Puv`vevwR; 
(5) cÖZviYv; 
(6) RvwjqvwZ; 



(7) A‰ea A‡ ¿̄i e¨emv; 
(8) A‰ea gv`K I †bkv RvZxq ª̀‡e¨i e¨emv; 
(9) †PvivB I Ab¨vb¨ ª̀‡e¨i A‰ea e¨emv; 
(10) AcniY, A‰eafv‡e AvUKvBqv ivLv I cYe›`x Kiv; 
(11) Lyb, gvivZ¥K kvixwiK ÿwZ; 
(12) bvix I wkï cvPvi; 
(13) †PvivKvievi Ges †`kx I we‡`kx gỳ ªv cvPvi; 
(14) Pzwi ev `mÿ Zv ev WvKvwZ; 
(15) Av`g cvPvi I A‰ea Awfevmb; 
(16) †hŠZzK; Ges 
(17) GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í evsjv‡`k e¨vsK KZ…©K miKv‡ii Aby‡gv`bµ‡g †M‡R‡U 

cÖÁvc‡bi gva¨‡g †NvwlZ Ab¨ †h †Kvb m¤ú„³ Aciva| 

3|  Aa¨v‡`‡ki cÖvavb¨| --- AvcvZZt ejer Ab¨ †Kvb AvB‡b hvnv wKQzB _vKzK bv †Kb GB Aa¨v‡`‡ki weavbvejx 
Kvh©Ki _vwK‡e| 

4|  gvwbjÛvwis Aciva I kvw¯Í| --- 

(1) GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í, gvwbjÛvwis GKwU Aciva ewjqv MY¨ nB‡e| 

 (2) †Kvb e¨w³ gvwbjÛvwis Aciva Kwi‡j ev gvwbjÛvwis Aciva msNU‡bi †Póv, mnvqZv, ev lohš¿ Kwi‡j 
wZwb Ab~̈ b 6 (Qq) gvm Ges AbwaK 7 (mvZ) ermi Kviv`‡Û `wÛZ nB‡eb Ges Bnvi AwZwi³ †h 
Aciv‡ai Rb¨ wZwb †`vlx mve¨ Í̄ nBqv‡Qb †mB Aciv‡ai mwnZ m¤ú„³ m¤úwË iv‡óªi AbyK‚‡j ev‡Rqvß 
nB‡e| 

5| Aeiæ×KiY ev †µvK Av‡`k jsN‡bi kvw¯Í| --- †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb †Kvb Aeiæ×KiY ev †µvK 
Av‡`k jsNb Kwi‡j wZwb AbwaK 1(GK) ermi Kviv`Ê ev Ab~aŸ© 5 (cuvP) nvRvi UvKv A_©̀ ‡Û ev Dfq `‡Û `wÛZ 
nB‡eb| 

6|  Z_¨ duvmKi‡Yi kvw¯Í| --- 

(1) †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb †Kvb Z`šÍ Kvh©µg e¨vnZKiY ev Dnv‡Z †Kvb weiƒc cÖfve we¯Ív‡ii 
D‡Ï‡k¨ Z`šÍ m¤úwK©Z †Kvb Z_¨ ev cÖvmswMK Ab¨ †Kvb Z_¨ †Kvb e¨w³, ms ’̄v ev msev` gva¨‡g duvm 
Kwi‡eb bv| 

(2) GB Aa¨v‡`‡ki Aaxb ÿgZvcÖvß †Kvb e¨w³, cÖwZôvb ev G‡R›U KZ©„K PvKzixiZ ev wb‡qvMiZ _vKv Ae ’̄vq 
wKsev PvKzix ev wb‡qvMRwbZ Pzw³ Aemvq‡bi ci ZrKZ©„K msM„nxZ, cÖvß, AvnwiZ, ÁvZ †Kvb Z_¨ GB 
Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í e¨ZxZ Ab¨ †Kvb D‡Ï‡k¨ e¨envi, cÖKvk I duvm Kiv nB‡Z weiZ _vwK‡eb| 

(3) †Kvb e¨w³ Dc-aviv (1) I (2) Gi weavb jsNb Kwi‡j wZwb AbwaK 2 ( ỳB) ermi Kviv`Û ev Ab~aŸ© 10 
(`k) nvRvi UvKv A_©̀ Ê ev Dfq `‡Û `wÛZ nB‡eb| 

7|  Z`‡šÍ evav ev Amn‡hvwMZv, cÖwZ‡e`b †cÖi‡Y e¨_©Zv ev Z_¨ mieiv‡n evav †`Iqvi kvw¯Í| --- 

(1) †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb- 

(K) †Kvb Z`šÍ Kvh©µ‡g Z`šÍKvix Kg©KZ©v‡K evav cÖ`vb Kwi‡j ev mn‡hvwMZv cÖ`v‡b A¯̂xK…wZ Ávcb 
Kwi‡j; ev 

(L) hyw³msMZ KviY e¨wZ‡i‡K hvwPZ †Kvb cÖwZ‡e`b †cÖi‡Y ev Z_¨ mieiv‡n A ^̄xK…wZ Ávcb Kwi‡j; 

 wZwb GB Aa¨v‡`‡ki Aaxb Aciva Kwiqv‡Qb ewjqv MY¨ nB‡eb| 

(2) †Kvb e¨w³ Dc-aviv (1) Gi Aaxb Aciv‡a †`vlx mve¨ Í̄ nB‡j wZwb AbwaK 1 (GK) ermi Kviv`Ê ev 
Ab~aŸ© 5 (cuvP) nvRvi UvKv A_©̀ Ê ev Dfq `‡Û `wÛZ nB‡eb| 

8| wg_¨v Z_¨ cÖ̀ v‡bi kvw¯Í| --- 

(1) †Kvb e¨w³ ÁvZmv‡i A‡_©i Drm ev wnmve avi‡Ki cwiwPwZ m¤ú‡K© ev †Kvb wnmv‡ei myweav‡fvMx ev bwgwb 
m¤ú‡K© †Kvbiƒc wg_¨v Z_¨ cÖ̀ vb Kwi‡eb bv| 

 (2) †Kvb e¨w³ Dc-aviv (1) Gi weavb jsNb Kwi‡j wZwb AbwaK 1 (GK) ermi Kviv`Û ev Ab~aŸ© 50 
(cÂvk) nvRvi UvKv A_©`Ê ev Dfq `‡Û `wÛZ nB‡eb| 



9| Aciv‡ai Z`šÍ I wePvi| --- 

 (1) GB Aa¨v‡`‡ki Aaxb Acivamg~n ỳbx©wZ `gb Kwgkb AvBb, 2004 (2004 m‡bi 5 bs AvBb) Gi Aaxb 
Zdwmjfz³ Aciva M‡Y¨ ỳbx©wZ `gb Kwgkb ev Kwgkb nB‡Z Z ỳ‡Ï‡k¨ ÿgZvcÖvß †Kvb Kg©KZ©v KZ…©K 
Z`šÍ‡hvM¨ nB‡e|  

(2) GB Aa¨v‡`‡ki Aaxb Acivamg~n Criminal Law Amendment Act, 1958 (Act XL of 1958) 
Gi section 3 Gi Aaxb wbhy³ †¯úkvj RR KZ…©K wePvh© nB‡e| 

 (3) GB Aa¨v‡`‡ki Aaxb Acivamg~‡ni Z`šÍ, wePvi I mswkøó Ab¨vb¨ wel‡q GB Aa¨v‡`‡ki weavbvejxi mwnZ 
we‡iv‡ai †ÿ‡Î, ỳbx©wZ `gb Kwgkb AvBb, 2004 Ges Criminal Law Amendment Act, 1958 Gi 
weavbvejx cÖvavb¨ cvB‡e| 

10|  †¯úkvj RR Gi we‡kl GLwZqvi| --- 

(1) †¯úkvj RR GB Aa¨v‡`‡ki Aaxb Aciv‡ai Rb¨ wba©vwiZ `Ê Av‡ivc Ges †ÿÎgZ, AwaKZi Z`šÍ, 
m¤úwË Aeiæ×KiY, †µvK, ev‡RqvßKiY Av‡`kmn Avek¨K Ab¨ †Kvb Av‡`k cÖ̀ vb Kwi‡Z cvwi‡eb| 

 (2) †¯úkvj RR GB Aa¨v‡`‡ki Aaxb `v‡qiK…Z †Kvb gvgjvq AwaKZi Z`‡šÍi Av‡`k cÖ̀ vb Kwi‡j D³iƒc 
Av‡`‡k Z`šÍKvix Kg©KZ©v‡K Z`šÍ cÖwZ‡e`b `vwL‡ji Rb¨ GKwU mgqmxgv wbw ©̀ó Kwiqv w`‡eb, hvnv 6 
(Qq) gv‡mi AwaK nB‡e bv|  

11| Aciv‡ai Avgj‡hvM¨Zv, A-Av‡cvl‡hvM¨Zv I A-Rvwgb‡hvM¨Zv| --- GB Aa¨v‡`‡ki Aaxb Acivamg~n 
Avgj‡hvM¨ (cognizable), A-Av‡cvl‡hvM¨ (non-compoundable) Ges A-Rvwgb‡hvM¨ (non-bailable) nB‡e| 

12| ỳbx©wZ `gb Kwgk‡bi Aby‡gv`‡bi Acwinvh©Zv| --- 

 (1) †dŠR`vwi Kvh©wewa ev AvcvZZt ejer Ab¨ †Kvb AvB‡b hvnv wKQzB _vKzK bv †Kb, ỳbx©wZ `gb Kwgkb 
KZ©„K †Kvb AvBb cÖ‡qvMKvix ms ’̄v‡K cÖ̀ Ë Aby‡gv`b ev ỳb©xwZ `gb Kwgk‡bi mivmwi Av‡e`b e¨wZ‡i‡K 
†Kvb Av`vjZ GB Aa¨v‡`‡ki Aaxb †Kvb Aciva wePviv_© Avg‡j MÖnY (cognizance) Kwi‡eb bv|  

 (2) GB Aa¨v‡`‡ki Aaxb †Kvb Aciv‡ai Z`šÍ mgvß nBevi ci Z`šÍKvix Kg©KZ©v Av`vj‡Z cÖwZ‡e`b `vwLj 
Kwievi c~‡e© Kwgk‡bi c~e©vby‡gv`b MÖnY Kwi‡eb Ges Kwgkb KZ…©K cÖ̀ Ë Aby‡gv`b c‡Îi GKwU Kwc 
cÖwZ‡e`‡bi mwnZ Av`vj‡Z `vwLj Kwi‡eb|  

13| Rvwgb msµvšÍ weavb| --- GB Aa¨v‡`‡ki Aaxb Awfhy³ †Kvb e¨w³‡K Rvwg‡b gyw³ †`Iqv nB‡e bv, hw`--- 

(K) Zvnv‡K Rvwg‡b gyw³ †`Iqvi Av‡e`‡bi Dci Awf‡hvMKvix cÿ‡K ïbvbxi my‡hvM †`Iqv bv nq; Ges 

(L) Zvnvi weiæ‡× AvbxZ Awf‡hv‡M wZwb †`vlx mve¨¯Í nIqvi hyw³m½Z KviY iwnqv‡Q g‡g© Av`vjZ mš‘ó nb; 
A_ev 

(M) wZwb bvix, wkï ev kvwiixKfv‡e weKjv½ bv nb Ges Zvnv‡K Rvwg‡b gyw³ †`Iqvi Kvi‡Y b¨vq wePvi wewNœZ 
nB‡e bv g‡g© Av`vjZ mš‘ó bv nb| 

14|  m¤úwËi Aeiæ×KiY (Freezing) ev †µvK (Attachment) Av‡`k| --- 

(1) Z`šÍKvix ms ’̄vi wjwLZ Av‡e`‡bi wfwË‡Z Av`vjZ Awfhy³ e¨w³i †`‡k ev †`‡ki evwn‡i Aew ’̄Z 
m¤úwË, hvnv‡Z †`‡ki gvby‡li ^̄v_© iwnqv‡Q, GBiƒc †ÿ‡Î Aeiæ×KiY ev †µvK Av‡`k cÖ̀ vb Kwi‡Z 
cvwi‡e| 

(2) Dc-aviv (1) Gi Aaxb Z`šÍKvix ms ’̄v †Kvb m¤úwËi Aeiæ×KiY ev †µvK Av‡`‡ki Rb¨ Av`vj‡Z 
wjwLZ Av‡e`b `vwL‡ji mgq Dnv‡Z wbgœewY©Z Z_¨vw` D‡jøL Kwi‡e, h_v t--- 

(K) Aeiæ×KiY ev †µvK Av‡`‡ki wbwgË m¤úwËi c~Y© weeiY; 

(L) m¤úwËwU gvwbjÛvwis Gi mwnZ RwoZ _vwKevi mc‡ÿ hyw³ I cÖv_wgK cÖgvYvw`; 

(M) `v‡qiK…Z gvgjvq mdjZv jv‡fi m¤¢vebv; 

(N) cÖv_©xZ Av‡e`b †gvZv‡eK Av`vjZ KZ…©K Av‡`k cÖ̀ vb Kiv bv nB‡j gvgjv wb®úwËi c~‡e©B 
m¤úwËwU Ab¨Î n¯ÍvšÍi ev †envZ nBevi AvkvsKv| 



(3) Dc-aviv (1) Gi Aaxb †Kvb Aeiæ×KiY ev †µvK Av‡`k cÖ̀ vb Kiv nB‡j Av`vjZ m¤úwËi c~Y© 
weeiYmn welqwU me©mvavi‡Yi AeMwZi Rb¨ miKvix †M‡R‡U Ges Ab~̈ b 1wU eûj cÖPvwiZ RvZxq ˆ`wbK 
cwÎKvq weÁwß AvKv‡i cÖPvi Kwi‡e| 

(4) GB avivi Aaxb Aeiæ×KiY ev †µvK Av‡`‡k Awfhy³ e¨w³i bvg, wcZv-gvZvi bvg, ^̄vgx ev ¿̄xi bvg, 
RvZxqZv, c`ex (hw` _v‡K), †ckv, U¨v· cwiwPwZ b¤^i (TIN), eZ©gvb I ’̄vqx wVKvbv Ges Ab¨ †Kvb 
cwiwPwZ, hZ ~̀i m¤¢e, D‡jøL _vwK‡e| 

(5) Dc-aviv (6) Gi weavb mv‡c‡ÿ, GB avivi Aaxb †Kvb e¨w³i m¤úwË Aeiæ×KiY ev †µv‡Ki Rb¨ 
Av`vjZ Av‡`k cÖ̀ vb Kwi‡j Av‡`k Kvh©Ki _vKvKvjxb, Av`vjZ KZ…©K wfbœiƒc †Kvb Av‡`k cÖ̀ vb Kiv 
bv nB‡j, D³ m¤úwË †Kvbfv‡e ev cÖKv‡i Ab¨Î n Í̄všÍi, D³ m¤úwË mswkøó †Kvb cÖKvi †jb‡`b ev D³ 
m¤úwË‡K †Kvbfv‡e `vqhy³ Kiv hvB‡e bv| 

(6) †Kvb e¨w³i e¨vsK GKvD›U Aeiæ×KiY Av‡`k Kvh©Ki _vKv Ae ’̄vq D³ Av‡`‡k wfbœiƒc D‡jøL bv 
_vwK‡j, D³ e¨w³ cÖvc¨ nBqv‡Q GBiƒc mgỳ q A_© Zvnvi Aeiæ× e¨vsK GKvD‡›U Rgv Kiv hvB‡e| 

15| Aeiæ×K„Z ev †µvKK…Z m¤úwË †diZ cÖ̀ vb|--- 

(1) aviv 14 Gi Aaxb Av`vjZ †Kvb m¤úwË Aeiæ×KiY ev †µvK Av‡`k cÖ̀ vb Kwi‡j, Awfhy³ e¨w³ e¨ZxZ 
Ab¨ †Kvb e¨w³i D³ m¤úwË‡Z †Kvb ¯^v_© _vwK‡j wZwb Dnv †diZ cvBevi Rb¨ Aeiæ×KiY ev †µvK 
Av‡`‡ki weÁwß 1wU eûj cÖPvwiZ RvZxq ˆ`wbK cwÎKvq cÖPv‡ii ZvwiL nB‡Z 30 (wÎk) w`‡bi g‡a¨ 
Av`vj‡Z Av‡e`b Kwi‡Z cvwi‡eb| 

(2) Dc-aviv (1) Gi Aaxb †Kvb e¨w³ Av`vj‡Z Av‡e`b Kwi‡j Av‡e`bc‡Î wbgœewY©Z Z_¨vw` D‡jøL Kwi‡Z 
nB‡e, h_vt--- 

(K) gvwbjÛvwis Gi mwnZ D³ m¤úwËi †Kvb mswkøóZv bvB; 

(L) Aeiæ×KiY ev †µvKK…Z m¤úwË‡Z Awfhy³ e¨w³i †Kvb ^̄Z¡, ^̄v_© ev gvwjKvbv bvB; Ges 

(M) Aeiæ×KiY ev †µvKK…Z m¤úwË‡Z Av‡e`bKvixi ^̄Z¡, ^̄v_© I gvwjKvbv iwnqv‡Q| 

 (3) aviv 14 Gi Dc-aviv (5) G hvnv wKQzB _vKzK bv †Kb, GB avivi Aaxb m¤úwË †diZ cvBevi Rb¨ 
Av`vjZ †Kvb Av‡e`b cÖvß nB‡j Av‡e`bKvix, Z`šÍKvix ms ’̄v I Awfhy³ e¨w³‡K ïbvbxi my‡hvM cÖ̀ vb 
Kwi‡eb Ges ïbvbx A‡šÍ, cÖ‡qvRbxq KvMRvw` ch©v‡jvPbvµ‡g, Dc-aviv (1) Gi Aaxb `vwLjK…Z 
Av‡e`bKvixi Av‡e`b m¤ú‡K©  Av`vjZ mš‘ó nB‡j Aeiæ×KiY ev †µvK Av‡`k evwZjµ‡g m¤úwËwU, 
Av‡`‡k wba©vwiZ mg‡qi g‡a¨, Av‡e`bKvixi AbyK~‡j n¯ÍvšÍ‡ii Av‡`k cÖ̀ vb Kwi‡eb| 

16| m¤úwËi Aeiæ×KiY ev †µvK Av‡`‡ki weiæ‡× Avcxj|--- 

(1) GB Aa¨v‡`‡ki Aaxb Av`vjZ †Kvb m¤úwËi Aeiæ×KiY ev †µvK Av‡`k cÖ̀ vb Kwi‡j D³iƒc Av‡`‡ki 
weiæ‡× msÿyä e¨w³ 30 (wÎk) w`‡bi g‡a¨ nvB‡KvU© wefv‡M Avcxj Kwi‡Z cvwi‡eb| 

(2) Dc-aviv (1) Gi Aaxb †Kvb Avcxj `v‡qi Kiv nB‡j Avcxj Av`vjZ cÿe„›`‡K, ïbvbxi Rb¨ hyw³m½Z 
mgq w`qv, ïbvbx A‡šÍ †hBiƒc Dchy³ g‡b Kwi‡e †mBiƒc Av‡`k cÖ̀ vb Kwi‡Z cvwi‡e| 

(3) aviv 14 Gi Aaxb †Kvb m¤úwËi wel‡q Av`vjZ KZ©„K cÖ̀ Ë Aeiæ×KiY ev †µvK Av‡`‡ki weiæ‡× †Kvb 
ms¶zä e¨w³ Avcxj Kwi‡j Ges Avcxj Av`vjZ KZ©„K wfbœiƒc †Kvb Av‡`k cÖ̀ vb Kiv bv nB‡j, Avcxj 
wb®úwË bv nIqv ch©šÍ D³iƒc Aeiæ×KiY ev †µvK Av‡`k Kvh©Ki _vwK‡e| 

17| m¤úwËi ev‡RqvßKiY| --- 

(1) GB Aa¨v‡`‡ki Aaxb †Kvb e¨w³ gvwbjÛvwis Aciv‡a †`vlx mve¨ Í̄ nB‡j Av`vjZ Aciv‡ai mwnZ m¤ú„³ 
†`‡k ev †`‡ki evwn‡i Aew ’̄Z m¤úwË, hvnv‡Z †`‡ki gvby‡li ^̄v_© iwnqv‡Q GBiƒc †ÿ‡Î m¤úwË ev‡Rqvß 
Kwievi Av‡`k cÖ̀ vb Kwi‡Z cvwi‡e| 

(2) GB Aa¨v‡`‡ki Aaxb gvwbjÛvwis Aciv‡ai Rb¨ †`vlx mve¨¯Í †Kvb e¨w³ cjvZK _vwK‡j ev g„Zÿ eiY 
Kwi‡j Av`vjZ D³ e¨w³i Aciv‡ai mwnZ m¤ú„³ m¤úwËI ev‡Rqvß Kwievi Av‡`k cÖ̀ vb Kwi‡Z 
cvwi‡e| 

e¨vL¨v|--- h_vh_ Kvh© e¨e ’̄v MÖnY Kiv m‡Ë¡I †MÖdZvix c‡ivqvbv Rvixi ZvwiL nB‡Z 6 (Qq) gv‡mi g‡a¨ 
hw` Awfhy³ e¨w³ Av`vj‡Z AvZ¥mgc©Y Kwi‡Z e¨_© nq ev D³ mg‡qi g‡a¨ Zvnv‡K †MÖdZvi 
Kiv bv hvq Zvnv nB‡j D³ e¨w³ GB avivi D‡Ïk¨ c~iYK‡í cjvZK ewjqv MY¨ nB‡eb| 



(3) GB avivi Aaxb Av`vjZ KZ©„K †Kvb m¤úwË ev‡Rqvß Kwievi Av‡`k cÖ̀ v‡bi c~‡e© wKsev gvgjv ev 
Awf‡hvM `v‡qi Kwievi c~‡e© hw` †Kvb e¨w³ mij wek¦v‡m Ges Dchy³ g~j¨ cÖ̀ vb mv‡c‡ÿ ev‡Rqv‡ßi Rb¨ 
Av‡e`bK…Z m¤úwË µq Kwiqv _v‡Kb Ges Av`vjZ‡K wZwb GB g‡g© mš‘ó Kwi‡Z mÿg nb †h, wZwb D³ 
m¤úwËwU gvwbjÛvwis Gi mwnZ m¤ú„³ ewjqv ÁvZ wQ‡jb bv Ges wZwb mij wek¦v‡m m¤úwËwU µq 
KwiqvwQ‡jb, Zvnv nB‡j Av`vjZ D³ m¤úwË ev‡Rqvß Kwievi Av‡`k cÖ̀ vb bv Kwiqv Dnvi weµqjä A_© 
ivóªxq †KvlvMv‡i, Av`vjZ KZ©„K wba©vwiZ mgqmxgvi g‡a¨, Rgv †`Iqvi Rb¨ †`vlx mve¨¯Í e¨w³‡K wb‡ ©̀k 
w`‡Z cvwi‡e| 

(4) GB avivi Aaxb †Kvb m¤úwË ev‡Rqvß Kiv nB‡j ev‡Rqvß Av‡`‡ki †bvwUk Av`vjZ KZ©„K †h e¨w³i 
wbqš¿‡Y m¤úwËwU iwnqv‡Q †mB e¨w³i me©‡kl ÁvZ wVKvbvq †iwR÷vW© WvK‡hv‡M cvVvB‡Z nB‡e Ges 
m¤úwËi Zdwmjmn mKj weeiY D‡jøLµ‡g miKvix †M‡R‡U Ges Ab~¨b 2 (`yB)wU eûj cÖPvwiZ RvZxq 
ˆ`wbK cwÎKvq weÁwß cÖPvi Kwi‡Z nB‡e| 

(5) GB avivi Aaxb Av`vjZ †Kvb m¤úwË ev‡Rqvß Kwievi Av‡`k cÖ̀ vb Kwi‡j D³ m¤úwËi gvwjKvbv iv‡óªi 
Dci b¨ Í̄ nB‡e Ges ev‡Rqvß Kwievi Zvwi‡L m¤úwËwU hvnvi wR¤§vq ev gvwjKvbvq _vwK‡e wZwb, h_vkxNÖ 
m¤¢e, D³ m¤úwËi `Lj iv‡óªi eive‡i n Í̄všÍi Kwi‡eb| 

18| ev‡RqvßK…Z m¤úwË †diZ cÖ̀ vb|--- 

(1) aviv 17 Gi Aaxb Av`vjZ †Kvb m¤úwË ev‡Rqvß Kwievi Av‡`k cÖ̀ vb Kwi‡j D³ m¤úwË‡Z †`vlx e¨w³ 
e¨ZxZ Ab¨ †Kvb e¨w³i †Kvb ^̄Z¡, ^̄v_© ev AwaKvi _vwK‡j wZwb Dnv †diZ cvBevi Rb¨ ev‡RqvßKi‡Yi 
weÁwß cwÎKvq me©‡kl cÖPv‡ii ZvwiL nB‡Z 30 (wÎk) w`‡bi g‡a¨ Av`vj‡Z Av‡e`b Kwi‡Z cvwi‡eb| 

(2) Dc-aviv (1) Gi Aaxb †Kvb Av‡e`b cÖvß nB‡j Av`vjZ gvgjv `v‡qiKvix, †`vlx e¨w³ Ges 
Av‡e`bKvix‡K, ïbvbxi Rb¨ hyw³m½Z mgq w`qv, ïbvbx A‡šÍ wbgœewY©Z welqmg~n we‡ePbv Kwiqv 
cÖ‡qvRbxq Av‡`k cÖ̀ vb Kwi‡Z cvwi‡e, h_v t --- 

(K) Aciva msNU‡bi mwnZ Av‡e`bKvix ev ev‡RqvßK…Z m¤úwËi †Kvb ms‡køl wQj wK bv; 

(L) ev‡Rqvß m¤úwË AR©‡b Av‡e`bKvixi ˆea AwaKvi iwnqv‡Q wK bv;  

(M) Aciva msNU‡bi mgqKvj Ges ev‡RqvßK…Z m¤úwË Av‡e`bKvixi gvwjKvbvq Avwmqv‡Q GBiƒc 
`vweK…Z mgqKvj; Ges 

(N) Av`vj‡Zi wbKU cÖvmw½K we‡ewPZ Ab¨ †h †Kvb Z_¨| 

19| ev‡RqvßKiY Av‡`‡ki weiæ‡× Avcxj| ---- 

(1) GB Aa¨v‡`‡ki Aaxb Av`vjZ †Kvb m¤úwË ev‡Rqvß Kwievi Av‡`k cÖ̀ vb Kwi‡j D³iƒc Av‡`‡ki 
weiæ‡× ms¶zä e¨w³ 30 (wÎk) w`‡bi g‡a¨ nvB‡KvU© wefv‡M Avcxj Kwi‡Z cvwi‡eb| 

(2) Dc-aviv (1) Gi Aaxb †Kvb Avcxj `v‡qi Kiv nB‡j Avcxj Av`vjZ Dfq cÿ‡K, ïbvbxi hyw³m½Z 
mgq w`qv, ïbvbx A‡šÍ †hBiƒc Dchy³ g‡b Kwi‡e †mBiƒc Av‡`k cÖ̀ vb Kwi‡Z cvwi‡e|  

20| ev‡RqvßK…Z m¤úwËi wb®úwËKiY cÖwµqv| --- 

(1) GB Aa¨v‡`‡ki Aaxb †Kvb m¤úwË ev‡Rqvß nB‡j, miKvi, †hB m¤úwË Ab¨ †Kvb AvB‡bi Aaxb aŸsm 
Kwi‡Z nB‡e †mB m¤úwË e¨ZxZ Ab¨vb¨ m¤úwË, cÖKvk¨ wbjv‡g ev evwYwR¨Kfv‡e jvfRbK Ab¨ †Kvb 
AvBbm¤§Z Dcv‡q weµq ev Ab¨ †Kvbfv‡e wb®úwË Kwi‡Z cvwi‡e| 

(2) Dc-aviv (1) Gi Aaxb m¤úwË weµq ev Ab¨ †Kvbfv‡e wb®úwËi gva¨‡g cÖvß A_© ivóªxq †KvlvMv‡i Rgv 
nB‡e| 

21| Aeiæ×K…Z, †µvKK…Z ev ev‡RqvßK…Z m¤úwË iÿYv‡eÿ‡Yi Rb¨ e¨e ’̄vcK ev ZË¡veavqK wb‡qvM| --- GB 
Aa¨v‡`‡ki Aaxb †Kvb m¤úwË Aeiæ×, †µvK ev ev‡Rqvß Kiv nB‡j, Z`šÍKvix ms ’̄v ev Dnvi wbKU nB‡Z 
ÿgZvcÖvß †Kvb Kg©KZ©vi Av‡e`‡bi †cÖwÿ‡Z D³iƒc m¤úwËi m¤ú~Y© ev AvswkK wbqš¿Y, e¨e ’̄vcbv, Z`viwK ev 
Ab¨ †Kvbfv‡e wb®úwËi Rb¨, Av`vjZ, ¯̂xq we‡ePbvq, †hBiƒc Dchy³ g‡b Kwi‡e †mBiƒc k‡Z© †Kvb e¨w³ ev 
AvBbx mË¡v‡K D³ m¤úwËi e¨e ’̄vcK ev ZË¡veavqK wb‡qvM Kwi‡Z cvwi‡e| 

22| Avcxj| --- AvcvZZt ejer Ab¨ †Kvb AvB‡b hvnv wKQzB _vKzb bv †Kb, Av`vjZ KZ©„K GB Aa¨v‡`‡ki Aaxb 
cÖ̀ Ë †Kvb Av‡`k, ivq, wWwµ ev Av‡ivwcZ `Ê Øviv ms¶zä cÿ, D³iƒc Av‡`k, ivq, wWwµ ev `Êv‡`k cÖ̀ v‡bi 
ZvwiL nB‡Z 30 (wÎk) w`‡bi g‡a¨ nvB‡KvU© wefv‡M Avcxj Kwi‡Z cvwi‡e| 



23| gvwbjÛvwis Aciva `gb I cÖwZ‡iv‡a evsjv‡`k e¨vs‡Ki ÿgZv I `vwqZ¡| --- 

(1) gvwbjÛvwis Aciva `gb I cÖwZ‡iva Ges D³iƒc Acivag~jK ZrciZv †iva Kwievi D‡Ï‡k¨ evsjv‡`k 
e¨vs‡Ki wbgœiƒc  ÿgZv I `vwqZ¡ _vwK‡e, h_v t--- 

(K) †Kvb wi‡cvU© cÖ̀ vbKvix ms ’̄vq bM` †jb‡`b Ges mKj m‡›`nRbK †jb‡`b m¤úwK©Z Z_¨vw` 
ch©v‡jvPbv Ges Dnvi WvUv msiÿY Kiv; 

(L)  †Kvb †jb‡`b gvwbjÛvwis Gi mwnZ m¤ú„³ ewjqv wek¦vm Kwievi hyw³msMZ KviY _vwK‡j wi‡cvU© 
cÖ̀ vbKvix ms ’̄v nB‡Z D³iƒc †jb‡`b m¤úwK©Z †h †Kvb Z_¨ ev cÖwZ‡e`b msMÖn Kiv; 

(M)  †Kvb Aciva msNU‡bi gva¨‡g †Kvb A_© ev m¤úwË †Kvb e¨w³i wnmv‡e Rgv nBqv‡Q g‡g© m‡›`n 
Kwievi hyw³msMZ KviY _vwK‡j †Kvb e¨vsK ev Avw_©K cÖwZôvb‡K AbwaK 30 (wÎk) w`‡bi Rb¨ 
†Kvb wnmv‡ei †jb‡`b ’̄wMZ ev eÜ ivwLevi wb‡ ©̀k cÖ̀ vb Kivt 

 Z‡e kZ© _v‡K †h, D³ wnmv‡ei †jb‡`b m¤úwK©Z mwVK Z_¨ DrNvU‡bi cÖ‡qvRb †`Lv w`‡j 
†jb‡`b ’̄wMZ ev eÜ ivwLevi †gqv` Av‡iv 30 (wÎk) w`b ewa©Z Kiv hvB‡e; 

(N)  gvwbjÛvwis cÖwZ‡iva Kwievi D‡Ï‡k¨ wi‡cvU© cÖ̀ vbKvix ms ’̄v‡K, mgq mgq, cÖ‡qvRbxq wb‡ ©̀kbv 
cÖ̀ vb Kiv; 

(O)  wi‡cvU© cÖ̀ vbKvix ms ’̄v evsjv‡`k e¨vsK KZ©„K hvwPZ Z_¨ ev cÖwZ‡e`b mwVKfv‡e †cÖiY Kwiqv‡Q 
wKbv wKsev Z &̀KZ©„K cÖ̀ Ë wb‡ ©̀kbv h_vh_fv‡e cÖwZcvjb Kwiqv‡Q wKbv Zvnv Z`viwK Kiv Ges, 
cÖ‡qvR‡b, wi‡cvU© cÖ̀ vbKvix ms ’̄v KZ©„K m‡iRwg‡b cwi`k©b Kiv; 

(P)  GB Aa¨v‡`‡ki myôz cÖ‡qvM wbwðZ Kwievi D‡Ï‡k¨ wi‡cvU© cÖ̀ vbKvix ms ’̄vmn evsjv‡`k e¨vs‡Ki 
we‡ePbvq †h †Kvb ms ’̄v ev cÖwZôv‡bi Kg©KZ©v I Kg©Pvix‡`i Rb¨ cÖwkÿ‡Yi e¨e ’̄vmn mfv, 
†mwgbvi, BZ¨vw`i Av‡qvRb Kiv; 

(Q)  GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í cÖ‡qvRbxq Ab¨ †h †Kvb Kvh© m¤úv`b Kiv| 

 (2) gvwbjÛvwis ev m‡›`nRbK †jb‡`b Z`‡šÍ Z`šÍKvix ms ’̄v †Kvb Z_¨ mieiv‡ni Aby‡iva Kwi‡j, cÖPwjZ 
AvB‡bi AvIZvq ev hw` Ab¨ †Kvb Kvi‡Y eva¨evaKZv bv _v‡K, Zvnv nB‡j evsjv‡`k e¨vsK D³ Z_¨ 
cÖ̀ vb Kwi‡e| 

24| dvBb¨vwÝqvj Bb&‡Uwj‡RÝ BDwbU (FIU) cÖwZôv| --- 

(1) GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í evsjv‡`k e¨vs‡K dvBb¨vwÝqvj Bb&‡Uwj‡RÝ BDwbU (FIU) bv‡g GKwU 
BDwbU _vwK‡e| 

(2 GB Aa¨v‡`‡ki weavb Abyhvqx Ab¨ †Kvb †`‡ki mwnZ m¤úvw`Z †Kvb Pzw³ ev e¨e ’̄vi Aaxb mswkøó †`‡ki 
dvBb¨vwÝqvj Bb&‡Uwj‡RÝ BDwbU gvwb jÛvwis ev †Kvb m‡›`nRbK †jb‡`b m¤ú‡K© †Kvb Z_¨ Pvwn‡j 
dvBb¨vwÝqvj Bb&‡Uwj‡RÝ BDwbU hvwPZ Z_¨vw` mieivn Kwi‡e Ges Ab¨ †Kvb †`‡ki wbKU nB‡Z †Kvb 
m‡›`nRbK †jb‡`b m¤ú‡K© †h †Kvb Z_¨ Pvwn‡Z cvwi‡e| 

25| gvwbjÛvwis Aciva cÖwZ‡iv‡a wi‡cvU© cÖ̀ vbKvix ms ’̄vi `vq-`vwqZ¡| --- 

(1) gvwb jÛvwis Aciva cÖwZ‡iv‡a wi‡cvU© cÖ̀ vbKvix ms ’̄vi wbgœiƒc `vq-`vwqZ¡ _vwK‡e, h_v t--- 

(K)  Dnvi MÖvn‡Ki wnmve cwiPvjbvKv‡j MÖvn‡Ki cwiwPwZi mwVK I c~Y©v½ Z_¨ msiÿY Kiv; 

(L)  †Kvb MÖvn‡Ki wnmve eÜ nB‡j eÜ nIqvi ZvwiL nB‡Z Ab~̈ b 5 (cuvP) ermi ch©šÍ D³ wnmv‡ei 
†jb‡`b msµvšÍ Z_¨ msiÿY Kiv; 

(M)  `dv (K) I (L) Gi Aaxb msiwÿZ Z_¨vw` evsjv‡`k e¨vs‡Ki Pvwn`v †gvZv‡eK, mgq mgq, 
mieivn Kiv; 

(N)  †Kvb wnmv‡e gvwbjÛvwis RwoZ _vwK‡Z cv‡i GBiƒc m‡›`n nB‡j ^̄-D‡`¨v‡M Awej‡¤^ evsjv‡`k 
e¨vsK‡K AewnZ Kiv| 

(2) †Kvb wi‡cvU© cÖ̀ vbKvix ms ’̄v Dc-aviv (1) Gi weavb jsNb Kwi‡j evsjv‡`k e¨vsK --- 



(K)  D³ ms ’̄v‡K Ab~̈ b 10 (`k) nvRvi UvKv Ges Ab~aŸ© 5(cuvP) jÿ UvKv ch©šÍ Rwigvbv Kwi‡Z 
cvwi‡e; Ges 

(L)  `dv (K) Gi Aaxb Av‡ivwcZ Rwigvbvi AwZwi³ D³ ms ’̄vi e¨emvwqK Kvh©µ‡gi AbygwZ ev 
jvB‡mÝ evwZj Kwi‡Z cvwi‡e Ges, †ÿÎgZ, D³iƒc AbygwZ ev jvB‡mÝ cÖ̀ vbKvix KZ…©cÿ‡K 
welqwU AewnZ Kwi‡e, hvnv‡Z mswkøó KZ…©cÿ ^̄-¯̂ AvBb ev wewa †gvZv‡eK D³ ms¯’vi weiæ‡× 
h_vh_ e¨e ’̄v MÖnY Kwi‡Z cv‡i| 

(3) Dc-aviv (2) Gi Aaxb Av‡ivwcZ Rwigvbvi A_© evsjv‡`k e¨vsK ZrKZ…©K wba©vwiZ c×wZ‡Z Av`vq Kwi‡e 
Ges Av`vqK…Z A_© ivóªxq †KvlvMv‡i Rgv Kwi‡e| 

26| we‡`kx iv‡óªi mwnZ Pzw³| --- 

(1) GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í miKvi ev, †ÿÎgZ, evsjv‡`k e¨vsK †Kvb mg‡SvZv ¯§viK, wØ cvwÿK ev 
eû cvwÿK Pzw³, Kb‡fbkb ev AvšÍR©vwZK AvB‡b ^̄xK…Z Ab¨ †Kvbfv‡e †Kvb we‡`kx ivóª ev ms ’̄vi mwnZ 
Pzw³ Kwi‡Z cvwi‡e| 

(2) GB avivi Aaxb miKvi ev evsjv‡`k e¨vsK †Kvb we‡`kx ivóª ev ms ’̄vi mwnZ Pzw³e× nB‡j gvwbjÛvwis 
Aciva cÖwZ‡iv‡a miKvi ev, †ÿÎgZ, evsjv‡`k e¨vsK --- 

(K)  D³ we‡`kx ivóª ev ms ’̄vi wbKU cÖ‡qvRbxq Z_¨vw` Pvwn‡Z cvwi‡e; Ges 

(L)  D³ we‡`kx ivóª Ges ms ’̄v KZ…©K hvwPZ Z_¨vw`, RvZxq wbivcËvi cÖwZ ûgwK bv nB‡j, mieivn 
Kwi‡e| 

(3) GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í, †Kvb Pzw³i Aaxb †Kvb we‡`kx iv‡óªi Av`vj‡Zi †Kvb Av‡`k Kvh©Ki 
Kwievi Rb¨ evsjv‡`‡k Aew ’̄Z †Kvb m¤úwË ev‡Rqvß Kwievi ev †diZ †`Iqvi cÖ‡qvRb nB‡j evsjv‡`k 
e¨vs‡Ki Av‡e`bµ‡g Av`vjZ †hBiƒc Dchy³ g‡b Kwi‡e †mBiƒc Av‡`k cÖ̀ vb Kwi‡Z cvwi‡e; GKBfv‡e 
evsjv‡`‡k Av`vj‡Zi ev‡RqvßKiY Av‡`k ev D³ m¤úwË †diZ Avbvi Av‡`k ev¯Íevq‡bi Rb¨ Pzw³ ev 
mg‡SvZv ¯§vi‡Ki Aaxb ’̄ ivóª‡K Aby‡iva Kwi‡Z cvwi‡e| 

27| †Kv¤úvbx BZ¨vw` KZ…©K Aciva msNUb| --- 

(1) GB Aa¨v‡`‡ki Aaxb †Kvb Aciva †Kvb †Kv¤úvbx KZ…©K msNwUZ nBqv _vwK‡j D³iƒc Aciv‡ai mwnZ 
cÖZ¨ÿ mswkøóZv iwnqv‡Q †Kv¤úvbxi GBiƒc cÖ‡Z¨K gvwjK, cwiPvjK, g¨v‡bRvi, mwPe ev Ab¨ †Kvb 
Kg©KZ©v ev Kg©Pvix ev cÖwZwbwa D³ Aciva msNUb Kwiqv‡Qb ewjqv MY¨ nB‡eb, hw` bv wZwb cÖgvY Kwi‡Z 
mÿg nb †h, D³ Aciva Zvnvi AÁvZmv‡i msNwUZ nBqv‡Q A_ev D³ Aciva †iva Kwievi Rb¨ wZwb 
h_vmva¨ †Póv Kwiqv‡Qb| 

e¨vL¨v|- GB avivq--- 

(K) Ò†Kv¤úvbxÓ ewj‡Z †Kvb mswewae× ms ’̄v, evwYwR¨K cÖwZôvb, Askx`vix Kvievi, mwgwZ ev GK 
GKvwaK e¨w³i mgš^‡q MwVZ msMVbI AšÍf©y³ nB‡e; Ges 

(L)  ÒcwiPvjKÓ ewj‡Z Dnvi †Kvb Askx`vi ev cwiPvjbv †evW©, †h bv‡gB AwfwnZ nDK, Gi 
m`m¨‡KI eySvB‡e| 

(2) †Kvb †Kv¤úvbx cÖZ¨ÿ ev c‡ivÿfv‡e gvwbjÛvwis Gi mv‡_ RwoZ _vwK‡j D³ †Kv¤úvbxi wbeÜb 
evwZj‡hvM¨ nB‡e| 

28| mij wek¦v‡m K…Z Kvh© iÿY| --- GB Aa¨v‡`k ev wewai Aax‡b mij wek¦v‡m K…Z †Kvb Kv‡Ri d‡j †Kvb e¨w³ 
ÿwZMȪ ’ nB‡j ev ÿwZMȪ ’ nBevi m¤¢vebv _vwK‡j, Z¾b¨ miKvi ev miKv‡ii †Kvb Kg©KZ©v-Kg©Pvix ev †Kvb wi‡cvU© 
cÖ̀ vbKvix ms ’̄vi weiæ‡× †Kvb †`Iqvbx ev †dŠR`vix ev Ab¨ †Kvb AvBbMZ Kvh©aviv `v‡qi Kiv hvB‡e bv| 

29| wewa cÖYq‡bi ÿgZv| --- miKvi, miKvix †M‡R‡U cÖÁvcb Øviv, GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í wewa cÖYqb 
Kwi‡Z cvwi‡e| 

30| Aa¨v‡`‡ki Bs‡iRx Abyev` cÖKvk| --- 

(1) GB Aa¨v‡`k cÖeZ©‡bi ci miKvi, h_vkxNÖ m¤¢e, miKvix †M‡R‡U cÖÁvcb Øviv, GB Aa¨v‡`‡ki evsjv 
cv‡Vi Bs‡iRx‡Z Ab~w`Z GKwU wbf©i‡hvM¨ cvV (Authentic English Text) cÖKvk Kwi‡e| 



(2) evsjv cvV Ges Bs‡iRx cv‡Vi g‡a¨ we‡iv‡ai †ÿ‡Î evsjv cvV cÖvavb¨ cvB‡e| 

31| iwnZKiY I †ndvRZ| --- 

(1) GB Aa¨v‡`k Kvh©Ki nBevi m‡½ m‡½ gvwb jÛvwis cÖwZ‡iva AvBb, 2002 (2002 m‡bi 7 bs AvBb) 
iwnZ nB‡e| 

(2) D³iƒc iwnZ nIqv m‡Ë¡I D³ AvB‡bi Aaxb `v‡qiK…Z †Kvb gvgjv ev M„nxZ †Kvb Kvh©aviv Awb®úbœ 
_vwK‡j Dnv GBiƒ‡c wb®úbœ nB‡e †hb D³ AvBb iwnZ nq bvB| 

 

cÖ‡dmi W. BqvRDwÏb Avn‡¤§`  30 ˆPÎ 1414 e½vã 
ZvwiL t  ------------------------ 
 13 GwcÖj 2008 wLª÷vã 

ivóªcwZ 
MYcÖRvZš¿x evsjv‡`k| 

 

 

 
KvRx nvweeyj AvDqvj 

fvicÖvß mwPe| 
 

 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 
I‡qemvBU : www.bangladeshbank.org.bd

  
G Gg Gj mvKz©jvi b¤^i t 17 ZvwiL t       29 Ryb , 2008
 
cÖavb wbe©vnx 
mKj Zdwmjx e¨vsK, Avw_©K cÖwZôvb, gvwb †PÄvi I  
Ab¨vb¨ cÖwZôvb  (mš¿vm we‡ivax Aa¨v‡`k, 2008 Gi 2(10) aviv †gvZv‡eK) 
 
 
wcÖq g‡nv`qMY, 

mš¿vm we‡ivax Aa¨v‡`k, 2008 | 

wKQz wKQz mš¿vmx Kvh© cÖwZ‡iva Ges Gi Kvh©Ki kvw Í̄i weavb I Avbylw½K welq m¤ú‡K© weavb cÖYqbK‡í 

mš¿vm we‡ivax Aa¨v‡`k, 2008 (2008 m‡bi 28 bs Aa¨v‡`k) 11 Ryb, 2008 wLªóvã Zvwi‡L evsjv‡`k †M‡R‡U 
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KwZcq mš¿vmx Kvh© cÖwZ‡iva Ges Dnv‡`i Kvh©Ki kvw¯Íi weavbmn Avbylw½K welqvw`  
m¤ú‡K© weavb cÖYqbK‡í cÖYxZ 

 
Aa¨v‡`k 

 
 †h‡nZz KwZcq mš¿vmx Kvh© cÖwZ‡iva Ges Dnv‡`i Kvh©Ki kvw¯Íi weavbmn Avbylw½K welqvw` m¤ú‡K© weavb cÖYqb 

Kiv mgxPxb I cÖ‡qvRbxq; Ges 

†h‡nZz msm` fvw½qv hvIqv Ae ’̄vq iwnqv‡Q Ges ivóªcwZi wbKU Bnv m‡šÍvlRbKfv‡e cÖZxqgvb nBqv‡Q †h, Avï 
e¨e ’̄v MÖn‡Yi Rb¨ cÖ‡qvRbxq cwiw ’̄wZ we`¨gvb iwnqv‡Q; 

†m‡nZz MYcÖRvZš¿x evsjv‡`‡ki msweav‡bi 93(1) Aby‡”Q‡` cÖ`Ë ÿgZve‡j ivóªcwZ wbgœiƒc Aa¨v‡`k cÖYqb I 
Rvix Kwi‡jb tÑ 

 

cÖ_g Aa¨vq 

cÖviw¤¢K 

1| mswÿß wk‡ivbvg, e¨vwß I cÖeZ©b|Ñ (1) GB Aa¨v‡`k mš¿vm we‡ivax Aa¨v‡`k, 2008 bv‡g AwfwnZ nB‡e| 

(2) mgMÖ evsjv‡`‡k Bnvi cÖ‡qvM nB‡e| 

(3) Bnv Awej‡¤^ Kvh©Ki nB‡e| 

2| msÁv|Ñ welq ev cÖm‡½i cwicš’x †Kvb wKQz bv _vwK‡j, GB Aa¨v‡`‡k,Ñ 

(1) ÒAcivaÓ A_© GB Aa¨v‡`‡ki Aaxb `Ûbxq †Kvb Aciva; 

(2) ÒAv‡Mœqv ¿̄Ó A_© †h †Kvb ai‡Yi wc¯Íj, wifjfvi, ivB‡dj, e› ỳK ev Kvgvb, Ges Ab¨ †h †Kvb 
Av‡Mœqv¯¿I Dnvi AšÍf©y³ nB‡e; 

(3) ÒAv`vjZÓ A_© `vqiv RR Gi ev, †ÿÎgZ, AwZwi³ `vqiv RR Gi Av`vjZ; 

(4) ÒKviv`ÛÓ A_© `Ûwewai aviv 53 †Z DwjøwLZ †h †Kvb eY©bvi Kviv`Û; 

(5) Ò†dŠR`vix Kvh©wewaÓ ev ÒKvh©wewaÓ A_© Code of Criminal Procedure, 1898 (Act V of 1898); 

(6) ÒZdwmjÓ A_© GB Aa¨v‡`‡ki Zdwmj; 

(7) Ò`ÛwewaÓ A_© Penal Code, 1860 (Act XLV of 1860); 

(8) Ò`vn¨ c`v_©Ó A_© Ggb †Kvb c`v_© hvnv‡Z Av¸b aivBevi ev Av¸b ZxeªZi Kwievi ev QovBevi ^̄vfvweK 
D”P cÖeYZv iwnqv‡Q, †hgbÑ AK‡Ub, †c‡Uªvj, wW‡Rj, iƒcvšÍwiZ cÖvK…wZK M¨vm (wm.Gb.wR), Mvb 
cvDWvi, Ges Ab¨ †h †Kvb `vn¨ c`v_©I Dnvi AšÍf©y³ nB‡e; 
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(9) Òevsjv‡`k e¨vsKÓ A_© Bangladesh Bank Order, 1972 (P.O. No. 127 of 1972) Gi Aaxb cÖwZwôZ 
evsjv‡`k e¨vsK; 

(10) Òe¨vsKÓ A_© e¨vsK †Kv¤úvbx AvBb, 1991 (1991 m‡bi 14 bs AvBb) Gi Aaxb cÖwZwôZ †Kvb e¨vsK; 
Ges Ab¨ †Kvb AvB‡bi Aax‡b FY MÖnY, weZiY Ges A‡_©i wewbgq Kwi‡Z AbygwZcÖvß †Kvb Avw_©K ev 
evwYwR¨K cÖwZôvbI Bnvi AšÍf©y³ nB‡e; 

(11) ÒwePviKÓ A_© `vqiv RR, AwZwi³ `vqiv RR ev, †ÿÎgZ, mš¿vm we‡ivax we‡kl UªvBey¨bvj Gi wePviK; 

(12) Òwe‡kl UªvBey¨bvjÓ A_© aviv 28 Gi Aaxb MwVZ †Kvb mš¿vm we‡ivax we‡kl UªvBey¨bvj; 

(13) Òwe‡ùviK ª̀e¨Ó A_©Ñ 

(K) MvbcvDWvi, bvB‡Uªv-wMømvwib, wWbvgvBU, Mvb-KUb, eøvmwUs cvDWvi, duy‡m DVv (fulminate) cvi` 
ev Ab¨ †Kvb avZz, iw½b Av¸b (colored fire) Ges we‡ùvi‡Yi gva¨‡g Kvh©Ki cÖfve, ev 
AvZmevwRi cÖfve m„wói j‡ÿ¨ e¨eüZ ev Drcvw`Z Ab¨ †h †Kvb `ªe¨ hvnv Dcwi-DwjøwLZ 
c`v_©mg~‡ni m`„k nDK ev bv nDK; Ges 

(L) we‡ùviK mvgMÖx ˆZixi †h †Kvb c`v_© I †Kvb we‡ùviK c`v‡_©i gva¨‡g ev mn‡hv‡M we‡ùviY m„wó, 
ev e¨env‡ii AwfcÖv‡q iƒcvšÍwiZ Kwievi, ev mnvqZvi Rb¨ e¨eüZ, †Kvb hš¿, nvwZqvi, hš¿cvwZ ev 
e ‘̄mn Abyiƒc hš¿, hš¿cvwZ ev nvwZqv‡ii †Kvb Ask Ges wdDR, i‡KU, cviKvkb K¨vcm, 
†W‡Uv‡bUi, KvwUª©R I †h †Kvb ai‡Yi †Mvjveviæ`I Bnvi AšÍf©y³ nB‡e; 

(14) Òm¤úwËÓ A_© e ‘̄MZ ev Ae ‘̄MZ, ’̄vei ev A ’̄vei, `„k¨gvb ev A`„k¨ †h †Kvb ai‡Yi m¤úwË I D³ 
m¤úwË nB‡Z D™¢~Z jvf, Ges †Kvb A_© ev A‡_© iƒcvšÍi‡hvM¨ wewbgq `wjjI (negotiable instrument) 
Bnvi AšÍf©y³ nB‡e; 

(15) Òmvÿ¨ AvBbÓ A_© Evidence Act, 1872 (Act I of 1872)| 

3| Ab¨vb¨ kã I Awfe¨w³i cÖ‡hvR¨Zv|Ñ (1) GB Aa¨v‡`‡k e¨eüZ †h mKj kã ev Awfe¨w³i msÁv GB 
Aa¨v‡`‡k †`Iqv nq bvB, †mB mKj kã ev Awfe¨w³ †dŠR`vix Kvh©wewa ev, †ÿÎgZ, `Ûwewa‡Z †h A‡_© e¨eüZ nBqv‡Q 
†mB A‡_© cÖ‡hvR¨ nB‡e| 

(2) Aciva I kvw¯Íi `vq-`vwqZ¡ msµvšÍ `Ûwewai mvaviY weavbvejx, hZ`~i m¤¢e, GB Aa¨v‡`‡ki Ab¨vb¨ 
weav‡bi mwnZ Am½wZc~Y© bv nB‡j, GB Aa¨v‡`‡ki Aaxb Acivamg~‡ni †ÿ‡Î cÖ‡hvR¨ nB‡e| 

4| Aa¨v‡`‡ki cÖvavb¨|Ñ †dŠR`vix Kvh©wewa ev AvcvZZt ejer Ab¨ †Kvb AvB‡b hvnv wKQzB _vKzK bv †Kb, 
GB Aa¨v‡`‡ki weavbvejx Kvh©Ki _vwK‡e| 

5| AwZivwóªK cÖ‡qvM|Ñ (1) hw` †Kvb e¨w³ evsjv‡`‡ki evwn‡i evsjv‡`‡ki †Kvb bvMwiK ev evsjv‡`‡ki 
m¤ú‡`i weiæ‡× †Kvb Aciva msNUb K‡i, hvnv evsjv‡`‡k msNwUZ nB‡j GB Aa¨v‡`‡ki Aaxb kvw¯Í‡hvM¨ nBZ, Zvnv 
nB‡j D³ Aciva evsjv‡`‡k msNwUZ nBqvwQj ewjqv MY¨ nB‡e Ges D³ e¨w³ I Aciv‡ai †ÿ‡Î GB Aa¨v‡`‡ki 
weavbvejx cÖ‡hvR¨ nB‡e| 

(2) hw` †Kvb e¨w³ evsjv‡`‡ki evwni nB‡Z evsjv‡`‡ki Af¨šÍ‡i †Kvb Aciva msNUb K‡i, Zvnv nB‡j D³ 
Aciv‡ai m¤ú~Y© cÖwµqv evsjv‡`‡k msNwUZ nBqvwQj ewjqv MY¨ nB‡e Ges D³ e¨w³ I Aciv‡ai †ÿ‡Î GB Aa¨v‡`‡ki 
weavbvejx cÖ‡hvR¨ nB‡e| 

(3) hw` †Kvb e¨w³ evsjv‡`‡ki Af¨šÍi nB‡Z evsjv‡`‡ki evwn‡i †Kvb Aciva msNUb K‡i, Zvnv nB‡j D³ 
Aciva I Dnv msNU‡bi m¤ú~Y© cÖwµqv evsjv‡`‡k msNwUZ nBqvwQj ewjqv MY¨ nB‡e Ges D³ e¨w³ I Aciv‡ai †ÿ‡Î GB 
Aa¨v‡`‡ki weavbvejx cÖ‡hvR¨ nB‡e| 
 

wØZxq Aa¨vq 

Aciva I `Û 

6| mš¿vmx Kvh©|Ñ (1) †Kn evsjv‡`‡ki ALÛZv, msnwZ, wbivcËv ev mve©‡fŠgZ¡ wecbœ Kwievi Rb¨ RbmvaviY ev 
Rbmvavi‡Yi †Kvb As‡ki g‡a¨ AvZsK m„wói gva¨‡g miKvi ev Ab¨ †Kvb e¨w³‡K †Kvb Kvh© Kwi‡Z ev Kiv nB‡Z weiZ 
ivwL‡Z eva¨ Kwievi D‡Ï‡k¨Ñ 

(K) †Kvb e¨w³‡K nZ¨v, ¸iæZi AvNvZ, AvUK ev AcniY Kwi‡j, ev †Kvb e¨w³i †Kvb m¤úwËi ÿwZmvab 
Kwi‡j; A_ev 

(L) `dv (K) Gi D‡Ïk¨ mvabK‡í †Kvb we‡ùviK ª̀e¨, `vn¨ e ‘̄, Av‡Mœqv ¿̄ ev Ab¨ †Kvb cÖKvi ivmvqwbK ª̀e¨ 
e¨envi Kwi‡j ev wbR `L‡j ivwL‡j; 

wZwb Òmš¿vmx Kvh©Ó msNU‡bi Aciva Kwi‡eb| 

(2) †Kn mš¿vmx Kvh© msNUb Kwiqv _vwK‡j, wZwb g„Zz̈ `Û ev hve¾xeb Kviv`Û ev Ab~aŸ© wek ermi Ges Ab~¨b 
wZb ermi ch©šÍ †h †Kvb †gqv‡`i mkªg Kviv`‡Û `wÛZ nB‡eb, Ges Bnvi AwZwi³ A_©̀ ÛI Av‡ivc Kiv hvB‡e| 

7| mš¿vmx Kv‡h© A_© †hvMvb msµvšÍ Aciva|Ñ (1) hw` †Kvb e¨w³ Ab¨ †Kvb e¨w³‡K A_©, †mev ev Ab¨ †Kvb 
m¤úwË mieivn K‡ib ev mieivn Kwi‡Z cÖ‡ivwPZ K‡ib Ges †Kvb mš¿vmx Kv‡h©i D‡Ï‡k¨ Dnv e¨env‡ii B”Qv †cvlY K‡ib, 
ev Bnv m‡›`n Kwievi hyw³m½Z KviY _v‡K †h, Dnv mš¿vmx Kv‡h© e¨envi Kiv nB‡e ev nB‡Z cv‡i, Zvnv nB‡j wZwb mš¿vmx 
Kg©Kv‡Û A_© †hvMv‡bi Aciva msNUb Kwi‡eb| 
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(2) hw` †Kvb e¨w³ A_©, †mev ev Ab¨ †Kvb m¤úwË MÖnY K‡ib Ges †Kvb mš¿vmx Kv‡h©i D‡Ï‡k¨ e¨env‡ii B”Qv 
†cvlY K‡ib, ev Bnv m‡›`n Kwievi hyw³m½Z KviY _v‡K †h, Dnv mš¿vmx Kv‡h© e¨envi Kiv nB‡e ev nB‡Z cv‡i, Zvnv 
nB‡j wZwb mš¿vmx Kg©Kv‡Û A_© †hvMv‡bi Aciva msNUb Kwi‡eb| 

(3) hw` †Kvb e¨w³ A_©, †mev ev Ab¨ m¤úwËi e¨e¯’v K‡ib Ges †Kvb mš¿vmx Kv‡h©i D‡Ï‡k¨ Dnv e¨env‡ii B”Qv 
†cvlY K‡ib, ev m‡›`n Kwievi hyw³m½Z KviY _v‡K †h, Dnv mš¿vmx Kv‡h© e¨envi Kiv nB‡e ev nB‡Z cv‡i, Zvnv nB‡j 
wZwb mš¿vmx Kg©Kv‡Û A_© †hvMv‡bi Aciva msNUb Kwi‡eb| 

(4) Dc-aviv (1) nB‡Z (3) G ewY©Z Aciv‡a †Kvb e¨w³ †`vlx mve¨¯Í nB‡j, D³ e¨w³ AbwaK wek ermi I 
Ab~¨b wZb ermi ch©šÍ †h †Kvb †gqv‡`i Kviv`‡Û `wÛZ nB‡eb, Ges Bnvi AwZwi³ A_©`ÛI Av‡ivc Kiv hvB‡e| 

8| wbwl× msMV‡bi m`m¨c`|Ñ hw` †Kvb e¨w³ aviv 18 Gi Aaxb †Kvb wbwl× msMV‡bi m`m¨ nb ev m`m¨ 
ewjqv `vex K‡ib, Zvnv nB‡j wZwb Aciva msNUb Kwi‡eb Ges D³iƒc Aciva msNU‡bi Rb¨ wZwb AbwaK Qq gvm ch©šÍ 
†h †Kvb †gqv‡`i Kviv`Û, A_ev A_©`Û, A_ev Dfq `‡Û `wÛZ nB‡eb| 

9| wbwl× msMV‡bi mg_©b|Ñ (1) hw` †Kvb e¨w³ aviv 18 Gi Aaxb †Kvb wbwl× msMVb‡K mg_©b Kwievi 
D‡Ï‡k¨ Kvnv‡KI Aby‡iva ev AvnŸvb K‡ib, A_ev wbwl× msMVb‡K mg_©b ev Dnvi Kg©KvÛ‡K MwZkxj I DrmvwnZ Kwievi 
D‡Ï‡k¨ †Kvb mfv Av‡qvRb, cwiPvjbv ev cwiPvjbvq mnvqZv K‡ib, A_ev e³…Zv cÖ̀ vb K‡ib, Zvnv nB‡j wZwb Aciva 
msNUb Kwi‡eb| 

(2) hw` †Kvb e¨w³ †Kvb wbwl× msMV‡bi Rb¨ mg_©b Pvwnqv A_ev Dnvi Kg©KvÛ‡K mwµq Kwievi D‡Ï‡k¨ †Kvb 
mfvq e³…Zv K‡ib A_ev †iwWI, †Uwjwfkb A_ev †Kvb gỳ ªY ev B‡jKUªwbK gva¨‡g †Kvb Z_¨ m¤úªPvi K‡ib, Zvnv nB‡j 
wZwb Aciva msNUb Kwi‡eb| 

(3) hw` †Kvb e¨w³ Dc-aviv (1) A_ev (2) Gi Aaxb †Kvb Aciv‡a †`vlx mve¨¯Í nb, Zvnv nB‡j wZwb AbwaK 
mvZ ermi I Ab~¨b `yB ermi ch©šÍ †h †Kvb †gqv‡`i Kviv`‡Û `wÛZ nB‡eb Ges Bnvi AwZwi³ A_©̀ ÛI Av‡ivc Kiv 
hvB‡e| 

10| Aciva msNU‡bi loh‡š¿i (criminal conspiracy) kvw¯Í|Ñhw` †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb 
Aciva msNU‡bi lohš¿ K‡ib, Zvnv nB‡j wZwb D³ Aciv‡ai Rb¨ wba©vwiZ m‡e©v”P kvw¯Íi `yB Z…Zxqvsk †gqv‡`i †h †Kvb 
Kviv`‡Û, A_ev A_©`‡Û, A_ev Dfq `‡Û `wÛZ nB‡eb; Ges hw` D³ Aciv‡ai Rb¨ wba©vwiZ kvw¯Í g„Zz¨`Û nq, Zvnv 
nB‡j Aciv‡ai kvw¯Í hve¾xeb Kviv`Û A_ev Ab~aŸ© †PŠÏ erm‡ii Kviv`Û nB‡e, wKš‘ Dnv cuvP erm‡ii Kg nB‡e bv| 

11| Aciva msNU‡bi cÖ‡Póvi (attempt) kvw¯Í|Ñ hw` †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb Aciva msNU‡bi 
†Póv K‡ib, Zvnv nB‡j wZwb D³ Aciv‡ai Rb¨ wba©vwiZ m‡e©v”P kvw¯Íi ỳB Z…Zxqvsk †gqv‡`i †h †Kvb Kviv`‡Û, A_ev 
A_©̀ ‡Û, A_ev Dfq `‡Û `wÛZ nB‡eb; Ges hw` D³ Aciv‡ai Rb¨ wba©vwiZ kvw¯Í g„Zz¨`Û nq, Zvnv nB‡j Aciv‡ai kvw¯Í 
hve¾xeb Kviv`Û A_ev Ab~aŸ© †PŠÏ erm‡ii Kviv`Û nB‡e, wKš‘ Dnv cuvP erm‡ii Kg nB‡e bv| 

12| Aciv‡a mnvqZvi (abetment) kvw Í̄|Ñ hw` †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb kvw¯Í‡hvM¨ †Kvb Aciva 
msMV‡bi mnvqZv K‡ib, Zvnv nB‡j wZwb D³ Aciv‡ai Rb¨ wba©vwiZ `‡Û `wÛZ nB‡eb| 

13| mš¿vmx Kg©KvÛ cÖ‡ivwPZ (instigation) Kwievi kvw Í̄|Ñ hw` †Kvb e¨w³ Zvnvi † ^̄”Qvaxb Kg©KvÛ A_ev 
Ask MÖn‡Yi gva¨‡g †Kvb `wjj cÖ¯‘Z ev weZiY K‡ib, A_ev †Kvb gỳ ªY ev B‡jKUªwbK gva¨‡g †Kvb Z_¨ m¤úªPvi Kwiqv, 
A_ev †Kvb miÄvg, mnvqZv ev cÖhyw³ ev cÖwkÿY cÖ`v‡bi gva¨‡g †Kvb e¨w³ ev msMVb‡K GBiƒc AeMZ _vwKqv mnvqZv 
cÖ`vb K‡ib †h, D³ `wjj, miÄvg, mnvqZv ev cÖhyw³ ev cÖwkÿY GB Aa¨v‡`‡ki Aaxb †Kvb Aciva msNU‡bi Kv‡R 
e¨eüZ nB‡e ev D³ e¨w³ ev msMVb Dnv‡`i Abyiƒc Aciva msMV‡bi cÖ‡Póvq e¨envi Kwi‡e, Zvnv nB‡j wZwb mš¿vmx 
Kg©KvÛ cÖ‡ivwPZ Kwiqv‡Qb ewjqv MY¨ nB‡eb; Ges mswkøó Aciv‡ai Rb¨ wba©vwiZ m‡e©v”P kvw¯Íi `yB Z…Zxqvsk †gqv‡`i 
Kviv`‡Û, A_ev A_©`‡Û, A_ev Dfq `‡Û Zvnv‡K `wÛZ Kiv hvB‡e; Ges hw` D³ Aciv‡ai Rb¨ wba©vwiZ kvw¯Í g„Zz¨`Û 
nq, Zvnv nB‡j Aciv‡ai kvw¯Í hve¾xeb Kviv`Û A_ev Ab~aŸ© †PŠÏ erm‡ii Kviv`Û nB‡e, wKš‘ Dnv cuvP erm‡ii Kg 
nB‡e bv| 

14| Acivax‡K AvkªqcÖ`vb|Ñ (1) hw` †Kvb e¨w³, Ab¨ †Kvb e¨w³ GB Aa¨v‡`‡ki Aaxb Aciva msNUb 
Kwiqv‡Qb RvwbqvI ev D³ e¨w³ Acivax Bnv wek¦vm Kwievi hyw³m½Z KviY _vKv m‡Ë¡I, kvw¯Í nB‡Z iÿv Kwievi AwfcÖv‡q 
D³ e¨w³‡K Avkªq`vb K‡ib ev jyKvBqv iv‡Lb Zvnv nB‡j wZwbÑ 

(K) D³ Aciv‡ai kvw¯Í g„Zÿ `Û nB‡j AbwaK cuvP erm‡ii Kviv`‡Û `wÛZ nB‡eb, Ges Bnvi AwZwi³ 
A_©̀ ÛI Av‡ivc Kiv hvB‡e; A_ev 

(L) D³ Aciv‡ai kvw¯Í hve¾xeb Kviv`Û ev †h †Kvb †gqv‡`i Kviv`Û nB‡j, AbwaK wZb erm‡ii 
Kviv`‡Û `wÛZ nB‡eb; Ges Bnvi AwZwi³ A_©̀ ÛI Av‡ivc Kiv hvB‡e| 

(2) Dc-aviv (1) Gi Aaxb Avkªq`vb ev jyKvBqv ivwLevi Aciva ¯^vgx, ¯¿x, cyÎ, Kb¨v, wcZv ev gvZv KZ…©K nB‡j, 
GB avivi weavb cÖ‡hvR¨ nB‡e bv| 

Z…Zxq Aa¨vq 

evsjv‡`k e¨vs‡Ki ÿgZv 
15| evsjv‡`k e¨vs‡Ki ÿgZv|Ñ (1) evsjv‡`k e¨vsK GB Aa¨v‡`‡ki Aaxb †Kvb Aciva msNU‡bi D‡Ï‡k¨ 

†Kvb e¨vswKs P¨v‡b‡ji gva¨‡g †jb‡`b cÖwZ‡iva I mbv³ Kwi‡Z cÖ‡qvRbxq c`‡ÿc MÖnY Kwi‡Z cvwi‡e Ges GZ ỳ‡Ï‡k¨ 
Dnvi wbgœewY©Z ÿgZv I KZ…©Z¡ _vwK‡eÑ 
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(K) †Kvb e¨vsK nB‡Z m‡›`nRbK †jb‡`b m¤úwK©Z cÖwZ‡e`b Zje Ges Abyiƒc cÖwZ‡e`b, AvB‡bi Aax‡b 
cÖKv‡ki Aby‡gv`b bv _vwK‡j, †Mvcb ivLv; 

(L) mKj cwimsL¨vb I †iKW© msKjb I msiÿY Kiv; 

(M) mKj m‡›`nRbK †jb‡`b m¤úwK©Z wi‡cv‡U©i WvUv-†eR m„wó  I iÿYv‡eÿY Kiv; 

(N) m‡›`nRbK †jb‡`b m¤úwK©Z cÖwZ‡e`b we‡kølY Kiv; 

(O) †Kvb †jb‡`b mš¿vmx Kv‡h©i mwnZ m¤ú„³ g‡g© m‡›`n Kwievi hyw³m½Z KviY _vwK‡j mswkøó e¨vsK‡K 
D³ †jb‡`‡bi wnmve wÎk w`‡bi Rb¨ eÜ ivwLevi D‡Ï‡k¨ wjwLZ Av‡`k Rvix Kiv Ges GBiƒ‡c 
RvixK…Z Av‡`k AwZwi³ wÎk w`‡bi Rb¨ ewa©Z Kiv; 

(P) e¨vs‡Ki Kvh©vejx cwiexÿY I Z`viK Kiv; 

(Q) mš¿vmx Kv‡h© A_© †hvMvb cÖwZnZ Kwievi D‡Ï‡k¨ cÖwZ‡ivag~jK c`‡ÿc MÖn‡Y e¨vsKmg~‡ni wbKU 
wb‡ ©̀kbv Rvix Kiv; 

(R)  mš¿vmx Kv‡h©i mwnZ RwoZ m‡›`nRbK †jb‡`b mbv‡³i D‡Ï‡k¨ e¨vsKmg~n cwi`k©b Kiv; Ges 

(S) mš¿vmx Kv‡h© A_©‡hvMv‡bi mwnZ RwoZ m‡›`nRbK †jb‡`b mbv³ I cÖwZ‡iv‡ai D‡Ï‡k¨ e¨vs‡Ki 
Kg©KZ©v I Kg©PvixMY‡K cÖwkÿY cÖ̀ vb Kiv| 

(2) evsjv‡`k e¨vsK, mš¿vmx Kv‡h© A_©‡hvMv‡bi mwnZ RwoZ m‡›`nRbK †Kvb †jb‡`‡bi welq †Kvb e¨vsK ev 
Bnvi MÖvnK‡K mbv³ Kwievi m‡½ m‡½, Dnv h_vh_ AvBb cÖ‡qvMKvix ms¯’v‡K AewnZ Kwi‡e Ges AbymÜvb I Z`šÍ Kv‡h© 
D³ AvBb cÖ‡qvMKvix ms ’̄v‡K cÖ‡qvRbxq mKj cÖKvi mn‡hvwMZv cÖ`vb Kwi‡e| 

(3) mswkøó e¨vs‡Ki cÖavb wbe©vnx Kg©KZ©vi m¤§wZ wKsev evsjv‡`k e¨vs‡Ki Aby‡gv`b e¨wZ‡i‡K †Kvb e¨vs‡Ki 
†Kvb `wjj ev bw_‡Z †Kvb AvBb cÖ‡qvMKvix ms ’̄vi cÖ‡ekvwaKvi _vwK‡e bv| 

16| e¨vs‡Ki `vwqZ¡|Ñ (1) †Kvb e¨vswKs P¨v‡b‡ji gva¨‡g GB Aa¨v‡`‡ki Aaxb †Kvb Aciv‡ai mwnZ RwoZ 
A_© †jb‡`b cÖwZ‡iva I mbv³ Kwievi j‡ÿ¨ cÖ‡Z¨K e¨vsK h_vh_ mZK©Zv I `vwqZ¡kxjZvi mwnZ cÖ‡qvRbxq e¨e¯’v MÖnY 
Kwi‡e| 

(2) cÖ‡Z¨K e¨vs‡Ki cwiPvjbv cwil` (Board of Directors) Dnvi Kg©KZ©v‡`i `vwqZ¡ m¤úwK©Z wb‡`©kbv 
Aby‡gv`b I Rvix Kwi‡e, Ges aviv 15 Gi Aaxb evsjv‡`k e¨vsK KZ…©K RvixK…Z wb‡ ©̀kbv, hvnv e¨vsKmg~‡ni Rb¨ cÖ‡hvR¨, 
cÖwZcvjb Kiv nB‡Z‡Q wKbv Dnv wbwðZ Kwi‡e| 

(3) †Kvb e¨vsK aviv 15 Gi Aaxb evsjv‡`k e¨vsK KZ©„K RvixK…Z wb‡ ©̀kbv cvjb Kwi‡Z e¨_© nB‡j, D³ e¨vsK 
evsjv‡`k e¨vsK KZ…©K wba©vwiZ I wb‡`©wkZ AbwaK `k jÿ UvKv Rwigvbv cwi‡kva Kwi‡Z eva¨ _vwK‡e| 

 

PZz_© Aa¨vq 

mš¿vmx msMVb 

17| mš¿vmx Kv‡h©i mwnZ RwoZ msMVb|Ñ GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í, †Kvb msMVb mš¿vmx Kv‡h©i mwnZ 
RwoZ ewjqv MY¨ nB‡e, hw` DnvÑ 

(K)  mš¿vmx Kvh© msNwUZ K‡i ev D³ Kv‡h© Ask MÖnY K‡i; 
(L)  mš¿vmx Kv‡h©i Rb¨ cÖ¯‘wZ MÖnY K‡i; 
(M) mš¿vmx Kvh© msNU‡b mvnvh¨ K‡i ev Drmvn cÖ`vb K‡i; 
(N) mš¿vmx Kv‡h©i mwnZ RwoZ †Kvb msMVb‡K mg_©b Ges mnvqZv cÖ`vb K‡i; A_ev 
(O) Ab¨ †Kvbfv‡e mš¿vmx Kv‡h©i mwnZ RwoZ _v‡K| 

18| msMVb wbwl×KiY|Ñ (1) GB Aa¨v‡`‡ki D‡Ïk¨ c~iYK‡í, miKvi †Kvb msMVb‡K mš¿vmx Kv‡h©i mwnZ 
RwoZ iwnqv‡Q g‡g© hyw³m½Z Kvi‡Yi wfwË‡Z, Av‡`k Øviv, Zdwm‡j ZvwjKvfz³ Kwiqv, wbwl× Kwi‡Z cvwi‡e| 

(2) miKvi, Av‡`k Øviv, †h †Kvb msMVb‡K Zdwm‡j ms‡hvRb ev Zdwmj nB‡Z ev` w`‡Z A_ev Ab¨ †Kvbfv‡e 
Zdwmj ms‡kvab Kwi‡Z cvwi‡e| 

19| cybtcixÿv (Review)|Ñ (1) aviv 18 Gi Aaxb miKvi KZ…©K cÖ̀ Ë Av‡`k Øviv msÿzä msMVb, Av‡`k 
cÖ̀ v‡bi ZvwiL nB‡Z wÎk w`‡bi g‡a¨, Dnvi weiæ‡× wjwLZfv‡e, hyw³ Dc¯’vcbc~e©K, miKv‡ii wbKU cybtwbixÿvi Rb¨ 
Av‡e`b Kwi‡Z cvwi‡e Ges miKvi, Av‡e`bKvixi ïbvbx MÖnYc~e©K, Av‡e`b cÖvwßi ZvwiL nB‡Z beŸB w`e‡mi g‡a¨ Dnv 
wb®úbœ Kwi‡e| 

(2) Dc-aviv (1) Gi Aaxb cybtwbixÿvi Av‡e`b bvgÄyi Kiv nB‡j, D³ msÿzä msMVb Av‡e`b bvgÄyi nBevi 
ZvwiL nB‡Z wÎk w`‡bi g‡a¨ nvB‡KvU© wefv‡M Avcxj `v‡qi Kwi‡Z cvwi‡e| 

(3) miKvi, miKvix †M‡R‡U cÖÁvcb Øviv, Dc-aviv (1) Gi Aaxb `v‡qiK…Z cybtwbixÿvi `iLv¯Ímg~n wb¯úwËi 
Rb¨ GKwU wZb m`m¨ wewkó cybtwbixÿv KwgwU (Review Committee) MVb Kwi‡e| 

20| wbwl× msMV‡bi weiæ‡× e¨e ’̄v MÖnY|Ñ (1) †Kvb msMVb‡K wbwl× Kiv nB‡j miKvi, GB Aa¨v‡`‡k ewY©Z 
Ab¨vb¨ e¨e ’̄v MÖnY QvovI, wbgœewY©Z c`‡ÿc MÖnY Kwi‡e, h_v tÑ 

(K) Dnvi Kvh©vjq, hw` _v‡K, eÜ Kwiqv w`‡e; 

(L) Dnvi e¨vsK wnmve, hw` _v‡K, Aeiæ× (freeze) Kwi‡e Ges Ab¨vb¨ wnmve AvUK Kwi‡e; 
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(M) mKj cÖKv‡ii cÖPvicÎ, †cv÷vi, e¨vbvi, A_ev gyw ª̀Z, B‡jKUªwbK, wWwRUvj ev Ab¨vb¨ DcKiY ev‡Rqvß 
Kwi‡e; Ges 

(N) wbwl× msMVb ev Dnvi c‡ÿ ev mg_©‡b †h †Kvb †cÖm wee„wZi cÖKvkbv, gy ª̀Y ev cÖPviYv, msev` m‡¤§jb ev 
Rbm¤§y‡L e³…Zv cÖ`vb wbwl× Kwi‡e| 

(2) wbwl× msMVb Dnvi Avq I e¨‡qi wnmve †ck Kwi‡e Ges GZ ỳ‡Ï‡k¨ miKvi KZ…©K g‡bvbxZ Dchy³ 
KZ…©c‡ÿi wbKU Av‡qi mKj Drm cÖKvk Kwi‡e| 

(3) hw` †`Lv hvq †h wbwl× msMV‡bi Znwej Ges cwim¤ú` (asset) A‰eafv‡e AwR©Z nBqv‡Q A_ev GB 
Aa¨v‡`‡ki Aaxb †Kvb Aciva msNU‡b e¨eüZ nBqv‡Q, Zvnv nB‡j D³ Znwej Ges cwim¤ú` iv‡óªi AbyK‚‡j ev‡Rqvß 
nB‡e| 

cÂg Aa¨vq 

Aciv‡ai Z`šÍ 

21| cywjk KZ©„K mvÿx‡K cixÿv m¤úwK©Z we‡kl weavb|-- (1) hw` †Kvb cywjk Kg©KZ©v GB Aa¨v‡`‡ki Aax‡b 
†Kvb gvgjvi Z`šÍKv‡j NUbv Ges cwiw¯’wZ m¤ú‡K© AewnZ GBiƒc †Kvb e¨w³‡K wRÁvmvev`  Kwievi cÖ‡qvRb g‡b K‡ib 
Ges, hw` D³ e¨w³ NUbvi weeiY wjwLZfv‡e cÖ`vb Kwi‡Z h‡_ó mÿg g‡g© cywjk Kg©KZ©vi Rvbv _v‡K ev wek¦vm Kwievi 
KviY _v‡K, Zvnv nB‡j D³ cywjk Kg©KZ©v, D³ e¨w³i m¤§wZ‡Z, NUbvi weeiY D³ e¨w³i wbKU nB‡Z wjwLZfv‡e MÖnY 
Kwi‡Z cvwi‡eb| 

(2) D³ e¨w³ Zvnvi e³e¨ ev NUbvi weeiY ¯^n‡¯Í Kjg Øviv wjwce× I ¯^vÿi Kwi‡eb| 

22| g¨vwR‡÷ªU KZ©„K mvÿxi wee„wZ †iKW© m¤úwK©Z we‡kl weavb|-- †h †Kvb †g‡UªvcwjUb g¨vwR‡÷ªU, cÖ_g †kªYxi 
g¨vwR‡÷ªU, A_ev GZ`y‡Ï‡k¨ we‡klfv‡e ÿgZvcÖvß wØZxq †kªYxi g¨vwR‡÷ªU hw` AeMZ _v‡Kb ev Zvnvi wek¦vm Kwievi 
hyw³ msMZ KviY _v‡K †h, gvgjvi NUbv I cwiw ’̄wZ m¤ú‡K© AewnZ †Kvb e¨w³ Zvnvi wee„wZ wjwLZfv‡e cÖ̀ vb Kwi‡Z 
h‡_ó mg_©, Zvnv nB‡j  wZwb D³ e¨w³‡K Zvnvi wee„wZ Kjg Øviv ^̄n‡¯Í wjwLZfv‡e cÖ̀ vb Kwi‡Z wb‡ ©̀k cÖ̀ vb Kwi‡Z 
cvwi‡eb| 

23| Awfhy³ e¨w³i ^̄xKv‡ivw³ †iKW© m¤úwK©Z we‡kl weavb|-- †h †Kvb †g‡UªvcwjUb g¨vwR‡÷ªU, cÖ_g †kªYxi 
g¨vwR‡÷ªU, A_ev GZ ỳ‡Ï‡k¨ we‡klfv‡e ÿgZvcÖvß wØZxq †kªYxi g¨vwR‡÷ªU Awfhy³ e¨w³ KZ©„K ^̄xKv‡ivw³g~jK †Kvb 
e³e¨ †iKW©Kv‡j, hw` D³ e¨w³ NUbv m¤ú‡K© wjwLZfv‡e wee„wZ cÖ`vb Kwi‡Z mÿg I AvMÖnx nb, Zvnv nB‡j D³ e¨w³‡K 
Zvnvi ^̄xKv‡ivw³g~jK e³e¨ ^̄n‡ Í̄ Kjg Øviv wjwce× Kwi‡Z AbygwZ cÖ`vb Kwi‡eb| 

24| Z`‡šÍi mgqmxgv|-- (1) †Kvb cywjk Kg©KZ©v GB Aa¨v‡`‡ki Aaxb †Kvb gvgjvi Z`šÍ Kvh©wewai aviv 154 Gi 
Aaxb Z_¨ cÖvwß A_ev wjwce× Kwievi ZvwiL nB‡Z wÎk w`‡bi g‡a¨ m¤úbœ Kwi‡eb| 

(2) hw` †Kvb cywjk Kg©KZ©v Dc-aviv (1) G DwjøwLZ mg‡qi g‡a¨ Z`šÍ m¤úbœ Kwi‡Z bv cv‡ib, Zvnv nB‡j, gvgjvi 
Wvqix‡Z wjwLZfv‡e KviY wjwce× Kwiqv AbwaK c‡bi w`b mgq e„w× Kwi‡Z cvwi‡eb| 

(3) hw` D³ cywjk Kg©KZ©v Dc-aviv (2) G DwjøwLZ mg‡qi g‡a¨ Z`šÍ m¤úbœ Kwi‡Z bv cv‡ib, Zvnv nB‡j D³ 
Z`šÍKvix Kg©KZ©v mswkøó †Rjvi cywjk mycvwib‡Ub‡W‡›Ui A_ev, †ÿÎgZ, †g‡UªvcwjUb GjvKvq mswkøó †WcywU cywjk 
Kwgkbv‡ii wjwLZ Aby‡gv`bµ‡g, AwZwi³ AbwaK wÎk w`b mgq e„w× Kwi‡Z cvwi‡e| 

(4) hw` D³ cywjk Kg©KZ©v Dc-aviv (3) G DwjøwLZ AwZwi³ ewa©Z mg‡qi g‡a¨ Z`šÍ m¤úbœ Kwi‡Z bv cv‡ib, Zvnv 
nB‡j wZwb Awej‡¤^ KviY D‡jøLc~e©K mswkøó †Rjvi cywjk mycvwib‡Ub‡W›U‡K A_ev, †ÿÎgZ, †g‡UªvcwjUb GjvKvq mswkøó 
†WcywU cywjk Kwgkbvi‡K KviY D‡jøLc~e©K NUbv m¤ú‡K© AewnZ Kwi‡eb, Ges DwjøwLZ KviY m‡šÍvlRbK bv nB‡j Zvnvi 
weiæ‡× wefvMxq kvw¯Íg~jK e¨e ’̄v MÖnY Kiv nB‡e| 

25| KwZcq gvgjvi Z`‡šÍi †ÿ‡Î mgqmxgv e„w×|-- (1) aviv 25 Gi Dc-aviv (3) G wba©vwiZ AwZwi³ 
mgqmxgvi g‡a¨ GRvnvi (FIR) G DwjøwLZ Acivaxi cwiPq Aby`NvwUZ _vKvq Ges D³ Acivax‡K mbv³Ki‡Yi 
Amg_©Zvi Kvi‡Y ‡Kvb cywjk Kg©KZ©v Z`šÍKvh© m¤úbœ Kwi‡Z e¨_© nB‡j, aviv 25 G DwjøwLZ AwZwi³ ewa©Z mgqmxgvi 
cieZx©‡Z †h †Kvb mgq †Kvb cywjk wi‡cvU© A_ev b~Zbfv‡e cywjk wi‡cvU© A_ev AwZwi³ cywjk wi‡cvU© cÖ`v‡bi †ÿ‡Î Dnv 
evav ewjqv MY¨ nB‡e bv| 

(2) hw` †Kvb cywjk Kg©KZ©v Aciva mswkøó mvÿ¨ ev †Kvb wi‡cvU© mieivn Kwievi Rb¨ aviv 25 Gi Dc-aviv (3) Gi 
Aaxb AwZwi³ ewa©Z mgq mxgvi g‡a¨ †gwW‡Kj, d‡ibwmK, Av½y‡ji Qvc, ivmvqwbK ev Ab¨ †Kvb we‡klÁ mvÿxi, hvnvi 
Dci Zvnvi wbqš¿Y bvB Ges hvnv e¨ZxZ gvgjv m¤ú‡K© †Kvb Kvh©Ki wi‡cvU© ˆZwi Kiv m¤¢e nq bv, Amg_©Zvi Kvi‡Y 
Z`šÍKvh© m¤úbœ Kwi‡Z e¨_© nb, Zvnv nB‡j D³ DwjøwLZ AwZwi³ ewa©Z mgqmxgvi cieZx© †h †Kvb mgq cywjk wi‡cvU© 
†ck Kwi‡Z Dnv evav ewjqv MY¨ nB‡e bv| 

26| cybtmgc©Y (Remand)|Ñ(1) †h‡ÿ‡Î †Kvb e¨w³‡K †MÖßvi Kiv nq Ges Z`‡šÍi Rb¨ AvUK ivLv nq, 
†mB‡ÿ‡Î Z`šÍ Kg©KZ©v Awfhy³ e¨w³‡K cywj‡ki †ndvR‡Z cybtmgc©‡Yi Rb¨ Dchy³ g¨vwR‡÷ª‡Ui wbKU Av‡e`b Kwi‡Z 
cvwi‡eb|  

(2) Dc-aviv (1) Gi Aaxb Av‡e`b we‡ePbvµ‡g g¨vwR‡÷ªU Awfhy³‡K cywj‡ki ‡ndvR‡Z cybtmgc©Y Kwi‡Z 
cvwi‡eb, Ges GBiƒc cybtmgc©‡Yi †gqv` GKvw`µ‡g ev me©‡gvU `k w`‡bi AwaK nB‡e bv t 

Z‡e kZ© _v‡K †h, hw` Z`šÍKvix Kg©KZ©v g¨vwR‡÷‡Ui wbKU Bnv m‡šÍvlRbKfv‡e cÖgvY Kwi‡Z mg_© nb †h, Awfhy³ 
e¨w³‡K AwaKZi †gqv‡`i Rb¨ cybtmgc©Y Kiv nB‡j AwZwi³ mvÿ¨ cvIqv hvB‡Z cv‡i, Zvnv nB‡j g¨vwR‡÷ªU AbwaK 
cuvP w`b ch©šÍ cybtmgc©‡Yi †gqv` e„w× Kwi‡Z cvwi‡eb| 
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lô Aa¨vq 

`vqiv RR KZ©„K wePvi 
27| `vqiv RR ev AwZwi³ `vqiv RR KZ©„K Aciv‡ai wePvi m¤úwK©Z weavb|-- (1) †dŠR`vix Kvh©wewa A_ev 

AvcvZZt ejer Ab¨ †Kvb AvB‡b hvnv wKQzB _vKzK bv †Kb, GZ`y‡Ï‡k¨ we‡kl UªvBey¨bvj MwVZ bv nIqv ch©šÍ GB 
Aa¨v‡`‡ki Aaxb Acivamg~n `vqiv RR KZ©„K ev, `vqiv RR KZ©„K AwZwi³ `vqiv R‡Ri wbKU ’̄vbvšÍwiZ nBevi †ÿ‡Î, 
AwZwi³ `vqiv RR KZ©„K, wePvh© nB‡e| 

(2) `vqiv RR ev AwZwi³ `vqiv RR GB Aa¨v‡`‡ki Aaxb Aciva wePv‡ii mgq `vqiv Av`vj‡Z wePv‡ii †ÿ‡Î 
cÖ‡hvR¨ †dŠR`vix Kvh©wewai Aa¨vq 23 G ewY©Z c×wZ AbymiY Kwi‡eb| 

(3) GB Aa¨v‡qi D‡Ïk¨ c~iYK‡í, GB Aa¨v‡`‡ki Aaxb Acivamg~n `vqiv Av`vjZ KZ©„K wePvh© ewjqv MY¨ nB‡e, 
Ges †h `vqiv wWwfk‡bi Awa‡ÿ‡Î D³ Aciva ev Dnvi Askwe‡kl msNwUZ nBqv‡Q, D³ Awa‡ÿ‡Îi `vqiv R‡Ri wbKU 
Aciv‡ai Kvh©aviv iæRy Kiv hvB‡e| 

 

 

mßg Aa¨vq 

we‡kl UªvBey¨bvj KZ©„K wePvi 

28| mš¿vm we‡ivax we‡kl UªvBey¨bvj MVb|-- (1) miKvi, miKvwi †M‡R‡U cÖÁvcb Øviv, GB Aa¨v‡`‡ki Aaxb 
msNwUZ Aciv‡ai ª̀æZ I Kvh©Ki wePv‡ii D‡Ï‡k¨, GK ev GKvwaK mš¿vm we‡ivax we‡kl UªvBey¨bvj MVb Kwi‡Z cvwi‡e| 

(2) Dc-aviv (1) Gi Aaxb MwVZ we‡kl UªvBeÿ bvj, mycÖxg †Kv‡U©i mwnZ civgk©µ‡g miKvi KZ©„K wbhy³ GKRb `vqiv 
RR A_ev GKRb AwZwi³ `vqiv R‡Ri mgš^‡q MwVZ nB‡e; Ges Abyiƒcfv‡e wbhy³ GKRb wePviK ÔÔwePviK, mš¿vm 
we‡ivax we‡kl UªvBey¨bvjÓ bv‡g AwfwnZ nB‡eb| 

(3) GB avivi Aaxb MwVZ †Kvb we‡kl UªvBeÿ bvj‡K mgMÖ evsjv‡`‡ki ’̄vbxq Awa‡ÿÎ A_ev GK ev GKvwaK `vqiv 
wWwfk‡bi Awa‡ÿÎ cÖ̀ vb Kiv hvB‡Z cv‡i; Ges D³ UªvBeÿ bvj †Kej GB Aa¨v‡`‡ki Aaxb Aciv‡ai gvgjvi wePvi 
Kwi‡e, hvnv D³ UªvBey¨bv‡j `v‡qi ev ¯’vbvšÍwiZ nB‡e| 

(4) miKvi KZ©„K †Kvb we‡kl UªvBey¨bvj‡K mgMÖ evsjv‡`‡ki A_ev GK ev GKvwaK `vqiv wWwfk‡bi mgš^‡q MwVZ 
Dnvi Ask we‡k‡li, ’̄vbxq Awa‡ÿÎ b¨¯Í Kwievi Kvi‡Y GKRb `vqiv RR ev AwZwi³ `vqiv RR KZ©„K GB Aa¨v‡`‡ki 
Aaxb Aciv‡ai wePv‡ii GLwZqvi ¶zYœ nB‡e bv, Ges miKvi KZ©„K, miKvwi †M‡R‡U cÖÁvcb Øviv, Abyiƒc †Kvb Av‡`k 
cÖ`vb bv Kiv nB‡j `vqiv Av`vj‡Z wb®úbœvaxb GB Aa¨v‡`‡ki Aaxb Aciv‡ai †Kvb gvgjv we‡kl ¯’vbxq Awa‡ÿÎ m¤úbœ 
we‡kl UªvBeÿ bv‡j e`jx nB‡e bv| 

(5) †Kvb we‡kl UªvBey¨bvj, wfbœiƒc wm×všÍ MÖnY bv Kwi‡j, †h mvÿxi mvÿ¨ MÖnY Kiv nBqv‡Q D³ mvÿxi mvÿ¨ 
cybtMÖnY, ev cybtïbvbx MÖnY Kwi‡Z, A_ev Dc-aviv (4) Gi Aaxb M„nxZ Kvh©aviv cybivq Avi¤¢ Kwi‡Z evav _vwK‡e bv, 
Z‡e B‡Zvg‡a¨ †h mvÿ¨ MÖnY ev Dc ’̄vcb Kiv nBqv‡Q D³ mv‡ÿ¨i wfwË‡Z Kvh© Kwi‡Z Ges gvgjv †h ch©v‡q wQj †mB 
ch©vq nB‡Z wePviKvh© Ae¨vnZ ivwL‡Z cvwi‡e| 

(6) miKvi, Av‡`k Øviv, †h ¯’vb ev mgq wba©viY Kwi‡e †mB ¯’vb ev mg‡q we‡kl UªvBey¨bvj Avmb MÖnY Kwi‡Z cvwi‡e 
Ges Dnvi Kvh©µg cwiPvjbv Kwi‡Z cvwi‡e| 

29| we‡kl UªvBeÿ bv‡ji c×wZ|--(1) mve-BÝ‡c±i c`gh©v`vi wb‡gœ b‡nb Giƒc †Kvb cywjk Kg©KZ©vi wjwLZ wi‡cvU© 
e¨ZxZ we‡kl UªvBey¨bvj †Kvb Aciva wePviv_© MÖnY Kwi‡e bv| 

(2) we‡kl UªvBey¨bvj GB Aa¨v‡`‡ki Aaxb Aciv‡ai wePviKv‡j `vqiv Av`vj‡Z wePv‡ii Rb¨, †dŠR`vix Kvh©wewai 
Aa¨vq 23 G ewY©Z c×wZ, GB Aa¨v‡`‡ki we‡kl weavbvejxi mwnZ AmsMwZc~Y© bv nIqv mv‡c‡ÿ, AbymiY Kwi‡e| 

(3) †Kvb we‡kl UªvBeÿ bvj, b¨vq wePv‡ii ^̄v‡_© cÖ‡qvRbxq bv nB‡j, Ges KviY wjwLZfv‡e wjwce× bv Kwiqv, †Kvb 
gvgjvi wePviKvh© ¯’wMZ Kwi‡Z cvwi‡eb bv|  

(4) †h‡ÿ‡Î we‡kl UªvBeÿ bv‡ji wek¦vm Kwievi KviY _v‡K †h, Awfhy³ e¨w³ cjvZK iwnqv‡Qb ev AvZ¥‡Mvcb 
Kwiqv‡Qb †h Kvi‡Y Zvnv‡K †MÖßvi Kwiqv wePv‡ii Rb¨ Dcw¯’Z Kiv m¤¢e b‡n Ges Zvnv‡K Awej‡¤^ †MÖßv‡ii AeKvk bvB, 
†m‡ÿ‡Î D³ UªvBey¨bvj, Av‡`k Øviv, eûj cÖPvwiZ Aby¨b `yBwU evsjv ‰`wbK msev`c‡Î, Abyiƒc e¨w³‡K Av‡`‡k DwjøwLZ 
mg‡qi g‡a¨ nvwRi nBevi wb‡`©k cÖ`vb Kwi‡Z cvwi‡e, Ges D³ e¨w³ Abyiƒc wb‡`©k cvjb Kwi‡Z e¨_© nB‡j Zvnvi 
Abycw ’̄wZ‡ZB wePvi Kiv nB‡e| 

(5) we‡kl UªvBeÿ bv‡ji mvg‡b Awfhy³ e¨w³ Dcw ’̄Z nBevi ev Rvwg‡b gyw³ cvBevi ci cjvZK nB‡j A_ev Dnvi 
m¤§y‡L Dcw¯’Z nB‡Z e¨_© nB‡j, Dc-aviv (4) G DwjøwLZ c×wZ cÖ‡hvR¨ nB‡e bv, Ges D³ UªvBey¨bvj Dnvi wm×všÍ 
wjwce× Kwiqv Abyiƒc e¨w³i Abycw¯’wZ‡ZB wePvi Kwi‡e| 

(6) †Kvb we‡kl UªvBey¨bvj, Dnvi wbKU †ckK…Z Av‡e`‡bi wfwË‡Z, ev Dnvi wbR D‡`¨v‡M, †Kvb cywjk Kg©KZ©v‡K GB 
Aa¨v‡`‡ki Aaxb msNwUZ Aciva mswkøó †h †Kvb gvgjv cybtZ`‡šÍi, Ges Z`KZ©„K wba©vwiZ mg‡qi g‡a¨ wi‡cvU© cÖ`v‡bi 
wb‡ ©̀k cÖ̀ vb Kwi‡Z cvwi‡e|  

30| we‡kl UªvBeÿ bv‡ji Kvh©µ‡g Kvh©wewai cÖ‡qvM|-- (1) †dŠR`vix Kvh©wewai weavbvejx, hZ ~̀i m¤¢e, GB 
Aa¨v‡`‡ki weavbvejxi mwnZ AmsMwZc~Y© bv nIqv mv‡c‡ÿ, we‡kl UªvBey¨bv‡ji Kvh©µ‡g cÖ‡hvR¨ nB‡e, Ges Avw` 
GLwZqvi cÖ‡qvMKvix `vqiv Av`vj‡Zi mKj ÿgZv D³ we‡kl UªvBey¨bv‡ji _vwK‡e| 
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(2) we‡kl UªvBeÿ bv‡j miKvi c‡ÿ gvgjv cwiPvjbvKvix e¨w³ cvewjK cÖwmwKDUi ewjqv MY¨ nB‡eb| 

31| Avcxj Ges g„Zÿ `Ê Aby‡gv`b|-- (1) we‡kl UªvBeÿ bvj KZ©„K cÖ̀ Ë †Kvb Av‡`k, ivq A_ev `Ê cÖ`v‡bi ZvwiL 
nB‡Z wÎk w`‡bi g‡a¨ Dnvi weiæ‡× nvB‡KvU© wefv‡M Avcxj `v‡qi Kiv hvB‡e| 

(2) GB Aa¨v‡`‡ki Aaxb †Kvb we‡kl UªvBey¨bvj g„Zz̈ `Ê cÖ̀ vb Kwi‡j, Awej‡¤^ Kvh©avivwU nvB‡KvU© wefv‡M 
Aby‡gv`‡bi Rb¨ †cÖiY Kwi‡Z nB‡e Ges D³ wefvM KZ©„K Aby‡gvw`Z bv nIqv ch©šÍ g„Zz¨`Ê Kvh©Ki Kiv hvB‡e bv| 

 

32| Rvwgb msµvšÍ weavb|-- GB Aa¨v‡`‡ki Aaxb kvw¯Í‡hvM¨ †Kvb Aciv‡a Awfhy³ e¨w³‡K g¨vwR‡÷ªU ev wePviK 
Rvwg‡b gyw³ cÖ`vb Kwi‡eb bv, hw` bv -- 

(K) ivóªcÿ‡K Abyiƒc Rvwg‡bi Av‡`‡ki Dci ïbvbxi my‡hvM cÖ`vb Kiv nq; Ges 

(L) wePviK mš‘ó nb †h Awfhy³ e¨w³ wePv‡i †`vlx mve¨¯Í bvI nB‡Z cv‡ib g‡g© wek¦vm Kwievi hyw³m½Z 
KviY iwnqv‡Q Ges wZwb Abyiƒc mš‘wói KviYmg~n wjwLZfv‡e wjwce× K‡ib| 

33| we‡kl UªvBeÿ bvj KZ©„K gvgjv wb®úwËi wba©vwiZ mgqmxgv|-- (1) we‡kl UªvBey¨bv‡ji wePviK gvgjvi 
Awf‡hvMcÎ MV‡bi ZvwiL nB‡Z Qq gv‡mi g‡a¨ gvgjvi wePvi Kvh© mgvß Kwi‡eb| 

(2) wePviK Dc-aviv (1) Gi Aaxb wba©vwiZ mg‡qi g‡a¨ †Kvb gvgjv mgvß Kwi‡Z e¨_© nB‡j, wZwb Dnvi KviY 
wjwLZfv‡e wjwce× Kwiqv AbwaK wZb gvm mgqmxgv e„w× Kwi‡Z cvwi‡eb| 

(3) wePviK Dc-aviv (2) G wba©vwiZ ewa©Z mg‡qi g‡a¨ wePvi Kvh© mgvß Kwi‡Z e¨_© nB‡j, wZwb, Abyiƒc e¨_©Zvi 
KviY wjwLZfv‡e D‡jøL Kwiqv nvB‡KvU© wefvM Ges miKvi‡K AewnZ Kwiqv, cybivq AbwaK wZb gvm mgqmxgv e„w× Kwi‡Z 
cvwi‡eb| 

 

Aóg Aa¨vq 

mš¿vmx Kg©KvÛ nB‡Z D™¢~Z m¤ú` 

34| mš¿vmx Kg©KvÛ-jä m¤ú‡`i `Lj|-- (1) †Kvb e¨w³ mš¿vmx Kg©KvÛ nB‡Z D™f~Z †Kvb m¤ú` †fvM ev `Lj 
Kwi‡Z cvwi‡eb bv| 

(2) mš¿vmx ev Ab¨ †Kvb e¨w³ Ges GB Aa¨v‡`‡ki Aaxb Awfhy³ ev `ÊcÖvß nDK ev bv nDK, GBiƒc Ab¨ †Kvb 
e¨w³i `L‡j _vKv mš¿vmx Kg©KvÛ-jä m¤ú`, miKv‡ii AbyK‚‡j ev‡Rqvß‡hvM¨ nB‡e| 

e¨vL¨v|-- mš¿vmx Kg©vKvÛ-jä m¤ú` A_© GB Aa¨v‡`‡ki Aaxb Aciva msNU‡bi gva¨‡g AwR©Z ev jä †Kvb A_©, m¤úwË 
ev m¤ú`| 

35| mš¿vmx Kg©KvÛ-jä m¤ú` ev‡Rqvß|-- †h‡ÿ‡Î wePviK GB g‡g© mš‘ó nb †h, †Kvb m¤úwË mš¿vmx Kvh© nB‡Z 
D™¢‚Z nBevi Kvi‡Y Rã ev †µvK Kiv nq, †mB‡ÿ‡Î, wZwb †h e¨w³i `Lj nB‡Z D³ m¤úwË Rã ev †µvK Kiv nBqvwQj, 
†mB e¨w³ GB Aa¨v‡`‡ki Aaxb Awfhy³ nDK ev bv nDK, Dnv ev‡Rqvß Kwievi Av‡`k cÖ̀ vb Kwi‡Z cvwi‡eb| 

36| mš¿vmx Kg©KvÛ-jä m¤ú` ev‡RqvßKi‡Yi c~‡e© KviY `k©vBevi †bvwUk Rvix|-- (1) mš¿vmx Kg©KvÛ-jä 
m¤ú` ev‡Rqvß Kwievi Av‡`k cÖ`v‡bi c~‡e©, †h e¨w³i wbqš¿Y A_ev `L‡j D³ m¤ú` _v‡K, D³ e¨w³‡K wjwLZ †bvwUk 
cÖ̀ vbc~e©K ev‡Rqvß Kwievi KviY AewnZ bv Kwiqv Ges †bvwU‡k cÖ`Ë mgqmxgvi g‡a¨ wjwLZ Reve cÖ`v‡bi my‡hvM Ges 
ïbvbxi hyw³m½Z mgq cÖ̀ vb e¨wZ‡i‡K †Kvb mš¿vmx Kg©KvÛ-jä m¤ú` ev‡Rqvß Kwievi Av‡`k cÖ`vb Kiv hvB‡e bv| 

(2) Dc-aviv (1) Gi Aaxb †Kvb ev‡Rqvwßi Av‡`k cÖ`vb Kiv hvB‡e bv, hw` Abyiƒc e¨w³ cÖgvY Kwi‡Z mÿg nb †h, 
D³ m¤ú` mš¿vmx Kg©Kv‡Û-jä m¤ú` wQj Zvnv wZwb AeMZ wQ‡jb bv Ges Dchy³ g~‡j¨i wewbg‡q wZwb Zvnv Lwi` 
Kwiqv‡Qb| 

37| Avcxj|-- (1) aviv 35 Gi Aaxb cÖ̀ Ë ev‡RqvßKiY Av‡`k Øviv ms¶zä †Kvb e¨w³ D³ Av‡`k cÖvwßi ZvwiL 
nB‡Z GK gv‡mi g‡a¨ nvB‡KvU© wefv‡M Avcxj Kwi‡Z cvwi‡eb| 

(2) nvB‡KvU© wefvM KZ©„K aviv 35 Gi Aaxb cÖ̀ Ë †Kvb Av‡`k ms‡kvwaZ ev evwZj Kiv nB‡j A_ev GB Aa¨v‡`‡ki 
†Kvb weavb jsNbc~e©K †Kvb gvgjv `v‡qi Kiv nB‡j, †h e¨w³i weiæ‡× aviv 35 Gi Aaxb ev‡Rqvwßi Av‡`k cÖ`vb Kiv 
nBqv‡Q, D³ e¨w³ LvjvmcÖvß nB‡j D³ ev‡RqvßK…Z m¤úwË †diZ cÖ̀ vb Kiv nB‡e Ges hw` D³ e¨w³i wbKU 
ev‡RqvßK…Z m¤úwË †diZ cÖ`vb m¤¢e bv nq, Zvnv nB‡j D³ e¨w³‡K D³ m¤úwË miKv‡ii wbKU weµq nBqv‡Qb M‡Y¨, 
m¤úwË R‡ãi w`b nB‡Z hyw³m½Z my` MYbvc~e©K Ges hyw³m½Zfv‡e g~j¨ wba©viYc~e©K Dnvi g~j¨ cwi‡kva Kwi‡Z nB‡e| 

 

beg Aa¨vq 

cvi¯úwiK AvBbMZ mnvqZv 

38| cvi¯úwiK AvBbMZ mnvqZv|-- (1) hLb †Kvb mš¿vmxKvh© GBiƒ‡c msNwUZ nq ev Dnvi msNU‡b GBiƒ‡c 
mnvqZv, †Póv, lohš¿ ev A_©vqb Kiv nq hvnv‡Z †Kvb we‡`kx iv‡óªi f‚LÛ mswkøó _v‡K, A_ev †Kvb mš¿vmxKvh© ev Dnvi 
msNU‡b mnvqZv, †Póv, lohš¿ ev A_©vqb †Kvb we‡`kx mve©‡fŠg iv‡óªi f‚LÛ nB‡Z evsjv‡`‡ki Af¨šÍ‡i A_ev evsjv‡`‡ki 
Af¨šÍi nB‡Z Ab¨ †Kvb mve©‡fŠg iv‡óªi f‚L‡Û msNwUZ nBqv _v‡K, Zvnv nB‡j D³ we‡`kx ivóª Aby‡iva Kwi‡j evsjv‡`k 
miKvi, mš‘ó nB‡j, GB avivi cieZ©x weavbvejx mv‡c‡ÿ,  †dŠR`vix Z`šÍ, wePviKvh© ev ewntmgc©b m¤úwK©Z mKj 
cÖ‡qvRbxq wel‡q D³ we‡`kx ivóª‡K AvBbMZ mnvqZv cÖ`vb Kwi‡e| 
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(2) Aby‡ivaKvix ivóª Ges Aby‡ivacÖvß iv‡óªi g‡a¨ cvi¯úwiK gZ wewbg‡qi gva¨‡g m¤úvw`Z AvbyôvwbK Pzw³ wKsev 
cÎ wewbg‡qi wfwË‡Z AvBbMZ mn‡hvwMZvi kZ©vw` wba©viY Kiv nB‡e| 

(3) GB Aa¨v‡`‡ki Aaxb †Kvb Aciv‡ai Awf‡hv‡M wePv‡ii Rb¨ evsjv‡`‡ki †Kvb bvMwiK‡K GB avivi Aax‡b †Kvb 
we‡`kx iv‡óªi wbKU mgc©b Kiv hvB‡e bv| 

(4) GB avivi Aaxb cvi¯úwiK AvBbMZ mnvqZvi D‡Ï‡k¨ evsjv‡`‡ki †Kvb bvMwiK‡K, Zvnvi m¤§wZ mv‡c‡ÿ, 
mswkøó †dŠR`vix gvgjv ev Z`šÍ Kv‡h© mvÿx wn‡m‡e mnvqZv cÖ`vb Kwievi Rb¨ †Kvb we‡`kx iv‡óªi wbKU mgc©b Kiv 
hvB‡e| 

(5) hw` miKv‡ii wbKU wek¦vm Kwievi gZ h‡_ó KviY _v‡K †h, †Kvb e¨w³‡K †Kvb gvgjvq ïaygvÎ Zvnvi †MvÎ, ag©, 
RvZxqZv ev ivR‰bwZK gZv`‡k©i Kvi‡Y wePvi Kwievi ev kvw¯Í cÖ`v‡bi j‡ÿ¨ GB avivi Aaxb AvBbMZ mnvqZvi Rb¨ 
Aby‡iva Kiv nBqv‡Q, Zvnv nB‡j Aby‡ivacÖvß ivóª wn‡m‡e evsjv‡`k Abyiƒc †Kvb wbw ©̀ó gvgjvi †ÿ‡Î ewnt mgc©b ev 
cvi¯úwiK AvBbMZ mnvqZvi Aby‡iva cÖZ¨vLvb Kwi‡Z cvwi‡e| 

 

`kg Aa¨vq 

mvaviY weavbvejx 

39| Aciv‡ai Avgj‡hvM¨Zv I Rvwgb A‡hvM¨Zv| -- (1) GB Aa¨v‡`‡ki Aaxb mKj Aciva Avgj‡hvM¨ 
(cognizable) nB‡e| 

(2) GB Aa¨v‡`‡ki Aaxb mKj Aciva Rvwgb A‡hvM¨ (Non-bailable) nB‡e| 

40| Z`šÍ I wePvi wel‡q c~e©vby‡gv`‡bi Acwinvh©Zv|-- (1) †Rjv g¨vwR‡÷ª‡Ui c~e©vby‡gv`b e¨wZ‡i‡K †Kvb cywjk 
Kg©KZ©v GB Aa¨v‡`‡ki Aaxb †Kvb Aciv‡ai Z`šÍ Kwi‡Z cvwi‡eb bv| 

(2) miKv‡ii c~e©vby‡gv`b (sanction) e¨wZ‡i‡K †Kvb Av`vjZ GB Aa¨v‡`‡ki Aaxb †Kvb Aciva wePviv_© Avg‡j 
MÖnY (cognizance) Kwi‡e bv| 

41| we‡kl UªvBeybv‡j Ges we‡kl UªvBeybvj nB‡Z gvgjv ¯’vbvšÍi|-- miKvi, mvÿ¨ mgvwßi c~‡e© wePv‡ii †h †Kvb 
ch©v‡q, hyw³m½Z Kvi‡Y, GB Aa¨v‡`‡ki Aaxb †Kvb Aciva msµvšÍ gvgjv ev gvgjvmg~n †Kvb `vqiv Av`vjZ nB‡Z †Kvb 
we‡kl UªvBey¨bv‡j ev †Kvb we‡kl UªvBey¨bvj nB‡Z †Kvb `vqiv Av`vj‡Z ¯’vbvšÍi Kwi‡Z cvwi‡e| 

42| Zdwmj ms‡kva‡bi ÿgZv|-- miKvi, miKvix †M‡R‡U cÖÁvwcZ Av‡`k Øviv, GB Aa¨v‡`‡ki Zdwmj ms‡kvab 
Kwi‡Z cvwi‡e| 

43| wewa cÖYq‡bi ÿgZv|-- miKvi, miKvix †M‡R‡U cÖÁvcb Øviv, GB Aa¨v‡`‡ki D‡Ï‡k¨ c~iYK‡í, wewa cÖYqb 
Kwi‡Z cvwi‡e| 

44| g~j cvV Ges Bs‡iRx cvV|-- GB Aa¨v‡`‡ki g~j cvV evsjv‡Z nB‡e Ges Bs‡iRx‡Z Ab~w`Z Dnvi GKwU 
wbf©i‡hvM¨ cvV _vwK‡e t 

Z‡e kZ© _v‡K †h, evsjv I Bs‡iRx cv‡Vi g‡a¨ we‡iv‡ai †ÿ‡Î evsjv cvV cÖvavb¨ cvB‡e| 
 

Zdwmj 

(aviv-18 `ªóe¨) 
 

1 2 3 4 5 
µwgK bs msMV‡bi bvg msMV‡bi wVKvbv wbwl×Ki‡Yi ZvwiL gšÍe¨ 

     
 
 

26-02-1415 e½vã 
ZvwiL t 

09-06-2008 wLª÷vã 
| 

cÖ‡dmi W. BqvRDwÏb Avn‡¤§` 
ivóªcwZ 

MYcÖRvZš¿x evsjv‡`k| 

---------------------------- 
 

KvRx nvweeyj AvDqvj 
fvicÖvß mwPe| 
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gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 
I‡qemvBU : www.bangladeshbank.org.bd

  
G Gg Gj mvKz©jvi b¤^i t 18 26 kªveb, 1415
 

ZvwiL t 
  10 AvMó , 2008

 
cÖavb wbe©vnx Kg©KZv© 
evsjv‡`‡k Kg©iZ mKj exgv cÖwZôvb  

gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi weavbvejx  
cwicvj‡b exgv cÖwZôvb KZ©©„K Abymibxq wb‡`©kvejx| 

 
wcÖq g‡nv`q, 

29 GwcÖj, 2008 Zvwi‡L Bm¨yK…Z G, Gg, Gj, mvK©yjvi bs 16/2008 Gi cÖwZ `„wó AvKl©b Kiv hv‡”Q| gvwb jÛvwis cÖwZ‡iva 
Aa¨v‡`k, 2008 Gi 2(V) aviv †gvZv‡eK Ab¨vb¨ cÖwZôv‡bi cvkvcvwk  evsjv‡`‡k Kg©iZ exgv cÖwZôvb¸‡jv‡K wi‡cvU© cÖ`vbKvix 
ms¯’v wba©viY Kiv n‡q‡Q| wi‡cvU© cÖ`vbKvix ms¯’vi ‰`bw›`b KvR cwiPvjbvKv‡j †Kvb MÖvn‡Ki/cwjwm †nvìv‡ii †jb‡`b ev mswkøó 
Ab¨vb¨ Kvh©μg gvwb jÛvwis Aciv‡ai mv‡_ m¤ú„³ _vK‡Z cv‡i e‡j m‡›`n n‡j Zv evsjv‡`k e¨vs‡K m‡½ m‡½ wi‡cvU© Ki‡Z 
n‡e|  gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi weavb¸‡jv h_vh_ cwicvj‡bi D‡Ï‡k¨ H Aa¨v‡`‡ki 23 avivq cÖ`Ë ÿgZve‡j 
wbgœewY©Z wb‡ ©̀kbv¸‡jv cÖ‡Z¨K exgv cÖwZôv‡bi Abymi‡Yi Rb¨ Rvix Kiv nj t- 

01. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi 25 aviv Gi h_vh_ cwicvjbv‡_© cÖ‡Z¨K exgv cÖwZôvb GKRb D×©Zb Kg©KZ©vi 
†bZ…‡Z¡ cÖavb Kvh©vj‡q GKwU Ô‡K›`ªxq cwicvjb BDwbUÕ (Central Compliance Unit) Ges kvLv/ G‡RÝx ch©v‡q cwicvjb 
Kg©KZ©v g‡bvbq‡bi gva¨‡g Af¨šÍixb cwiexÿY I wbqš¿Y e¨e¯’v cÖwZôv Ki‡e| ‡K›`ªxq cwicvjb BDwbU mivmwi cÖavb wbe©vnx 
Kg©KZ©vi ZË¡veav‡b _vK‡e| exgv cÖwZôvb Zvi †K›`ªxq cwicvjb BDwb‡Ui Kg©cwiwa I Kvh©μg myôzfv‡e m¤úv`‡bi D‡Ï‡k¨ 
cÖvwZôvwbK †KŠkj (strategy) I Kvh©m~Px (program) wba©viY Ki‡e| †K›`ªxq cwicvjb BDwbU kvLv/G‡RÝx¸‡jvi 
AbymiYxq wb‡`©kbvejx cÖ`vb Ki‡e; GB wb‡`©kbvejx gvwb jÛvwis cÖwZ‡iv‡ai `„wó‡KvY n‡Z †jb‡`b cwiexÿY, Af¨šÍixb 
wbqš¿Y (internal controls), bxwZ (policies) I c×wZ¸‡jvi (procedures) mgš^‡q cÖYxZ n‡e| 

02.  gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi 25 aviv †gvZv‡eK exgv cÖwZôvb wb‡gœi `vwqZ¡ cvjb Ki‡et  

(K)  MÖvn‡Ki wnmve ‡Lvjvi ev AbyK~‡j †h †Kvb ai‡bi cwjwm Bmÿ  Kivi c~‡e©B MÖvn‡Ki mwVK I c~Y©v½ cwiwPwZg~jK Z_¨ 
Ges `wjjvw` msMÖn Ki‡e, h_v_©Zv wbwðZ Ki‡e Ges `wjjvw` msiÿY Ki‡e; 

(L)  †Kvb MÖvn‡Ki wnmve eÜ n‡j ev cwjwm evwZj/†gqv`c~wZ© n‡j eÜ/evwZj/†gqv`c~wZ© nIqvi ZvwiL n‡Z Ab~¨b 5 (cuvP) 
ermi ch©šÍ H wnmv‡ei †jb‡`b msμvšÍ Z_¨mn hveZxq `wjjvw` msiÿY Ki‡e; 

(M)  `dv (K) I (L) Gi Aaxb msiwÿZ Z_¨vw` evsjv‡`k e¨vs‡Ki Aby‡iv‡a, mgq mgq, mieivn Ki‡e; 

03. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi wb‡ ©̀kbv cwicvj‡bi †ÿ‡Î †Kvb MÖvn‡Ki †Kvb †jb‡`b  ev †jb‡`‡bi cÖ‡Póv 
n‡Z hw` m‡›`n Kivi hyw³m½Z KviY m„wó nq †h, ‡Kvb A_© ev †jb‡`b gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Abymv‡i 
gvwb jÛvwis Aciv‡ai mv‡_ hy³ _vK‡Z cv‡i Zvn‡j m‡½ m‡½ welqwU mshy³ ÔKÕ dig e¨envi K‡i mswkøó exgv 
†Kv¤úvbxi †K›`ªxq cwicvjb BDwb†U wi‡cvU© Ki‡Z n‡e| ‡K›`ªxq cwicvjb BDwbU cÖvß wi‡cvU©wU cixÿY I ch©v‡jvPbv‡šÍ 
gZvgZ mwbœ‡ek Ki‡e Ges evsjv‡`k e¨vs‡K wi‡cvU©‡hvM¨ we‡ePbvi †ÿ‡Î gvwb jÛvwis cÖwZ‡iva wefvM, evsjv‡`k e¨vsK, 
cÖavb Kvh©vjq, XvKv eivei †MvcbxqZvi mv‡_ †cÖiY Ki‡e| kvLv/G‡RÝx †_‡K cÖvß wi‡cvU© evsjv‡`k e¨vs‡K †cÖi‡Yi 
†ÿ‡Î †Kvbg‡ZB cvuP Kvh©w`e‡mi †ekx wej¤^ Kiv hv‡ebv| 

04. exgv cÖwZôv†bi gva¨‡g gvwb jÛvwis Gi mv‡_ RwoZ A_© †jb‡`b cÖwZ‡iva I mbv³ Kivi j‡ÿ¨ cÖ‡Z¨K exgv cÖwZôvb h_vh_ 
mZK©Zv  I `vwqZ¡kxjZvi mv‡_ cÖ‡qvRbxq e¨e ’̄v MÖnY Ki‡e|  

05. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi h_vh_ cwicvjb wbwðZ Kivi j‡ÿ¨ cÖ‡Z¨K exgv cÖwZôvb Zv‡`i Kg©KZ©v‡`i 
Dchy³ cÖwkÿY cÖ̀ v‡bi e¨e ’̄v Ki‡e| 

06. GB Aa¨v‡`‡ki wb‡`©kbv cwicvjb wbwðZ Kivi Ges welqwU mswkøó mK‡ji AeMwZ‡Z Avbvi Rb¨ exgv cÖwZôvb¸‡jv‡K 
Aby‡iva Kiv hv‡”Q| 

07. G wel‡q M„nxZ e¨e¯’vw` m¤ú‡K© cÖwZôvb¸‡jv GK gv‡mi g‡a¨ gvwb jÛvwis cÖwZ‡iva wefvM‡K AewnZ Ki‡e| 

AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 
 

Avcbv‡`i wek¦¯Í, 
 

ms‡hvRbx t 02 ( ỳB) cvZv| 
(‡gvt B¯‹v›`vi wgqv) 

gnve¨e¯’vcK (PjwZ `vwq‡Z¡) 
†dvb : 7124366



mshy³ ÔKÕ  
SUSPICIOUS TRANSACTION REPORT (STR) 

( for Insurance Company) 

A.  Reporting Institution : 
1. Name of the Insurance Company: 

2. Name of the Branch: 

3. Date of report : 

B.  Suspect Policy Details : 
1. Policy  Number: 

2. Name of the Policy: 

3. Nature of the Policy: 

4. Nature of ownership: 
[Individual/Proprietorship/Partnership/Company/other, (pls. specify)] 
5.Date of issuance of Policy: 

6. Address: 

C.  Policy holder details : 
1. Name of the policy holder: 

2. Address (Present & Permanent): 

3. Profession of the policy holder: 

4. Nationality: 

5. Other policy(s) number (if any): 

6. Other/ related business: 

7. Father’s name: 

8. Mother’s Name: 

9. Spouse Name: 

10. Date of birth: 

11.National ID no.: 

12. TIN 

D.  Beneficiary details :
1. Name of the Beneficiary: 

2. Relation with the policy holder. 

3. Address (Present & Permanent): 

4. Profession: 

5. Nationality: 

6. Other Policy (s) number (if any): 

7. Other business: 

8. Father’s name: 

9. Mother’s Name: 

10. Spouse Name: 

11. Date of birth: 

12. National ID no.: 

13. TIN: 



E. Agent Information : 
1. Name of the Agent: 

2. Address (Agency): 

3. Contact details: Phone:

Fax: E-mail:

F. Suspicious Activity Information 
Summary characterization of suspicious activity: 

a. Identity Theft b. Counterfeit check c. Misuse of Position or Self Dealing

d. Check Fraud e. Counterfeit instrument f. Mysterious Disappearance 

g. Check Kitting h. Mortgage Loan Fraud i. Structuring

j. False statement k. Defalcation/Embezzlement l. Terrorist Financing 

m. Value of transaction n. Nature of transaction o. Activity in account 

p. Computer intrusion q. Predicate Offence Under MLPO, 08 (Pls. Specify) 

r. Other

G. Reasons for considering the transaction(s) as unusual/suspicious 
(Mention reason of suspicion and consequence of events) [To be filled by the BAMLCO]

Signature    : 
(BAMLCO or Branch/Agency Manager) 

 Name            : 
 Designation   : 
 Date              : 
 Phone            : 

H. Reasons for considering the transaction(s) as unusual/suspicious 
(Mention summary of suspicion) [To be filled by the CAMLCO]

Signature    : 
(CAMLCO or authorized officer of CCU) 

 Name            : 
 Designation   : 
 Date              : 
Phone            : 

* Documents to be enclosed 
1. Policy application form along with submitted documents 
2. KYC Profile 
3. Account statement for last one year 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv 
 

G Gg Gj  mvKz©jvi bs-19/2008          14 AvMó, 2008
 

                                  ZvwiL t 
30 kªveb, 1415

cÖavb wbev©nx  
mKj e¨vsK I Avw_©K cÖwZôvb  
 
wcÖq g‡nv`q, 

gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008   Ges mš¿vm we‡ivax Aa¨v‡`k,  2008 Gi  
weavbvejx cwicvj‡b e¨vsK I Avw_©K cÖwZôvb KZ©©„K AbymiYxq wb‡ ©̀kvejx| 

 
29 GwcÖj, 2008 Zvwi‡L Bm ÿK…Z G Gg Gj mvK©yjvi bs 16/2008 Ges 29 Ryb, 2008 Zvwi‡L Bm ÿK…Z G Gg Gj 
mvK©yjvi bs 17/2008 Gi cÖwZ „̀wó AvKl©b Kiv hv‡”Q | †h‡nZz gvwb jÛvwis cÖwZ‡iva AvBb, 2002 evwZjc~e©K gvwb 
jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Ges bZzbiƒ‡c mš¿vm we‡ivax Aa¨v‡`k, 2008 Rvix Kiv n‡q‡Q, †m‡nZz gvwb jÛvwis 
cÖwZ‡iva Aa¨v‡`k, 2008 Gi 23 aviv I  mš¿vm we‡ivax Aa¨v‡`k, 2008 Gi 15 avivq cÖ̀ Ë ÿgZve‡j gvwb jÛvwis 
cÖwZ‡iva AvBb 2002 Gi AvIZvq RvixK…Z wb‡gœv³ mvK©yjvi¸‡jvi KwZcq ms‡kvabx Ges wb‡ ©̀kbv Avcbv‡`i 
Abymi‡Yi Rb¨ Rvix Kiv nÕj| 
02. G Gg Gj mvK©yjvi bs-02 Gi †ÿ‡Î wb‡gœi Q‡K ewY©Z cwiewZ©Z wb‡ ©̀kbv Abymib Ki‡Z n‡e t 

Aby‡”Q` ‡hme kã/  evK¨ cwiewZ©Z n‡e ‡hme kã/  evK¨ Øviv cÖwZ¯’vwcZ n‡e 
wk‡ivbvg gvwb jÛvwis cÖwZ‡iva AvBb, 2002 gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 
Aby‡”Q` bs-2 gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv (4) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (23) 
Aby‡”Q` bs-
(2)(K,L, 
M I O) 

K) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19(1)(K)
L) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19(1)(K) 
M) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19 
O) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19(1)(M) 

K) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (25)(1) 
L) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (25)(1) 
M) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (25) 
O) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (25)(1) 

Aby‡”Q` bs- 2 (Q) gvwb jÛvwis cÖwZ‡iva AvBb, 2002 gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 
 

GQvovI e¨vsK I Avw_©K cÖwZôvb¸‡jv‡K (cÖ‡hvR¨ †ÿ‡Î) wbgœiƒc AwZwi³ wb‡ ©̀kbv¸‡jv cvjb Ki‡Z n‡et 
K.  ‡Kvb MÖvn‡Ki †ebv‡g, QÙbv‡g A_ev ïaygvÎ b¤̂ihy³ †Kvb wnmve msiÿY Kiv ev ‡Lvjv hv‡e bv|  
L. MÖvn‡Ki ‡jb‡`‡bi A‡_©i Drm Ges wnmv‡ei cÖK…Z myweav‡fvMx (Beneficial Owner)  m¤úwK©Z Z_¨vw` 

(‡Kv¤úvbxi †ÿ‡Î wbqš¿bKvix †kqvi †nvìvi Ges 20% ev Gi AwaK GKK †kqvi †nvìvi Gi we Í̄vwiZ 
Z_¨vw`) msMÖn Ki‡Z n‡e| 

M. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi AvIZvq wi‡cvU© cÖ̀ vbKvix ms ’̄v (cÖ‡hvR¨ †ÿ‡Î ) Zv‡`i ~̀ieZ©x 
MÖvnK‡K ( non face to face) AvaywbK cÖhyw³ wbf©i †mev cÖ̀ v‡bi †ÿ‡Î gvwb jÛvwis I mš¿v‡m A_©vq‡bi 
SzuwK wbiƒcb Ges SzuwK wbim‡bi bxwZ I c×wZ cÖYqb Ki‡Z n‡e| 

N. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi AvIZvq wi‡cvU© cÖ̀ vbKvix ms ’̄v Zv‡`i we‡`‡k Aew ’̄Z kvLv Ges 
mvewmwWqvix cÖwZôvb _vK‡j ‡m‡ÿ‡ÎI gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi AvIZvq ewY©Z wb‡ ©̀kbv 
h_vh_fv‡e cvjb Ki‡Z n‡e|  

O. A ^̄vfvweK/m‡›`nRbK †jb‡`b wi‡cvU©K…Z nIqvi wel‡q wi‡cvU© cÖ̀ vbKvix ms ’̄v¸‡jvi †Kvb Kg©KZ©v †Kvb 
ch©v‡qB MÖvnK ev Ab¨ †Kvb e¨w³i wbKU †Kvb Z_¨ duvm Ki‡eb bv, hv‡Z Z`š— Kvh©μg e¨vnZ ev weiƒcfv‡e 
cÖfvweZ n‡Z cv‡i| 

03. G Gg Gj mvK©yjvi bs-07 G cÖ̀ Ë wb‡ ©̀kbvi AwZwi³  wnmv‡e wbgœiƒc wb‡ ©̀kbv cwicvjb Ki‡Z n‡et 
K. †h  me †imc‡Û›U e¨vsK Shell Bank Gi mv‡_ K‡imc‡Û›U e¨vswKs m¤úK© ’̄vcb K‡i ev wnmve msiÿY 

K‡i ev †mev cÖ̀ vb K‡i Zv‡`i e¨vcv‡i we‡kl mZK©Zv Aej¤^b Ki‡Z n‡e| 
04. G Gg Gj mvK©yjvi bs-08 Gi †ÿ‡Î wb‡gœi Q‡K ewY©Z wb‡ ©̀kbv Abymib Ki‡Z n‡e t  

Aby‡”Q` ‡hme kã/ evK¨ cwiewZ©Z n‡e ‡hme kã/ evK¨ Øviv cÖwZ¯’vwcZ n‡e 
wk‡ivbvg gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi 4 I 19 aviv gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv 23(1)(K) 
Aby‡”Q` bs-2 gvwb jÛvwis cÖwZ‡iva AvBb, 2002 I aviv (4) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (23) 
Aby‡”Q` bs-2 gvwb jÛvwis cÖwZ‡iva AvBb, 2002 Gi aviv 19 (4) gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv (25)(2) 

GQvovI ewY©Z mvK©yjv‡ii  Ab¨vb¨ wb‡ ©̀kbv AcwiewZ©Z _vK‡e| 
 



05. mš¿vm we‡ivax Aa¨v‡`k,  2008  Gi AvIZvq e¨vsK¸‡jv‡K [Aa¨v‡`‡ki aviv 2(10) †gvZv‡eK msÁvwqZ e¨vsK] 
wbgœiƒc Kvh©vejx m¤úv`b Ki‡Z n‡et 

K. gvwb jÛvwis cÖwZ‡iva mvKz©jvi -02 Gi wb‡ ©̀kbvbymv‡i MwVZ cÖavb Kvh©vj‡qi Ô‡K› ª̀xq cwicvjb BDwbUÕ 
(Central Compliance Unit) Ges kvLv ch©v‡q g‡bvbxZ Kg©KZv© mš¿vm we‡ivax Aa¨v‡`k,  2008 
Ges G msμvšÍ evsjv‡`k e¨vsK RvixK…Z wb‡ ©̀kbv cwicvjb I Af¨šÍixb cwiexÿ‡bi `vwqZ¡ cvjb Ki‡e| 

L. e¨vswKs P¨v‡b‡ji gva¨‡g mš¿vmx Kv‡h© A_© †hvMvb msμvšÍ †jb‡`b cÖwZ‡iva I mbv³ Kivi j‡ÿ¨ me 
e¨vsK GKwU System Develop Ki‡e| 

M. mš¿vm we‡ivax Aa¨v‡`k,  2008 Gi wb‡ ©̀kbv cwicvj‡bi †ÿ‡Î †Kvb MÖvn‡Ki †Kvb †jb‡`b ev †jb‡`‡bi 
cÖ‡Póv n‡Z hw` G g‡g© m‡›`n Kivi hyw³m½Z KviY m„wó nq †h, ‡Kvb A_© ev †jb‡`b mš¿vm we‡ivax 
Aa¨v‡`k,  2008 Abymv‡i mš¿vmx Kv‡h© A_© †hvMv‡bi mv‡_ mswkøó Zvn‡j m‡½ m‡½ welqwU mshy³ ÔKÕ 
‡gvZv‡eK GKBw`‡b kvLvi cwicvjb Kg©KZv©i gšÍe¨ mnKv‡i GKwU wi‡cvU© cÖavb Kvh©vj‡qi †K› ª̀xq 
cwicvjb BDwb‡U †cÖiY Ki‡e| ‡K› ª̀xq cwicvjb BDwbU cÖvß wi‡cvU©wU cixÿY I ch©v‡jvPbv‡šÍ gZvgZ 
mwbœ‡ek Ki‡e Ges evsjv‡`k e¨vs‡K wi‡cvU©KiY‡hvM¨ we‡ePbvi †ÿ‡Î gnve¨e ’̄vcK, gvwb jÛvwis 
cÖwZ‡iva wefvM, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv eivei †MvcbxqZvi mv‡_ †cÖiY Ki‡e| kvLv †_‡K 
cÖvß wi‡cvU© evsjv‡`k e¨vs‡K †cÖi‡Yi †ÿ‡Î †Kvbg‡ZB wZb Kvh©w`e‡mi †ekx wej¤^ Kiv hv‡e bv| 

N.  cÖ‡Z¨K e¨vs‡Ki cwiPvjbv cl©̀  (Board of Directors) e¨vs‡Ki Kg©KZ©v‡`i GZ &̀msμvšÍ `vwqZ¡ 
m¤úwK©Z wb‡ ©̀kbv Aby‡gv`bμ‡g Rvix Ki‡e I Gi Kwc evsjv‡`k e¨vs‡K †cÖib Ki‡e Ges evsjv‡`k 
e¨vsK KZ…©K RvixK…Z wb‡ ©̀kbv h_vh_fv‡e cÖwZcvjb Kiv n‡”Q wKbv Zv wbwðZ Ki‡e| 

06. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Ges mš¿vm we‡ivax Aa¨v‡`k, 2008 Gi AvIZvq m‡›`nRbK/A ^̄vfvweK 
†jb‡`b wi‡cvU© (STR) Kivi †ÿ‡Î G Gg Gj mvK©yjvi bs-02 Ges G Gg Gj mvK©yjvi bs-10 G mshy³ 
m‡›`nRbK/A ^̄vfvweK †jb‡`b wi‡cvU© (STR) dig evwZj we‡ePbvq mshy³ ÔKÕ dig e¨envi Ki‡Z n‡e| G 
wb‡ ©̀kvejx Awej‡¤^ Kvh©Ki n‡e|  
 
AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 

 
Avcbv‡`i wek¦̄ Í, 

 
 

(‡gvt B¯‹v›`vi wgqv) 
gnve¨e¯’vcK (PjwZ `vwq‡Z¡) 

†dvb : 7124366 

 

 
 



mshy³ - K 
 

SUSPICIOUS TRANSACTION REPORT (STR) 
(For Banks and Non Bank financial Institutions) 

A.  Reporting Institution : 
1. Name of the Bank: 

2. Name of the Branch: 

B. Details of Report: 
1. Date of sending report: 

2. Is this the addition of an earlier report? Yes No

3.If yes, mention the date of previous report 

C.  Suspect Account Details : 
1. Account Number: 

2. Name of the account: 

3. Nature of the account: 
(Current/savings/loan/other, pls. specify) 
4. Nature of ownership: 
(Individual/proprietorship/partnership/company/other, pls. specify) 
5.Date of opening: 

6. Address: 

D.  Account holder details : 
1. 1. Name of the account holder: 

2. Address: 

3. Profession: 

4. Nationality: 

5. Other account(s) number (if any): 

6. Other business: 

7. Father’s name: 

8. Mother’s name: 

9. Date of birth: 

10. TIN: 

2. 1. Name of the account holder: 

2. Relation with the account   
    holder mention in sl. no. D1 

3. Address: 

4. Profession: 

5. Nationality: 

6. Other account(s) number(if any): 

7. Other business: 

8. Father’s name: 

9. Mother’s Name: 

10. Date of birth: 

11. TIN: 

E.  Introducer Details : 
1. Name of introducer: 
2. Account number: 
3.Relation with account holder: 
4. Address: 
5. Date of opening: 
6. Whether introducer is maintaining   
    good relation with bank 



F. Reasons for considering the transaction(s) as unusual/suspicious: 

a. Identity of clients 

b. Activity in account 

c. Background of client 

d. Multiple accounts 

e. Nature of transaction 

f. Value of transaction 

g. Other reason (Pls. Specify) 

(Mention summery of suspicion and consequence of events) 
[To be filled by the BAMLCIO] 

G. Suspicious Activity Information: 
Summary characterization of suspicious activity: 
a. Bribery/Gratuity h. Counterfeit debit/credit card o. Mortgage Loan Fraud 

b. Check Fraud i. Counterfeit instrument p. Mysterious Disappearance 

c. Check Kitting j. Credit card fraud q. Misuse of Position or Self Dealing 

d. Commercial loan fraud k. Debit card fraud r. Structuring

e. Computer intrusion l. Defalcation/Embezzlement s. Terrorist Financing 

f. Consumer loan fraud m. False statement t. Wire Transfer Fraud 

g. Counterfeit check n. Identity Theft u. Other

H. Transaction Details: 
Sl. no. Date Amount Type*

*Cash/Transfer/Clearing/TT/etc. 
Add paper if necessary 

I. Counter Part’s Details: 
Sl. no. Date Bank Branch Account no.  Amount

J. Has the suspicious transaction/activity had a material impact on or 
otherwise affected the financial soundness of the bank? Yes No

K. Has the bank taken any action in this context? If yes, give details. 

L. Documents to be enclosed: 
1. Account opening form along with submitted documents 
2. KYC Profile, Transaction Profile 
3. Account statement for last one year 
4. Supporting Voucher/correspondence mention in sl. no. H
5.

Signature    : 
(CAMLCO or authorized officer of CCU) 
Name             : 
Designation    : 
Phone             : 
Date             : 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv 
 

G Gg Gj  mvKz©jvi bs- 20 /2008 14 AvMó, 2008
 

                                  ZvwiL t 
30 kªveb, 1415

cÖavb wbev©nx  
mKj gvwb †PÄvi cÖwZôvb  
 
wcÖq g‡nv`q, 

gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Ges mš¿vm we‡ivax Aa¨v‡`k,  2008  Gi  
weavbvejx cwicvj‡b gvwb †PÄvi cÖwZôvb KZ©©„K AbymiYxq wb‡`©kvejx| 

29 GwcÖj, 2008 Zvwi‡L Bm¨yK…Z G Gg Gj mvK©yjvi bs 16/2008 Ges 29 Ryb, 2008 Zvwi‡L Bm¨yK…Z G Gg Gj 
mvK©yjvi bs 17/2008 Gi cÖwZ `„wó AvKl©b Kiv hv‡”Q | D³ Aa¨v‡`k `yÕwU‡Z Ab¨vb¨ cÖwZôv‡bi cvkvcvwk evsjv‡`‡k 
Kg©iZ gvwb †PÄvi cÖwZôvb¸‡jv‡K wi‡cvU© cÖ`vbKvix ms¯’v wba©viY Kiv n‡q‡Q| gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi 
aviv 23 I mš¿vm we‡ivax Aa¨v‡`k, 2008 Gi 15 avivq cÖ`Ë ÿgZve‡j GZ`&msμvšÍ  AbymiYxq wb‡`©kbv Avcbv‡`i 
cwicvj‡bi Rb¨ Rvix Kiv nÕjt 

K. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi 25(1) G ewY©Z weavbvbyhvqx gvwb †PÄvi cÖwZôvb Zv‡`i †mev MÖnYKvix 
cÖ‡Z¨K MÖvn‡Ki cwiwPwZi mwVK I c~bv©½ Z_¨ msiÿY Ki‡e Ges Zv Ab~¨b 05(cvuP) eQi ch©šÍ msiÿY Ki‡e| 

L. ‰`bw›`b Kvh©μg cwiPvjbvq gvwb †PÄvi cÖwZôvb¸‡jvi me Kg©KZ©v A¯^vfvweK/m‡›`nRbK †jb‡`b mbv³Ki‡Y 
m‡PZb I mZK© _vK‡eb Ges gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008 Gi aviv 25(1)(N) †gvZv‡eK gvwb jÛvwis 
Gi mv‡_ mswkøó _vK‡Z cv‡i GiKg A¯^vfvweK/m‡›`nRbK †jb‡`b mbv³ nevi ms‡M ms‡M mshy³-ÔKÕ †gvZv‡eK 
wjwLZfv‡e gvwb jÛvwis cÖwZ‡iva wefvM, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv Gi eive‡i †cÖiY Ki‡e|  

M. A¯̂vfvweK/m‡›`nRbK †jb‡`b wi‡cvU©K…Z nIqvi wel‡q gvwb †PÄvi cÖwZôvb¸‡jvi †Kvb Kg©KZ©v †Kvb ch©v‡qB MÖvnK 
ev Ab¨ †Kvb e¨w³i Kv‡Q †Kvb Z_¨ duvm Ki‡eb bv, hv‡Z Z`š— Kvh©μg e¨vnZ ev weiƒcfv‡e cÖfvweZ n‡Z cv‡i| 

N. gvwb jÛvwis cÖwZ‡iva Aa¨v‡`k, 2008, mš¿vm we‡ivax Aa¨v‡`k, 2008 Ges evsjv‡`k e¨vsK Bmy¨K„Z gvwb jÛvwis 
cÖwZ‡iva mvK©yjvi¸‡jvi h_vh_ cwicvjb wbwðZ Kivi j‡¶¨ cÖ‡Z¨K gvwb †PÄvi cÖwZôvb Zv‡`i Kg©KZ©v‡`i 
Dchy³ cÖwk¶Y`v‡bi e¨e ’̄v Ki‡e| 

GQvovI gvwb †PÄvi cÖwZôvb¸‡jv ˆe‡`wkK gy`ªv bxwZ wefvM KZ©„K Bm¨yK…Z mvK©yjvi, ˆe‡`wkK gy`ªv wbqš¿b AvBb, 1947, 
MvBWjvBÝ di  d‡ib G·‡PÄ Uªvb‡RKkbm G ewb©Z hveZxq wb‡ ©̀kbv cwicvjb Ki‡e| G wb‡ ©̀kvejx Awej‡¤̂ Kvh©Ki n‡e|  
AbyMÖnc~e©K cÖvwß ¯^xKvi Ki‡eb| 

 

Avcbv‡`i wek¦¯Í, 
 

(‡gvt B¯‹v›`vi wgqv) 
gnve¨e¯’vcK (PjwZ `vwq‡Z¡) 

†dvb : 7124366 

 

 
 
 

 



 
 

mshy³ - K 
 

SUSPICIOUS TRANSACTION REPORT (STR) 
(For Money Changer Company) 

A.  Reporting Institution : 
1. Name of the Money Changer: 

2. Address: 

3. Date of report : 

B.  Customer details : 
1. Name of the customer: 

2. Address (Present & Permanent): 

3. Profession of the Customer: 

4. Nationality: 

5. Father’s name: 

6. Mother’s name: 

7. Date of birth: 

8. National ID no.: 

C. Reasons for considering the transaction(s) as unusual/suspicious: 
(Mention summery of suspicion and consequence of events)

D. Documents to be enclosed: 
1. Copy of passport (Containing the photo, address, visa, endorsement) 
2. Endorsement receipt and encashment certificate 

Signature       : 
(Authorized officer) 

 Name            : 
 Designation   : 
 Date              : 
 Phone           : 



gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
I‡qemvBU: www.bangladeshbank.org.bd 

 
08 ˆekvL, 1416 

G.Gg.Gj. mvKz©jvi bs-21/2009 ZvwiL t
21 GwcÖj, 2009 

 

 
mKj Zdwmjx e¨vsK, Avw_©K cÖwZôvb, exgv †Kv¤úvbx, gvwb‡PÄvi 
Ges A_© †cÖiYKvix/A_© ’̄vbvšÍiKvix †Kv¤úvbx/cÖwZôvb 
 
wcÖq g‡nv`qMY, 

gvwbjÛvwis cÖwZ‡iva AvBb, 2009 
 
 evsjv‡`k RvZxq msm` KZ…©K M„nxZ gvwbjÛvwis cÖwZ‡iva AvBb, 2009 24 †deªæqvix, 2009 Zvwi‡L gnvgvb¨ 
ivóªcwZi m¤§wZ jv‡fi gva¨‡g weMZ 15 GwcÖj, 2008 n‡Z Kvh©Ki n‡q‡Q| GB AvBb Kvh©Ki nevi m‡½ m‡½ gvwbjÛvwis 
cÖwZ‡iva Aa¨v‡`k, 2008 iwnZ Kiv n‡q‡Q| evsjv‡`k †M‡R‡Ui (AwZwi³ msL¨v) gva¨‡g RvixK…Z GB AvB‡bi †M‡RU 
Kwc mshy³ Kiv nÕj| 

2. GB AvB‡bi wb‡ ©̀kbv cwicvjb wbwðZ Kivi Ges welqwU mswkøó mK‡ji AeMwZ‡Z Avbvi Rb¨ Avcbv‡`i‡K 
Aby‡iva Kiv hv‡”Q| 

3. 29 GwcÖj, 2008 Zvwi‡L Bmÿ K…Z G.Gg.Gj. mvKz©jvi b¤^i 16 DwjøwLZ AvB‡bi Kvh©KvwiZvi ZvwiL n‡Z 
evwZj e‡j MY¨ n‡e| 

4. AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 

 

 
Avcbv‡`i wek¦̄ Í, 

 

ms‡hvRbx t  4 (Pvi) cvZv| 

(g. gvndzRyi ingvb) 
gnve¨e ’̄vcK 

†dvb : 7120659 
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evsjv‡`k e¨vsK 
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XvKv| 
I‡qemvBU: www.bangladeshbank.org.bd 

 
08 ˆekvL, 1416 

G.Gg.Gj. mvKz©jvi bs-22/2009 ZvwiL t 
21 GwcÖj, 2009 

 

 
mKj Zdwmjx e¨vsK, Avw_©K cÖwZôvb, gvwb‡PÄvi 
Ges Ab¨vb¨ cÖwZôvb (mš¿vm we‡ivax AvBb, 2009 Gi 2(10) aviv †gvZv‡eK) 
 
wcÖq g‡nv`qMY, 

mš¿vm we‡ivax AvBb, 2009 
 
 evsjv‡`k RvZxq msm` KZ…©K M„nxZ mš¿vm we‡ivax AvBb, 2009 24 †deªæqvix, 2009 Zvwi‡L gnvgvb¨ ivóªcwZi 
m¤§wZ jv‡fi gva¨‡g weMZ 11 Ryb, 2008 n‡Z Kvh©Ki n‡q‡Q| GB AvBb Kvh©Ki nevi m‡½ m‡½ mš¿vm we‡ivax Aa¨v‡`k, 
2008 iwnZ Kiv n‡q‡Q| evsjv‡`k †M‡R‡Ui (AwZwi³ msL¨v) gva¨‡g RvixK…Z GB AvB‡bi †M‡RU Kwc mshy³ Kiv nÕj| 

2. GB AvB‡bi wb‡`©kbv cwicvjb wbwðZ Kivi Ges welqwU mswkøó mK‡ji AeMwZ‡Z Avbvi Rb¨ 
Avcbv‡`i‡K Aby‡iva Kiv hv‡”Q| 

3. 29 Ryb, 2008 Zvwi‡L Bmÿ K…Z G.Gg.Gj. mvKz©jvi b¤^i 17 DwjøwLZ AvB‡bi Kvh©KvwiZvi ZvwiL n‡Z 
evwZj e‡j MY¨ n‡e| 

4. AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 
 

 
Avcbv‡`i wek¦¯Í, 

 

ms‡hvRbx t  5 (cuvP) cvZv| 

(g. gvndzRyi ingvb) 
gnve¨e ’̄vcK 

†dvb : 7120659 
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I‡qemvBU : www.bangladeshbank.org.bd 

  
G Gg Gj mvKz©jvi b¤î t 23 ZvwiL t  23 ‡deªæqvix , 2010 
 
cÖavb wbe©vnx 
mKj Zdwmjx e¨vsK I Avw_©K cÖwZôvb  
 
 
wcÖq g‡nv`qMY, 

30 GwcÖj 2002 Zvwi‡Li c~‡e© †Lvjv wnmvemg~‡ni KYC Procedures m¤úbœKiY cÖms‡M| 
 

wk‡ivbv‡gv³ wel‡q 24 RyjvB, 2005 Zvwi‡Li G Gg Gj mvKz©jvi b¤^i t 6 Gi cÖwZ Avcbv‡`i `„wó AvKl©Y 
Kiv hv‡”Q| 

Guidance Notes on Prevention of Money Laundering Gi 5.12.1 Aby‡”Q` †gvZv‡eK 30 GwcÖj, 
2002 Zvwi‡Li c~‡e© †Lvjv wnmvemg~‡ni †ÿ‡Î KYC Procedures m¤úbœ Kivi me©‡kl mgq 31 Rvbyqvix, 2010 
wba©vwiZ wQj| wba©vwiZ mg‡qi g‡a¨ †h mKj wnmv‡ei KYC Procedures m¤úbœ Kiv m¤¢e nqwb, †m mKj wnmv‡ei 
MÖvnK‡`i mv‡_ h_vh_fv‡e cÎ cvwV‡q Ges Ab¨vb¨ fv‡e †hvMv‡hvM K‡i 31 gvP©, 2010 Gi g‡a¨ KYC Procedures 

m¤úbœ Ki‡Z n‡e| †h mKj wnmv‡ei KYC Procedures m¤úbœ Kiv m¤¢e n‡e bv †m mKj wnmve 31 gvP©, 2010 
Zvwi‡Li ci n‡Z ÔmyßÕ (Dormant)  wnmv‡e wPwýZ Ki‡Z n‡e | GmKj myß wnmve n‡Z MÖvnK †Kvb A_© D‡Ëvjb 
Ki‡Z cvi‡eb bv Z‡e Rgv`vb Ki‡Z cvi‡eb| myß wnmve wbqwgZ Ki‡bi Rb¨ MÖvnK kvLv e¨e¯’vc‡Ki Kv‡Q wjwLZ 
Av‡e`b Ki‡j e¨vsK D³ MÖvn‡Ki KYC Procedures m¤úbœ K‡i wnmve wbqwgZ Ki‡Z cvi‡e| 

AbyMÖnc~e©K GB mvKz©jv‡ii cÖvwß ^̄xKvi Ki‡eb| 
 

Avcbv‡`i wek¦̄ Í, 

 
(g. gvndzRyi ingvb) 

gnve¨e¯’vcK 
†dvb : 7120659 
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Anti-Money Laundering Department 
Bangladesh Bank 

Head Office 
Dhaka. 

 
AML Circular No. 24  
 

 Date : 03 March, 2010 

 
Managing Director/Chief Executive                                                                              
All banks and financial institutions 

 
Instructions to be followed for compliance of the provisions of Money 

Laundering Prevention Act, 2009 and Anti Terrorism Act, 2009. 
 
 For compliance of the provisions of Money Laundering Prevention Act, 2009 and 
Anti Terrorism Act, 2009 by banks and financial institutions the following  instructions 
are issued as per power conferred in section 23(1)(Gha) of Money Laundering Prevention 
Act, 2009 and in section 15(1) (chha) of Anti Terrorism Act, 2009 : 
01. Policies for Prevention of Money Laundering and Terrorist Financing 
 In pursuance of section 16(2) of Anti Terrorism Act, 2009 and Anti Money 
Laundering Department’s letter   dated 04.07.2006, all banks and financial institutions 
must have their own policy manual approved by their Board of Directors/topmost 
committee to prevent money laundering and terrorist financing. This policy manual must 
be in conformity with international standard and laws and regulations in force in 
Bangladesh. Banks and the financial institutions shall from time to time review and 
confirm the meticulous compliance of the circulars issued by Bangladesh Bank.  
02. Customer Identification; 
 It is mandatory to collect and verify the correct and complete identification 
information of customers to prevent money laundering and terrorist financing and to keep 
the financial sector free from risks. KYC (Know Your Customer) procedure shall apply 
to both individuals and institutions where customer is defined as under: 

Ø  any person or institution maintaining an account of any type with a bank or 
financial institution or having banking related business; 

Ø  the person or institution as true beneficial owner in whose favour the account is 
operated; 

Ø  the trustee, intermediary or true beneficial owner of the transaction of the accounts 
operated by the trust and professional intermediaries (such as lawyer/law firm, 
chartered accountant, etc)under the existing legal infrastructure; 

Ø  high value single transaction conducted in a single Demand Draft, Pay Order, 
Telegraphic Transfer by any person or institution or any person/institution 
involved in a financial transaction that may pose reputational and other risks to the 
institution. In this case if a transaction appears abnormal in relation to the usual 
transaction of the concerned person or institution that transaction will be treated as 
“high value”; 

03.  To protect banks and financial institutions from risks of money laundering or/and 
terrorist financing by customers willful or unwilling activities, the Money Laundering 
Prevention policy Manual as described in part one of this circular shall clearly state how 
to conduct Customer Due Diligence at different stages such as: 

Ø  while establishing relationship with the customer; 
Ø  while conducting financial transaction with the existing customer; 
Ø  while remitting money and providing other services at the request of non account 

holders; and 
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Ø  while there is reasonable ground to suspect about the adequacy or veracity of 
previously obtained customer identification data. 

3.1 To be sure about the customer’s identity and underlying purpose of establishing 
relationship with the institution, each institution shall collect adequate information up to 
its satisfaction. 
Explanation: “Satisfaction of the institution” means satisfaction of the appropriate 
authority that necessary due diligence has been conducted considering the risks of the 
customers in the light of existing directions. 
3.2 If a person operates an account on behalf of the customer, the concerned 
bank/financial institution must satisfy itself that the person has due authorization to 
operate. Correct and complete information of the person, operating the account, are to be 
collected. 
3.3 Legal status and accuracy of information of the operators are to be ascertained in case 
of the accounts operated by trustee and professional intermediaries (such as lawyers/law 
firm, chartered accountants, etc). 
3.4 While establishing and maintaining business relationship and conducting transaction 
with a person (including legal representative, financial institution or any other institution) 
of the countries and territories that do not meet international standard in combating 
money laundering (such as the countries and territories enlisted in Financial Action Task 
Force’s Non-cooperating Countries and Territories list) enhanced due diligence shall 
have to be ensured. 
3.5 The identity of the beneficial owner of the account shall have to be confirmed on the 
basis of the information obtained from reliable sources up to the satisfaction of the 
institution: 

Ø  Complete and correct information of identity of the persons besides the 
customer, shall have to be collected and preserved if a customer operate an 
account on behalf of another person in his/her own name. 

Ø  The controller or the owner of the customer shall have to be identified. 
Ø  Complete and correct information of identity of the beneficial owners shall 

have to be collected and preserved. For the purpose of this subsection a person 
will be treated as a beneficial owner if: 

a)  he has controlling share of a company or/and 
b)  hold 20% or more shares of a company. 

4. Politically exposed Persons (PEPs) 
 The instructions in relation to Politically Exposed Persons as contained in AML 
circular no. 14 dated 25 September 2007 stand substituted as follows: 
 While opening and/or operating account of Politically Exposed Persons (PEPs) 
enhanced due diligence shall have to be exercised. PEPs means “Individuals  who are or 
have been entrusted with prominent public functions in a foreign country, for example 
Heads of State or of government, senior politicians, senior government, judicial or 
military officials, senior executives of state owned corporations, important political party 
officials”. All instructions as detailed for PEPs shall equally apply if business 
relationship is established with the family members and close associates of these persons 
who may pose reputational risk to the bank.  
 Following instructions shall have to be followed to ensure Enhanced Due 
Diligence, while opening and operating the account of Politically Exposed Persons 
(PEPs): 
ka) a risk management system shall have to be introduced to identify risks associated 
with the opening and operating accounts of PEPs; 
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kha) obtain senior management approval for establishing business relationships with 
such customers; 
ga) take reasonable measures to establish the source of wealth and source of funds; 
gha) ongoing monitoring of the transactions have to be conducted; and 
uma) the banks/financial institutions should observe all formalities as detailed in 
Guidelines for Foreign Exchange Transactions while opening accounts of non-residents; 
 The above instructions shall also be applicable to customers or beneficial owners 
who become PEPs after business relationship have been established. 
5. Correspondent Banking 
 The instructions in  relation to correspondent banking as contained in the AML 
circular no 7 dated 14 august, 2005 and in the section 3(ka) of AML circular no 19 dated 
14 august, 2008 shall be substituted by the instructions as follows: 
5.1 For the purpose of this circular correspondent banking shall mean providing services 
which are approved by Bangladesh Bank like credit, deposit, collection, clearing, 
payment or other similar services by one bank (correspondent) to another bank 
(respondent). 
5.2  While establishing and continuing correspondent banking relationship following drill 

should be observed so that banking system can not be abused for the purpose of 
money laundering : 

Ø  Before providing correspondent banking service senior management approval 
must  be obtained on being satisfied about the nature of the business of the 
respondent bank through collection of information as per annexure-1 

Ø  Banks should establish or continue a correspondent relationship with a foreign 
bank only if it is satisfied that the bank is effectively supervised by the relevant 
authority. 

Ø  Banks should not establish or continue a correspondent banking relationship 
with any shell bank. [Here shell bank refers to such banks as are incorporated 
in a jurisdiction where it has no branches or activities and which is unaffiliated 
with a regulated financial group.] 

Ø  Correspondent banking relationship shall not be established or continued with 
those respondent banks that established correspondent banking relationship or 
maintain account with a shell bank. 

Ø  Banks should pay particular attention when maintaining a correspondent 
banking relationship with banks incorporated in a jurisdiction that do not meet 
international standards for the prevention of money laundering (such as the 
countries and territories enlisted in Financial Action Task Force’s  Non-
cooperating Countries and Territories list). Enhanced due diligence shall be 
required in such cases. Detailed information on the beneficial ownership of 
such banks and extensive information about their policies and procedures to 
prevent money laundering shall have to be obtained. 

Ø  Enhanced Due Diligence shall have to be exercised in case of the respondent 
banks that allow direct use of the correspondent account by their customers to  
transact business on their behalf(i.e. payable through account) 

Ø  The instructions described in this circular shall be applicable to the entire 
existing correspondent banking relationship. 

6. Branches and subsidiaries situated/located in foreign jurisdiction 
 The instructions contained in section 2(gha) of AML circular no. 19 dated 14 
august, 2008 shall be substituted by the following instructions: 
6.1 Reporting organizations (in applicable cases) under Money Laundering Prevention 
Act, 2009 and Anti Terrorism Act, 2009 having branches and subsidiaries  abroad shall 
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also comply with the provisions of Money Laundering Prevention Act, 2009 and Anti 
Terrorism Act, 2009. 
6.2 If branch or a subsidiary located abroad, for any reason fails to comply with the 
instructions of Money Laundering Prevention Act, 2009 and Anti Terrorism Act, 2009 it 
shall without any delay report to such cases to Anti Money Laundering Department 
mentioning the reason of the failure. 

7. Appointment and Training 
7.1 Appointment: One of the major purposes of combating money laundering and 
terrorist financing activities is to protect the banks and financial institutions from risks 
arising out of money laundering and terrorist financing. To meet this objective, banks and 
Financial Institutions shall have to undertake proper screening mechanism in their 
different appointment procedures so that they do not face money laundering and terrorist 
financing risks by any of their staff. 
7.2 Training for the officials: To ensure proper compliance of anti money laundering 
and anti terrorism activities each bank and financial institutions shall arrange suitable 
training for their officials. To deter siphoning of legally or illegally earned money abroad, 
banks and financial institutions shall also arrange trade based money laundering training 
along with anti money laundering and anti terrorism financing related training for their 
officials dealing in foreign exchange transactions. 
7.3 Education and training for customers: Banks and financial institution shall respond 
to customers on different matters including KYC and TP attached to the account opening 
form with proper rationale. Banks and financial institutions shall time to time distribute 
leaflets among customers to make them aware about money laundering and terrorist 
financing and also arrange to stick posters in every branch at a visible place. 
 You are requested to ensure compliance of the instructions of this circular and 
bring the content of this circular to the notice of all concerned.  
 Meanwhile please acknowledge receipt. 
 
 

Yours faithfully, 
 

Enclosure: 02(two) pages. 
(Debaprosad Debnath) 

General Manager 
Tel: 7125765 
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cwiwkó-Ô1Õ 
ANTI-MONEY LAUNDERING & TERRORIST FINANCING 
QUESTIONNAIRE FOR CORESPONDENT RELATIONSHIP 

 
A. BASIC INFORMATION 
 1. Name of the Institution: ____________________________________________ 
 2. Registered Address:  ____________________________________________  

     ____________________________________________  
 3. Website Address:  ____________________________________________ 
 4. Principal Business Activities: ______________________________________   

5. Regulatory Authority: ____________________________________________ 
6. Operational Status: 

• Does your Bank maintain a physical presence in the licensing country?           Yes         No 
 

B. OWNERSHIP / MANAGEMENT 
1. Is your institution listed in any stock exchange? 

If so, which stock exchange?  
___________________________________________________ 

   Yes         No 

2. If ‘’No’’ to Q7, please provide a list of the major shareholders holding more 
than 10% shares in your institution.  
___________________________________________________ 
___________________________________________________ 
 

 

C. ANTI-MONEY LAUNDERING AND TERRORIST FINANCING CONTROLS 

Additional information to be incorporated at the end of the questionnaire if your answer is “no” to any of the 
following questions 

I. General AML&CFT Policies, Practices and Procedures: 
1. Does your institution have policies and procedures approved by your 

institution’s board or senior management to prevent money laundering and 
combating terrorist financing? 

         Yes           No 

2. Does your institution have a legal and regulatory compliance program that 
includes a designated officer that is responsible for coordinating and 
overseeing the AML/CFT framework? 

         Yes           No 

3. Has your institution developed written policies documenting the processes 
to prevent, detect and report suspicious transactions? 

         Yes           No 

4. Does your institution have a policy prohibiting accounts/relationships with 
shell banks? (A shell bank is defined as a bank incorporated in a 
jurisdiction in which it has no physical presence and which is unaffiliated 
with a regulated financial group.) 

         Yes           No 

5. Does your institution permit the opening of anonymous or numbered 
accounts by customers? 

         Yes           No 

6. Does your institution have policies to reasonably ensure that they will not 
conduct transactions with or on behalf of shell banks through any of its 
accounts or products? 

         Yes           No 

7. Does your institution have policies covering relationships with Politically 
Exposed Persons (PEP’s), their family and close associates? 

         Yes           No 

8. Does your institution have policies and procedures that require keeping all 
the records related to customer identification and their transactions? 
If ‘’Yes’’, for how long?____________________________________ 

         Yes           No 

  
II. Risk Assessment  

1. Does your institution have a risk-based assessment of its customer base and 
their transactions? 

         Yes           No 

2. Does your institution determine the appropriate level of enhanced due 
diligence necessary for those categories of customers and transactions for 
those that have reason(s) to pose a heightened risk of illicit activities at or 
through the FI? 

         Yes           No 

 

III. Know Your Customer, Due Diligence and Enhanced Due Diligence 
1. 

 
Has your institution implemented processes for the identification of 
Beneficial Ownership (those customers on whose behalf it maintains or 
operates accounts or conducts transactions)? 

         Yes           No 

2. Does your institution have a requirement to collect information regarding its 
customers’ business activities? 

         Yes           No 

3. Does your institution have a process to review and, where appropriate, 
update customer information relating to high risk client information? 
 
 

         Yes           No 

4. Does your institution have procedures to establish a record for each new 
customer noting their respective identification documents and ‘Know Your 

         Yes           No 
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Customer’ information? 
5. Does your institution complete a risk-based assessment to understand the 

normal and expected transactions of its customers? 
         Yes           No 

 

IV. Reportable Transactions for Prevention and Detection of ML/TF 
1. Does your institution have policies or practices for the identification and 

reporting of transactions that are required to be reported to the authorities? 
         Yes           No 

2. Where cash transaction reporting is mandatory, does your institution have 
procedures to identify transactions structured to avoid such obligations? 

         Yes           No 

3. Does your institution screen customers and transactions against lists of 
persons, entities or countries issued by government/competent authorities? 

         Yes           No 

4. Does your institution have policies to reasonably ensure that it only operates 
with correspondent banks that possess licenses to operate in their countries 
of origin? 

         Yes           No 

 
IV. Transaction Monitoring  

 Does your institution have a monitoring program for unusual and potentially 
suspicious activity that covers funds transfers and monetary instruments 
such as travelers checks, money orders, etc? 

         Yes          No 

 
V. AML Training  

1. Does your institution provide AML& CFT training to relevant employees of 
your organisation? 

         Yes           No 

2. Does your institution communicate new AML related laws or changes to 
existing AML related policies or practices to relevant employees? 

         Yes           No 

3. Does your institution provide AML training to relevant third parties if they 
are employed to carry out some of the functions of your organisation?  

         Yes           No 

 
Space for additional information: 
(Please indicate which question the information is referring to.) 
...........................................................................................................................................................................................
...........................................................................................................................................................................................
...........................................................................................................................................................................................
.............................................................................    
D. GENERAL 
 

 Does the responses provided in this Declaration applies to the following 
entities: 

· Head Office and all domestic branches    
· Overseas branches     
· Domestic subsidiaries      
· Overseas subsidiaries  

         Yes           No 

      
If the response to any of the above is ‘’No’’, please provide a list of the branches and /or subsidiaries that are 
excluded, including the name of the institution, location and contact details. 
 
I, the undersigned, confirm to the best of my knowledge that the information provided in this questionnaire is 
current, accurate and representative of the anti-money laundering and anti-terrorist financing policies and procedures 
that are established in my institution. 
I also confirm that I am authorized to complete this questionnaire on behalf of my institution. 

Signature:     ____________________________________ 
Name:     ____________________________________ 
Designation:    ____________________________________ 
Date:     ____________________________________ 
Contact No:         ____________________________________ 
Email:     ____________________________________ 
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gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 
I‡qemvBU : www.bangladeshbank.org.bd 

 G Gg Gj mvKz©jvi b¤^i t 26 
ZvwiL t 

15 Avwk¦b, 1417 
 30 ‡m‡Þ¤^i, 2010 

e¨e¯’vcbv cwiPvjK/cÖavb wbe©vnx Kg©KZv© 
evsjv‡`‡k Kg©iZ mKj Zdwmjx e¨vsK, Avw_©K cÖwZôvb, exgv †Kv¤úvbx, gvwb †PÄvi, A_© †cÖiYKvix ev A_© ’̄vbvšÍiKvix 
cÖwZôvb, ÷K wWjvi I ÷K †eªvKvi, †cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi, wmwKDwiwU Kv÷wWqvb, 
m¤ú` e¨e ’̄vcK, A-jvfRbK ms ’̄v/cÖwZôvb (Non Profit Organisation) I ‡emiKvix Dbœqb ms¯’v  
(Non Government Organisation)| 
 
wcÖq g‡nv`qMY, 

 

gvwbjÛvwis cÖwZ‡iva AvBb, 2009 G bZzb wi‡cvU© cÖ̀ vbKvix ms ’̄v I m¤ú„³ Aciva ms‡hvRb cÖms‡M| 
 

gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi aviv 2(V)(F) Gi m~‡Î miKv‡ii Aby‡gv`bμ‡g wi‡cvU© cÖ̀ vbKvix ms ’̄v wn‡m‡e (1) 
÷K wWjvi I ÷K †eªvKvi, (2) †cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi, (3) wmwKDwiwU Kv÷wWqvb (4) m¤ú` e¨e ’̄vcK, (5) 
A-jvfRbK ms ’̄v/cÖwZôvb (Non Profit Organisation) I (6) ‡emiKvix Dbœqb ms¯’v  (Non Government Organisation) 
†K Ges GKB AvB‡bi 2(_)(17) avivi m~‡Î miKv‡ii Aby‡gv`bμ‡g m¤ú„³ Aciva wn‡m‡e (1) mš¿vm I mš¿vmx Kv‡h© A_© 
‡hvMvb, (2) †fRvj ev ¯^Z¡ j•Nb K‡i cY¨ Drcv`b, (3) cwi‡ekMZ Aciva, (4) ‡hŠb wbcxob (Sexual Exploitation), (5) 
cuywR evRvi m¤úwK©Z g~j¨ ms‡e`bkxj Z_¨ Rbm¤§y‡L cÖKvwkZ nIqvi c~‡e© Zv Kv‡R jvwM‡q ‡kqvi †jb‡`‡bi gva¨‡g evRvi 
myweav MÖnY I e¨w³MZ myweavi j‡ÿ¨ evRvi wbqš¿‡Yi †Póv Kiv (Insider  Trading  & Market Manipulation)  Ges  (6) 
msNe× Aciva (Organised Crime)-†K AšÍf©y³ Kiv n‡jv| 
G wel‡q evsjv‡`k e¨vs‡Ki 30 †m‡Þ¤̂i, 2010 Zvwi‡Li cÖÁvcb bs- GGgGjwW-01/2010 wewe Aci c„ôvq cybtgy ª̀Y Kiv 
n‡jv| 
02| welqwU mswkøó mKj cÿ‡K AewnZ Ki‡eb Ges BZ¨em‡i AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 
 

Avcbv‡`i wek¦¯Í, 
ms‡hvRbx t 01 (GK) cvZv| 

(g. gvndzRyi ingvb) 
gnve¨e ’̄vcK 

†dvb : 7120659 
 

 

 

 

 

 



evsjv‡`k e¨vsK 
cÖÁvcb bs-GGgGjwW-01/2010 wewe 

XvKv, 15 Avwk¦b, 1417 (30 †m‡Þ¤^i, 2010) 
 
01| gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi aviv 2(V)(F) G cÖ̀ Ë GLwZqvim~‡Î wi‡cvU© cÖ̀ vbKvix ms ’̄v wnmv‡e 

(1) ÷K wWjvi I ÷K †eªvKvi, (2) †cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi, (3) wmwKDwiwU Kv÷wWqvb (4) 

m¤ú` e¨e ’̄vcK, (5) A-jvfRbK ms ’̄v/cÖwZôvb (Non  Profit Organisation)I (6) ‡emiKvix Dbœqb ms ’̄v 

(Non Government Organisation) †K AšÍf©y³ Kiv nBj| 

 

G‡ÿ‡Î (1) ÷K wWjvi I ÷K †eªvKvi ewj‡Z wmwKDwiwUR I G·‡PÄ Kwgkb (÷K wWjvi, ÷K †eªvKvi I 

Aby‡gvw`Z cÖwZwbwa) wewagvjv, 2000 Gi h_vμ‡g 2(S) I (T) avivq msÁvwqZ cÖwZôvb‡K, (2) ‡cvU©‡dvwjI 

g¨v‡bRvi I gv‡P©›U e¨vsKvi ewj‡Z wmwKDwiwUR I G·‡PÄ Kwgkb (gv‡P©›U e¨vsKvi I ‡cvU©‡dvwjI g¨v‡bRvi ) 

wewagvjv, 1996 Gi h_vμ‡g 2(P) I (T) avivq msÁvwqZ cÖwZôvb‡K, (3) wmwKDwiwU Kv÷wWqvb ewj‡Z 

wmwKDwiwUR I G·‡PÄ Kwgkb (wmwKDwiwU Kv÷wWqvj †mev) wewagvjv, 2003 Gi 2(T) avivq msÁvwqZ 

cÖwZôvb‡K, (4) m¤ú` e¨e ’̄vcK ewj‡Z wmwKDwiwUR I G·‡PÄ Kwgkb (wgDPz¨qvj dvÛ) wewagvjv, 2001 Gi 

2(a) avivq msÁvwqZ cÖwZôvb‡K, (5) A-jvfRbK ms ’̄v/cÖwZôvb (Non  Profit  Organisation)  ewj‡Z 

†Kv¤úvbx AvBb (evsjv‡`k), 1994 Gi 28 avivi AvIZvq wbewÜZ †Kvb cÖwZôvb Ges (6) ‡emiKvix Dbœqb ms ’̄v 

(Non Government Organisation) ewj‡Z w` fjvb‡Uwi †mvm¨vj I‡qj‡dqvi G‡RwÝm& (†iwR‡÷ªkb GÛ 

K‡›Uªvj) AwW©‡bÝ, 1961, mgevq mwgwZ AvBb, 2001, w` ‡mvmvBwUR †iwR‡÷ªkb G¨v±, 1860, w` d‡ib 

†Wv‡bkb (fjvb‡Uwi G¨vw±wfwUR) †i¸‡jkb AwW©‡bÝ, 1978, w` d‡ib KbwUªweDkbm& (‡i¸‡jkb) AwW©‡bÝ, 

1982 Ges gvB‡μv‡μwWU †i¸‡jUix A_wiwU AvBb, 2006 Gi AvIZvq Aby‡gvw`Z/wbewÜZ cÖwZôvb‡K eySvB‡e| 

Ges 

 

02| gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi 2(_)(17) avivi GLwZqvi m~‡Î m¤ú„³ Aciva wnmv‡e (1) mš¿vm I 

mš¿vmx Kv‡h© A_© ‡hvMvb, (2) †fRvj ev ^̄Z¡ j•Nb K‡i cY¨ Drcv`b, (3) cwi‡ekMZ Aciva, (4) ‡hŠb 

wbcxob(Sexual Exploitation), (5) cuywR evRvi m¤úwK©Z g~j¨ ms‡e`bkxj Z_¨ Rbm¤§y‡L cÖKvwkZ nBevi c~‡e© 

Zv Kv‡R jvMvBqv ‡kqvi †jb‡`‡bi gva¨‡g evRvi myweav MÖnY I e¨w³MZ myweavi j‡ÿ¨ evRvi wbqš¿‡bi †Póv Kiv  

(Insider Trading & Market Manipulation) Ges (6) msNe× Aciva (Organised Crime)-†K AšÍf©y³ Kiv 

nBj| 

 
 

^̄vÿwiZ 
 (wRqvDj nvmvb wmwÏKx) 

†WcywU Mfb©i 
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gvwb jÛvwis cÖwZ‡iva wefvM 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 
I‡qemvBU : www.bangladeshbank.org.bd 

 G Gg Gj mvKz©jvi b¤^i t 28   

ZvwiL t 
21 Avlvp, 1418 

 05 RyjvB, 2011 

e¨e¯’vcbv cwiPvjK/cÖavb wbe©vnx Kg©KZv© 
evsjv‡`‡k Kg©iZ mKj exgv ‡Kv¤úvbx 
 

Guidance Notes on AML&CFT for Insurance Companies 
 

gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi 2(V) avivi weavb †gvZv‡eK Ab¨vb¨ cÖwZôv‡bi mv‡_ evsjv‡`‡k Kvh©µg cwiPvjbvKvix 
mKj exgv ‡Kv¤úvbx‡K wi‡cvU© cÖ̀ vbKvix ms ’̄v wn‡m‡e AšÍf©y³ Kiv n‡q‡Q Ges aviv 25 G wi‡cvU© cÖ̀ vbKvix ms ’̄vi `vq-`vwq‡Z¡i 
D‡jøL i‡q‡Q| D³ AvB‡bi 23 (1)(N) avivq cÖ̀ Ë ÿgZve‡j MZ 10 AvM÷, 2008 Zvwi‡L AÎ wefv‡Mi GGgGj mvK©yjvi b¤^i 
18 gvidZ gvwbjÛvwis cÖwZ‡iv‡a exgv ‡Kv¤úvbxmg~‡ni cwicvjbxq wb‡`©kbv cÖ`vb Kiv nq|  

02| MZ 23 wW‡m¤^i, 2009 Zvwi‡L AbywôZ exgv ‡Kv¤úvbxmg~‡ni cÖavb gvwbjÛvwis cÖwZ‡iva cwicvjb Kg©KZ©v‡`i cÖ_g 
m‡¤§j‡bi wm×všÍ †gvZv‡eK gvwbjÛvwis Ges mš¿v‡m A_©vqb cÖwZ‡iva e¨e ’̄v †Rvi`viKi‡Yi j‡ÿ¨ GKwU MvB‡WÝ †bvUm& cÖYq‡bi 
wbwg‡Ë ZrKvjxb exgv wbqš¿Y Awa`ßi, evsjv‡`k BbwmI‡iÝ GKv‡Wgx, evsjv‡`k BbwmI‡iÝ G¨v‡mvwm‡qkbmn Rxeb exgv I mvaviY exgv 
†Kv¤úvbx n‡Z Dchy³ msL¨K cÖwZwbwa mgš^‡q GKwU Ô†dvKvm MÖæcÕ MVb Kiv nq| 

03| D³ Ô†dvKvm MÖæcÕ KZ©„K ‡`‡k we`¨gvb AvBbx KvVv‡gv, exgv e¨emvi AvKvi I cÖK…wZ, AvšÍR©vwZK gvb`Û I †e÷ cÖ̈ vw±m 

we‡ePbvq  'Guidance Notes on AML&CFT for Insurance Companies' Gi Lmov cÖYqb Kiv nq hv 
cieZx©‡Z mswkøó mKj c‡ÿi gZvgZ MÖnY I ÔwiwfD UxgÕ KZ©„K ch©v‡jvPbvi ci P‚ovšÍ Kiv nq| MvB‡WÝ †bvUm& Gi md&U Kwc 
wmwW AvKv‡i GZ`ms‡½ mKj exgv †Kv¤úvbx eive‡i mieivn Kiv n‡jv Ges cÖ‡qvR‡b MvB‡WÝ †bvUm&wU evsjv‡`k e¨vs‡Ki I‡qe 
mvBU (http://www.bb.org.bd/mediaroom/circulars/circulars.php) n‡Z WvDb‡jvW Kiv hv‡e| 

04| exgv †Kv¤úvbxi gva¨‡g gvwbjÛvwis I mš¿v‡m A_©vq‡bi SuywK n«v‡m evsjv‡`‡k Kg©iZ exgv †Kv¤úvbxmg~n‡K wbR¯^ e¨emvi 
‡ÿÎ, AvKvi I cÖK…wZ ch©v‡jvPbv KiZt Av‡jvP¨ MvB‡WÝ †bvUm&& Gi wb‡`k©bv b~¨bZg gvb`Û we‡ePbvq wbR ^̄ MvB‡WÝ †bvUm&& 
cÖYqb K‡i ^̄- ^̄ †evW© Ae wW‡i±i&m KZ©„K Aby‡gv`bc~e©K AvMvgx 30 †m‡Þ¤^i, 2011 Zvwi‡Li g‡a¨ gvwb jÛvwis cÖwZ‡iva wefvM, 
evsjv‡`k e¨vsK eive‡i `vwLj Ki‡Z n‡e Ges 31 wW‡m¤^i, 2011 Zvwi‡Li g‡a¨ cwicvj‡bi cÖ‡qvRbxq e¨e¯’v MÖnY Ki‡Z n‡e| 

 05| B‡Zvg‡a¨ welqwU mKj cÿ‡K AewnZ Kivi civgk© cÖ̀ vb Kiv n‡jv| 

 

Avcbv‡`i wek¦¯Í, 

ms‡hvRbx t MvB‡WÝ †bvUm& Gi md&U Kwci wmwW| 

 

(‡`ecÖmv` †`ebv_) 
gnve¨e ’̄vcK 

†dvb :7120659  



gvwb jÛvwis cÖwZ‡iva wefvM 

evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 

I‡qemvBU : www.bangladeshbank.org.bd 

 G Gg Gj mvKz©jvi b¤̂i t 29    

ZvwiL t 

12 Avwk¦b, 1418 

 
27 ‡m‡Þ¤̂i, 2011 

e¨e¯’vcbv cwiPvjK/cÖavb wbe©vnx Kg©KZv© 

evsjv‡`‡k Kg©iZ mKj gvwb †PÄvi cÖwZôvb 
 

Guidance Notes on Anti Money Laundering and Combating  

Financing of Terrorism for Money Changers 
 

gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi 2(V) avivi weavb †gvZv‡eK Ab¨vb¨ cÖwZôv‡bi b¨vq evsjv‡`‡k Kvh©µg cwiPvjbvKvix 

mKj gvwb †PÄvi cÖwZôvb‡K wi‡cvU© cÖ`vbKvix ms¯’v wn‡m‡e AšÍf©y³ Kiv n‡q‡Q Ges GKB AvB‡bi 25 avivq wi‡cvU© cÖ`vbKvix 

ms¯’vi `vq-`vwq‡Z¡i D‡jøL i‡q‡Q| D³ AvB‡bi 23 (1)(N) avivq cÖ`Ë ÿgZve‡j MZ 14 AvM÷, 2008 Zvwi‡L AÎ wefvM n‡Z 

RvixK…Z GGgGj mvK©yjvi b¤̂i 20 gvidZ gvwbjÛvwis cÖwZ‡iv‡a gvwb †PÄvi cÖwZôvb¸‡jvi cwicvjbxq wb‡ ©̀kbv cÖ`vb Kiv 

n‡q‡Q|  

02| Gw`‡K gvwb †PÄvi cÖwZôvbmg~‡ni e¨emvi cÖK…wZ I Zv‡`i‡K e¨envi K‡i gvwbjÛvwis I mš¿v‡m A_©vqb msNU‡bi SuywK 

we‡ePbvq gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi 23 (1)(N) avivq cÖ`Ë ÿgZve‡j mKj gvwb †PÄvi cÖwZôvb¸‡jvi Rb¨ 

cwicvjbxq wek` wb‡`k©bv wn‡m‡e 'Guidance Notes on Anti Money Laundering and Combating Financing of 

Terrorism for Money Changers' cÖYqb Kiv n‡q‡Q| GZ`ms‡½ mshy³ MvB‡WÝ †bvUm& Gi Kwc cÖ‡qvR‡b evsjv‡`k e¨vs‡Ki 

I‡qe mvBU (http://www.bb.org.bd/mediaroom /circulars/circulars.php) n‡ZI WvDb‡jvW Kiv hv‡e| 

03| GQvovI gvwb †PÄvi¸‡jv •e‡`wkK gy`ªv wbqš¿Y AvBb, 1947 Ges •e‡`wkK gy ª̀v bxwZ wefvM n‡Z mg‡q mg‡q RvixK…Z 

mvK©yjvi / wb‡ ©̀kbv I MvBWjvBÝ di d‡ib G·‡PÄ Uªvb‡RKkÝ G ewY©Z wb‡ ©̀kbv h_vixwZ cwicvjb Ki‡e| 

04| G wb‡ ©̀k Awej‡¤̂ Kvh©Ki n‡e Ges AbyMÖnc~e©K cÖvwß ¯^xKvi Ki‡eb|  

 

Avcbv‡`i wek¦¯Í, 

ms‡hvRbx t MvB‡WÝ †bvUm& Gi Kwc| 

 

(‡`ecÖmv` †`ebv_) 

gnve¨e¯’vcK 

†dvb :7120659  

 

cÖwZwjwc bs- GGgGjwW-2/2011-                                  ZvwiL : DwjøwLZ 

AeMwZ I cÖ‡qvRbxq e¨e¯’v MÖn‡Yi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

2. gnve¨e¯’vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU,XvKv/ewikvj/iscyi| 

3. wbe©vnx cwiPvjK, Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

4. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

5. mwPe g‡nv`‡qi e¨w³MZ Kg©KZ©v, e¨vsK I Avw_©K cÖwZôvb wefvM, A_© gš¿Yvjq, MYcÖRvZš¿x evsjv‡`k miKvi, XvKv| 

6. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

7. A_©‣bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

8. gnvcwiPvjK, evsjv‡`k Bbw÷wUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 

9. gnvmwPe, w` Bbw÷wUDU Ae e¨vsKvm© evsjv‡`k, wewWweGj feb, 10g Zjv, 12, KvIivb evRvi, †Z uRMvI, XvKv| 

10. e¨e¯’vcbv cwiPvjK/cÖavb wbe©vnx Kg©KZ©v, mKj Zdwmjx e¨vsK| 

11. e¨e¯’vcbv cwiPvjK/cÖavb wbev©nx Kg©KZv©, evsjv‡`‡k Kg©iZ mKj gvwb †PÄvi cÖwZôvb | 

 

 

 

(Kvgvj †nv‡mb) 

Dc cwiPvjK 

†dvb: 7126101-20/2482 

B-†gBj: kamal.hossain@bb.org.bd 

http://www.bangladeshbank.org.bd/
http://www.bb.org.bd/mediaroom/circulars
mailto:kamal.hossain@bb.org.bd
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evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU 

evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 

I‡qemvBU : www.bangladeshbank.org.bd 

weGdAvBBD mvKz©jvi b¤^i t 2 

ZvwiL t 

01 ‰PÎ, 1418 

 15 gvP©, 2012 

e¨e ’̄vcbv cwiPvjK/ cÖavb wbe©vnx Kg©KZ©v/cÖwZôvb cÖavb 

 

 

 

 

 

 

 

wcÖq g‡nv`q, 

gvwbjÛvwis cÖwZ‡iva AvBb, 2012 I mš¿vm we‡ivax (ms‡kvab) AvBb, 2012 cÖms‡M| 

gvwbjÛvwis I mswkøó Ab¨vb¨ Aciva cÖwZ‡iva Ges Gi kvw Í̄i weavbmn Avbylw½K welqvw` m¤ú‡K© weavb cÖYq‡bi D‡Ï‡k¨ gvwbjÛvwis 

cÖwZ‡iva msµvšÍ we`¨gvb AvBb I Aa¨v‡`k iwnZµ‡g cÖYxZ gvwbjÛvwis cÖwZ‡iva AvBb, 2012 (2012 m‡bi 5 bs AvBb, ZvwiL 20 ‡deªæqvwi, 

2012/8 dvêyb, 1418) Ges mš¿vm we‡ivax AvBb, 2009 ms‡kva‡bi wbwg‡Ë cÖYxZ mš¿vm we‡ivax (ms‡kvab) AvBb, 2012  (2012 m‡bi 6 bs 

AvBb, ZvwiL 20 ‡deªæqvwi, 2012/8 dvêyb, 1418) Gi wel‡q MYcÖRvZš¿x evsjv‡`‡ki gnvgvb¨ ivóªcwZi m¤§wZi m~‡Î me©mvavi‡Yi AeMwZi 

Rb¨ evsjv‡`k ‡M‡R‡Ui AwZwi³ msL¨vq cÖKvk Kiv n‡q‡Q| D³ AvBb ỳwU evsjv‡`k e¨vs‡Ki I‡qemvB‡U Avc‡jvW Kiv n‡q‡Q, hv wb¤œewY©Z 

I‡qewjsK n‡Z WvBb‡jvW Kiv hv‡et  

www.bangladeshbank.org.bd/aboutus/regulationguideline/lawsnacts.php 
 

02| ewY©Z AvBb ỳwU mswkøó mK‡ji AeMwZ‡Z Avbqb Kiv Ges AvBb ỳwUi weavbmg~‡ni cwicvjb wbwðZ Kivi Rb¨ Avcbv‡`i‡K 

wb‡ ©̀k cÖ`vb Kiv hv‡”Q| 

03| MZ 30 Rvbyqvwi, 2012 Zvwi‡L evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU n‡Z RvixK…Z gvwbjÛvwis cÖwZ‡iva Aa¨v‡`k ,2012 

I mš¿vm we‡ivax (ms‡kvab) Aa¨v‡`k, 2012 welqK weGdAvBBD mvK©yjvi bs-1/2012 GZ`ms‡M evwZj e‡j MY¨ n‡e| 

04| gvwbjÛvwis I mš¿v‡m A_©vqb cÖwZ‡iv‡ai wbwg‡Ë evsjv‡`k e¨vsK n‡Z B‡Zvc~‡e© RvixK…Z mvK©yjvi I mvK©yjvi †jUvimg~n (cÖ‡hvR¨ 

†ÿ‡Î) gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Gi 23(1)(N) avivq Ges/ev mš¿vm we‡ivax AvBb, 2009  I Z`ms‡M cwVZe¨ mš¿vm we‡ivax 

(ms‡kvab) AvBb, 2012 Gi 15(1)(R) avivq cÖ`Ë ÿgZv e‡j RvixK…Z g‡g© MY¨ n‡e| 

 05| AbyMÖnc~e©K cÖvwß ¯̂xKvi Ki‡eb| 

Avcbv‡`i wek¦¯Í, 

 

 

 (‡`ecÖmv` †`ebv_) 

gnve¨e¯’vcK 

†dvb : 7120659 

cÖwZwjwc bs- weGdAvBBD-2/2012-995                   ZvwiL : DwjøwLZ 

AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡Yi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv (‡R¨ôZvi wfwË‡Z bq) t- 

1. e¨w³MZ mnKvix, ‡Pqvig¨vb, evsjv‡`k evi KvDwÝj, evi KvDwÝj feb, XvKv| 

2. e¨w³MZ mnKvix, mwPe, mgvR Kj¨vY gš¿Yvjq, evsjv‡`k mwPevjq, XvKv| 

3. gnvcwiPvjK, GbwRI welqK ey¨‡iv, XvKv| 

4. gnvcwiPvjK, gwnjv welqK Awa`ßi, XvKv| 

5. gnvcwiPvjK, mgvR †mev welqK Awa`ßi, XvKv| 

6. gnvcwiPvjK, mgevq Awa`ßi, XvKv| 

7. Gw·wKDwUf fvBm ‡Pqvig¨vb, gvB‡µv‡µwWU †i¸‡jUix A_wiwU, XvKv| 

8. ‡iwR÷ ªvi, †iwR÷ ªvi Ae R‡q›U ÷K †Kv¤úvbxR GÛ dvg©m, gwZwSj, XvKv| 

9. †Pqvig¨vb, wmwKDwiwUR GÛ G·‡PÄ Kwgkb, w`jKzkv, XvKv| 

10. ‡Pqvig¨vb, exgv Dbœqb I wbqš¿YKvix KZ©„cÿ, gwZwSj ev/G, XvKv| 

11. ‡cªwm‡W›U, w` Bbw÷wUDU Ae PvU©vW© GKvD‡›U›Um Ae evsjv‡`k, KvIivb evRvi, XvKv| 

12. ‡cªwm‡W›U, w` Bbw÷wUDU Ae K÷ GÛ g¨v‡bR‡g›U GKvD‡›U›Um Ae evsjv‡`k, bxj‡ÿZ, XvKv| 

13. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

14. gnve¨e¯’vcK, evsjv‡`k e¨vsK, gwZwSj, XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU,XvKv/ewikvj/iscyi| 

15. Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

16. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 

17. gnvmwPe, w` Bbw÷wUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12 KvIivb evRvi, †ZRMuvI, XvKv| 

18. †Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKm, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 

19. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k wjwg‡UW, B÷vY© Kgvwk©qvj Kg‡cø·, 73 KvKivBj, XvKv| 

 

 

(Kvgvj †nv‡mb) 

Dc-cwiPvjK 

†dvb : 7126101-14/2482 

mKj e¨vsK, Avw_©K cÖwZôvb, exgvKvix, gvwb †PÄvi, A_© A_ev A_©g~j¨ ‡cÖiYKvix ev ’̄vbvšÍiKvix 

‡Kv¤úvbx ev cÖwZôvb, evsjv‡`k e¨vs‡Ki AbygwZµ‡g e¨emv cwiPvjbvKvix cÖwZôvb, ÷K wWjvi I ÷K 

†eªvKvi, †cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi, wmwKDwiwU Kv÷wWqvb, m¤ú` e¨e ’̄vcK, A-jvfRbK 

ms ’̄v/cÖwZôvb (NPO),  ‡emiKvix Dbœqb ms ’̄v (NGO), mgevq mwgwZ, wi‡qj G‡÷U †W‡fjcvi, g~j¨evb 

avZz ev cv_‡ii e¨emv cÖwZôvb, Uªv÷ I †Kv¤úvbx †mev cÖ̀ vbKvix, AvBbRxex, ‡bvUvix, Ab¨vb¨ AvBb 

†ckvRxex Ges GKvD‡›U›U| 

 

http://www.bangladeshbank.org.bd/
http://www.bangladeshbank.org.bd/aboutus/regulationguideline/lawsnacts.php


a I qfh"\~ s l h  mtm-q 43 W w a  ht%t @PPT 'Resolutions relating to the prevention, 
suppression and disruption of proliferation of weapons of mass destruction and its financing' 43 sl'3W 
a f v  +/*+ sw ~M-FT/&- m m m~ m q c ~ i w i ~ q  m Fmi-Mhm wfi@ m 
~ I ~ S Y G Q S Y T ~ ~ ~ ~ W W ~ ~ ~ W ~ Y ~ W W I  

8 I CrT, W@TCW BGITT@$' (http:l/www.un.orglsc/cornmittees/index.shtml) W 8 6 T b  
c ~ - i w ~ ~ ~ ~ * % ~ w w ~ @ ~ ~ ~ ~ w w ~  

3 + f + i i . r t y ~ ~ ~ ~ ~ M ~ ~ m ~ ~ < m m m ~ M  
m i - m w M m r n m ~  



dtr:r..q{ rFi?silqElq ?Sf *ri6s *fr
<1r4rst <1rg

{s:{+i{ET, El€1 r

6'rriq,$ :'l*{iv.Fgn-da$s-$9b3i!g!gJ3
f"y

,qsrrs€tt q1frr {:r : ce

?1q?'fd {fr ;FriF,q1t4 fu 1+ "ff
ci('fiqt.iEf4i€ E€i qffr qfrf -

qcFq,{]g Em'nI SeT !t*i< L

.}s , ?q?cG ffi Ee'5 "@." q?-iEe a4:<n i

Gui{iznca r\ole,-s o!! Iterellnol! of Mtne}- Laqnd{ring'- "'"'Gil"*rieg1!aE9iEs j

c: $ffd, )6!:t

-;-ri7/"/-' t t

i6{dii[ F-<-{d)
qq4{ql'r-d

(gE! : !qlgo))r.r

cfiq ; Eftftg

lciT!Ifi!:.

$.ffi et&ric q':T. r'): * qen ftEf i e€q, :rc> (r::; r:i3l; {r'!"iqo '!a A4tr r$EnF Eir !'r sfuEr'Fr-{ ar's

?ssr3rr aftreE "relT-.{eifi Fqq qft? efotla LTliff'4P' slt@-r{ qrE{' rpii {c {q cf{m 'igji}.s sfrhq ffi{r

$er -<$? :$ P,,ff q"'i?'$ r Aq,tla 'sfrf5 Tlffib' eeFfi e6{ \ooa € \c'} 'c+' v'efi ffi si{' qoel 'g qiftt

"if6fF !" ar-'rff e--..,+ifi '(q! Atfiq s{5-sT Q..rr EF qF'q er-q sisr nid.f nrEidlvE: s-qElF q{is4 e'fiEqi'{d fffirig

;;; ;-# elfu;+'< .q*r:a g..r,Fr :,{ i{iqE-€i. e *€rr r':3n erit=-* s.r.ra

'.r r Erq? eii*.E hfF3 nJ<!i5 +rt e sTE +1id rfo]*+n GtA $b';!!1 i'E'.lG fti:'E 'r rd 3(i;1z;r4 $t'qrF $jnrT{qft"

$ rqllji qqlg{:r'iEfre oeql* {s fidtrdcT q"Fi4 sqfine\T€ 5iI Gilidan{e l'{otes on Pret"ltiou of lloDey

lu*a"ring aud Terolisl nnanc!ry' q6- cr€'ea r4'tr 4'1T-{{"-':erR !'' liffrtr' #fu{-':s q1tl" ioit \3 F'$5

1+,Tf1]d{i. irob ino:i "1fi5 
i1"{rFr+4<l '€E q{Isi;i es (n q<i )r' 19) {rsrg 6'rs rt"i nF1 sifr '$1qci rBro4Ewa

rriiiFat.:F*.4*'.rFi4":4Tltd(hltp:rli\'+i's'!l-'crgbd/Dre'Jicr"oullcirc$lerslise;10rsph'J)qsE*qF:s{l-r{lFI

'e r ef& dffi='q.r+ sr'r:t 5jldryil?1 4 ?5r't E':'1.1.-t eifu-:'"{ Aiw -'+a o"Fh ebn'ft- ior <r'o" re4 c"re e crgY

*j{ii-31Fdlr{si sitfTi al?F4 csfF r qr lnf.i{ drrw rtiaE Rq}4T Fq= trEipn {4'@ ePR4 FL3 a-'q "lfib:qdr 
'fiq {q$

sgiqq,fa+ !ti,'l* *l ul,its?- lo:r +fi'r.* Tt*-qa ?Eiri- attle qf"T ei1 !trt|ft'}: fu"ry{{ r'!i q{ida {+n rard]!r-F{

erffi'a",- ft{Fq'Rat +lvn':i-i ,i

q<+; ,€ 3[- .6.- {?5T rE16. FF e- ,-5: r: r+rl'-

t. l*i "r,b'-*, 
.\i'is {ft?. {-o +r'. ; + FErs

" 
*;tqu,* ,..i?'.ltn** {ftqns. '1ltsr''! r-il'-'<' sfi a'{iq{ 6rsi I

,r rav izs41 :l-. " v"._Fr'"-(?. ec?<'fi 1"-

]. 
""-.*"- 

*'"=' 
"*. 

. *:i,a- -"1 ''o:-t''*a'fi l'61r"kqri?{"l3

n. -u*-*-**. -""" 6T TEn rFd _:rr?r ardlr4 F-6-

; *"+ a-" ;;-=-a* trPi xlgs e*."{'<t1E4i-"-5d'rii '?E +T s11flFn nP. ' €'i-{ fi$ql'' 5-€

'r. 
""# 

e"*g.&' a ** ar+ ilE -"rc'q 'jFr.o qqd? ''\" r'r d+6! sr _ nFF El6

n *"pua*, <rqrin It'6fi5r q< FjR6 Elir€Ilrt' F"-'lf Dj?i

\. nq#F. i6 Fr'<'ts e<

i:. ;..:., "- -- "r--=- 
'i rrgr' ;\. i=-:r +rraa*-'+€ a"=' 6 *:

,r- ffil". "on"*- 
* 'lrirr'' n-:*'-n-i' $:,o 'Fr4rr 6';$ -e €6rl. l'r 

-

;. ffi ;.a*; afua ,e liF'.t'" r*'--sq t'Flrr-''.l" s\e' ffi d/'a (ri{ Eali .;t4i-)6oa :

i: -;; -.#,"^- r.'; ddt', € zi++.in*

,i, *at" a '6--cti": ffi 6i-dL Frri s<--+ d:t$" - l -
:*-;-+.'z.a
(Hffi'

G!-n I *aoo>o-1t/}t:').

I



c„ôv b¤^i-1

evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv

weGdAvBBD mvKz©jvi bs- 05
               ZvwiL t 

28/08/ 1419 e½vã 

12/12/2012 wLªóvã

cÖavb wbev©nx 
me Zdwmwj e¨vsK I A_© ev A_©g~j¨ ‡cÖiYKvix ev n¯ÍvšÍiKvix cÖwZôvb/‡gvevBj e¨vswKs 
Kvh© ‡g wb‡qvwRZ cÖwZôvbmg~n|

wcÖq g‡nv`q, 

AvšÍt‡`kxq I Af¨šÍixY Aq¨vi UªvÝdvi (Wire Transfer) Gi †ÿ‡Î AbymiYxq wb‡`©kvejx|

gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Gi 23 aviv I mš¿vm we‡ivax AvBb, 2009 (2012 Gi ms‡kvabxmn) 
Gi 15 avivq gvwb jÛvwis I mš¿vmx Kv‡h© A_© †hvMvb cÖwZ‡ivaK‡í evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU
(weGdAvBBD), evsjv‡`k e¨vsK‡K cÖ̀ Ë ÿgZve‡j Af¨šÍixY I AvšÍt‡`kxq Aq¨vi UªvÝdvi Kvh© g cwiPvjbvi 
†ÿ‡Î me Zdwmwj e¨vsK Ges A_© ev A_©g~j¨ ‡cÖiYKvix ev n Í̄všÍiKvix cÖwZôvb/†gvevBj e¨vswKs Kvh© ‡g
wb‡qvwRZ cÖwZôvbmg~‡ni cwicvj‡bi Rb¨ wb¤œewY©Z wb‡ ©̀kbvmg~n Rvix Kiv nÕj t

K. msÁv

G mvKz©jv‡ii wewfbœ `dv e¨vL¨vi †ÿ‡Î wb‡¤œv³ msÁvmg~n cÖ‡hvR¨ n‡e t 

1) ÒAq¨vi UªvÝdvi (Wire transfer)Ó ej‡Z Ggb Avw_©K †jb‡`b‡K eySv‡e hv‡Z †Kvb 
Av‡e`bKvix e¨w³ ev cÖwZôv‡bi Aby‡iv‡a †Kvb e¨vsK/cÖwZôvb B‡j±ªwbK gva¨g (my¨Bd&U/Ab¨wea)
e¨envi K‡i Aci †Kvb e¨vsK/cÖwZôvb A_ev e¨vsK/cÖwZôv‡bi (A_© ev A_©g~j¨ ‡cÖiY ev n Í̄všÍi 
Kvh© ‡g mswkøó cÖwZôvb/†gvevBj e¨vswKs Ges D³ cÖwZôv‡bi wb‡qvMK…Z G‡R›U) kvLvi mnvqZvq 
cÖvcK/†ewbwdwkqvix‡K (e¨w³ ev cÖwZôvb) A_© cÖ̀ vb K‡i| 

2) ÒAvšÍt‡`kxq Aq¨vi UªvÝdvi (Cross-border wire transfer)Ó ej‡Z Giƒc Avw_©K †jb‡`b‡K 
eySv‡e †h ‡ÿ‡Î Av‡e`bKvix Ges †ewbwdwkqvix wfbœ wfbœ †`‡k Ae ’̄vb K‡i| ZvQvov ci¯úi 
m¤úK©hy³ GKvwaK UªvÝdv‡ii ‡ÿ‡Î b~¨bc‡ÿ GKwU †jb‡`b †`‡ki evB‡i m¤úvw`Z n‡j ZvI 
AvšÍt‡`kxq Aq¨vi UªvÝdvi g‡g© MY¨ n‡e|

3) ÒAf¨šÍixY Aq¨vi UªvÝdvi (Domestic wire transfer)Ó ej‡Z Giƒc †jb‡`b‡K eySv‡e
†h‡ÿ‡Î Av‡e`bKvix I ‡ewbwdwkqvix GKB †`‡k Ae ’̄vb K‡i| G‡ÿ‡Î ci¯úi m¤úK©hy³
GKvwaK UªvÝdv‡i e¨eüZ cÖw qv Ab¨ †Kvb †`‡k m¤úbœ n‡jI Zv Af¨šÍixY Aq¨vi UªvÝdvi g‡g© 
MY¨ n‡e| 

4) ÒAv‡e`bKvix (Applicant/originator)Ó ej‡Z Ggb †Kvb e¨w³ ev cÖwZôvb‡K (wnmve aviK 
wKsev wnmve aviK bb) eySv‡e hvi Aby‡iv‡ai m~‡Î mswkøó e¨vsK/cÖwZôvb ewY©Z Aq¨vi UªvÝdvi 
Kvh© m¤úv`b K‡i| 

5) Ò‡ewbwdwkqvix (Beneficiary)Ó ej‡Z Ggb †Kvb e¨w³ ev cÖwZôvb‡K (wnmve aviK wKsev wnmve 
aviK bb) eySv‡e hvi AbyK‚‡j A_© †cÖiY Kiv nq| 

6) Òc~Y©v½ (Full)Ó ej‡Z Av‡e`bKvix ev †ewbwdwkqvixi cwiwPwZ hvPvBK‡í cÖ‡qvRbxq mKj 
Z‡_¨i mwbœ‡ek‡K eySv‡e| D`vniY¯̂iƒct Av‡e`bKvix/†ewbwdwkqvixi bvg I we Í̄vwiZ wVKvbv, 
e¨vsK wnmve b¤^i (hw` _v‡K), RvZxq cwiPqcÎ/wbeÜb cÎ/MÖnY‡hvM¨ cwiwPwZg~jK Qwehy³
AvBwW KvW© BZ¨vw`|

7) ÒmwVK (Accurate)Ó ej‡Z Dc‡ii (6) `dvq ewY©Z Giƒc Z_¨‡K eySv‡e hvi mwVKZv hvPvB 
Kiv n‡q‡Q|

8) ÒA_©en (Meaningful)Ó ej‡Z Dc‡ii (6) `dvq ewY©Z Giƒc Z_¨‡K eySv‡e hv evn¨Z ev 
AvcvZt we‡ePbvq h_vh_ g‡g© cÖZxqgvb nIqvi hyw³m½Z KviY Av‡Q| 



c„ôv b¤^i-2

L. e¨vsK/A_© ev A_©g~j¨ ‡cÖiYKvix ev n¯ÍvšÍiKvix cÖwZôvb/†gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ
cÖwZôvb‡K mKj ai‡Yi Aq¨vi UªvÝdv‡ii †ÿ‡Î wb‡¤œv³ Z_¨vejx MÖnY wbwðZ Ki‡Z n‡e t

1) AvšÍt‡`kxq Aq¨vi UªvÝdvi t 

i) mvaviY ev we‡kl AbygwZi AvIZvq Ab~¨b 1000 (GK nvRvi) gvwK©b Wjvi ev mgZzj¨ cwigvY 
ˆe‡`wkK gy ª̀vq AvšÍt‡`kxq Aq¨vi UªvÝdv‡ii †ÿ‡Î Av‡e`bKvixi c~Y©v½ I mwVK Z_¨ msMÖn 
Ki‡Z n‡e| GQvovI ewY©Z mxgvi bx‡Pi †jb‡`bmg~‡ni †ÿ‡Î Av‡e`bKvixi c~Y©v½ I A_©en
Z_¨ msiÿY Ki‡Z n‡e|

ii) AvšÍt‡`kxq Aq¨vi UªvÝdv‡ii A_© †ewbwdwkqvix‡K cÖ̀ v‡bi †ÿ‡Î †ewbwdwkqvix m¤úwK©Z A_©en
Z_¨ msiÿY Ki‡Z n‡e|

2) Af¨šÍixY Iq¨vi UªvÝdvi t 

i) Ab~¨b 25,000/- (cuwPk nvRvi ) UvKv Af¨šÍixY Aq¨vi UªvÝdv‡ii †ÿ‡Î Av‡e`bKvixi c~Y©v½ I 
mwVK Z_¨ Ges ewY©Z mxgvi bx‡Pi †jb‡`bmg~‡ni †ÿ‡Î Av‡e`bKvixi c~Y©v½ I A_©en Z_¨ 
msiÿY Ki‡Z n‡e| GQvovI Af¨šÍixY Aq¨vi UªvÝdv‡ii A_© †ewbwdwkqvix‡K cÖ̀ v‡bi †ÿ‡Î 
†ewbwdwkqvix m¤úwK©Z A_©en Z_¨ msiÿY Ki‡Z n‡e| 

ii) ‡gvevBj e¨vswKs †mev cÖ̀ vbKvix e¨vsK/cÖwZôvb Dc‡iv³ wb‡ ©̀kbvi AwZwi³ †c‡g›U wm‡÷gm 
wWcvU©‡g›U, evsjv‡`k e¨vsK KZ©„K mg‡q mg‡q mieivnK…Z KYC Format e¨envi Ki‡e| 

iii) †WweU ev † wWU KvW© e¨envi K‡i Aq¨vi UªvÝdv‡ii †ÿ‡Î (cY¨ I †mev q e¨ZxZ) cwi‡kva 
ms všÍ BÝUªvKkb/evZ©vq  Dc‡ii L (2)(i) Gi Abyiƒc Z_¨ msiÿY Ki‡Z n‡e| 

iv) ‡h ‡ÿ‡Î GKK Av‡e`bKvix KZ©„K GKvwaK †jb‡`‡bi gva¨‡g GKvwaK †ewbwdwkqvixi AbyK‚‡j
A_© †cÖi‡Yi wb‡ ©̀kbv cyÄxf‚Z K‡i ¸”QvKv‡i (e¨vP) cvVv‡bv nq ‡m‡ÿ‡Î cÖwZwU †jb‡`‡b 
Av‡e`bKvixi c~Y©v½ Z_¨ MÖnY eva¨Zvg~jK bq| 

v) miKvix/AvavmiKvix/ ^̄vqZ¡kvwmZ cÖwZôv‡bi AbyK‚‡j Aq¨vi UªvÝdv‡ii ‡ÿ‡Î Dc‡iv³ wb‡`©kbvi 
cwicvjb eva¨Zvg~jK bq| GQvovI AvšÍte¨vsK †jb‡`b (A_©vr †hLv‡b Av‡e`bKvix I 
†ewbwdwkqvix Dfq cÿB †Kvb e¨vsK ev Avw_©K cÖwZôvb) Kvh© ‡gi †ÿ‡Î Dc‡ii L (2)(i)
`dvq ewY©Z wb‡ ©̀kbv cwicvjb Ae¨vnwZ‡hvM¨ we‡ewPZ n‡e| 

M. wi‡cvwU©st

1) hw` Aq¨vi UªvÝdvi ms všÍ †jb‡`‡bi Av‡e`bKvix (e¨w³/cÖwZôvb) wKsev mswkøó †ewbwdwkqvix 
RvwZms‡Ni Sanction ZvwjKvfz³1 ev evsjv‡`‡ki Sanction ZvwjKvfz³2 †Kvb e¨w³/cÖwZôvb nq 
A_ev GZ`&mswkøó A_© gvwbjÛvwis/mš¿vmx Kg©Kv‡Û e¨eüZ n‡Z cv‡i g‡g© m‡›`n Kivi hyw³m½Z
KviY _v‡K, Z‡e mswkøó e¨vsK/cÖwZôvb mshy³ Q‡K (ms‡hvRbx-1) Awej‡¤^ gnve¨e ’̄vcK, 
evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU (weGdAvBBD), evsjv‡`k e¨vsK, gwZwSj, XvKv 
eive‡i Òm‡›`nRbK †jb‡`b wi‡cvU©Ó ‡cÖiY Ki‡e|

2) m‡›`nRbK †jb‡`b mbv³Ki‡Yi Rb¨ KwZcq wb‡ ©̀k‡Ki (m‡›`‡ni †ÿÎ D³ ZvwjKvi evB‡iI 
we Í̄…Z n‡Z cv‡i) GKwU ZvwjKv (ms‡hvRbx-2) †`Iqv n‡jv| m‡›`nRbK †jb‡`b wi‡cvU© Kivi 
†ÿ‡Î mshy³ ZvwjKvq DwjøwLZ wb‡`©kKmn c~e©eZx© M (1) Aby‡”Q‡` ewY©Z welqvejxI we‡eP¨ n‡e|

3) m‡›`nRbK †jb‡`b mbv³Ki‡Yi Rb¨ GZ &̀mswkøó e¨vsK/cÖwZôvb Awej‡¤^ GKwU Kvh©Ki ‡jb‡`b 
gwbUwis e¨e ’̄v (cÖ‡qvR‡b IT based Automated system) cÖeZ©b Ki‡e| 

N. Ab¨vb¨ wb‡ ©̀kbvt
1)   A_© ev A_©g~j¨ ‡cÖiYKvix ev n Í̄všÍiKvix cÖwZôvb/†gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ 

cÖwZôvbmg~n‡K Zv‡`i G‡R›U/K¨vk c‡q›U wbev©P‡bi c~‡e© Gme G‡R›U/K¨vk c‡q‡›Ui h_vh_ 

1 RvwZms‡Ni Sanction ZvwjKv fy³ ej‡Z g~jZt  RvwZms‡Ni wbivcËv cwil‡`i †iRy¨‡jkb b¤^i-1267 I 1373 Ges Gi Avbymw½K Ab¨vb¨ †iRy¨jyk‡b ewY©Z 
ZvwjKv †evSv‡e| GB ZvwjKvmg~n - www.un.org/sc/committees/1267/consolist.shtml G cvIqv hv‡e| 
2 evsjv‡`‡ki Sanction ZvwjKv fy³ ej‡Z g~jZt  ^̄ivóª gš¿Yvjq KZ©„K mg‡q mg‡q cªKvwkZ wbwl× e¨w³/msMV‡bi ZvwjKv †evSv‡e|



c„ôv b¤^i-3

hvPvB/evQvB cÖw qv (Screening Mechanism) AbymiY Ki‡Z n‡e hv‡Z G mg¯Í 
G‡R›U/K¨vk c‡q‡›Ui Kvi‡b D™¢yZ gvwbjÛvwis I mš¿v‡m A_©vqb welqK SuzwK n«vm cvq| G‡ÿ‡Î 
K¨vk c‡q›U/G‡R›U KZ…©K gvwbjÛvwis I mš¿v‡m A_©vqb welqK Kvh© ‡gi Rb¨ mswkøó 
†mev`vbKvix cÖwZôvbmg~n mgfv‡e `vqx _vK‡e|

2) A_© ev A_©g~j¨ ‡cÖiYKvix ev n Í̄všÍiKvix cÖwZôvb/†gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ 
cÖwZôvbmg~n Zv‡`i G‡R›U‡`i nvjbvMv` ZvwjKv (hw` _v‡K) I‡qemvB‡U cÖKvk Ki‡e|  

3) †gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ cÖwZôvbmg~n Zv‡`i K¨vk c‡q›U/G‡R›U‡`i GZ &̀ms všÍ
wb‡ ©̀kbv cwicvjb Ae ’̄v hvPvB‡qi wbwg‡Ë evwl©K wfwË‡Z b~¨bZg 5% K¨vk c‡q›U/G‡R›U‡`i 
Dci wbixÿv Kvh© g cwiPvjbv Ki‡e| G wel‡q cÖwZ eQ‡ii Rvbyqvwi gv‡m c~e©eZx© eQ‡ii 
wbixÿvq cÖvß Awbq‡gi weeiY m¤^wjZ GKwU mvi-ms‡ÿc evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ 
BDwbU, evsjv‡`k e¨vsK eive‡i †cÖiY Ki‡e|

4) †gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ cÖwZôvbmg~n ‡gvevBj e¨vswKs †mev MÖnYKvixi m¤ú~Y© 
†iwR‡÷ªkb cÖw qv m¤úv`b I Aby‡gv`‡bi c‡iB †KejgvÎ †jb‡`b m¤úbœ Ki‡Z cvi‡e| Z‡e 
†iwR‡÷ªkb cÖw qv m¤úv`‡bi ci ïaygvÎ cash in Kiv hv‡e; cash out Kiv hv‡e bv| 

5) †gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ cÖwZôvbmg~n Zv‡`i K¨vk c‡q›U/G‡R›U‡`i Rb¨ wbqwgZ 
gvwbjÛvwis I mš¿vmx Kv‡h© A_©vqb cÖwZ‡iva welqK cÖwkÿY Kg©m~Px Av‡qvRb Ki‡e|

6) GZ &̀mswkøó e¨vsK/cÖwZôvb Dc‡ii Aby‡”Q`mg~‡n ewY©Z Av‡e`bKvix/‡ewbwdwkqvix Ges †jb‡`b 
ms všÍ Z_¨vw` gvwb jÛvwis cÖwZ‡iva AvBb, 2012 Gi 25 aviv Abymv‡i 5(cvuP) eQi msiÿY 
Ki‡e| msiwÿZ Z_¨vw` evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU Gi Pvwn`vi †cÖwÿ‡Z Awej‡¤^ 
mieivn Ki‡Z n‡e| 

7) $ 1,000/-(GK nvRvi) ev Gi bx‡Pi As‡Ki †jb‡`‡bi †ÿ‡Î KYC Requirement

Ae¨vnwZ‡hvM¨ n‡e| 

8) ‡gvevBj e¨vswKs Kvh© ‡g wb‡qvwRZ cÖwZôvb I K¨vk c‡q›U/G‡R›U‡`i g‡a¨ m‡›`nRbK 
†jb‡`‡bi wel‡q Af¨šÍixb wi‡cvwU©s e¨e ’̄v Pvjy Ki‡Z n‡e| 

9) GZ &̀mswkøó Kvh© g cwiPvjbvKv‡j mswkøó me cÿ‡K Avewk¨Kfv‡e  ˆe‡`wkK gy ª̀v †jb‡`b 
ms všÍ weavbvejx, ‡c‡g›U wm‡÷gm wWcvU©‡g›U KZ©„K Bmy¨K…Z wb‡ ©̀kbv, G BDwbU KZ©„K mg‡q 
mg‡q RvixK…Z wb‡ ©̀kbv Ges G m¤úwK©Z me AvBb ev wewaweavb h_vixwZ AbymiY Ki‡Z n‡e| 

O. AW©vwis, B›UviwgwWqvix I ‡ewbwdwkqvix e¨vsK/ cÖwZôv‡bi KiYxqt

1)   AW©vwis e¨vsK/ cÖwZôvb t 

AW©vwis e¨vsK/ cÖwZôvb‡K Aek¨B Aq¨vi UªvÝdvi ms všÍ †jb‡`‡bi †ÿ‡Î Av‡e`bKvixi mwVK 
Ges c~Y©v½ Z_¨ wbwðZ Ki‡Z n‡e| G‡ÿ‡Î Av‡e`bKvix cÖ̀ Ë Z‡_¨i h_v_©Zv Aek¨B hvPvB 
Ki‡Z n‡e Ges Gme Z_¨ ‡jb‡`b m¤úbœ nevi ci b~¨bZg 05 (cvuP) eQi msiÿY Ki‡Z n‡e|

    2) B›UviwgwWqvix e¨vsK/ cÖwZôvb t 

 AvšÍt‡`kxq Ges Af¨šÍixY Dfq †ÿ‡Î †Kvb e¨vsK/cÖwZôvb‡K †PBb Aq¨vi UªvÝdv‡ii 
B›UviwgwWqvix wn‡m‡e Kvh© m¤úv`bKv‡j Av‡e`bKvix m¤úwK©Z Z_¨vw` msiÿY wbwðZ Ki‡Z 
n‡e| AW©vwis e¨vsK/cÖwZôvb n‡Z cÖvß Z_¨ B›UviwgwWqvix e¨vsK/ cÖwZôvb‡K b~¨bc‡ÿ 05 (cvuP)
eQi msiÿY Ki‡Z n‡e|

   3) ‡ewbwdwkqvix e¨vsK/ cÖwZôvb t  

Aq¨vi UªvÝdvi ms všÍ †jb‡`b Kvh© ‡g RwoZ ‡ewbwdwkqvix e¨vsK/cÖwZôvb‡K Av‡e`bKvixi 
c~Y©v½ Z‡_¨i †Kvb NvUwZ Av‡Q wK bv Zv hvPvB Kivi Rb¨ GKwU SzuwKwfwËK c×wZi cÖeZ©b 



c„ôv b¤^i-4

Ki‡Z n‡e| Aq¨vi UªvÝdvi ms všÍ †jb‡`‡b Av‡e`bKvixi c~Y©v½ Z‡_¨i †Kvb NvUwZ cwijwÿZ 
n‡j welqwU m‡›`nRbK wK-bv Ges dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwb‡U wi‡cvU©‡hvM¨ wK-bv Zv 
we‡ePbv Ki‡Z n‡e|  Av‡e`bKvixi c~Y©v½ Z‡_¨i NvUwZi †ÿ‡Î cÖ‡qvRb‡ev‡a mswkøó cÿmg~n
cvi¯úwiK wfwË‡Z †hvMv‡hvM K‡i ev Ab¨vb¨ m~Î e¨envi K‡i Z_¨ msMÖn K‡i welqwU m¤ú‡K© 
wbwðZ n‡e Ges cÖ‡hvR¨ †ÿ‡Î m‡›`nRbK †jb‡`b wi‡cvU© `vwLj Ki‡e| 

   Aciw`‡K mswkøó cÖvcK/†ewbwdwkqvix‡K A_© cwi‡kv‡ai mgq ‡ewbwdwkqvix e¨vsK/cÖwZôvb‡K 
cÖvcK/ †ewbwdwkqvixi cwiwPwZg~jK Z_¨ msMÖn I mswkøó Z_¨ b~¨bc‡ÿ 05 (cvuP) eQi msiÿY 
wbwðZ Ki‡Z n‡e| 

       AbyMÖnc~e©K G mvK©yjv‡ii cÖvwß ^̄xKvi Ki‡eb Ges mswkøó mKj cÿ‡K AewnZ Ki‡eb| 

Avcbv‡`i wek¦̄ Í, 

^̄vÿwiZ/- 

(‡`ecÖmv` †`ebv_) 
gnve¨e ’̄vcK

‡dvbt 9530118 

cÖwZwjwc bs- weGdAvBBD (cwjwm) 03/2012- ZvwiL : DwjøwLZ 

AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡Yi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 

1. mKj wefvMxq cÖavb, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
2. gnve¨e ’̄vcK, evsjv‡`k e¨vsK, gwZwSj, 

XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU,XvKv/ewikvj/iscyi/gqgbwmsn|
3. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
4. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
5. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
6. gnvcwiPvjK, evsjv‡`k Bbw÷wUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
7. gnvmwPe, w` Bbw÷wUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, 12, KvIivb evRvi, †ZRMuvI, XvKv| 
8. †Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKvm©, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
9. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡cø·, 73, KvKivBj, XvKv| 
10. cÖavb wbev©nx Kg©KZv©, mKj Zdwmjx e¨vsK I mKj Avw_©K cÖwZôvb, exgv cÖwZôvb/÷K wWjvi, †eªvKvi, gv‡P©›U 

e¨vsKvi/GbwRI/GbwcI|
11. ‡iwR÷&ªªvi, ‡iwR÷&ªªvi Ae R‡q›U ÷K †Kv¤úvbxR GÛ dvg©m| 
12. cÖavb wbev©nx/e¨e¯’vcbv cwiPvjK/Kvw›Uª †nW, me gvwb †iwgUvi/gvwb UªvÝdvi †Kv¤úvbx| 
13. ‡cv÷ gv÷vi †Rbv‡ij, wRwcI, XvKv| 
14. cÖavb, ˆe‡`wkK †iwgU¨vÝ/‡cv÷vj AWv©i wWwfkb, wRwcI, XvKv| 

         ^̄vÿwiZ/- 
(‡gvt gvmy` ivbv) 

Dc cwiPvjK 
     †dvb : 9530010-75/2462 



c„ôv b¤^i-5

ms‡hvRbx-1

SUSPICIOUS TRANSACTION REPORT (STR) 

(WIRE TRANSFER) 

A.  Reporting Institution : 

 1. Name of the Institution:  

 2. Name of the Branch/Agent:  

B. Details of Report: 

 1. Date of sending report:  

 2. Is this the addition of an earlier report? Yes  No  

 3.If yes, mention the date of previous report  

C.  Suspect Details : 

. 1. Name:  

 2. Address:  

 3. Profession/Business:  

 4. Nationality/Ownership status:  

 5. Father’s name/ Proprietor’s name:  

 6. Mother’s Name (where necessary):  

 7. Date of birth (where necessary):  

 8. Contact: Mobile No/Email.  
           

 9. Any other important Information:  

   

   

D. Reasons for considering the transaction(s) as unusual/suspicious? 
   

(Mention summary of suspicion and consequence of events) 
(Use separate sheet,  if needed) 

E. List of Documents attached with the report 

 Signature    : 
(Authorized officer) 
 Name              : 
 Designation     : 
 Phone             : 
 Date                : 



c„ôv b¤^i-6

ms‡hvRbx-2

m‡›`nRbK †jb‡`b mbv³Ki‡Yi m¤¢ve¨ wb‡ ©̀kK ZvwjKv|

1. ‡jb‡`‡bi ‡ÿ‡Î †jb‡`‡bi aib hw` ^̄vfvweK  wbq‡gi e¨Z¨q g‡g© cÖZxqgvb nq| 

2. Aby‡ivaKvixi KYC †cÖvdvB‡j ewY©Z Z‡_¨i mv‡_ mswkøó †jb‡`b mvgÄm¨c~Y© bv nIqv| 

3. Aby‡ivaKvix KZ©„K wfbœ wfbœ †jb‡`‡bi †ÿ‡Î wfbœ wfbœ cwiwPwZ cÖ̀ vb Kiv| 

4. GKB w`‡b GKRb Aby‡ivaKvix KZ©„K wfbœ wfbœ kvLvq †QvU †QvU †jb‡`b A_ev GKB kvLv n‡Z wfbœ wfbœ 
†jb‡`b m¤úbœ Kiv| 

5. ‡jb‡`‡bi cwigvb, msL¨v, †ewbwdwkqvixi Z_¨ BZ¨vw`‡Z nVvr AmvgÄm¨ cwijwÿZ nIqv| 

6. wfbœ  wfbœ e¨w³/‡`k n‡Z GKB †ewbwdwkqvixi AbyK‚‡j Wire Transfer m¤úbœ nIqv; hvi †hŠw³KZv 
cvIqv hv‡”Qbv| 

7. Aby‡ivaKvix KZ©„K `~e©j gvwb jÛvwis I †U‡ivwió dvBb¨vwÝs cÖwZ‡iva bxwZgvjv m¤^wjZ †`‡k cÖvqktB 
A_© ‡cÖiY| 

8. Aby‡ivaKvix KZ©„K †QvU †QvU cwigv‡bi AwaKmsL¨K Wire Transfer wewfbœ †ewbwdwkqvixi AbyK‚‡j
m¤úbœ Kiv| 



    evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv  

I‡qemvBU : www.bangladeshbank.org.bd

 
weGdAvBBD  mvKz©jvi bs- 06 /2012                                   ZvwiL t 16/09/ 1419 e½vã 
 30/12/2012 wLª÷vã 
 
cÖavb wbev©nx 
mKj ÷K wWjvi I ÷K ‡eªvKvi, ‡cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi, wmwKDwiwUR Kv÷wWqvb I m¤ú` e¨e ’̄vcK 
cÖwZôvb| 

 
wcÖq g‡nv`q, 

 
gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Ges mš¿vm we‡ivax AvBb, 2009 (2012 Gi ms‡kvabxmn)  

 Gi weavbvejx cwicvj‡b  cyuwR evRvi mswkøó cÖwZôvb KZ©©„K AbymiYxq wb‡`©kvejx| 

gvwbjÛvwis cÖwZ‡iva AvBb, 2009 Gi aviv 2(V)(F) Gi GLwZqvim~‡Î miKv‡ii Aby‡gv`bμ‡g 

30/09/2010 Zvwi‡L RvixK…Z GGgGj mvKz©jvi bs-26 I Zrm‡½ cwVZ cÖÁvcb-GGgGjwW-01/2010 wewe 

Ges cieZx©‡Z RvixK…Z gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Gi aviv (2) (e) (S) G wi‡cvU© cÖ̀ vbKvix ms ’̄v 

wn‡m‡e (1) ÷K wWjvi I ÷K †eªvKvi (2) †cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi (3) wmwKDwiwUR 

Kv÷wWqvb Ges (4) m¤ú` e¨e ’̄vcK cÖwZôvbmg~n‡K AšÍf©y³ Kiv n‡q‡Q| Gÿ‡Y gvwbjÛvwis cÖwZ‡iva AvBb, 

2012 Gi 23 aviv I mš¿vm we‡ivax AvBb, 2009 (2012 Gi ms‡kvabxmn) Gi 15 avivq cÖ̀ Ë ÿgZve‡j 

Dc‡iv³ cyuwR evRvi mswkøó cÖwZôvbmg~n‡K gvwbjÛvwis I mš¿vmx Kv‡h© A_© †hvMvb cÖwZ‡ivaK‡í AbymiYxq 

wb‡ ©̀kbv cwicvj‡bi Rb¨ Rvix Kiv n‡jvt 

1| SzuwK e¨e ’̄vcbv c×wZ 

K. gvwbjÛvwis/mš¿v‡m A_©vqb msμvšÍ SzuwK myPviæiƒ‡c e¨e ’̄vcbvi j‡ÿ¨ Ges gvwbjÛvwis cÖwZ‡iva AvBb, 2012 

Ges  mš¿vm we‡ivax AvBb, 2009 (2012 Gi ms‡kvabxmn) Gi h_vh_ cwicvjbv‡_© cyuwR evRvi mswkøó cÖwZwU 

cÖwZôvb Zv‡`i cÖavb Kvh©vj‡q GKRb EaŸ©©Zb Kg©KZ©vi †bZ…‡Z¡ GKwU ÔAnti Money Laundering and 

Combating Financing of Terrorism Compliance Unit (AML/CFT Compliance Unit)Õ MVb Ki‡e 

Ges cÖ‡hvR¨ †ÿ‡Î, kvLv ch©v‡q GKRb cwicvjb Kg©KZ©v g‡bvbq‡bi gva¨‡g Af¨šÍixY cwiexÿY I wbqš¿Y 

e¨e¯’v cÖwZôv Ki‡e| cyuwR evRvi mswkøó cÖwZôvbmg~n AML/CFT Compliance Unit Gi Kg©cwiwa I Kvh©μg 

myôzfv‡e m¤úv`‡bi D‡Ï‡k¨ cÖvwZôvwbK †KŠkj (Strategy) I Kg©m~Px (program) wba©viY Ki‡e; hv cÖwZôv‡bi 

†evW© Ae wW‡i±im/m‡ev©”P KZ…©cÿ KZ©„K Aby‡gvw`Z n‡Z n‡e| AML/CFT Compliance Unit gvwbjÛvwis 

cÖwZ‡iv‡ai „̀wó‡KvY ‡_‡K MÖvn‡Ki cwiwPwZ (Know Your Client), Z_¨ msiÿY (Record Keeping), 

†jb‡`b cwiexÿY I wi‡cvU©KiY (Transaction Monitoring & Reporting), Af¨šÍixY wbqš¿Y (Internal 

Control), bxwZ (Policies) I c×wZmg~‡ni (Procedures) mgš^‡q GKwU c~Y©v½ MvBWjvBÝ cÖYqb Ges 

ev Í̄evqb Ki‡e| GQvovI cÖ‡hvR¨ †ÿ‡Î, kvLvmg~‡ni Rb¨ AbymiYxq wb‡`©kbvejx cÖ`vb Ki‡e|  

L. cyuwR evRvi mswkøó cÖwZwU cÖwZôvb GKwU wbw ©̀ó mgqv‡šÍ cÖYxZ gvwbjÛvwis/mš¿v‡m A_©vqb msμvšÍ SzuwK 

e¨e ’̄vcbv c×wZi Kvh©KvwiZv wbiƒc‡Yi j‡ÿ¨ Independent Audit Gi e¨e ’̄v Ki‡e|  

2|  MÖvnK cwiwPwZ t 
  K. 

i) cyuwR evRvi mswkøó cÖwZwU cÖwZôvb Zv‡`i †mev MÖnYKvix mKj MÖvn‡Ki (e¨w³ A_ev cÖwZôvb) cwiwPwZi 

mwVK I c~Yv©½ Z_¨ msiÿY Ki‡e| D‡jøL¨, c~Y©v½ ej‡Z MÖvn‡Ki cwiwPwZ hvPvBK‡í cÖ‡qvRbxq mKj 



Z‡_¨i mwbœ‡ek‡K eySv‡e| Aciw`‡K mwVK ej‡Z MÖvn‡Ki cwiwPwZ hvPvB‡qi wbwg‡Ë M„nxZ Z_¨vw`i 

mwVKZv hvPvB Kiv‡K †evSv‡e| 

ii) mswkøó wmwKDwiwUR Kv÷wWqvb cÖwZôvbmg~n Zv‡`i Correspondent Bank Gi wbKU n‡Z MÖvnK 

(Underlying Customer) cwiwPwZi cÖ‡qvRbxq  Z_¨ mwVKfv‡e msiÿY Kiv n‡q‡Q g‡g© cÖZ¨qb cÎ 

(Pvwn`v †gvZv‡eK cÖ‡qvRbxq Z_¨ mieiv‡ni A½xKvimn) msMÖn I msiÿY Ki‡e| GQvovI Non

Resident Taka Account (NITA) ev Kv÷wWqvb wnmv‡ei gva¨‡g Z…Zxq c‡ÿi AbyK‚‡j wmwKDwiwUR 

Gi weμqjä A_© †cÖi‡Yi †ÿ‡Î ‡ewbwdwkqvixi c~Yv©½ Z_¨ msiÿY Ki‡Z n‡e| 

iii) ‡cvU©‡dvwjI g¨v‡bRvi I m¤ú` e¨e ’̄vcK KZ©„K cÖ̀ Ë †mevi †ÿ‡Î Zv‡`i e¨w³/cÖvwZôvwbK MÖvn‡Ki 

cwiwPwZi c~Yv©½ Z_¨ msiÿY Ki‡Z n‡e Ges Uªv÷ Gi †ÿ‡Î Uªvw÷M‡Yi cÖ‡qvRbxq cwiwPwZi Z_¨ 

msiÿY Ki‡Z n‡e| 

iv) 2010 mv‡ji 30 †m‡Þ¤^i Gi c~‡e© †Lvjv wnmvemg~‡ni (eZ©gv‡b Pjgvb) MÖvnK cwiwPwZi mwVK I 

c~Yv©½ Z_¨ msMÖnc~e©K msiÿY Ki‡Z n‡e| GQvovI  G mvKz©jvi Rvixi c~‡e© ‡Lvjv wnmv‡ei gva¨‡g †h 

mg¯Í MÖvnK‡K eZ©gv‡b †mev cÖ`vb Kiv n‡”Q Zv‡`i MÖvnK cwiwPwZi cÖ‡qvRbxq Z_¨vejx nvjbvMv` 

Ki‡Z n‡e| Dfq †ÿ‡ÎB G mvKz©jv‡ii mv‡_ mshy³ MvBWjvB‡Ý DwjøwLZ wb‡ ©̀kvejx AbymiY Ki‡Z n‡e| 

v) ‡ebv‡g ev QÏbv‡g †ewbwdwkqvj Ibvi (weI) wnmve ev mswkøó Ab¨ †Kvb wnmve †Lvjv hv‡e bv| 

 

L.  cyuwR evRvi mswkøó cÖwZwU cÖwZôv‡bi GKwU c~Y©v½ Customer Acceptance Policy _vK‡e; hv‡Z MÖvnK 

wn‡m‡e Kv‡iv MÖnY‡hvM¨Zv ev A‡hvM¨Zvi welqvejx D‡jøL _vK‡e| 

M. cyuwR evRvi mswkøó cÖwZwU cÖwZôvb gvwbjÛvwis/mš¿v‡m A_©vqb msμvšÍ SzuwK we‡ePbvc~e©K Zv‡`i MÖvnKM‡Yi 

GKwU †kÖYxwefvRb Ki‡e Ges SzuwKi wfwË‡Z cÖ‡hvR¨ †ÿ‡Î, AwaKZi mZK©Zvg~jK e¨e ’̄v (Enhanced Due 

Diligence) A_ev mvaviY mZK©Zvg~jK e¨e ’̄v (Normal/Simplified Due Diligence)�MÖnY Ki‡e| 

N. cyuwR evRvi mswkøó cÖwZwU cÖwZôvb KZ©„K msiwÿZ MÖvnK cwiwPwZ msμvšÍ mKj Z_¨ GKwU wbw ©̀ó mgqv‡šÍ 

nvjbvMv` Ki‡Z n‡e| 

O. cyuwR evRvi mswkøó cÖwZwU cÖwZôvb Zv‡`i mš‘wó mv‡c‡ÿ MÖvn‡Ki †ckvi we Í̄vwiZ Z_¨, Av‡qi Drm I Ab¨vb¨ 

e¨w³K Z_¨vejx  msMÖn Ki‡e| D‡jøL¨, ÒcÖwZôv‡bi mš‘wóÓ ej‡Z we`¨gvb wb‡`©kbvi Av‡jv‡K MÖvn‡Ki SzuwK 

we‡ePbvq wb‡q cÖ‡qvRbxq Due Diligence Kiv‡K eySv‡e|  

P. wnmv‡ei cÖK…Z myweav‡fvMx (Beneficial Owner) mbv³KiYc~e©K cÖwZôv‡bi mš‘wó mv‡c‡ÿ wbf©i‡hvM¨ m~Î 

n‡Z msM„nxZ Z‡_¨i wfwË‡Z Zvi cwiwPwZ wbwðZ Ki‡Z n‡e| e¨w³i †ÿ‡Î mswkøóZv we‡ePbvq wnmv‡ei cÖK…Z 

myweav‡fvMx wbiƒcY Ki‡Z n‡e Ges †Kv¤úvbxi †ÿ‡Î wbqš¿YKvix †kqvi‡nvìvi A_ev 20% ev Gi AwaK 

GKK †kqvi †nvìvi‡K wnmv‡ei cÖK…Z myweav‡fvMx we‡ePbvq Zvi/Zv‡`i cwiwPwZi mwVK I c~Yv©½ Z_¨ msMÖn I 

msiÿY Ki‡Z n‡e| 

Q. cÖ‡hvR¨ †ÿ‡Î, cyuwR evRvi mswkøó cÖwZwU cÖwZôvb Politically Exposed Persons (PEPs) Gi gvwb jÛvwis 

Gi SzuwK we‡ePbvc~e©K AwaKZi mZK©Zvg~jK e¨e ’̄v (Enhanced Due Diligence) m¤úbœ Ki‡e| D‡jøL¨, 

(PEPs) ej‡Z wb‡¤œv³ e¨w³eM©‡K †evSv‡e t 

“Individuals who are or have been entrusted with prominent public functions in a foreign country, for 
example Heads of State or of government, senior politicians, senior government, judicial or military 
officials, senior executives of state owned corporations, important political party officials. Business 
relationships with family members or close associates of PEPs involve reputational risks similar to 
those with PEPs themselves.” 



3|  ‡jb‡`b gwbUwis I m‡›`nRbK †jb‡`b mbv³KiY Ges wi‡cvwU©st 

K. ‰`bw›`b Kvh©μg cwiPvjbvq cyuwR evRvi mswkøó cÖwZwU cÖwZôv‡bi mKj Kg©KZ©v A ^̄vfvweK/m‡›`nRbK 

†jb‡`b mbv³Ki‡Y m‡PZb I mZK© _vK‡e| gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Gi aviv 2(h) Ges mš¿vm 

we‡ivax AvBb, 2009 (2012 Gi ms‡kvabxmn) Gi aviv 2(16) G msÁvwqZ m‡›`nRbK †jb‡`b mbv³ nevi 

ms‡M ms‡M Zv ewY©Z AvBbØ‡qi aviv h_vμ‡g 25(1)(N) Ges 16(1) Gi wb‡ ©̀kbv †gvZv‡eK G mvKz©jv‡ii 

mv‡_ mshy³ MvBWjvB‡Ý cÖ̀ Ë Q‡K gnve¨e ’̄vcK, evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU, evsjv‡`k 

e¨vsK, cÖavb Kvh©vjq, XvKv Gi eive‡i †cÖiY Ki‡Z n‡e| 

L. hw` weI ev mswkøó wnmv‡ei Av‡e`bKvix (e¨w³/cÖwZôvb) wKsev †ewbwdwkqvix RvwZmsN wbivcËv cwil‡`i 

mswkøó KwgwU KZ…©K ZvwjKvfz³1 ev evsjv‡`k miKvi KZ©„K wbwl× †NvwlZ/Zdwmjfz³2 †Kvb e¨w³/mËv/ 

‡Mvôx/msMVb nq A_ev GZ &̀mswkøó A_© gvwbjÛvwis/mš¿vmx Kv‡h© e¨eüZ n‡Z cv‡i g‡g© m‡›`n Kivi hyw³m½Z 

KviY _v‡K Z‡e ZvI wi‡cvU©‡hvM¨ e‡j we‡ewPZ n‡e| GQvovI m‡›`nRbK †jb‡`b mbv³Ki‡Yi †ÿ‡Î G 

mvKz©jv‡ii mv‡_ mshy³ MvBWjvB‡Ý DwjøwLZ wb‡ ©̀kKmg~n (m‡›`‡ni †ÿÎ D³ ZvwjKvi evB‡iI we Í̄…Z n‡Z 

cv‡i) we‡eP¨ n‡e| 

M. cyuwR evRvi mswkøó cÖwZwU cÖwZôvb KZ©„K lvb¥vwmK wfwË‡Z G mvKz©jv‡ii mv‡_ mshy³ MvBWjvB‡Ý cÖ̀ Ë Q‡K 

mgvß lvb¥vwm‡K wi‡cvU©K…Z mKj m‡›`nRbK †jb‡`b wi‡cv‡U©i GKwU mvivsk mswkøó lvb¥vwmK m¤úbœ nIqvi 

cieZx© gv‡mi 15 Zvwi‡Li g‡a¨ gnve¨e ’̄vcK, evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU, evsjv‡`k e¨vsK, 

cÖavb Kvh©vjq, XvKv Gi eive‡i †cÖiY Ki‡Z n‡e| D‡jøL¨, mswkøó lvb¥vwm‡K †Kvb m‡›`nRbK †jb‡`b wi‡cvU© 

bv Ki‡jI ÒNILÓ wi‡cvU© †cÖiY Ki‡Z n‡e| 

N. wi‡cvU©K…Z m‡›`nRbK †jb‡`b welqK Z_¨ cyuwR evRvi mswkøó cÖwZôv‡bi †Kvb Kg©KZ©v †Kvb ch©v‡qB MÖvnK ev 

Ab¨ †Kvb e¨w³/cÖwZôv‡bi wbKU cÖKvk Ki‡eb bv|  

 

4| Ab¨vb¨ wb‡`©kbvt 

K. cyuwR evRvi mswkøó cÖwZôvb¸‡jv‡K gvwbjÛvwis/mš¿v‡m A_©vqb msμvšÍ SzuwK n‡Z gy³ ivLvi j‡ÿ¨ mswkøó cÖwZwU 

cÖwZôvb wbR ^̄ Rbej wb‡qv‡Mi †ÿ‡Î h_vh_ hvPvB cÖwμqv (Screening Mechanism) AbymiY Ki‡e; hv‡Z 

†Kvb Í̄‡ii †Kvb Kg©KZ©vi Kv‡Ri d‡j mswkøó cÖwZôvb gvwbjÛvwis/mš¿v‡m A_©vqb msμvšÍ SzuwKi m¤§yLxb bv 

nq|  

L. gvwbjÛvwis cÖwZ‡iva AvBb, 2012, mš¿vm we‡ivax AvBb, 2009 (2012 Gi ms‡kvabxmn) Ges evsjv‡`k 

dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU (weGdAvBBD) KZ„©K mg‡q mg‡q, RvixK…Z G msμvšÍ 

mvK©yjvi/wb‡ ©̀kbvmg~‡ni h_vh_ cwicvjb wbwðZ Kivi j‡¶¨ cyuwR evRvi mswkøó cÖwZwU cÖwZôvb Zv‡`i 

Kg©KZ©v‡`i Dchy³ cÖwk¶Y cÖ̀ v‡bi e¨e ’̄v Ki‡e| 

M. cyuwR evRvi mswkøó cÖwZwU cÖwZôvb Zv‡`i MÖvnK cwiwPwZi mKj Z_¨ (‡jb‡`‡bi  Z_¨mn) MÖvn‡Ki mv‡_ 

m¤úK© †kl nevi ci Zv Ab~¨b 05 (cvuP) eQi ch©šÍ msiÿY Ki‡e| 

N. cyuwR evRvi mswkøó cÖwZôvbmg~‡ni e¨emvi e¨wß, cÖK…wZ, Kvh©vejx, AvBbx KvVv‡gv BZ¨vw` we‡ePbvq G mKj 

cÖwZôv‡bi gva¨‡g gvwbjÛvwis I mš¿v‡m A_©vqb msNwUZ nIqvi SuywK ‡gvKv‡ejvq Ges Dc‡i ewY©Z 

wb‡ ©̀kbvmg~n ev Í̄evq‡bi mnvqK wn‡m‡e "Guidelines on prevention of money laundering & 

combating financing of terrorism for capital market intermediaries" kxl©K GKwU MvBWjvBÝ cÖYqb 

1 RvwZmsN wbivcËv cwil‡`i mswkøó KwgwU KZ…©K ZvwjKvfz³ ej‡Z g~jZt  RvwZms‡Ni wbivcËv cwil‡`i †iRy¨jykb b¤̂i-1267 I 1373 Ges Gi Avbymw½K Ab¨vb¨ 
†iRy¨jyk‡b ewY©Z ZvwjKv †evSv‡e| GB ZvwjKvmg~n - www.un.org/sc/committees/1267/consolist.shtml G cvIqv hv‡e| 
2 evsjv‡`k miKvi KZ©„K wbwl× †NvwlZ/Zdwmjfz³ ej‡Z g~jZt  ^̄ivóª gš¿Yvjq KZ©„K mg‡q mg‡q cªKvwkZ wbwl× ‡NvwlZ e¨w³/ mËv/‡Mvôx/msMVb ‡K †evSv‡e| 



Kiv n‡q‡Q; hv gvwbjÛvwis cÖwZ‡iva AvBb, 2012 I mš¿vm we‡ivax AvBb, 2009 (2012 mv‡ji ms‡kvabxmn) 

Gi h_vμ‡g 23 (N) Ges 15 (R) avivq cÖ̀ Ë ÿgZv e‡j Rvix Kiv n‡jv| D³ MvBWjvBÝ evsjv‡`k e¨vs‡Ki 

I‡qe mvBU (http://www.bb.org.bd/mediaroom/circulars/circulars.php) n‡Z WvDb‡jvW Kiv hv‡e|  

cyuwR evRvi mswkøó cÖwZôvbmg~n‡K wbR wbR e¨emvi ‡ÿÎ, e¨wß, cÖK…wZ, Kvh©vejx I SzuwK ch©v‡jvPbvKiZt D³ 

MvBWjvB‡Ýi wb‡ ©̀kbv b~¨bZg gvb`Û we‡ePbvq wbR ^̄ MvBWjvBÝ cÖYqb K‡i ^̄- ^̄ cwiPvjbv cl©̀ /Dchy³ 

KZ©„cÿ KZ©„K Aby‡gv`bc~e©K AvMvgx 03 (wZb) gv‡mi g‡a¨ AÎ BDwb‡U `vwLj Ki‡Z n‡e Ges cwicvj‡bi 

cÖ‡qvRbxq e¨e ’̄v MÖnY Ki‡Z n‡e| 

O. GQvovI, cÖ‡hvR¨ †ÿ‡Î, ˆe‡`wkK gy ª̀v wbqš¿Y AvBb, 1947, MvBWjvBÝ di  d‡ib G·‡PÄ Uªvb‡RKkbm 

Ges evsjv‡`k e¨vsK KZ©„K mg‡q mg‡q, RvixK…Z G mswkøó hveZxq wb‡ ©̀kbv cyuwR evRvi mswkøó cÖwZôvbmg~n 

KZ©„K cwicvjbxq n‡e| 

P. G mvKy©jvi Rvixi 03 (wZb) gv‡mi g‡a¨ mswkøó cÖwZôvbmg~n‡K Av‡jvP¨ mvKz©jv‡ii †cÖwÿ‡Z Zv‡`i M„nxZ 

Kvh©μg Ges M„nxZe¨ cwiKíbv AÎ BDwbU †K AewnZ Kivi wb‡ ©̀kbv †`Iqv n‡jv| 

G mvKz©jv‡ii wb‡ ©̀kbv Awej‡¤^ Kvh©Ki n‡e| 

AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb|  

Avcbv‡`i wek¦̄ Í, 
ms‡hvRbx t eY©bv †gvZv‡eK|              ^̄vÿwiZ/- 
 

( †`ecÖmv` †`ebv_) 
gnve¨e ’̄vcK  

†dvb : 9530118 
 



 

 
 
 

evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU 
evsjv‡`k e¨vsK 

cÖavb Kvh©vjq, XvKv| 
I‡qemvBU : www.bangladeshbank.org.bd 

weGdAvBBD mvKz©jvi b¤^i t 7 
ZvwiL t 

30 Avlvp , 1420 
 14 RyjvB, 2013 

e¨e ’̄vcbv cwiPvjK/cÖavb wbe©vnx Kg©KZv©/cÖwZôvb cÖavb 
mKj e¨vsK,  Avw_©K cÖwZôvb,  exgvKvix,  gvwb †PÄvi, A_© A_ev A_©g~j¨ †cÖiYKvix ev ’̄vbvšÍiKvix  
†h †Kvb †Kv¤úvbx ev cÖwZôvb, evsjv‡`k e¨vs‡Ki AbygwZµ‡g e¨emv cwiPvjbvKvix Ab¨ †Kvb cÖwZôvb,   
÷K wWjvi I ÷K †eªvKvi, ‡cvU©‡dvwjI g¨v‡bRvi I gv‡P©›U e¨vsKvi, wmwKDwiwU Kv÷wWqvb, m¤ú`  
e¨e ’̄vcK, A-jvfRbK ms ’̄v/cÖwZôvb (Non Profit Organisation), ‡emiKvwi Dbœqb ms ’̄v (Non  
Government Organisation), mgevq mwgwZ, wi‡qj G‡÷U †W‡fjcvi, g~j¨evb avZz ev cv_‡ii e¨emvqx, 
 Uªv÷ I †Kv¤úvbx ‡mev cÖ`vbKvix, AvBbRxex, †bvUvix, Ab¨vb¨ AvBb †ckvRxex Ges GKvD‡›U›U| 

 
 
 

mš¿vm we‡ivax (ms‡kvab) AvBb, 2013 cÖms‡M| 
 

 

mš¿vm we‡ivax AvBb, 2009  Gi AwaKZi ms‡kvabK‡í MZ 11 Ryb, 2013 Zvwi‡L RvZxq msm` KZ©„K M„nxZ mš¿vm we‡ivax (ms‡kvab) 

AvBb, 2013 MZ 12 Ryb, 2013 Zvwi‡L gnvgvb¨ ivóªcwZi m¤§wZ jvf Kivq me©mvavi‡Yi AeMwZi Rb¨ evsjv‡`k ‡M‡R‡Ui AwZwi³ 

msL¨vq cÖKvwkZ n‡q‡Q| Av‡jvP¨ AvBbwU Rvix nIqvq wi‡cvU© cÖ̀ vbKvix ms ’̄vi `vwqZ¡ I KZ©e¨ we Í̄…Z n‡q‡Q| D³ AvB‡bi weavbvejx 

cwicvjb I mswkøó mK‡ji AeMwZ‡Z Avbq‡bi myweav‡_© D³ AvBbwU evsjv‡`k e¨vs‡Ki I‡qemvB‡U Avc‡jvW Kiv n‡q‡Q, hv 

http://www.bb.org.bd/aboutus/regulationguideline/lawsnacts.php I‡qewjsK n‡Z WvDb‡jvW Kiv hv‡e| 

02| ewY©Z AvBbwU mswkøó mK‡ji AeMwZ‡Z Avbqb Ges Gi weavbmg~‡ni cwicvjb wbwðZ Kivi Rb¨ Avcbv‡`i‡K wb‡ ©̀k cÖ̀ vb Kiv 
hv‡”Q| 
03| AbyMÖnc~e©K cÖvwß ^̄xKvi Ki‡eb| 

Avcbv‡`i wek¦¯Í, 
 

     ¯^vÿwiZ/-- 
 

(KvRx AvKZviæj Bmjvg) 
Dc-gnve¨e ’̄vcK 
†dvb : 9530170 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

    evsjv‡`k dvBb¨vwÝqvj B‡›Uwj‡RÝ BDwbU 
evsjv‡`k e¨vsK 
cÖavb Kvh©vjq 

XvKv| 
 

I‡qemvBU : www.bangladeshbank.org.bd 
 
 
 

weGdAvBBD  mvKz©jvi bs- 08 /2013                                   ZvwiL t 14/07/ 1420 e½vã 
 29/10/2013 wLª÷vã 
 

 

cÖavb wbev©nx 

mKj wi‡qj G‡÷U †W‡fjcvi, g~j¨evb avZz I cv_‡ii e¨emv cÖwZôvb, Uªv÷ I †Kv¤úvbx †mev cÖ`vbKvix, 
AvBbRxex, †bvUvix ,Ab¨vb¨ AvBb †ckvRxex Ges GKvD‡›U›U|  

 

wcÖq g‡nv`q, 

 
gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Ges mš¿vm we‡ivax AvBb, 2009 Gi weavbvejx 

cwicvjb msµvšÍ AbymiYxq welqvejxi Dci cÖYxZ MvBWjvBÝ Rvix cÖm‡½| 

 gvwbjÛvwis cÖwZ‡iva AvBb, 2012 Gi 2(e)(H, I, J Ges AA) avivq Ges mš¿vm we‡ivax 

AvBb, 2009  Gi 20(H, I, J Ges AA) avivq wi‡qj G‡÷U †W‡fjcvi, g~j¨evb avZz I 

cv_‡ii e¨emv cÖwZôvb, Uªv÷ I †Kv¤úvbx †mev cÖ`vbKvix, AvBbRxex, †bvUvix ,Ab¨vb¨ AvBb 

†ckvRxex Ges GKvD‡›U›U †K wi‡cvU© cÖ`vbKvix ms¯’v wn‡m‡e AšÍfy©³ Kiv n‡q‡Q|   

2.0 weMZ 13 gvP©, 2013 Zvwi‡L evwYR¨ mwPe g‡nv`‡qi mfvcwZ‡Z¡ AbywôZ mfvi wm×všÍ 

†gvZv‡eK 11 m`m¨ wewkó GKwU †dvKvm MÖæc MVb Kiv nq Ges D³ †dvKvm MÖæc Zv‡`i 

Kvh©cwiwa Abyhvqx wi‡qj G‡÷U †W‡fjcvi, g~j¨evb avZz I cv_‡ii e¨emv cÖwZôvb, Uªv÷ I 

†Kv¤úvbx †mev cÖ̀ vbKvix, AvBbRxex, †bvUvix ,Ab¨vb¨ AvBb †ckvRxex Ges GKvD‡›U›U Gi 

e¨emvi e¨vwß, cÖK…wZ, Kvh©vejx, AvBbx KvVv‡gv Ges G msµvšÍ AvšÍR©vwZK gvb`‡Ûi we‡ePbvq 

Zv‡`i gva¨‡g gvwbjÛvwis I mš¿v‡m A_©vqb msNwUZ nIqvi SuywK ‡gvKv‡ejvi mnvqK wn‡m‡e 

"Guidelines on prevention of money laundering & combating financing of 

terrorism for Designated Non Financial Businesses and Professions" kxl©K 

GKwU MvBWjvBÝ cÖYqb K‡i‡Q|  

3.0 Gÿ‡Y wi‡qj G‡÷U †W‡fjcvi, g~j¨evb avZz I cv_‡ii e¨emv cÖwZôvb, Uªv÷ I †Kv¤úvbx 

†mev cÖ`vbKvix, AvBbRxex, †bvUvix ,Ab¨vb¨ AvBb †ckvRxex Ges GKvD‡›U›U Gi ‡ÿ‡Î 

gvwbjÛvwis I mš¿vmx Kv‡h© A_© †hvMvb cÖwZ‡ivaK‡í AbymiYxq wb‡`©kbv m¤̂wjZ ewY©Z 

MvBWjvBÝwU gvwbjÛvwis cÖwZ‡iva AvBb, 2012Gi 23 (N) aviv I mš¿vm we‡ivax AvBb, 2009 



 

Gi 15(1)(R) avivq cÖ`Ë ÿgZv e‡j cwicvj‡bi Rb¨ Rvix Kiv n‡jv; hv evsjv‡`k e¨vs‡Ki 

I‡qe mvBU (http://www.bb.org.bd/mediaroom/circulars/circulars.php) n‡Z 

WvDb‡jvW Kiv hv‡e|   

G mvKz©jv‡i ewY©Z MvBWjvBÝwUi wb‡`©kbv Awej‡¤^ Kvh©Ki n‡e| 

AbyMÖnc~e©K cÖvwß ¯^xKvi Ki‡eb|  

Avcbv‡`i wek¦¯Í, 

ms‡hvRbx t eY©bv †gvZv‡eK|          ¯^vÿwiZ/- 

( †`ecÖmv` †`ebv_) 
gnve¨e¯’vcK  

†dvb : 9530118 
 

cÖwZwjwc bs- weGdAvBBD (cwjwm) 03/2012- 

                              

                          ZvwiL : DwjøwLZ 

AeMwZ I cÖ‡qvRbxq e¨e ’̄v MÖn‡Yi Rb¨ cÖwZwjwc †cÖiY Kiv n‡jv t- 
        (‡R¨ôZvi µg Abyhvqx bq) 
 

1. mwPe, e¨vsK I Avw_©K cÖwZôvb wefvM, A_© gš¿Yvjq, evsjv‡`k mwPevjq, XvKv| 
2. mwPe, evwYR¨ gš¿Yvjq, evsjv‡`k mwPevjq, XvKv| 
3. mwPe, ‡jwRm‡jwUf I msm` welqK wefvM, AvBb gš¿Yvjq, evsjv‡`k mwPevjq, XvKv| 
4. mwPe, M„nvqb I MYc~Z© gš¿Yvjq, †m¸bevwMPv, XvKv| 
5. ‡Pqvig¨vb, ivRavbx Dbœqb KZ…©cÿ, w`jKzkv ev/G, XvKv| 
6. †iwR÷ªvi, †iwR÷ªvi Ae R‡q›U ÷K †Kv¤úvbxR, XvKv| 
7. WvB‡i±i †UªW AMv©bvB‡Rkb, evwYR¨ gš¿Yvjq, evsjv‡`k mwPevjq, XvKv| 
8. ‡cÖwm‡W›U, evsjv‡`k evi KvDwÝj, evsjv‡`k mywcÖg †KvU©, XvKv| 
9. ‡cÖwm‡W›U, AvBwmGwe, KviIqvb evRvi, XvKv| 
10. ‡cÖwm‡W›U, AvBwmGgGwe, bxj‡ÿZ, XvKv| 
11. ‡cÖwm‡W›U, , win¨ve, 1/wR, b¨vkbvj cøvRv, wd« ¯‹zj ÷ªxU, †mvbviMvuI †ivW, XvKv| 
12. ‡cÖwm‡W›U, , evsjv‡`k Ry‡qjvm© mwgwZ, 3 evqZzj †gvKviig gv‡K©U (Z…Zxq Zjv), XvKv|  
13. gnve¨e ’̄vcK, evsjv‡`k e¨vsK, gwZwSj, 

XvKv/PÆMÖvg/ivRkvnx/Lyjbv/e¸ov/wm‡jU/m`iNvU,XvKv/ewikvj/iscyi/gqgbwmsn| 
14. †Pqvig¨vb, evsjv‡`k G‡mvwm‡qkb Ae e¨vsKvm©, 42, Kvgvj AvZvZzK© GwfwbD, ebvbx, XvKv| 
15. †Pqvig¨vb, G‡mvwm‡qkb Ae e¨vsKvm©, evsjv‡`k, B÷vb© Kgvwk©qvj Kg‡cø·, 73, KvKivBj, XvKv| 
16. cÖavb wbev©nx Kg©KZv©, mKj Zdwmjx e¨vsK I mKj Avw_©K cÖwZôvb| 
17. wbe©vnx cwiPvjK, Mfb©i g‡nv`‡qi mwPevjq, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
18. Mfb©i g‡nv`‡qi e¨w³MZ Kg©KZ©v, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
19. †WcywU Mfb©i g‡nv`qM‡Yi mv‡_ mshy³ Dc-cwiPvjK/mnKvix cwiPvjK, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
20. A_©‰bwZK Dc‡`óv/wbe©vnx cwiPvjK g‡nv`qM‡Yi e¨w³MZ mnKvix, evsjv‡`k e¨vsK, cÖavb Kvh©vjq, XvKv| 
21. gnvcwiPvjK, evsjv‡`k Bbw÷wUDU Ae e¨vsK g¨v‡bR‡g›U, wgicyi, XvKv| 
22. gnvmwPe, w` Bbw÷wUDU Ae e¨vsKvm© evsjv‡`k, weGmAviGm feb, 10g Zjv, KvIivb evRvi, †ZRMuvI, XvKv| 
 

 

                                                                                    ¯̂vÿwiZ/- 

(‡gvt gvmy` ivbv) 
 Dc cwiPvjK 

  †dvb : 9530010-75/2467  
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